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1. Introduction

TS 23.179 currently defines the Group Management Client and Server for management of MCPTT Groups and the Configuration Management Client and Server for the provision of parameters in the UE. However analysis of the requirements of TS 22.179 indicates that parameters are needed for configuration and management of the MCPTT Service that do not fit with these already defined management entities.
2. Reason for Change

TS 22.179 has many requirements which are unrelated to Groups and also which cannot be fulfilled by configuration of the UE. For instance there are many requirements that relate to policies regarding Private Calls and timers for floor control and also many requirements related to authorisation policies for users. See proposed Annex B table for some of these.
The lack of Policy Management entities triggered discussion during the recent CT1 electronic meeting regarding the scope of one of the stage 3 specifications which currently only is related to Group Management.

CT1 also needs clarity on what management functionality is required on which reference points in order to define the stage 3.
It should be noted that the MCPTT Service can be utilised by multiple Mission Critical Organizations (see TS 22.179 5.18.2, 5.18. 3, 6.3 and 6.10).

5.18.2
General requirements

[R-5.18.2-001] The MCPTT Service shall be able to support multiple Mission Critical Organizations, each with their own MCPTT Users and MCPTT Groups, on the same MCPTT system.

[R-5.18.2-002] The MCPTT Service shall provide a means by which Mission Critical Organizations designate and manage (i.e., add, delete, change authorizations, etc.) MCPTT Administrators with authority to manage users, groups, other MCPTT Administrators, security controls, and other mission affecting parameters (e.g., authorizations and priorities) of the MCPTT Service.

[R-5.18.2-003] The MCPTT Service shall protect the operational privacy of Mission Critical Organizations by providing effective separation between the administrative and security management (e.g., key) parameters of those organizations except as authorized by the Mission Critical Organizations involved.

[R-5.18.2-004] The MCPTT Service shall protect the administrative and security management parameters of Mission Critical Organizations from viewing and manipulation by individuals (including those within and outside of the mission critical organization) not explicitly authorized by the Mission Critical Organization.

[R-5.18.2-005] The MCPTT Service shall provide a means by which Mission Critical Organizations may share subsets of their administrative and security parameters with other Mission Critical Organizations.

NOTE:
The purposes of these requirements protect the operational security of organizations while still allowing for interworking of MCPTT UE and Users under the control of the Mission Critical Organizations.

5.18.3
Operational visibility for Mission Critical Organizations

[R-5.18.3-001] The MCPTT Service shall provide a means by which an MCPTT Administrator associated with a Mission Critical Organization has visibility into the operational status of the service (e.g., during a natural disaster).

6.3
General requirements

[R-6.3-001] A PLMN shall support multiple MCPTT systems.

[R-6.3-002] An MCPTT system shall be capable of providing MCPTT Services to MCPTT Users in multiple PLMNs.

[R-6.3-003] The MCPTT Service shall provide a means by which changes performed by an MCPTT Administrator take effect immediately.

[R-6.3-004] The MCPTT Service shall provide a means by which changes performed by an MCPTT Administrator take effect at a specified date/time.
6.10
User Profile management

[R-6.10-001] The MCPTT Service shall be able to dynamically modify one or more pieces of information within the MCPTT User Profile (e.g., the list of MCPTT Groups for which the user has access credentials) while in use by the MCPTT User.

[R-6.10-002] The MCPTT Service shall provide a means by which an MCPTT Administrator designates that new or updated MCPTT User Profiles are to be installed at the MCPTT UE for immediate use by the MCPTT User.

[R-6.10-003] The MCPTT Service shall provide a means by which an MCPTT Administrator designates a particular time and date when new or updated MCPTT User Profiles are to be installed at the MCPTT UE for use by the MCPTT User.

[R-6.10-004] The MCPTT User Profile shall be construed to be sensitive user information and shall be provided end-to-end confidentiality when transferred between the MCPTT Service and MCPTT UE.

The representatives of the Mission Critical Organizations are therefore also users of the system (users with certain privileges and permissions not granted to ordinary users). Therefore the policies of the Mission Critical Organization need to be provisioned using an appropriate user  interface not using mechanisms commonly used for telecommunications network management.
It also should be recognised that for on network operation the UE is not generally trusted to conform to any configured policies and so therefore the network needs to verify that the UE conforms to the policies set.
These requirements necessitate that new functional entities for MCPTT policy management are defined along with reference points between them and with the MCPTT Server.
2. Proposed Change

It is proposed to make the following changes to TS 23.179:

7.4.2.2
MCPTT application service

7.4.2.2.1
MCPTT client

This functional entity acts as the user agent for all MCPTT application transactions. It also supports location reporting, presence, and status reporting.

Editor's note:
In the allocation of functional entities, this functional entity is allocated to the user's device. The Signalling user agent functional entity and floor participant functional entity are collocated with this functional entity, which is for further study.

7.4.2.2.2
MCPTT server

The MCPTT server functional entity provides centralised support for MCPTT services.

All the MCPTT clients supporting users belonging to a single group are required to use the same MCPTT server for that group. An MCPTT client supporting a user involved in multiple groups can have relationships with multiple MCPTT servers.

NOTE:
Possible requirements for handling multiple distinct media on different MCPTT servers is not covered in this version of the document.

The MCPTT server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [10] to control multicast and unicast operations for group communications.

By assuming the role of a GCS AS, the MCPTT server functional entity is responsible for:

-
keeping track of MCPTT UE location with respect to multicast service availability,

-
requesting the allocation of multicast resources utilizing the MRF,

-
announcing the association of multicast resources to calls to MCPTT UEs,

-
determining for each MCPTT UE involved in a given call whether to use unicast or multicast transport, 

-
announcing the assignment of multicast transport for specific calls to MCPTT UEs, and

-
informing the MRF of the media streams requiring support for a given call.

7.4.2.2.3
Policy client
The policy client functional entity provides for cprovisioning of MCPTT policies  required by the MCPTT service provider.
7.4.2.2.4
Policy server

The policy server functional entity provides for management of MCPTT policies  required by the MCPTT service provider.

7.5.2
Application plane

7.5.2.1
General

The reference points for the application plane are shown in figure 7.5.2.1-1:
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Figure 7.5.2.1-1: Reference points for the application plane between MCPTT client and MCPTT server
7.5.2.2
Reference point MCPTT-1 (between the MCPTT client and the MCPTT server)

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling.

Reference point MCPTT-1 also may provide the MCPTT server with location information with respect to multicast service availability for the MCPTT Client. 

Messages supported on this interface may include the MCPTT client reporting information on the MBMS area of service to the MCPTT server, indicating the area where the UE is currently located. This information comes from the broadcast by the local cell of the SIB1 and SIB15 (see 3GPP TS 36.331 [12]) as decoded by the UE.

Editor’s note:
There may be other mechanisms for the MCPTT server to discover this information. 

NOTE:
This reference point includes the GC1 reference point as described in 3GPP TS 23.468 [10]. It is assumed that the MCPTT server is performing the function of GCS AS. While 3GPP TS 23.468 [10] did not specify GC1 it did include high level descriptions of certain interactions on GC1, including those relating to the availability of multicast delivery for the application client.

Messages supported on this interface may also include the MCPTT server providing the MCPTT client with information describing the mapping of transport resources to specific group calls.

7.5.2.3
Reference point MCPTT-2 (between MCPTT server and MCPTT user database)

Provides for the MCPTT server to obtain information about a specific user.

7.5.2.4
Reference point MCPTT-3 (between the MCPTT server and MCPTT server)
The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling.
7.5.2.5
Reference point MCPTT-4 (between floor control server and floor control participant)

Provides floor control signalling between MCPTT server and MCPTT client.
7.5.2.6
Reference point CSC-1 (between identity management client and identity management server)

Provides for the mutual authentication between the user equipment and the common server's plane on behalf of applications within the application plane.

7.5.2.7
Reference point CSC-2 (between the group management client and the group management server)

The CSC-2 reference point, which exists between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 reference point for transport and routing of signalling.

7.5.2.8
Reference point CSC-3 (between MCPTT server and group management server)

Provides for the MCPTT server to obtain information about groups and shall use HTTP-2 reference point for transport and routing of signalling.

Editor’s note : Subscription/Notification over CSC-3 is FFS.
7.5.2.9
Reference point CSC-4 (between the configuration management client and the configuration management server)

Provides the configuration information required for MCPTT services between the configuration management client and the configuration management server.

7.5.2.X
Reference point CSC-5 (between the MCPTT policy client and the MCPTT policy server)

The CSC-5 reference point, which exists between the MCPTT policy client and the MCPTT policy server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 reference point for transport and routing of signalling.

7.5.2.Y
Reference point CSC-6 (between MCPTT server and MCPTT policy server)

Provides for the MCPTT server to obtain MCPTT policy information and shall use HTTP-2 reference point for transport and routing of signalling.

Annex B (normative):
Configuration and Management Requirements

Table B.1: Configuration and Management Requirements applicable to both off-network and on-network mapped to CSC Reference Points
	TS 22.179 ID
	Requirement
	CSC-2

(Grp Mgmt)
	CSC-4

(DM)
	CSC-5
(MCPTT Policies)

	[R-5.1.2-001]
	The MCPTT Service shall provide a mechanism by which an MCPTT UE determines in which of the MCPTT Groups for which it is authorized there is an ongoing MCPTT Group Call.
	Y
	N
	N

	[R-5.1.2-002]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT User determines in which MCPTT Groups there is an ongoing MCPTT Group Call.
	Y
	N
	N

	[R-5.1.3-001]
	The MCPTT Service shall allow the MCPTT Administrator to restrict who can be a member of specific MCPTT Groups, so that those MCPTT Groups shall be inaccessible to other users, including dispatchers or supervisors.
	Y
	Y
	N

	[R-5.1.3-002]
	The MCPTT Service shall enable a properly provisioned and authorized MCPTT UE operating on the network to receive its application layer level parameters (e.g., group id, group keys) necessary for initiating and participating in selected group and Private Calls at a future time, while off the network.

NOTE:
This is a "run-time" requirement applicable to an already configured MCPTT UE, when groups and/or users, in addition to what was already configured, need to participate in future off-network calls.
	Y?
	Y?
	N

	[R-5.1.5-001]
	The MCPTT Service shall provide a mechanism by which an MCPTT User determines the currently defined MCPTT Groups for which the user is authorized.
	Y
	Y
	N

	[R-5.1.5-002]
	The MCPTT Service shall provide a mechanism by which an MCPTT UE determines the currently defined MCPTT Groups for which it is authorized.
	Y
	Y
	N

	[R-5.1.5-003]
	The MCPTT Service shall support an MCPTT User's ability to affiliate to one or more MCPTT Groups.
	Y?
	N
	Y?

	[R-5.1.5-004]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N2) of MCPTT Groups that an MCPTT User can be affiliated to simultaneously.
	Y?
	Y?
	Y?

	[R-5.1.5-008]
	An MCPTT User shall be able to affiliate with a multiplicity of MCPTT Groups, subject to restrictions configured by the MCPTT Administrator.
	Y?
	Y?
	Y?

	[R-5.1.6-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Group Calls for MCPTT Users within their authority.
	Y?
	Y?
	Y?

	[R-5.1.7-001]
	The MCPTT Service shall provide a mechanism to organize MCPTT Groups into a hierarchy(ies).
	Y
	Y
	N

	[R-5.1.7-002]
	The MCPTT Service shall provide a mechanism to prioritize MCPTT Group Calls based on the priorities associated with elements of the call (e.g., service type, requesting identity, and target identity).
	Y?
	Y
	Y?

	[R-5.1.8-011]
	The MCPTT service shall be able to generate charging data for off-network mode.
	N
	Y?
	N

	[R-5.2.1-001]
	The MCPTT Service shall support Broadcast Group Calls from authorized MCPTT Group Members as determined by the MCPTT Administrator.
	Y
	Y
	N

	[R-5.2.1-002]
	The MCPTT Service shall only allow the initiating MCPTT Group Member to transmit on a Broadcast Group Call, unless overridden (e.g., by a supervisor).
NOTE:
This contains the implicit requirement to be able to specify who has the privilege to override.
	Y
	Y
	N

	[R-5.2.2-001]
	The MCPTT Service shall provide for the creation of Group-Broadcast Groups with up to B1 levels of group hierarchy.

NOTE:
This contains the implicit requirement to be able to specify the value of B1 which may require a higher permission level than that to create groups and group hierarchies.
	Y
	Y
	N

	[R-5.2.2-002]
	The MCPTT Service shall be configurable to create a Group-Broadcast Group from one or more Group-Broadcast Groups with any other non-Broadcast Group.
	Y
	Y
	N

	[R-5.2.2-003]
	The MCPTT Service shall enable an MCPTT Administrator to create a Group-Broadcast Group.
	Y
	Y
	N

	[R-5.2.3-001]
	The MCPTT Service shall provide for the creation of User-Broadcast Groups with up to B2 levels of user hierarchy.

NOTE:
This contains the implicit requirement to be able to specify the value of B2which may require a higher permission level than that to create groups and group hierarchies.
	Y
	Y
	N

	[R-5.5.2-005]
	The MCPTT Service shall provide a mechanism to configure the number (N4) of MCPTT Group calls to be simultaneously received by an MCPTT UE, authorized by an MCPTT Administrator and/or authorized user
	N
	Y
	Y

	[R-5.5.2-006]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that an MCPTT UE simultaneously receives in one MCPTT Group call in case of override
	Y?
	Y
	Y?

	[R-5.5.2-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N10) of MCPTT Private Calls (with Floor control) in which an MCPTT UE simultaneously participates
	N
	Y
	Y

	[R-5.5.2-008]
	The MCPTT Service shall provide a mechanism to configure the number (N6) of MCPTT Group calls to be simultaneously received by an MCPTT User, authorized by an MCPTT Administrator and/or authorized user
	Y?
	Y
	Y

	[R-5.5.2-009]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N7) of MCPTT Group transmissions that an MCPTT User simultaneously receives in one MCPTT Group call in case of override
	Y?
	N
	Y

	[R-5.5.2-010]
	Mouth-to-ear The MCPTT Service should provide a mechanism for an MCPTT Administrator and/or authorized user to prioritize the order in which multiple MCPTT Groups are presented by the MCPTT UE
	N
	Y
	N

	[R-5.6.4-002]
	The MCPTT Service shall provide a means by which an authorized MCPTT User ignores a Manual Commencement Private Call (with Floor control) request from another MCPTT User.

NOTE 2:
Ignoring a Manual Commencement Private Call (with Floor control) results in no indication of the reason for call failure being sent to the calling MCPTT User.
	N
	Y?
	Y?

	[R-5.6.5-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Manual Commencement Private Call (with Floor control)
	N
	Y
	Y

	[R-5.6.5-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place an Automatic Commencement Private Call (with Floor control)
	N
	Y
	Y

	[R-5.6.5-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which an MCPTT Private Call (with Floor control) can be made.
	N
	Y
	Y

	[R-5.6.5004]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Private Calls (with Floor control) for MCPTT Users within their authority
	N
	Y
	Y

	[R-5.6.5-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure a timeout value in which an MCPTT Private Call (with Floor control) without a transmitting or receiving MCPTT User ends, for MCPTT Users within their authority
	N
	Y
	Y

	[R-5.6.5-006]
	[The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure whether an MCPTT User, within their authority, that is a called party in an MCPTT Private Call (with Floor control), may restrict providing the reason why an MCPTT Private Call (with Floor control) setup has failed to the calling MCPTT User.
	N
	Y
	Y

	[R-5.7.2.1.1-001]
	The MCPTT Service shall support MCPTT Emergency Group Calls from an authorized MCPTT Group Member on the currently Selected MCPTT Group or on an MCPTT Group designated for MCPTT Emergency Group Calls.
	Y
	Y
	N

	[R-5.7.2.1.1-013]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT Emergency Group) is used for the MCPTT Emergency Group Call by an MCPTT User.
	Y?
	Y
	Y?

	[R-5.7.2.1.2-001]
	The MCPTT Service shall support cancellation of an In-progress Emergency by an authorized MCPTT User for an MCPTT Group.
	Y
	Y
	N

	[R-5.7.2.1.2-002]
	The MCPTT Service shall support cancellation of an In-progress Emergency for an MCPTT Group when criteria established by the MCPTT Administrator are met (e.g., timeout).
	Y?
	Y
	Y?

	[R-5.7.2.1.2-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to cancel in-progress Emergencies.
	Y?
	Y
	Y?

	[R-5.7.2.2.1-009]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated imminent peril group) shall be used for the Imminent Peril communications for an MCPTT User.
	Y?
	Y
	Y?

	[R-5.7.2.2.2-001]
	The MCPTT Service shall support cancellation of an In-progress Imminent Peril by an authorized MCPTT User.
	Y?
	Y
	Y?

	[R-5.7.2.2.2-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to cancel an In-progress Imminent Peril.
	Y?
	Y
	Y?

	[R-5.7.2.2.2-004]
	The MCPTT Service shall support cancellation of an In-progress Imminent Peril when criteria created by the MCPTT Administrator are met
	Y?
	Y
	Y?

	[R-5.7.2.3.1-001]
	The MCPTT Service shall support MCPTT Emergency Private Calls (with Floor control) from authorized MCPTT Users.

NOTE:
This functionality out of network relies on the MCPTT User being called being within ProSe Communication range. For this reason this functionality is more likely to be used on the network.
	N
	Y
	Y

	[R-5.7.2.3.2-001]
	The MCPTT Service shall support cancellation of the MCPTT Emergency priority of an MCPTT Emergency Private Call (with Floor control) by an authorized MCPTT User.
	N
	Y
	Y

	[R-5.7.2.3.2-002]
	The MCPTT Service shall support cancellation of the MCPTT Emergency priority of an MCPTT Emergency Private Call (with Floor control) when criteria established by the MCPTT Administrator are met (e.g., timeout).
	N
	Y
	Y

	[R-5.7.2.4.1-002]
	The MCPTT Service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.
	Y?
	Y
	Y?

	[R-5.7.2.4.1-003] 
	The MCPTT Emergency Alert shall contain the following information: Location, User ID and group ID (i.e., user’s selected group or dedicated MCPTT Emergency Group, as per group configuration) and the user’s Mission Critical Organization name.
NOTE:
This functionality relevant to configuration management here.is the Mission Critical Organization name
	N
	Y?
	Y?

	[R-5.7.2.4.1-005]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure an MCPTT Emergency Alert to send a notification to MCPTT Users within a configurable geographic area of the MCPTT User entering the MCPTT Emergency State, independent of the MCPTT Group Membership.
NOTE:
This implies requirements to configure a geographical area as well as for authorisation for a user to perform such configuration
	N
	Y
	Y

	[R-5.7.2.4.1-008]
	The MCPTT UE shall be configurable as to which group (i.e., user’s selected group or dedicated MCPTT Emergency Group) or MCPTT User is used for the MCPTT Emergency communications.
	Y?
	Y
	Y

	[R-5.7.2.4.1-010]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).
	N
	Y
	Y?

	[R-5.7.2.4.1-011]
	The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).
	N
	Y?
	Y?

	[R-5.7.2.4.1-012]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT Emergency Group) or MCPTT User (e.g., dispatcher) is used for the MCPTT Emergency Alert by an MCPTT User.
	Y?
	Y
	Y?

	[R-5.7.2.4.2-001]
	The MCPTT UE shall only provide a means for cancelling the MCPTT Emergency State locally by an authorized user of that MCPTT UE.
	N
	Y
	Y?

	[R-5.7.2.4.2-002]
	The MCPTT Service shall support MCPTT Emergency Alert cancellation by authorized MCPTT Users.
	N
	Y
	Y?

	[R-5.8-001]
	The MCPTT Service shall provide a mechanism for the creation and deletion of aliases for an MCPTT User and its associated user profiles by authorized parties.
	N
	Y
	Y?

	[R-5.8-002]
	The MCPTT Service shall provide a mechanism for each User ID to be associated with an alphanumeric identifier (with a minimum length of N3) (i.e., alias) assigned by an MCPTT Administrator.
	N
	Y
	Y?

	[R-5.8-003]
	All UEs shall provide a configurable capability to display the User ID, aliases associated with the User ID, with the Selected MCPTT Group, and with the Mission Critical Organization name.
	N
	Y
	N

	[R-5.9-001]
	An MCPTT UE shall support one or more MCPTT User Profiles.
	N
	Y
	N

	[R-5.9-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized MCPTT User to perform MCPTT UE Provisioning
	N
	Y
	Y?

	[R-5.10-001]
	The MCPTT Service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's: information, including permissions and privileges with respect to the MCPTT Service

NOTE
Examples of profile information include: their User ID, which MCPTT Groups they are a member of, their Participant type, which authority they belong to, whether they can make/receive Private Calls.
	N
	Y
	Y?

	[R-5.10-002]
	The MCPTT Service shall provide a means for an MCPTT Administrator to manage the MCPTT User Profile for MCPTT Users within their authority.
	N
	Y
	Y?

	[R-5.12-003]
	The MCPTT Service shall provide a means for MCPTT Administrators to manage the privacy of Location information for MCPTT Users within their authority.
	N
	Y
	Y

	[R-5.12-004]
	An authorized MCPTT User shall be able to restrict the MCPTT UE from supplying Location information for MCPTT communications.
	N
	Y?
	Y?

	[R-5.12-006]
	The MCPTT Service shall provide a means for an MCPTT User Profile to be configured with one or more Location information update triggers (i.e., a condition that, when satisfied, causes the MCPTT UE to transmit its current Location, if known).
	N
	Y
	N

	[R-5.12-007]
	The MCPTT Service shall provide a means for MCPTT Administrators to modify Location information update triggers within the MCPTT User Profile of an MCPTT User within their authority at any time while the MCPTT User is on the network.
	N
	Y
	N

	[R-5.12-008]
	The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in the MCPTT User’s active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).
	N
	Y
	N

	[R-5.12-012]
	The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update if the MCPTT User is in an MCPTT Emergency State and a configured amount of time has passed since the previous location information update.
	N
	Y
	N

	[R-5.12-014]
	The MCPTT Service shall provide a means for an MCPTT Administrator to define geographical areas to be used for Location information update triggers for MCPTT Users within their authority.
	N
	Y
	N

	[R-5.12-013]
	The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in an MCPTT User’s active MCPTT User Profile is satisfied while the MCPTT User is in MCPTT Emergency State (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

NOTE 1:
The Location information update triggers for an MCPTT User in an MCPTT Emergency State might be different than the Location update triggers used when the MCPTT User is not in an MCPTT Emergency State.
	N
	Y
	N

	[R-5.13-008]
	Subject to regulatory constraints, the MCPTT Service shall provide a means to support confidentiality, message integrity, and source authentication for some information exchanges (e.g.,  MCPTT User Profile management, kill commands) that have the potential to disrupt the operation of the target MCPTT UE.
	N
	Y
	N

	[R-5.13-012]
	The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.
	N
	Y
	N

	[R-5.19-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to create and define the membership of MCPTT Groups.
	Y
	Y
	N

	[R-5.19-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize a user to request an MCPTT Group Call to one or more MCPTT Groups.
	Y
	Y
	N

	[R-5.19-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine MCPTT Users who have the role of a particular Participant type on an MCPTT Group.
	Y
	Y
	N

	[R-5.19-004]
	The MCPTT Service shall provide mechanisms for an MCPTT Administrator to assign and amend the identifying information of an MCPTT Group (e.g., name, alias).
	Y
	Y
	N

	[R-5.19-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to assign and amend the identifying information of MCPTT User Profiles (e.g., name, identifier, alias).
	N
	Y
	N

	[R-5.19-007]
	The MCPTT Service shall provide mechanisms for an MCPTT Administrator to create, amend, delete, and suspend MCPTT User Profiles.
	N
	Y
	N

	[R-5.19-008]
	The MCPTT Service shall enable an MCPTT Administrator to configure which MCPTT Group Members are authorized to select to transmit to an MCPTT Group.
	Y
	Y
	N


Table B.2: Configuration and Management Requirements applicable to on-network mapped to CSC Reference Points

	TS 22.179 ID
	Requirement
	CSC-2

(Grp Mgmt)
	CSC-4

(DM)
	CSC-5
(MCPTT Policies)

	[R-6.1-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N11) of MCPTT Group Members of an MCPTT Group.
	Y
	N
	N

	[R-6.1-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to remove MCPTT Groups from the MCPTT system.
	Y
	N
	N

	[R-6.1-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to disable and re-enable MCPTT Groups.
	Y?
	Y?
	Y?

	[R-6.1-006]
	The MCPTT Service shall provide a mechanism to log MCPTT Administrators’ activities (e.g., cryptographic key updates, user profile changes, password changes, invalid access attempts).
	Y?
	Y?
	Y?

	[R-6.1-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to define geographic areas that can be associated to dispatchers for the purpose of routing Location dependent calls and alerts, as part of handling MCPTT Private Call requests and MCPTT Group Calls, when the called/alerted party is based on the MCPTT User’s current Location.
	Y?
	N
	Y

	[R-6.2.1-003]
	The MCPTT User's acknowledgement may require direct interaction of the MCPTT UE with the human user, or may be automatically executed by the MCPTT UE, in accordance with policy established by an MCPTT Administrator.
	Y?
	Y?
	Y?

	[R-6.2.1-004]
	The MCPTT Service shall be capable of requiring that a minimum number of Affiliated MCPTT Group Members acknowledges receipt of the MCPTT Group call setup request before the audio transmission proceeds.
	Y?
	N
	Y?

	[R-6.2.1-005]
	The MCPTT Service shall be capable of requiring that specific MCPTT Users acknowledge receipt of the MCPTT Group call setup request before the audio transmission proceeds, regardless of the affiliation state of those users.

NOTE 1:
In this case the MCPTT Service affiliates the specific MCPTT Users who are not currently affiliated to the target MCPTT Group and then returns them to their previous affiliation state when the transmission ends.
	Y
	N
	N

	[R-6.2.1-006]
	The MCPTT Service shall be capable of requiring that all MCPTT Users that are both affiliated to the MCPTT Group and in a given geographical area acknowledge receipt of an MCPTT Group call setup request before the audio transmission proceeds.
	Y?
	N
	Y?

	[R-6.2.1-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine the subset of Affiliated MCPTT Group Members that shall acknowledge receipt of the MCPTT Group call setup request before the audio transmission proceeds.
	Y
	N
	N

	[R-6.2.1-008]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time (the "acknowledged call setup timeout"), the MCPTT Service may proceed with the call and then may notify the initiating MCPTT User that the acknowledgements did not include all required members.
	Y?
	N
	Y?

	[R-6.2.1-009]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, and the required MCPTT Group Members do not acknowledge the call setup within a configured time, the MCPTT Service may abandon the call and then may notify the initiating MCPTT User that the acknowledgements did not include all required members.
	Y?
	N
	Y?

	[R-6.2.1-011]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the acknowledged call setup timeout shall be established by an MCPTT Administrator.
	Y?
	N
	Y?

	[R-6.2.1-012]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the behaviour in response to the expiration of the acknowledged call setup timeout shall be established by an MCPTT Administrator.
	Y?
	N
	Y?

	[R-6.2.1-013]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, the MCPTT Service shall support an indefinite (i.e., infinite) call setup timeout.
	Y?
	N
	Y?

	[R-6.2.1-014]
	If the MCPTT Service has knowledge that some affiliated members of a group can not be Participants in an unacknowledged MCPTT Group Call, the MCPTT Service shall provide an indication to the requester that the call is proceeding without all affiliated members, and shall provide the list of the missing members based on policy established by the MCPTT Administrator.
	Y?
	N
	Y?

	[R-6.2.2-001]
	The MCPTT Service shall prioritize the transmit request queue based on the type of call (e.g., group, private), urgency of the call (e.g., general group, MCPTT Emergency, Imminent Peril), attributes (e.g., priority level) of the MCPTT Group (if a group call), and attributes (e.g., priority level) of the requesting MCPTT User.

NOTE
This implies requirements for a MCPTT administrator to be able to provision these user attributes 
	N
	N
	Y

	[R-6.2.2-002]
	When prioritizing the transmit queue, the MCPTT Service may assign higher priority to calls of the MCPTT Groups and MCPTT Users operating within the boundaries of their jurisdictions, if known.

NOTE:
This implies requirements for a MCPTT administrator to be able to provision “boundaries of their jurisdictions”
	N
	N
	Y

	[R-6.2.2-003]
	When prioritizing the transmit queue, the MCPTT Service may assign higher priority to calls of the MCPTT Groups and MCPTT Users during hours of operation or while on duty, if known

NOTE:
This implies requirements for a MCPTT administrator to be able to provision “hours of operation/duty” 
	N
	N
	Y

	[R-6.2.3.1-003]
	The MCPTT Service shall provide a mechanism for the MCPTT Administrator to configure the number (maximum of N9) of simultaneous audios received by an MCPTT User in a single MCPTT Group.
	Y?
	Y?
	Y?

	[R-6.2.3.2-001]
	An authorized Participant shall be able to request to transmit to an MCPTT Group or an individual Participant.
	Y
	N
	N

	[R-6.2.3.2-006]
	The depth of the Floor control queue shall be configurable.
	Y?
	N
	Y?

	[R-6.2.3.2-012]
	The MCPTT Service shall provide a mechanism for the MCPTT Administrator to configure the parameter(s) of the Floor control queue for an MCPTT Group (i.e., timer).
	Y?
	N
	Y?

	[R-6.2.3.3.1-001]
	The MCPTT Service shall enable MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types shall be granted a request to override an active MCPTT transmission.
	Y?
	N
	Y?

	[R-6.2.3.3.1-002]
	The MCPTT Service shall enable an MCPTT Administrator to configure which MCPTT Group transmission a Participant(s) receives, overriding and/or overridden for cases where an authorized Participant overrides an MCPTT transmission.
	Y?
	N
	Y?

	[R-6.2.3.3.1-003]
	The MCPTT Service shall enable the MCPTT Administrator to configure the MCPTT Group to allow only the overriding Participant to transmit or to allow both the overriding and overridden Participant to transmit.
	Y?
	N
	Y?

	[R-6.2.3.3.1-004]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure MCPTT Private Calls (with Floor control) to allow only the overriding Participant to transmit or to allow both the overriding and overridden Participant to transmit.
	N
	N
	Y

	[R-6.2.3.3.1-005]
	The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.
	Y?
	N
	Y?

	[R-6.2.3.3.3-001]
	If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants, authorized receiving Participants shall be enabled to listen to both the overriding and overridden Participant transmissions, dependent on configuration.
	Y
	N
	N

	[R-6.2.3.3.3-003]
	In the case of successive overrides, the MCPTT Service shall enable only two transmissions, one overriding transmission, from the highest priority MCPTT User, and one overridden transmission, chosen from among the two overridden Participants based upon configured rule(s). (i.e., this could be based simply on priority of user, it could be based on a policy that an overridden MCPTT Emergency transmission shall remain as the overridden transmission or a rule could be established that the MCPTT system shall not allow two dispatchers to be both the overriding and overridden transmitters.).
	Y?
	N
	Y?

	[R-6.2.3.4-001]
	The MCPTT Service shall enable an authorized MCPTT User to terminate the permission to transmit of a transmitting Participant at any time.
	Y?
	N
	Y?

	[R-6.2.3.5-001]
	The MCPTT Service shall enable an MCPTT Administrator to configure the limit for the length of time that a Participant transmits from a single request to transmit.
	N
	N
	Y

	[R-6.2.3.5-002]
	The Floor control functionality shall have a configurable limit for the length of time that a Participant transmits from a single request to transmit.
	N
	N
	Y

	[R-6.2.3.5-003]
	The Floor control functionality shall provide an indication to the transmitting Participant that the Participant is within a configurable amount of time before his transmit time limit is reached.
	N
	N
	Y

	[R-6.2.4-001]
	If a Participant of an MCPTT Group call is pre-empted, the MCPTT Service shall terminate the call or continue the call with an indication to the transmitting Participant that one or more receiving Participants was pre-empted.
NOTE:
There seems to be an implied requirement to support an authorized user configuring whether the policy is for the call to terminate or continue upon pre-emption.
	Y?
	N
	Y?

	[R-6.4.5-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership
	N
	N
	Y?

	[R-6.2.4-005]
	The MCPTT Service shall provide an indication to the Participants that the call is within a configurable amount of time before the call time limit is reached. 
	Y?
	N
	Y?

	[R-6.2.4-003]
	The MCPTT Service shall terminate a call after the Hang Time expires.
NOTE:
There seems to be an implied requirement to support an authorized user configuring the Hang Time.
	Y?
	N
	Y?

	[R-6.4.2-001]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT User determines which MCPTT Groups have at least one other MCPTT User affiliated.
	Y?
	N
	Y?

	[R-6.4.2-002]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines what MCPTT Groups have at least one active receiving member.
	Y?
	N
	Y?

	[R-6.4.2-003]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines that a number (N1) of receiving members are present for an MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.2-004]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT UE determines that a particular receiving member(s) is present for an MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.2-006]
	The MCPTT Service shall provide a mechanism by which an authorized MCPTT User can determine which MCPTT Group(s) another MCPTT User has affiliated to.
	Y?
	N
	Y?

	[R-6.4.4-001]
	The MCPTT Service shall support automatic affiliation of the MCPTT UE to a Group-Broadcast Group or User-Broadcast Group.
	Y?
	N
	Y?

	[R-6.4.4-002]
	The MCPTT Service shall support an MCPTT User's ability to revoke his affiliation with an MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.5-001]
	The MCPTT Service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.
	Y?
	N
	Y?

	[R-6.4.5-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership.
	Y?
	N
	Y?

	[R-6.4.5-003]
	The MCPTT Service shall provide, upon request, the list of currently affiliated members of an MCPTT Group to an authorized MCPTT UE.
	Y?
	N
	Y?

	[R-6.4.5-005]
	The MCPTT Service shall provide, upon request, the current list of members of an MCPTT Group to an authorized user.
	Y
	N
	N

	[R-6.4.5-006]
	The MCPTT Service shall provide, upon request, the current list of members of an MCPTT Group to an authorized MCPTT UE regardless of the MCPTT UE's membership.
	Y
	N
	N

	[R-6.4.5-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the complete list of members of an MCPTT Group, regardless of the MCPTT User's membership.
	N
	N
	Y

	[R-6.4.6.1-001]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to change an on-network MCPTT User's Selected MCPTT Group(s) and then the MCPTT Service shall send a notification to the on-network MCPTT User.
	Y?
	N
	Y?

	[R-6.4.6.1-002]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to make changes to the group(s) that an on-network MCPTT User is affiliated to and then the MCPTT Service shall send a notification to the on-network MCPTT User.
	Y
	N
	N

	[R-6.4.6.1-003]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to change multiple other on-network MCPTT Users' Affiliated MCPTT Group(s) to a specific MCPTT Group, and the MCPTT Service shall notify this to the on-network MCPTT Users.
	Y
	N
	N

	[R-6.4.6.1-004]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to change multiple other on-network MCPTT Users' Selected MCPTT Group(s) to a specific MCPTT Group, and the MCPTT Service shall notify this to the on-network MCPTT Users.
	Y
	N
	N

	[R-6.4.6.2-001]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to send a notification that proposes that another on-network MCPTT User should affiliate to a specific MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.6.2-002]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to send a notification that proposes that multiple other on-network MCPTT Users should affiliate to a specific MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.6.2-003]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to send a notification that proposes that another on-network MCPTT User should select a specific MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.6.2-004]
	The MCPTT Service shall provide a mechanism that allows an authorized MCPTT User (e.g., dispatcher) to send a notification that proposes that multiple on-network MCPTT Users should select a specific MCPTT Group.
	Y?
	N
	Y?

	[R-6.4.9-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the conditions under which MCPTT calls shall be terminated (e.g., last Participant leaving, second last Participant leaving, initiator leaving).
	Y?
	N
	Y?

	[R-6.4.9-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to set a predefined time period (Hang Time) without any traffic in MCPTT calls (with Floor control), after which the MCPTT calls shall terminate.
	Y?
	N
	Y?

	[R-6.4.9-003]
	The MCPTT Service shall provide a mechanism for MCPTT Administrators to configure the maximum allowed time duration for MCPTT Group calls to remain active.
	Y?
	N
	Y?

	[R-6.4.9-004]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to determine how many MCPTT Users shall remain participating for MCPTT Group calls to remain active.
	Y?
	N
	Y?

	[R-6.4.9-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure MCPTT Groups to be receive-only for specified MCPTT Group Members.
	Y
	N
	N

	R-6.4.9-006]
	[The MCPTT Service shall provide a mechanism for an MCPTT Administrator to set the preferred voice codecs for an MCPTT Group.
	Y
	N
	N

	[R-6.4.9-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to confine use of an MCPTT Group to MCPTT Group Members in a particular geographic area.
	Y
	N
	N

	[R-6.6.1-001]
	Group Regroup and User Regroup operations shall be manageable by authorized MCPTT Users.
	Y?
	N
	Y?

	[R-6.6.1-003]
	The priority of the temporary group formed by a Group Regroup or User Regroup operations shall be established by the creator of the group within bounds established by MCPTT Administrators.
	Y
	N
	N

	[R-6.6.1-004]
	The MCPTT Service shall enable an MCPTT Administrator to authorize MCPTT Users to be able to perform dynamic regrouping operations.
	Y?
	N
	Y?

	[R-6.6.1-005]
	The MCPTT Service shall enable an MCPTT Administrator to configure whether a temporary group is encrypted.
	Y
	N
	N

	[R-6.6.2.2-001]
	The MCPTT Service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a "Group Regroup operation").
	Y
	N
	N

	[R-6.6.2.2-003]
	The MCPTT Service shall provide information to an authorized MCPTT User if that user is attempting to Group Regroup MCPTT Groups of different security levels.
	Y
	N
	N

	[R-6.6.2.2-004]
	The MCPTT Service shall enable an authorized MCPTT User to set the security level of the Group created from a Group Regroup operation. Where an MCPTT User does not specify the security level the MCPTT Service shall default the security level to be set to the lower security level of the constituent Groups.
	Y
	N
	N

	[R-6.6.2.2-006]
	The MCPTT Service shall enable an authorized MCPTT User to set the priority level of the group formed from a Group Regroup operation. Where an MCPTT User does not specify the priority level the MCPTT Service shall default the priority level to be set to the higher priority level of the constituent Groups.
	Y
	N
	N

	[R-6.6.3-001]
	The MCPTT Service shall enable an authorized MCPTT User to create a temporary Group-Broadcast Group from a multiplicity of MCPTT Groups.
	Y
	N
	N

	[R-6.6.4.2-001]
	The MCPTT Service shall provide a means for combining a multiplicity of MCPTT Users into a new, temporary group (i.e., to perform a "User Regroup operation").
	Y?
	N
	N

	[R-6.6.4.2-002]
	The MCPTT Service shall provide a means for combining a multiplicity of MCPTT Users into a new, temporary group based on a parameter or a combination of parameters (e.g., particular geographic area, Participant type).
	Y?
	N
	Y?

	[R-6.6.4.2-003]
	The MCPTT Service shall provide a mechanism to preconfigure the parameters for a particular User Regroup operation, such that an authorized MCPTT User activates this preconfigured User Regroup and communicate with this temporary group with minimal delay.

NOTE:
An example of the use of this functionality is for an MCPTT User to communicate with particular other MCPTT Users within a predefined radius of the MCPTT User's Location. This functionality is likely to be for urgent type calls such as MCPTT Emergency Group Calls.
	Y?
	N
	Y?

	[R-6.6.4.2-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure whether an MCPTT system shall automatically affiliate the MCPTT Users included in the temporary group created by the User Regroup operation.
	Y?
	N
	Y?

	[R-6.7.1-002]
	The MCPTT Service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is present on the network.
	N
	N
	Y

	[R-6.7.1-003] 
	The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Private Call (without Floor control).
	N
	N
	Y

	[R-6.7.1-004]
	The MCPTT Service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.
	N
	Y?
	Y?

	[R-6.7.1-010]
	The MCPTT Service shall provide a mechanism by which specified Participants or Participant types (e.g., dispatch) have the ability to override an active PTT transmission of the other Participant in the Private Call.
	N
	N
	Y

	[R-6.7.1-011]
	The MCPTT Service shall provide a mechanism by which an MCPTT User can make a Private Call to the local dispatcher based on the MCPTT User's current Location.
NOTE:
This may imply a requirement to be able to configure which dispatchers cover which locations.
	N
	N
	Y

	[R-6.7.1-013]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User that is a called party in an MCPTT Private Call (without Floor control), to restrict providing the reason why an MCPTT Private Call  (without Floor control) setup has failed to the calling MCPTT User.
	N
	N
	Y?

	[R-6.7.2-001]
	The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure whether the presence on the network of a particular MCPTT User is available.
	N
	N
	Y?

	[R-6.7.2-002]
	The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is present on the network.
	N
	N
	Y?

	[R-6.7.2-003]
	The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure whether the ability to participate in Private Calls of a particular MCPTT User is available.
	N
	N
	Y

	[R-6.7.2-004]
	The MCPTT Service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is capable of participating in an MCPTT Private Call.
	N
	N
	Y

	[R-6.7.2-005]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place a Manual Commencement Private Call (without Floor control).
	N
	N
	Y

	[R-6.7.2-006]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Users, within their authority, are authorized to place an Automatic Commencement Private Call (without Floor control).
	N
	N
	Y

	[R-6.7.2-007]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which an MCPTT Private Call (without Floor control) can be made.
	N
	Y?
	Y

	[R-6.7.2-008]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the maximum duration for MCPTT Private Calls (without Floor control) for MCPTT Users within their authority.
	N
	N
	Y

	[R-6.7.4-003]
	The MCPTT Service shall provide a means by which an authorized MCPTT User initiates an MCPTT Private Call (without Floor control).
	N
	N
	Y

	[R-6.7.4-004]
	The MCPTT Service shall provide a means by which an MCPTT UE initiates an MCPTT Private Call (without Floor control) to any MCPTT User for which the MCPTT UE's current MCPTT User is authorized.
	N
	N
	Y

	[R-6.7.4-005]
	The MCPTT Service shall provide a means by which an MCPTT User initiates a Manual Commencement Private Call (without Floor control) to any MCPTT User for which the MCPTT User is authorized.
	N
	N
	Y

	[R-6.7.4-008]
	The MCPTT Service shall provide a means by which an MCPTT User initiates an Automatic Commencement Private Call (without Floor control) to any MCPTT User for which the MCPTT User is authorized.
	N
	N
	Y

	[R-6.7.4-010]
	The MCPTT Service shall provide a manual commencement mode countermand by which an authorized MCPTT User may request that the invited MCPTT UE answers automatically.
	N
	N
	Y

	[R-6.7.5-002]
	The MCPTT Service shall provide a means by which an authorized MCPTT User ignores a Manual Commencement Private Call (without Floor control) request from another MCPTT User.

NOTE:
Ignoring a Manual Commencement Private Call (without Floor control) results in no indication of the reason for call failure being sent to the calling MCPTT User.
	N
	N
	Y?

	[R-6.8.1-004]
	The MCPTT Service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e., to facilitate local management of the service and its resources).
	Y
	N
	N

	[R-6.8.1-008]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.
	Y
	N
	N

	[R-6.8.1-009]
	The MCPTT Service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).
	Y
	N
	N

	[R-6.8.1-010]
	The MCPTT Service shall enable an MCPTT Administrator to set the priority for a subset of a Mission Critical Organization's MCPTT Groups relative to other subsets of a Mission Critical Organization’s MCPTT Groups subordinate to the MCPTT Administrator's authority.
	Y
	N
	N

	[R-6.8.1-011]
	When determining priority for an MCPTT call, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning organization of the group, MCPTT Emergency, Imminent Peril).

NOTE:
This implies requirements for a MCPTT administrator/authorised user to be able to provision these attributes
	Y
	N
	Y

	[R-6.8.1-012]
	When determining priority for an MCPTT transmission, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning agency of the group, MCPTT Emergency, Imminent Peril).

NOTE:
This implies requirements for a MCPTT administrator/authorised user to be able to provision these attributes
	Y
	N
	Y

	[R-6.8.1-013]
	The MCPTT Service shall provide a means for the attributes used for determining the priority for MCPTT Users and Groups to influence the Priority and QoS for all MCPTT UEs associated with the MCPTT User.

NOTE:
This implies requirements for a MCPTT administrator/authorised user to be able to provision these attributes
	Y
	N
	Y

	[R-6.8.1-014]
	Based on the attributes used for determining the priority for MCPTT Users and Groups, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users within their Primary MCPTT System.

NOTE:
This implies requirements for a MCPTT administrator/authorised user to be able to provision these attributes.
	Y
	N
	Y

	[R-6.8.1-015]
	Based on the attributes used for determining the priority for MCPTT Users and Groups, subject to roaming capabilities and operator agreement, the MCPTT Service shall provide consistent and deterministic priority for all MCPTT Users that roam into Partner MCPTT Systems.

NOTE:
This implies requirements for a MCPTT administrator/authorised user to be able to provision these attributes and also provide information about partners and their permissions.
	Y
	N
	Y

	[R-6.8.1-016]
	The MCPTT Service shall provide a means for an MCPTT User to monitor the attributes used for determining priority of his calls and transmissions.
	Y
	N
	Y

	[R-6.8.1-017]
	The MCPTT Service shall provide a means for an authorized MCPTT User to monitor and affect a change of the attributes used for determining the priority of another MCPTT User's calls and transmissions.
	Y
	N
	Y

	[R-6.8.5-001]
	The MCPTT Service shall allow the MCPTT UE to temporarily modify selected LTE access parameters, according to configuration established by an MCPTT Administrator in agreement with the operator’s policy.

NOTE:
It is believed that the existing network access mechanisms, e.g., ACDC (see 3GPP TS 22.011 [13] and 3GPP TS 23.122 [14]), could be utilized to meet the above requirement.
	N
	N
	Y

	[R-6.8.6.2-006]
	There shall be at least 8 and preferably 30 configurable levels of priority.
	Y?
	N
	Y?

	[R-6.8.7.4.1-001]
	The MCPTT Service may allow MCPTT UEs that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.
	N
	Y?
	Y?

	[R-6.8.7.4.1-003]
	The MCPTT Service shall be configurable on how the user is notified (e.g., visual, audio).
	N
	Y?
	Y?

	[R-6.8.7.4.2-001]
	The MCPTT Service shall allow authorized users to cancel any MCPTT UE's MCPTT Emergency Alert from the system.
	N
	Y?
	Y?

	[R-6.8.7.4.2-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize a user to cancel, from the system, an MCPTT Emergency Alert initiated by another MCPTT User.
	N
	N
	Y?

	[R-6.9-001]
	The MCPTT Service shall provide a mechanism for permanent and temporary assignment of IDs and aliases.
	Y?
	Y?
	Y?

	[R-6.9-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure IDs and aliases.
	Y?
	Y?
	Y?

	[R-6.9-004]
	The MCPTT Service shall provide the User ID and /or associated aliases, the identity of the Selected MCPTT Group, and, if available, the identity of the Mission Critical Organization name of the transmitting MCPTT User to all MCPTT UEs that are receiving for display by each MCPTT UE.
	Y?
	Y?
	Y?

	[R-6.12-001]
	The MCPTT Service shall provide Location information of the transmitting MCPTT UE to receiving MCPTT UEs subject to privacy restrictions.
	N
	N
	Y

	[R-6.12-003]
	The MCPTT Service shall provide a means for an authorized MCPTT User to restrict the dissemination of his Location information.
	N
	N
	Y

	[R-6.12-006]
	The MCPTT Service shall provide a means for an authorized MCPTT User to activate a one-time Location information report of an MCPTT User and periodic Location information update reports of an MCPTT User.
	N
	Y?
	Y?

	[R-6.12-007]
	The MCPTT Service shall provide a means for an authorized MCPTT User to deactivate periodic Location information update report of an MCPTT User.
	N
	Y?
	Y?

	[R-6.13.4-001]
	The MCPTT Service shall support suspending or disabling of access from an MCPTT UE or an MCPTT User to the MCPTT Service.
	N
	Y?
	Y?

	[R-6.13.4-002]
	An MCPTT User who has a profile that has been deleted or suspended shall be prevented from using that User Profile to access the MCPTT Service.
	N
	Y?
	Y?

	[R-6.13.4-003]
	The MCPTT Service shall provide a mechanism to temporarily disable an MCPTT UE remotely by the MCPTT Administrator or an authorized MCPTT User.

NOTE:
As well as the requirement to disable a MCPTT UE there is also an implied requirement to be able to specify MCPTT Users that are authorized to do so. 
	N
	Y?
	Y?

	[R-6.13.4-005]
	A temporarily disabled MCPTT UE, which has limited access capability per Mission Critical Organization policy, shall be able to be re-enabled by the MCPTT Administrator or an authorized MCPTT User.

NOTE:
As well as the requirement to re-enable a MCPTT UE there is also an implied requirement to be able to specify MCPTT Users that are authorized to do so.
	N
	Y?
	Y?

	[R-6.13.4-006]
	The MCPTT Service shall provide a mechanism to re-enable a temporarily disabled MCPTT UE by the MCPTT Administrator or an authorized MCPTT User.
	N
	Y?
	Y?

	[R-6.13.4-007]
	The MCPTT Service shall provide a mechanism to permanently disable an MCPTT UE by the MCPTT Administrator or an authorized MCPTT User.

NOTE:
Whether permanently disabling differs from temporarily disabling other than never re-enabling needs considering. It could be that this means a different set of permissions to disable and re-enable.
	N
	Y?
	Y?

	[R-6.16.2.2.2-001]
	The MCPTT Service shall provide a mechanism to allow an MCPTT Administrator and/or an authorized user to set up Ambient Listening on a remote MCPTT UE within their authority. 

NOTE:
As well as the requirement to enable Ambient Listening on a MCPTT UE (which could use OMA DM) there is also an implied requirement to be able to specify MCPTT Users that are authorized to do so.
	N
	Y?
	Y

	[R-6.16.2.2.2-002]
	The MCPTT Service shall ensure that Ambient Listening triggered remotely is terminated only by the remote authorized MCPTT User (e.g., a dispatcher).
	N
	Y?
	Y

	[R-6.16.2.2.3-001]
	The MCPTT Service shall provide a mechanism to allow an authorized MCPTT User to use the MCPTT UE that the MCPTT User is currently using to initiate Ambient Listening to another authorized MCPTT User (e.g., a dispatcher).
	N
	Y?
	Y

	[R-6.16.2.2.3-002]
	The MCPTT Service shall ensure that Ambient Listening triggered locally can be terminated by the MCPTT User being listened to or by the remote MCPTT Administrator and/or authorized user, who was the listening Participant.
	N
	Y?
	Y

	[R-6.16.3.2-001]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized MCPTT User to cause an MCPTT UE that is within their authority to initiate an MCPTT Private Call (with Floor control) to the MCPTT Administrator and / or authorized MCPTT User and then begin transmitting to the MCPTT Administrator or authorized MCPTT User.
	N
	Y?
	Y

	[R-6.16.3.2-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to provide a notification to the user of the MCPTT UE when a remote MCPTT Private Call is initiated.
	N
	N
	Y

	[R-6.16.3.2-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause an MCPTT UE that is within their authority to initiate an MCPTT Group Call and then to begin transmitting to the Affiliated MCPTT Group Members.
	N
	Y?
	Y

	[R-6.16.3.2-004]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to provide a notification to the user of the MCPTT UE when a remote MCPTT Group call is initiated.
	N
	N
	Y

	[R-6.16.4-001]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of the MCPTT Group Calls and MCPTT Private Calls under the organization's authority.
	N
	N
	Y

	[R-6.16.4-003]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to record the talker audio of the MCPTT Group Calls and MCPTT Private Calls under the organization’s authority.
	N
	N
	Y

	[R-6.16.4-004]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per call: start of call time, date, MCPTT User ID, MCPTT Group ID, Location information of the transmitting Participant, end of call time, call end reason, and call type (e.g., MCPTT Emergency, regroup, private).

NOTE:
As well as the permission to log and retrieve data, storing the data in an XML document is appropriate
	N
	Y?
	Y

	[R-6.16.4-005]
	If an MCPTT Group Call or MCPTT Private Call uses end-to-end confidentiality, the MCPTT Service shall provide a mechanism for a Mission Critical Organization to maintain the end-to-end confidentiality when the MCPTT Group Call or MCPTT Private Call is logged. 

NOTE:
This requirement may imply that the logging needs to be performed by the MCPTT UE when end to end confidentiality is used.
	N
	Y?
	Y?

	[R-6.16.4-006]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of non-call related user activities under the agency's authority.
	N
	Y?
	Y?

	[R-6.16.4-007]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following non-call activity types: MCPTT Emergency Alert, MCPTT Emergency Alert cancellation, In-progress Emergency cancellation, registration state change, overridden event, user remote logout, changing another user's affiliations, affiliation change, and change of Selected MCPTT Group.
	N
	Y?
	Y?

	[R-6.16.4-008]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per non-call activity: time, date, MCPTT User identity, and activity type. The following metadata should be logged if applicable to the activity type: Group ID, Location information of the MCPTT User, affiliation list, target User ID and success/failure indication.

NOTE:
As well as the permission to log and retrieve data, storing the data in an XML document is appropriate
	N
	Y?
	Y

	[R-6.16.4-009]
	The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log metadata for all failed authorization attempts (e.g., invalid login password) by an MCPTT User.
	N
	Y?
	Y

	[R-6.16.4-010]
	The MCPTT Service shall provide a mechanism to collect metadata for network access events (e.g., pre-emption of EPS bearer, loss of signal, failed registration attempts).
	N
	Y
	Y?

	[R-6.17-001]
	The MCPTT Service shall provide a mechanism to allow an MCPTT Administrator to configure whether an MCPTT User using an MCPTT UE is able to make and/or receive telephony calls.
	N
	Y?
	Y

	[R-6.17-002]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the interaction between telephony calls and MCPTT calls for an MCPTT User.
	N
	Y?
	Y?

	[R-6.17-003]
	The MCPTT Service shall provide a mechanism for an MCPTT User authorized to use telephony services to block incoming telephony calls.
	N
	N
	Y

	[R-6.18.2-001]
	An MCPTT Service shall provide mechanisms to allow an MCPTT User to operate in a Partner MCPTT System, subject to authorization from both the Partner and the Primary MCPTT Systems of the MCPTT User.
	N
	N
	Y


Table B.3: Configuration and Management Requirements applicable to off-network mapped to CSC Reference Points

	TS 22.179 ID
	Requirement
	CSC-2

(Grp Mgmt)
	CSC-4

(DM)
	CSC-5
(MCPTT Policies)

	[R-7.2-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator and/or authorized user to pre-provision MCPTT UEs that may not be served by the network with the following in order to operate using off-network MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation:

1) alphanumeric identifier (i.e., Alias ID) for the authorized off-network MCPTT Groups;

2) a number of off-network MCPTT Groups for use by an MCPTT User;

3) a User ID associated with each of the intended MCPTT Users;

4) an alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each User ID.
b) authentication and end to end security keys.

NOTE:
MCPTT UEs can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.
	N
	Y
	N

	[R-7.3.3-001]
	An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the necessary information in order that Floor control override may operate during off-network MCPTT.
	N
	Y
	N

	[R-7.3.3-002]
	The MCPTT Service shall provide a mechanism for MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types, when operating off the network, be granted a request to override an active off-network MCPTT transmission.
	N
	Y
	N

	[R-7.3.3-003]
	The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.
	N
	Y
	N

	[R-7.3.3-006]
	The MCPTT Service shall provide a mechanism to enable an MCPTT Administrator to configure which MCPTT Group transmission a Participant(s) receives, overriding and/or overridden for cases where an authorized Participant overrides an off-network MCPTT transmission. This mechanism, at the receiving Participant, shall also determine which transmission should be presented to the MCPTT User when an unauthorized transmission override has occurred due to a failure of transmit Floor control (e.g., due to the best effort nature of ProSe direct communication).
	N
	Y
	N

	[R-7.3.3-008]
	If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants to transmit, the MCPTT Service shall provide a mechanism for authorized receiving Participants to be able to listen to both the overriding transmission and any overridden Participant transmissions, dependent on configuration.
	N
	Y
	N

	[R-7.3.5-001]
	An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the necessary information in order that a transmit time limit function may operate during off-network MCPTT.
	N
	Y
	N

	[R-7.3.5-002]
	The MCPTT Service shall enable an MCPTT Administrator to configure the limit for the length of time that a Participant transmits from a single request to transmit.
	N
	Y
	N

	[R-7.3.5-003]
	The Floor control functionality shall have a configurable limit for the length of time that a Participant transmits from a single request to transmit.
	N
	Y
	N

	[R-7.3.5-004]
	The Floor control functionality shall provide an indication to the transmitting Participant that the Participant is within a configurable amount of time before his transmit time limit is reached.
	N
	Y
	N

	[R-7.4-002]
	The MCPTT Service when operating off the network shall provide a mechanism for an MCPTT Administrator to preconfigure the inactivity timer.
	N
	Y
	N

	[R-7.4-003]
	The MCPTT Service when operating off the network shall provide a mechanism for an MCPTT Administrator to preconfigure separately the limit for the total length of time of an MCPTT Group Call and an MCPTT Private Call.
	N
	Y
	N

	[R-7.4-004]
	The MCPTT Service when operating off the network shall provide an indication to the Participants that the call is within a configurable amount of time before the call time limit is reached.
	N
	Y
	N

	[R-7.7-003]
	The Off-Network MCPTT Service shall support at least 8 configurable levels of priority.
	N
	Y
	N

	[R-7.8.1-001]
	The Off-Network MCPTT Service shall provide a mechanism for an authorized Participant of an off-network MCPTT Group call to change the status of the off-network MCPTT Group Call in progress to an off-network MCPTT Emergency Group Call.
	N
	Y
	N

	[R-7.8.3.1-003]
	The MCPTT Service when operating in off-network mode shall provide a mechanism, for an authorized Participant of an in progress off-network MCPTT Group call, to change the status of the call to an off-network MCPTT Imminent Peril group call.
	N
	Y
	N

	[R-7.9-001]
	An MCPTT UE shall be capable of transmitting its Location, if known, to other MCPTT UEs when operating off the network, subject to privacy restrictions.
	N
	Y
	N

	[R-7.12-002]
	Off-Network MCPTT Services shall only be available for authorized users.
	N
	Y
	N

	[R-7.12-003]
	The MCPTT Service shall provide a mechanism for an MCPTT Administrator to authorize users for Off-Network MCPTT Services.
	N
	Y
	N

	[R-7.14-002]
	A means shall be provided for an authorized MCPTT User to be able to manually switch between on-network operation and a ProSe direct communication path for use of Off-Network MCPTT Service while in network coverage.
	N
	Y?
	Y?

	[R-7.14-003]
	Subject to operator policy and/or network authorization, a means shall be provided for an authorized MCPTT User using a Public Safety ProSe-enabled UE to be able to manually switch between the on-network operation and a ProSe direct communication path for use of Off-Network MCPTT Service while in network coverage or out of network coverage.
	N
	Y?
	Y?

	[R-7.15-001]
	The Off-Network MCPTT Service shall provide a mechanism to collect metadata for MCPTT Group Calls and MCPTT Private Calls (e.g., initiating MCPTT User ID, MCPTT Group ID) and non-call activities (e.g., changing group settings) from MCPTT UEs operating in off-network mode. Metadata shall be logged for both the transmitting Participant and the receiving Participant(s).
	N
	Y?
	N

	[R-7.15-002]
	Upon return to on-network operation, the MCPTT Service shall provide a mechanism to retrieve call and non-call activity metadata from an MCPTT UE that has collected such metadata while operating in off-network mode.
	N
	Y?
	N

	[R-7.16.2-001]
	An MCPTT Administrator or authorized user shall be able to configure a ProSe-enabled UE, authorized to act as a ProSe UE-to-UE Relay, to relay any received MCPTT transmissions for one (or more) specified MCPTT Groups.
	N
	Y
	N
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