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Abstract of the contribution: There are four scenarios introduced in TR 23.975 v0.3.0. This paper discusses all the four scenarios and evaluates the solutions to each scenario respectively. 
· Scenario 1: Dual-stack connectivity with Limited Public IPv4 Address Pools
Solutions that fit into this scenario include GI-DS-Lite, DS-Lite, and PNAT. These solutions are evaluated in Table.1 

Table 1. Evaluation of solutions to scenario 1

	
	
	GI-DS-Lite
	DS-Lite
	PNAT

	Detailed scenario clarification 
	Support IPv4 applications to access IPv4 services
	Yes, using NAT44
	Yes, using NAT44
	Yes, using NAT44

	
	Support IPv4 applications to access IPv6 services
	No
	No
	Yes, using host translation

	
	Support IPv6 applications to access IPv6 services
	Yes
	Yes
	Yes

	
	Support IPv6 applications to access IPv4 services
	No
	No
	Yes

	Roaming support
	Roaming in support
	Yes 
	Yes
	Yes

	
	Roaming out support
	Yes
	Yes
	Yes

	Requirements regarding to the network
	Without Changes to PCC 
	No (TEID…, big change)
	No (small change, IPv6)
	No (small change, IPv6)

	
	Without Changes to Firewall
	No (complicated rules and tunnel inspection )

	No (complicated rules and tunnel inspection )
	No (IPv6 support )

	
	Without Changes to Lawful Interception
	No (complicated rules and tunnel inspection )

	No (complicated rules and tunnel inspection )

	No (IPv6 support )

	
	Without changes to P-GW
	No (complicated tunnel support)
	No (optional impact)
	Yes 

	
	Without changes to MME, HLR, RNC, etc
	Yes
	Yes
	Yes

	
	Without Changes to OSS/BSS
	No (complicated rules )
	No (complicated rules)
	No (IPv6 support) 

	
	Without added air-link overhead
	Yes
	No, 40 additional bytes 
	No, 20 bytes compared to IPv4

	
	Ageing checking support
	No (TEID inspection)
	Yes IPv6 based
	Yes IPv6 based

	Requirements regarding to UE
	UE: private IPv4
	Yes 
	Yes 
	Yes 

	
	UE: non-meaningful IPv4
	Yes 
	Yes 
	Yes 

	
	UE: no changes
	Yes 
	No 
	No  

	
	UE: no ALG
	Yes
	Yes
	Yes

	
	UE: Evolution to IPv6 only
	Option
	Yes
	Yes

	Summary 
	10 Yes / 1 Option / 8 No
	10 Yes / 9 No
	13 Yes / 6 No


· Scenario 2: Dual Stack connectivity with Limited Private IPv4 Address Pools
Solutions to scenario 2 include GI-DS-Lite, DS-Lite (host model) and PNAT. These solutions allow the UE to use a non-meaningful IPv4 address, so that the shortage of private IPv4 addresses won’t hurt the network. These solutions are evaluated in Table. 2. 

Table 2. Evaluation of solutions to scenario 2

	Requirements 
	GI-DS-Lite
	DS-Lite
	PNAT

	Detailed scenario clarification
	Support IPv4 applications to access IPv4 services
	Yes, using NAT44
	Yes, using NAT44
	Yes, using NAT44

	
	Support IPv4 applications to access IPv6 services
	No
	No
	Yes, using host translation

	
	Support IPv6 applications to access IPv6 services
	Yes
	Yes
	Yes

	
	Support IPv6 applications to access IPv4 services
	No
	No
	Yes

	Roaming support
	Roaming in support
	Yes 
	Yes
	Yes

	
	Roaming out support
	Yes
	Yes
	Yes

	Requirements regarding to the network
	Without Changes to PCC
	No (TEID…, big change)
	No (small change, IPv6)
	No (small change, IPv6)

	
	Without Changes to Firewall
	No (complicated rules and tunnel inspection )

	No (complicated rules and tunnel inspection )
	No (IPv6 support )

	
	Without Changes to Lawful Interception
	No (complicated rules and tunnel inspection )

	No (complicated rules and tunnel inspection )

	No (IPv6 support )

	
	Without changes to P-GW
	No (complicated tunnel support)
	No (optional impact)
	Yes 

	
	Without changes to MME, HLR, RNC…
	Yes
	Yes
	Yes

	
	Without Changes to OSS/BSS
	No (complicated rules )
	No (complicated rules)
	No (IPv6 support) 

	
	Without Added air-link overhead
	Yes
	No, 40 additional bytes 
	No, 20 additional bytes 

	
	Ageing checking 
	No (TEID inspection)
	Yes IPv6 based
	Yes IPv6 based

	Requirements regarding to UE
	UE: private IPv4
	Yes 
	Yes 
	Yes 

	
	UE: non-meaningful IPv4
	Yes 
	Yes 
	Yes 

	
	UE: no changes
	Yes 
	No 
	No  

	
	UE: Evolution to IPv6 only
	Option
	Yes
	Yes

	
	UE: no ALG
	Yes
	Yes
	Yes

	Summary 
	10 Yes / 8 No / 1 Option
	10 Yes / 9 No
	13 Yes / 6 No


· Scenario 3: UEs with IPv6-only connection and applications using IPv6
There are two cases for this scenario.

1) The UE, configured only with an IPv6 prefix, has to be able to access IPv4 services

2) The UE, configured only with an IPv6 prefix, has to be able to access IPv6 services
The second case is natural in that IPv6 application can access IPv6 service and not special solution needs to be designed. Only the first case needs to be investigated. 

There are two solutions to this scenario. One is PNAT, which implements the DNS64 on the UE. The other one is ‘NAT64 + DNS64’. These two solutions are evaluated in Table. 3. 

Table 3. Evaluation of solutions to scenario 3

	Requirements
	PNAT
	NAT64+DNS64

	Requirement regarding roaming 
	Roaming in support
	Yes
	Yes

	
	Roaming out support 
	Yes
	No

	Requirement regarding to the network
	Without Changes to DNS deployment
	Yes
	No

	
	Compliance with Dual stack DNS
	Yes
	No

	
	Without Changes to PGW
	Yes
	Yes

	
	Without Changes to PCC
	No
	No

	
	Without Changes to Firewall
	Yes
	Yes

	
	Without Changes to Lawful Interception
	Yes (only IPv6 support)
	Yes

	
	Without Changes to OSS/BSS
	Yes (only IPv6 support)
	Yes

	
	Without Added air-link overhead
	Yes
	Yes

	Requirement regarding to the UE
	UE: no changes
	No
	Yes 

	
	UE: no ALG
	Yes
	Yes

	
	UE: IPv4 applications support
	Yes
	No

	Summary
	11 Yes / 2 No
	8 Yes / 5 No 


· Scenario 4: IPv4 applications running on a Dual-stack host with an assigned IPv6 prefix and a shared IPv4 address and having to access IPv4 services
This scenario includes UE having assigned IPv6 prefix and a shared IPv4 address. GI-DS-Lite, DS-Lite and PNAT all can fit into this scenario. Host to host direct communication between IPv4 applications is naturally required in this scenario, but GI-DS-Lite and DS-Lite solutions cannot satisfy this requirement well. 

Table 4. Evaluation of solutions to scenario 4 under dual stack connectivity

	Requirements 
	GI-DS-Lite
	DS-Lite (Host Model)
	PNAT

	Scenario clarifications
	Support IPv4 application communicating with IPv4 service
	Yes
	Yes
	Yes

	
	Support IPv4 application communicating via local breakout
	Yes, by establishing tunnel between L-GW and CGN
	Yes
	Yes 

	
	Host to host / overlapping IPv4 addresses
	No
	No 
	Yes

	
	Host to host / non-overlapping IPv4 addresses
	Yes
	Yes
	Yes

	Requirements regarding to the network
	Without Changes to  PGW
	No
	No
	Yes

	
	Without Changes to standard NAT
	No (TEID + port translation)
	Yes (NAT44)
	Yes (standard NAT64)

	
	Without Changes to PCC
	No (TEID…, big change)
	No (small change, IPv6)
	No (small change, IPv6)

	
	Without Changes to HLR, MME, RNC, etc
	Yes
	Yes
	Yes

	
	Without Changes to Firewall
	No (complicated rules and tunnel inspection )
	No (complicated rules and tunnel inspection )
	No (IPv6 based)

	
	Without Changes to Lawful Interception
	No (complicated rules and tunnel inspection )
	No (complicated rules and tunnel inspection )
	No (IPv6 based)

	
	Without Changes to OSS/BSS
	No (complicated rules)
	No (complicated rules)
	Yes, IPv6 based

	
	Without Added air-link overhead
	Yes
	No, 40 additional bytes
	No, 20 additional bytes

	Requirements regarding to the UE
	UE: Evolution to IPv6 only
	Option
	Yes 
	Yes

	
	UE: private IPv4
	Yes
	Yes
	Yes

	
	UE: non-meaningful IPv4
	Yes
	Yes
	Yes

	
	UE: no changes
	Yes
	No
	No 

	
	UE: no ALG
	Yes
	Yes
	Yes

	Requirements regarding to roaming
	Roaming inbound support
	Yes 
	Yes
	Yes

	
	Roaming outbound support
	Yes
	Yes
	Yes

	Summary 
	11 Yes / 7 No / 1 Option
	11 Yes/ 8 No
	14 Yes / 5 No


· Conclusions: 

1. PNAT solution is able to satisfy all the four scenarios defined in TR 23.975 v0.3.0; 

2. For scenario 4, PNAT is comparably better than other solutions in that it can support host to host direct communication while keeping the network under minimal impact. 

3. For other scenarios, PNAT also has some preference over other solutions regarding to the legacy IPv4 applications support and impact to the core network. 
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