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Abstract of the contribution:

This contribution is considering the NAT impacts on the policy architecture during the migration.

Discussion 

Due to public IPv4 address exhaustion problem in the majority of current networks, the operators may have to place a NAT device(s) either collocated with PDN Gateway or at the edge of its network to the public Internet. This would allow public IPv4 addresses to be shared by many subscribers.
The issues we need to consider:

· PCRF discovery and selection
The multiple and separate PCRF may be deployed, and in order to ensure all Diameter session for Gx, S9, Gxx and Rx for a certain IP-CAN session reach the same PCRF, an DRA"Diameter Routing Agent " function is enabled and the unique identification defined in 23.203 are (UE IP Address(es), PDN ID, UE ID)-tuple.

However, if the NATs deployed in the network, the AF obtain the UE IP address after the NAT, however, the BBERF/PCEF obtain the UE IP address before the NAT. The problem comes to the way how the BBERF\PCEF\AF could discover and select a same PCRF via DRA on the merit UE IP address tuple.

Conclusion
The NATs impact on PCC shall be studied and issued in the IPv6 migration specification.
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High level requirements

The high-level requirements are to cover all the scenarios described in Section 5 in roaming and non-roaming cases. The IPv6 migration architecture should take into consideration any possible impacts to the policy architecture.

Due to public IPv4 address exhaustion problem in the majority of current networks, the operators may have to place a NAT device(s) either collocated with PDN Gateway or at the edge of its network to the public Internet. This would allow public IPv4 addresses to be shared by many subscribers. If the NATs deployed in PCC network, the following issue needs to be considered
· PCRF discovery and selection as specified in 23.203[x]: To ensure the PCEF/BBERF/AF shall be able to discover and select a certain PCRF as the unities may have different UE IP address(es) after/before NATs;
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