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1. Introduction
3GPP up to now has defined several network architectures:
· genuine 3GPP architecture: 3GPP defined radio access networks (GERAN, UTRAN, E-UTRAN) connected to the corresponding 3GPP defined core networks (CS and PS);

· I-WLAN: a non-3GPP access NW connected to a 3GPP defined gateway (PDG);

· non-3GPP accesses (trusted or untrusted) connected to EPC in a more generic way than I-WLAN; 

· home cell related architectures: home (e)NB connected via an IP based backhaul to the 3GPP defined core networks (CS and PS). 
For Fixed Mobile Convergence (FMC), interworking of fixed line accesses with the mobile operator core network is to be realized. The main question is whether this can be accomodated within the existing architectures, or whether something new is needed. In this paper we analyse some principal questions related to user plane and policy control plane connectivity and propose high level architectures for 3GPP and BBF specifications.     

2. Current 3GPP architectures
Figure 1 shows the current 3GPP defined architectures (except I-WLAN, as it is not deemed relevant here),  abstracted and simplified.
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Figure 1: high level depiction of existing user and policy control plane connectivity for 3GPP architectures

The characteristic features are these:
1. 3GPP access: depending on the variant of core network protocol (GTP or PMIP), either one or two GWs are involved in policy handling.   
2. (generic) Untrusted non-3GPP access: a security tunnel is used between the UE and the ePDG in the 3GPP core network; up to 3GPP release 10 the policy interface towards ePDG is just mentioned (and named Gxb), but not specified (in this sense it is actually not existing).

3. (generic) Trusted non-3GPP access: there is no (explicit) security tunnel between the access network and the 3GPP core network; policy interworking is defined between the PCEF in the non-3GPP access and the PCRF in the 3GPP core network (Gxa interface). 
4. 3GPP home cell access: there is a security tunnel between Home (e)NB and the 3GPP core network (or alternatively to a GW in the 3GPP radio access network - this option is not shown here); the policy control exists currently only within the 3GPP network domain. The QoS policy is transported along the user plane path in the by virtue of the GTP-C protocol to the home cell through the fixed line access. The fixed network is transparent for this signalling. Thus, there is no policy and admission control in the fixed line network by the 3GPP operator, resulting in the need for policy control interworking.
Note that the technical definition for “trust” always has been left open; this means, a non-3GPP access network is considered untrusted/trusted simply when the 3GPP operator decides so. This decision may optionally also be communicated dynamically to the UE trying to access the system (within authentication signaling). 
3. High level analysis for FMC
3.1 Matching requirements with existing architectures 

When studying the target architecture for FMC interworking, we have to start from the requirements provided in WT203 [1]. According to this, it seems that support for both established, trusted and untrusted, non-3GPP interworking models is needed. Furthermore, new policy related functionality for the realization of  new features associated with the Home (e)NodeB use case (see e.g. R-43) is required.
Unfortunately, we see a number of problems with the current requirement document:

1. It  mixes requirements with architectural aspects; e.g. R-22 requires that “ Policy Controller node in the Fixed Broadband network must support the S9 interface”; 

2. It formulates requirements without additional value, e.g. R-15; instead of duplicating and reformulating descriptive text from other specifications, clear requirements statements are needed (with usual keywords like “must”, “shall”). 
3. Some requirements lack the appropriate level of detail, e.g. for R-10/R-18 the concept of local breakout (where/which type of traffic) is not explained.
At this point we argue that neither the trusted nor the untrusted non-3GPP type of interworking with non-3GPP accesses are suitable (without change). 
On the one hand, connecting a UE via a fixed line access to the 3GPP core network, based on the untrusted non-3GPP model, is possible in principle, but would not fulfil the complete set of requirements for FMC, for example it does not allow for policy control in the fixed access. 

On the other hand, interconnection based on the trusted non-3GPP model is more aligned and has been proposed recently (see e.g. [2]). However, it introduces limitations on the fixed network side: 

· Because of the unlikely peering of traffic between the fixed access network and a potentially high number of home 3GPP networks, it requires de facto the so-called chaining scenario, where the non-3GPP access is connected to a user plane node in the visited 3GPP network serving as a local anchor.  
· by the nature of the PCRF interface Gxa only a policy enforcement function is possible on the fixed network side. 

3.2 Modelling the FMC interworking 

We argue that it is more appropriate to realize the policy interworking between a controlling PCRF function in the 3GPP network and a policy decision function – rather than a policy enforcement function only. The reason is that from the type of business relationship between fixed and mobile operators (also considering their multiplicity) it is unlikely that policy decisions and installation from the mobile network side is acceptable to the fixed network operator. We expect that FMC aligns more with the roaming model between 3GPP operators; therefore, in our view the integration of fixed network access with mobile network should look like shown in figure 2.
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Figure 2: High level view of potential FMC architecture (user plane connectivity) 
In this form both the user and policy control planes are interconnected between respective network entities in both domains; note that intentionally not more than the absolutely necessary amount of details is shown.  Inside the fixed line network, depending on the architecture used, resource control may be needed along the user plane path e.g. in customer premises, access, aggregation and core network. But it is up to the fixed network (as one block) to distribute the policy signalling to where it is deemed necessary. The interconnected fixed line “policy controller” should hide those details in order to avoid complexity on the mobile network side and to avoid disclosing the network topology. This is the preferred approach since also different fixed access network architectures exist.
To avoid confusion, in the presence of the policy system enhancement we rename these type of accesses now to“untrusted”-like and “trusted”-like. The concept of trusted/untrusted non-3GPP access is now enhanced by the above described policy interworking; the criterion for the latter is still whether a  UE established security tunnel to the 3GPP network exists, or not. For connectivity via Home (e)NB the security tunnel seems always required.
Note that despite encryption of traffic within the fixed access network, due to security tunnels, enforcement of QoS policies is possible and required. The possible level of granularity is FFS.
Figures 3a and 3b show, again on a high level, the different network domains and functional layers for FMC, including the 3GPP roaming. This view illustrates firstly the overlay character of the mobile network, and secondly the different hierarchical levels subject to policy control. Figure 3a is valid for a Home (e)NB scenario (femto cell use case), figure 3b for a UE with connectivity via e.g. a WiFi access point/router or directly connected on a fixed line.
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Figure 3a: high level view of user and control planes for FMC with Home(e)NB, including 3GPP roaming  
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Figure 3b: high level view of user and control planes for FMC with wired access, including 3GPP roaming  

Consideration of local breakout of traffic (in 3GPP the term “Local IP Access” [LIPA] is used) is in scope of the base document WT-203 [1], but leads to more complexity. As a minimum, policy information would need to be enhanced with two additional pieces of information, namely: (1) which type of traffic is subject to breakout,  and (2) where along the user plane (aggregation) path it should break out. This is actually IP flow related routing policy data. Within the fixed network such  information has to be distributed to the relevant breakout points.  Figure 4 visualizes the interworking model for this case. It is clear that a local breakout is not possible within a security tunnel; for this reason the untrusted non-3GPP model cannot be used. Local breakout is only possible “left” of a security tunnel, e.g. at Home (e)NBs/access points or within the access network.
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Figure 4: high level view of potential FMC architecture with local breakout

The feature of using multiple access systems in parallel is currently worked on in 3GPP SA2; it could also be used for selective offload of traffic. 
4. Proposal
We propose to capture the essentialparts of the above analysis in 3GPP and/or BBF documents as follows:
1. For 3GPP TS 23.402 [3]: add a normative annex for Fixed Mobile Convergence including Converged Policy Management. 
2. For BBF WT-203 [1]: 
a. Modify (i.e. generalize) requirements R-15 and R-22.
b. Modify figure 1.
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* * * First Change (to TS 23.402v9.2.0) * * *

Annex X (Normative): Architectures for Fixed Mobile Convergence

X.1
Non-roaming Architectures

Figure X-1 shows the non-roaming architecture for interworking of fixed access networks with EPS using S5, S2a, S2b.
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Figure X-1: Non-Roaming Architecture for Fixed Mobile Convergence (interworking of fixed access networks with EPS using S5, S2a, S2b

Enhanced functional elements: 

PCRF+
Policy and Charging Resource Function enhanced to support mobile networks and interworking with fixed access networks 
New reference points:
Sx

reference point for policy control interworking with fixed access networks (within 3GPP access, Trusted non-3GPP access or Untrusted non-3GPP access)

* * * Second Change (to BBF WT-203, post December 2009 version) * * *

Reference Architecture
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Editor’s note: in this graph the fixed broadband access part is slightly abstracted, and generalized terms are used; an update is necesssary as soon as final specifications are available.  

Figure 1 shows the interworking architecture of fixed access networks with the 3GPP EPS (non-roaming case) for user and policy control planes; for simplicity several entities and related reference points are not shown here:

· for security within the network(s) and Home(e)NB aggregation (security GWs, HNB GW, HeNB GW);

· for mobility and subscription handling (MME, HSS); 

· for AAA (3GPP AAA server and proxy);

· for secure tunneling directly between the terminal devices and ePDG (SWu reference point).

The full 3GPP architecture (corresponding to the left of figure 1) is specified in Annex X of 3GPP TS 23.402 [2] and further 3GPP specifications referenced therein. The full architecture of fixed broadband access networks is being specified in BBF WT-134 (work in progress, [y]).

* * * Third Change (to BBF WT-203, post December 2009 version) * * *

<<< changes on changes avoided here; the text given below is the final target text.>>>
…

[R-15] The interworking solution shall support the fixed broadband access in the following models defined in 3GPP TS 23.402 [2]:
· as an Untrusted non-3GPP access;
· as a Trusted non-3GPP access; 
· as a fixed access within FMC.
…
[R-22] The policy interworking solution shall involve a single point of control in the fixed broadband access network. 
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