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1. Overall Description:

The technical contributions provided to this meeting aim at merging the 3GPP2 MMD requirements in the agreed Common IMS area into 3GPP IMS specifications. 
While doing that, it’s often necessary to define 3GPP2 specific exceptions to the already documented behaviour of an IMS implementation. This document identifies some specific issues of multi-system implementations, whether multi-system mobile station or multi-system network. Further on, it proposes common notation to achieve a consistent set of specifications.

2. Recommendations:
2.1. TERMINOLOGY:

Some new terminology will be unavoidable. But while adding new terms, two different cases should be distinguished:

· 3GPP2 introduces new term that does not exist in 3GPP specifications

· 3GPP2 uses an alias of an existing 3GPP term
Proposal:

Any new term should be introduced once in the vocabulary and then we should use the same term consistently and not create variants of it, unless the meaning is clearly different.
Where 3GPP2 has used an alias of existing 3GPP term, it is recommended to consider whether the alias is actually necessary in 3GPP specifications or could the already existing 3GPP term be used instead.
2.2 CONDITIONS IN THE TECHNICAL SPECIFICATIONS:

All conditions must be such that an implementation can solve them based on the available information. Therefore conditions that rely on organizational issues or commercial agreements should not be used in the technical specifications, since the system elements are not aware of such conditions.

Instead of addressing the organization that provided the change request, we need to give a technical decision criteria for the implementation. How does a UE or P-CSCF know whether it is “in 3GPP” or not? What if a current CDMA operator deploys 3GPP LTE or 3G? In such multi-mode network we really need to go by the technical condition. In some case the condition could be the radio access technology.

Proposal:

Conditions “CDMA2000 access", "CDMA2000", “HRPD”, “3GPP2 access” or “CDMA” were used as conditions for certain behaviour. Let’s pick the one that is technically most accurate and use that consistently. Is HRPD a good candidate for the CDMA access technology?
Furthermore, in a 3GPP TS the condition “in 3GPP” or “For 3GPP” applies globally everywhere, so it does not mean anything and should not be used. It should be considered whether the radio access technology specific condition would be more appropriate?
2.3 MAINTAINING THE EXISTING FUNCTIONALITY:

The addition of the 3GPP2 MMD requirements to 3GPP IMS must not change the already existing 3GPP IMS requirements.

A CR that allows or even mandates certain behaviour in HRPD case must not change the existing requirements in any other case, unless it is agreed as a generic correction or change that should apply to IMS in general irrespective of access technology. (there are examples of this in documents CIMS-080034 – 035). The current IMS specifications already cover both 3GPP access and non-3GPP access cases.

Proposal:

Where it is intended to leave the existing text for the current 3GPP use and to add a parallel alternative for 3GPP 2 MMD, earmarking the existing text “for 3GPP access” is not appropriate as it does not take NGN, WLAN and Packet Cable into account. The condition for each case must take all supported access technologies into account.
2.4 SECURITY PROCEDURES:

As ecpected 3GPP2 adds more security mechanisms. Different access technologies would not directly require different security procedures, but different network architectures do require different security procedures. From the UE perspective, the access technology is an obvious way to deduce the network architecture behind it. 

This makes a good example case of item. 2. above. We obviously need some new specification to cover the 3GPP2 related security procedures. But we should not label them under condition "if in 3GPP2", or even "in HRPD access technology". That would not cover the multi-mode case. 

Proposal:

We should define what the UE does if it receives CHAP or PAP authentication challenge. As an example, is a multi-mode CDMA – LTE terminal allowed to participate to 3GPP2 authentication while camping on LTE cell?
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