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***CHANGE***
5.8
Procedures related to routing information interrogation
5.8.0
General

When a mobile terminated session set-up arrives at an I‑CSCF that is authorised to route sessions, the I‑CSCF interrogates the HSS for routing information. The mobile terminated sessions for a user shall be routed to a S‑CSCF.

The Cx reference point shall support retrieval of routing information from HSS to I‑CSCF. The resulting routing information is the contact information of S‑CSCF.
5.8.1
User identity to HSS resolution using SLF-Redirect
This section describes a resolution mechanism, which enables the I‑CSCF, the S‑CSCF and the AS to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. This resolution mechanism is not required in networks that utilise a single HSS e.g. optionally, it could be switched off on the I‑CSCF and on the S‑CSCF and/or on the AS using O&M mechanisms. An example for a single HSS solution is a server farm architecture. By default, the resolution mechanism shall be supported.

On REGISTER and on MT INVITEs, the I‑CSCF queries the HSS for user's subscription specific data, e. g. the actual location or authentication parameters. This also has to be accomplished by the S‑CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS name the I‑CSCF and the S‑CSCF may query a  Subscription Locator Functional (SLF) entity. that supports enhanced redirection. Based upon a user’s identity the SLF would be capable of redirecting the I-CSCF or the S-CSCF to the HSS supporting the user. An SLF-Redirect is an SLF entity that supports enhanced redirection.
The SLF-Redirect entity is accessed via the Dx interface or via the Dh interface. The Dx interface is the standard interface between the CSCF and the SLF-Redirect and the Dh interface is the standard interface between the AS and the SLF-Redirect. The synchronisation between the SLF-redirect and the different HSSs is an O&M issue.

A SLF-Redirect may be deployed as a stand alone mechanism or integrated with an HSS. A way to use the SLF-Redirect  is described in the following.

The Dx interface provides:

-
an operation to query the SLF-Redirect  from the I‑CSCF or from the S‑CSCF, respectively.
-
a response to provide the HSS name towards the I‑CSCF or towards the S‑CSCF, respectively.

By sending the Dx-operation DX_SLF_QUERY the I‑CSCF or the S‑CSCF indicates a user identity of which it is looking for an HSS. By the Dx-operation DX_SLF_RESP the SLF responds with the HSS name. The I‑CSCF or the S‑CSCF, respectively, continues by querying the selected HSS. The I-CSCF may forward the HSS name towards the S‑CSCF. The S‑CSCF may use this name to find the subscriber's HSS. The S-CSCF stores the HSS name until the user is deregistered.
Subclause 5.8.2 presents the session flows on REGISTER and subclause 5.8.3 on INVITE messages.

The Dh interface provides:
-
an operation to query the SLF-Redirect from the AS.
-
a response to provide the HSS name towards the AS.

By sending the Dh-operation DH_SLF_QUERY the AS indicates a Public User Identity of which it is looking for an HSS. By the Dh-operation DH_SLF_RESP the SLF responds with the HSS name. The AS continues by querying the selected HSS. The AS may store the HSS name for the subsequent Sh-operations.

Subclause 5.8.4 presents the message flow on the Dh interface.
5.8.1a
 User identity to HSS resolution using SLF-Proxy
This section describes a resolution mechanism, which enables the I‑CSCF, the S‑CSCF and the AS to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. This resolution mechanism is not required in networks that utilise a single HSS e.g. optionally, it could be switched off on the I‑CSCF and on the S‑CSCF and/or on the AS using O&M mechanisms. An example for a single HSS solution is a server farm architecture. By default, the resolution mechanism shall be supported.

On REGISTER and on MT INVITEs, the I‑CSCF queries the HSS for user's subscription specific data, e. g. the actual location or authentication parameters. This also has to be accomplished by the S‑CSCF on REGISTER. In the case when more than one independently addressable HSS is utilized by a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS name the I‑CSCF and the S‑CSCF may query an SLF entity that can proxy the query to the HSS supporting the user. The HSS process the query and  includes the HSS name as part of the response. The S-CSCF stores the HSS name until the user is deregistered.

An SLF-Proxy is an SLF entity that can proxy queries to an HSS.
A SLF-Proxy may be deployed as a stand alone mechanism or integrated with an HSS. The SLF-Proxy is accessed via the Cx interface or via the Sh interface. The synchronisation between the SLF-Proxy and the different HSSs is an O&M issue. 
Subclause 5.8.2a presents the session flows on REGISTER and subclause 5.8.3a on INVITE messages.
Subclause 5.8.2.4a presents the message flow on the Sh interface.

5.8.2
SLF-Redirect on register
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Figure 5.20: SLF-Redirect on register (1st case)

1.
I‑CSCF receives a REGISTER request and now has to query for the location of the user's subscription data.

2.
The I‑CSCF sends a DX_SLF_QUERY to the SLF-Redirect and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF-Redirect looks up its database for the queried user identity.

4.
The SLF-Redirect answers with the HSS name in which the user's subscription data can be found.

5.
The I‑CSCF can proceed by querying the appropriate HSS.
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Figure 5.20a: SLF-Redirect on register (2nd case)

1.
I‑CSCF sends a REGISTER request to the S‑CSCF. This now has to query for the location of the user's subscription data.

2.
The S‑CSCF sends a DX_SLF_QUERY to the SLF-Redirect and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF-Redirect looks up its database for the queried user identity.

4.
The SLF-Redirect answers with the HSS name in which the user's subscription data can be found.
5.8.2a 
SLF-Proxy on register
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Figure 5.xx: SLF-Proxy on register (1st case)

1.
I‑CSCF receives a REGISTER request and now has to query for the location of the user's subscription data.

2.
The I‑CSCF sends the CX_QUERY to the SLF-Proxy which includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF-Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF-Proxy.

6.
The SLF-Proxy sends the CX_RESPONSE back to the I-CSCF
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Figure 5.xx: SLF-Proxy on register (2nd case)

1.
I‑CSCF sends a REGISTER request to the S‑CSCF. This now has to query for the location of the user's subscription data.

2.
The S‑CSCF sends the CX_QUERY to the SLF-Proxy and includes as parameter the user identity which is stated in the REGISTER request.

3.
The SLF-Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF-Proxy proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF-Proxy.

6.
The SLF-Proxy sends the CX_RESPONSE back to the S-CSCF
5.8.3
SLF-Redirect on UE invite
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Figure 5.21: SLF-Redirect on UE invite

1.
I‑CSCF receives an INVITE request and now has to query for the location of the user´s subscription data.

2.
The I‑CSCF sends a DX_SLF_QUERY to the SLF-Redirect and includes as parameter the user identity which is stated in the INVITE request. If the user identity is an E.164 number in the SIP URI with user=phone parameter format the I‑CSCF shall first translate it into the Tel: URI format per IETF RFC 3966 [15] prior to sending to the SLF the DX_SLF_QUERY.
3.
The SLF-Redirect looks up its database for the queried user identity.

4.
The SLF-Redirect answers with the HSS name in which the user's subscription data can be found.

To prevent an SLF-Redirect service failure e.g. in the event of a server outage, the SLF-Redirect could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF-Redirect concept and is outside the scope of this document.
5.8.3a
 SLF-Proxy on UE invite
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Figure 5.xx: SLF-Proxy on UE invite

1.
I‑CSCF receives an INVITE request and now has to query for the location of the user´s subscription data.

2.
The I‑CSCF sends the CX_QUERY to the SLF-Proxy and includes as parameter the user identity which is stated in the INVITE request. If the user identity is an E.164 number in the SIP URI with user=phone parameter format the I‑CSCF shall first translate it into the Tel: URI format per IETF RFC 3966 [15] prior to sending to the SLF the CX_QUERY.
3.
The SLF-Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
4.
The SLF-Proxy proxies the CX_QUERY to the identified HSS.

5.
The HSS sends the CX_RESPONSE back to the SLF-Proxy

6.
The SLF-Proxy sends the CX_RESPONSE back to the I-CSCF
To prevent an SLF-Proxy service failure e.g. in the event of a server outage, the SLF-Proxy could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF-Proxy concept and is outside the scope of this document.

5.8.4
SLF-Redirect on AS access to HSS

The flow shown below is where the AS queries the SLF to identify the HSS to access.


[image: image11]
Figure 5.21a: SLF-Redirect on AS access to HSS

1.
An AS sends a DH_SLF_QUERY to the SLF-Redirect and includes as a parameter the Public User Identity.

2.
The SLF-Redirect looks up its database for the queried Public User Identity.

3.
The SLF-Redirect answers with the HSS name in which the user's subscription data can be found.

4.
The AS sends the Sh message towards the correct HSS.
5.8.4a 
SLF-Proxy on AS access to HSS

The flow shown below is where the AS uses the SLF-Proxy to proxy requests to the HSS.
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Figure 5.xx: SLF-Proxy on AS access to HSS

1.
An AS sends the SH_QUERY to the SLF-Proxy and includes as a parameter the Public User Identity.

2.
The SLF-Proxy looks up its database for the queried user identity to identify the HSS name in which the user's subscription data can be found.
3.
The SLF-Proxy proxies the SH_QUERY to the identified HSS.

4.
The HSS sends the SH_RESPONSE back to the SLF-Proxy.

5.
The SLF-Proxy sends the SH_RESPONSE back to the I-CSCF
***END OF CHANGE***
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