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1. INTRODUCTION

This contribution further elaborates on one of the open issues for the handling of emergency services, the handling of location services for emergency services over fixed broadband access.

2. DISCUSSION

While it has been agreed that the IMS can handle the location information, there is more than one option for how the IMS level can obtain the users location information.  Some of the options that have been discussed are mentioned below:

a The terminal requests the location information from the access network and includes it in the IMS session establishment signalling.

b The IMS core requests the location information from the access network, and includes that in the IMS session establishment signalling.

c Either the IMS core or the emergency centre itself, requests the location information from a mobile location centre (MLC), and the MLC request the location information from the access network.

The location information in a fixed broadband access is known by the Network Attachment subsystem.    The TISPAN NGN architecture is shown in Figure 1 below.
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Figure 1  TISPAN NGN overall architecture.

While a description of all of the functional entities is not provided in this contribution (they can be found in the TISPAN NGN Function architecture ES 2XX XXX), attention would is given to the one of the subsystems in the transport laer – the Network Attachment Subsystem (NAS).  The Network Attachment Subsystem provides the following functionalities:

· dynamic provision of IP addresses and other terminal configuration parameters,

· authentication taking place at the IP layer, prior or during the address allocation procedure, 

· authorisation of network access based on user profiles,

· access network configuration based on user profiles,

· location management taking place at the IP layer.

The location information can be access from the service control and subsystems via an interface called e2, which is captured in Figure 2 below
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Figure 2 Network Attachment Subsystem architecture  

A description of the Network attachment subsystem can be found in ETSI ES 02021 “NGN Functional Architecture; Network Attachment Subsystem”.  The naming of the functional entities are expanded below.

· NACF
Network Access Configuration Function

· AMF
Access Management Function

· CLF
Connectivity Session Location Function

· UAAF
User Access Authorisation Function

· PDBF
Profile Database Function

· CPECF
CPE Configuration Function

· ARF
Access Relay Function

Of interest to emergency services is that the location information is available from the network attachment subsystem over the e2 interface.

2.1 The terminal request the location information

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 3 Terminal requests location

1 The user initiates an emergency call.

2 The user equipment requests the location from the NAS

3 The NAS returns a representation of the location to the terminal

4 The user equipment sends an INVITE, with an emergency indication, to the IMS core

5 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

6 The emergency call establishment is completed.

2.2 The IMS core requests the location information

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 4 IMS core requests location information

1 The user initiates an emergency call.

2 The user equipment sends an INVITE, with an emergency indication, to the IMS core

3 The IMS core requests the location from the NAS

4 The NAS returns a representation of the location to the IMS core

5 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

6 The emergency call establishment is completed.

2.3 Use of mobile location centre

While the details of this approach haven’t been discussed in the meetings, the following high level flow is one possibility.
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Figure 5  Use of mobile location centre (MLC)

1 The user initiates an emergency call.

2 The user equipment sends an INVITE, with an emergency indication, to the IMS core

3 The IMS core sends routes towards an emergency centre.
5a the INVITE is sent to an MGCF/MGW, 5b the IAM is continued towards the emergency centre.  Or
5c the INVITE is sent directly to the emergency centre

4 The emergency centre sends a location request to the mobile location centre

5 The Mobile location centre requests the location from the NAS

6 The NAS returns a representation of the location to the mobile location centre

7 The mobile location centre returns the users location to the emergency centre in a location response message.

8 The emergency call establishment is completed.

Note:  An alternative flow to this approach is to have the MGCF retrieve the location information from the emergency centre.

3. Summary

A summary of the pros and cons of the above approaches are captured in the table below.

	
	Pro
	Con

	Terminal requests the location
	· minimises the requirements on the IMS core

· Alignment with IETF approach
	· Requires trust of the terminal equipment

· Maybe the network has to verify the location anyway?

	IMS core requests the location
	· Reduces the required trust of the terminal

· Doesn’t require a fixed broadband access operator to deploy specific location handling equipment for emergency services
	· Increases the requirements on the IMS core

	Use of a mobile location centre
	· Common approach of location for all mobile services

· reduces the required trust of the terminal
	· requires fixed operators to deploy a mobile location centre


4. CONCLUSION

This document presents some of the options for handling the location information for emergency services over a fixed broadband access.  Of the three presented options, the option whereby the IMS core requests the location information from the NAS appears to have the advantages of not requiring the trust of the terminal, and not requiring the use of a location centre for emergency services.







_1164385314.unknown

