	3GPP TSG-T3 23.048 Testing ad hoc #94

Munich, Germany, 01-03 July 2003

Delete, Load, Put Key and Set Status commands conformance requirements
	Tdoc T3z030709


1 Delete command

No specific functionalities introduced by the TS 3GPP 23.048
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2 Load command

No specific functionalities introduced by the TS 3GPP 23.048
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3 Put Key command

Conformance Requirements

Normal execution

CRRN1: If the card is in pre issuance state, the Put Key command is able to replace one or more existing keys at a time in an existing key set or to create a new key set.

CRRN2: If the card is in post issuance state, the Put Key command is able to update an existing key set version.



CRRN3: Key indexes 1 and 2 are used for Kic and KID transport security keys and key index 3, KIK, is used to encrypt the key data value.




Context error

CRRC1: If the card is in post issuance state, the Put Key is not able to create a new key set version.
4 Set Status command
No specific functionalities introduced by the TS 3GPP 23.048









�PAGE \# "'Page: '#'�'"  �� Tests depending on the card cryptographic support and card initialisation. Feasibility has to be checked during test initialisation definition Not testable.





