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1
Opening of the Meeting
document(s)

2
Roll Call of Delegates


3
Approval of the report of USAT Interpreter ad-hoc #29
262


4
Input Documents / Agenda
356


5
USAT Interpreter Stage 1 (3GPP TS 22.112)



5.1
Current version
350


5.2
Corrections and clarifications



5.3
New features and functional modifications



6
USAT Interpreter Stage 2 (3GPP TS 31.112)



6.1
Current version
351


6.2
Corrections and clarifications
358


6.3
New features and functional modifications



7
USAT Interpreter Byte Codes (3GPP TS 31.113)



7.1
Current version
352


7.2
Corrections and clarifications
353,355


7.3
Incorporation of mark-up language examples
120,266


7.4
Missing information as indicated in 262



8
USAT Interpreter Transmission Protocol and Administration (3GPP TS xx.xxx)



8.1
Current version
354


8.2
Corrections and clarifications



8.3
New features and functional modifications



9
Any Other Business


10
Meeting Plan


11
Closing of the Meeting

1 Report of the last meeting

The ad-hoc group has checked the last report without comments.

All documents have been presented to T3 for information. T has approved stage 1 document. Stage 2 and USAT Interpreter byte code were presented to T for information. Concerning the protocol part of the interpreter, no help have been asked yet to an other group.

2 USAT Interpreter Stage 2 (3GPP TS 31.112)

· Stage 2 input from SmartTrust : file name “Stage2InputPaper from SmartTrust“

Check the changes done to the document.

Comments:


End to end security had been deleted from stage 3 and we made reference to it in the stage 2.


Add a sentence to put the stress on the handling of absolute/relative URL by the gateway.

The group agreed to take this document as the base of the new stage 2 document, we have to check if no information have been lost from the previous version.

· Changes added to the document

Role model chapter

Remove of the chapter that explains that on application side, no protocol definition will be done in that document. The chapter will be added latter in another chapter.

Definition and description of the Master Application Provider entity has been added.

USAT Interpreter System Architecture chapter

Application addressing has been change from URL to Application Address to be more general.

Problem of the use of the TAR value:


ETSI use the TAR to address a functionality. Could we used TAR for routing the message from the 03.48 box to the Gateway Selector entity?


Proposals:

· Each gateway selector is dedicated to a service, i.e. for operational purpose, for administration, for Push… and uses different TAR values.

· Reserve a range of keys for operational, administration… with the same TAR value.

Solution agreed:

· The different services are address using different TAR (one for Operational Pull, one for Administration and one for Operational Push. A range of TAR will be reserved for further functionality)

Addition to the number of allowed entities on the link between the boxes. (1 – n)

Remove the application system connection to the administrative gateway.

One 03.48 entity can be address by several access nodes. (one 03.48 box but several SMS-C)

The gateway selector entity is now the gathering of all the modules (Administrative part, Operational Pull and Operational Push module) distinguished by different TAR value.

Discussion about Default gateway address.

Depending to the coding

· V -> put 00…00 for example. Not really bandwidth efficient.

· LV -> with L=00

· TLV -> if present, 2 bytes are lost.

( Postponed till coding is not defined, but a default address should be handle by the gateway.

The gateway address and the session indicator should be present in the secure data of the 03.48 message.

If a request doesn’t include a gateway address, the default one will be used by the gateway selector.

Addressing different content type:


Addressing different language based service (WML, HTML, Fortran…) cause some trouble concerning the response format according the current architecture. Reaching the good gateway should be done without involving the user nor the content provider.

Proposal:

· A sort of “gateway selector” may be added between the gateways and the content provider.

· Do not handle it and “display” that the format of data is not correct.

· Use PUSH on another server.

· Choose the propre gateway by analyzing the service address format.

No clear solution. FFS.

Protocol Layer chapter

Reference to security (internal security…) have been removed, it is described in another chapter.

To be independent of HTTP and mark-up language, the layer indications between the gateway and the application provider have been change from “Http/SSL” to “E.g. Http/SSL”.

The difference between the USAT Interpreter byte code and the administrative commands has been done.


Transport layer


The detailed description of this transport layer protocol will be describe in an other document “USAT Interpreter Protocol and Administration”


Operational layer


Change “Http cookies” to a list of operational information that may be handle by the server and the content provider to be fewer http dependent. All needs concerning the operational layer between gateway and content provider are put in italic for the moment. It will be added to the chapter hierarchy after it will clarify.


Clarification of “transaction-based mode” and “session-based mode”.

Open questions:

Who can start a transaction? The user, the server?

Do we have to indicate in operational layer that messages in transaction-mode are linked on the application layer?

Information addition: Messages exchange, possibility to track the states of the entities…

List of properties linked to the two modes to have a clear view for comparison. It appears that session mode allowed more functionalities and provides the possibility to define a set of commands to handle it.

Finally, the operational layer will only describe the exchanges between the USAT Interpreter and the Gateway. Concerning the exchanges between the Gateway and the content provider, Http cookie is given as an example at the beginning of the chapter.

We have to come back during next on the fact that is make sense to have a sentence that give a hint to the developer that he could make a session like feature at the application level.

Pro:

· It’s true.

· It’s a possibility that developer should not forget.

Cons:

· Mix of layer.

· It’s not a functionality of the operational layer but an interpretation of the possible use of application layer.

Presentation layer


Addition of a link to administration byte code specification.


Set the mark up language as an example of presentation layer between the gateway and the content provider.


Application layer


Addition of the way end to end security is handle via the interface of presentation layer, of an indication that it’s beyond the scope of this specification.


Is the URL a good example of application layer? ( URL is used in several layer.


Addition of example of application: banking, gambling…

Security functionality in the USAT interpreter chapter

The map of this chapter is change to:

· Transport security

· End-to-end security

· Symetric security

· Asymetric security

Transport security

Add the drawing that show the global security without the application (end-to-end security) part.

3 differents parts have been identified. 03.48, internal to the gateway system and the network security for the link to the content provider. Only 03.48 is in the scope of the specification. A minimum requirement for the 03.48 must be mandatory.

End-to-end security

Add the drawing that show the end-to-end security without details on the transport layer.

As far as no end-to-end security work has been done yet, we will not go too far during this meeting, no details are described yet.

Question:

Where have we to describe of the key handling? Have we to describe it?

Function and information flow chapter

Pull mode


Triggering the interpreter is different from the beginning of a Pull exchange.


Do we have to differenciated the PUSH and PULL message, for example for limited to a set a command for PUSH messages ( we have to think about of TAR use and security and command access.


Beginning of the Pull mode, end of PULL mode and PUSH mode is parsing byte code.

3 Navigation input from G&D

Presentation of the document.

Some problems have been raise : how to handle help for select item, banwidth efficientcy, exchange of many messages (for updating localy the default behaviour)… ( some optimisation should be done.

Agreed:

· Assigned 1 URL to a result of user interaction.

To be defined:

· To have the possibility to replace the default behaviour or to extend it by a specific features.

We already have a solution to replace the default behaviour, a mechanism to extend default functionality should be find. Input paper will be provided next meeting (G&D action point). (G+ action point, provide input that can be inserted in actual specification)

Questions:

· Which is the validity time of a modification of mapping envent?

Proposal:

Map some events to page ( problem of security, it will be better to let that functionality to administration level.
4 Actions

Giesecke & Devrient
Extend the navigation input paper for the extension of the default page.

Gemplus
Provide input paper that covers the requirements concerning the navigation behavior.

All
Provide solution to handle end to end security management and use.
5 Meeting Plan

Meeting
Date
Host
Location

Ad-hoc meeting
24 – 25 April 2001
Gemplus
Gemenos

Ad-hoc meeting
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Ad-hoc meeting
May 2001
G&D
Munich
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