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Abstract

The scope of this document is to summarise what is Bluetooth specificity that must be underlined if we want to use it from a SIM Application toolkit. We will focus on some Bluetooth concepts as the Services discovery protocol, HCI, L2CAP and RFCOMM.

A brief definition of each bluetooth layer will be given to allow a better comprehension of the subject.

It is sure that the protocol to use is linked to the kind of service (application) to connect. We will try to demonstrate what protocol will correspond to a kind of application.

Layers Definition

Bluetooth Specific Layers 

Baseband layer

Bluetooth is a short-range radio link intended to replace the cable(s) connect-ing portable and/or fixed electronic devices. Key features are robustness, low complexity, low power, and low cost. Bluetooth operates in the unlicensed ISM band at 2.4 GHz. A frequency hop transceiver is applied to combat interference and fading. A shaped, binary FM modulation is applied to minimize transceiver complexity. The symbol rate is 1 Ms/s. A slotted channel is applied with a nominal slot length of 625 ms. For full duplex transmission, a Time-Division Duplex (TDD) scheme is used. On the channel, information is exchanged hrough packets. Each packet is transmitted on a different hop frequency. A packet nominally covers a single slot, but can be extended to cover up to five slots.

The Bluetooth protocol uses a combination of circuit and packet switching. Slots can be reserved for synchronous packets. Bluetooth can support an asynchronous data channel, up to three simultaneous synchronous voice channels, or a channel which simultaneously supports asynchronous data and synchronous voice. Each voice channel supports a 64 kb/s synchronous (voice) channel in each direction. The asynchronous channel can support maximal 723.2 kb/s asymmetric (and still up to 57.6 kb/s in the return direction), or 433.9 kb/s symmetric.

The Bluetooth system consists of a radio unit, a link control unit, and a support unit for link management and host terminal interface functions. The current document describes the specifications of the Bluetooth link  controller, which carries out the baseband protocols and other low-level link routines. Link layer messages for link set-up and control are defined in the Link Manager Protocol.

The Bluetooth system provides a point-to-point connection (only two Bluetoothunits involved), or a point-to-multipoint connection. In the point-to-multipoint connection, the channel is shared among several Bluetooth units. Two or more units sharing the same channel form a piconet. 

One Bluetooth unit acts as the master of the piconet, whereas the other unit(s) acts as slave(s). Up to seven slaves can be active in the piconet. In addition, many more slaves can remain locked to the master in a so-called parked state.

These parked slaves cannot be active on the channel, but remain synchronized to the master. Both for active and parked slaves, the channel access is controlled by the master. Multiple piconets with overlapping coverage areas form a scatternet. Each piconet can only have a single master. However, slaves can participate in different piconets on a time-division multiplex basis. In addition, a master in one piconet can be a slave in another piconet. The piconets shall not be time- or frequency-synchronized. Each piconet has its own hopping channel.

Logical Link and Control Adaptation Protocol (L2CAP)

The Logical Link Control and Adaptation Protocol (L2CAP) is one of two link level protocols running over the Baseband. L2CAP is responsible for higher level protocol multiplexing, MTU abstraction, group management, and conveying quality of service information to the link level. 

Protocol multiplexing is supported by defining channels. Each channel is bound to a single protocol in a many-to-one fashion. Multiple channels can be bound to the same protocol, but a channel cannot be bound to multiple protocols. Each L2CAP packet received on a channel is directed to the appropriate higher level protocol.

L2CAP abstracts the variable-sized packets used by the Baseband Protocol. It supports large packet sizes up to 64 kilobytes using a low-overhead segmentation-and-reassembly mechanism.

Group management provides the abstraction of a group of units allowing more efficient mapping between groups and members of the Bluetooth piconet. Group communication is connectionless and unreliable. When composed of only a pair of units, groups provide connectionless channel alternative to L2CAP’s connection-oriented channel.

L2CAP conveys QoS information across channels and provides some admission control to prevent additional channels from violating existing QoS contracts.

RFCOMM

The RFCOMM protocol provides emulation of serial ports over the L2CAP protocol. The protocol is based on the ETSI standard TS 07.10. This document does not contain a complete specification. Instead, references are made to the relevant parts of the TS 07.10 standard. Only a subset of the TS 07.10 standard is used, and some adaptations of the protocol are specified in this document. RFCOMM is a simple transport protocol, with additional provisions for emulating the 9 circuits of RS-232 (EIATIA-232-E) serial ports. The RFCOMM protocol supports up to 60 simultaneous connections between two BT devices. The number of connections that can be used simultaneously in a BT device is implementation-specific.
SDP

The service discovery mechanism provides the means for client applications to discover the existence of services provided by server application as well as the attributes of those services. The attributes of a service include the type or class of service offered and the mechanism or protocol information needed to utilize the service.
Non Bluetooth layers definition

Wireless Application protocol (WAP)

The WAP Environment consists of a layered protocol stack that is used to isolate the user agents from the details of the communications network. 
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The Bluetooth network for WAP will be:
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Wireless Application Environment (WAE)

The WAP environment consists of three types of devices: The WAP client device, the WAP gateway/proxy and the WAP Server.


Object Exchange Protocol (OBEX)

To be continued

Vcard / Vcalendar / vMessage / vNotes

To be continued

AT commands

To be continued

TCS Bin

To be continued

Bluetooth generalities

General

Bluetooth is targeted at mobile and business users who need to establish a link, or small network, between their computer, cellular phone and other peripherals. The required and nominal range of Bluetooth is thus set to 10m -(or 0dBm). 

Bluetooth uses an ad-hoc, piconet structure hereafter referred to as SCARTTERNET. Bluetooth operates in the international 2.4 GHz ISM band, at a gross rate of 1 Mbit/s, and features low energy consumption for use in battery operated devices. With the SCARTTERNET technology, it has been possible to achieve an aggregate throughput of over 10 Mbits/s or 20 voice channels within a fully expanded SCARTTERNET.

Bluetooth Network topology

The Bluetooth network supports both point-to-point and point-to-multi-point connections. Within SCARTTERNET, several ad-hoc piconets (subnets) can be established and linked together. Each piconet is established by a different frequency-hopping channel. All users participating on the same piconet are synchronised to this channel. The topology can best be described as a multiple piconet structure.

Packet types

Once Bluetooth unit has been connected to a piconet it may communicate by means of two link types. 

· Synchronous Connection oriented (SCO) link (typically used for voice connection).

· Asynchronous (or isochronous) Connectionless (ACL) link (Data).

Protocol Stack

Basic

The significance of the concept term 'Basic' is that all Bluetooth units must have a radio, Baseband, Link Manager and L2CAP.

Adapted 

The significance of the concept term 'Adapted' is that the Bluetooth standard has adapted these protocols to be used upon the Bluetooth Basic bearer. 

RFComm is emulation of Comm Ports

HID is Human interface device 

TCP/IP is for networking

Provided 

The significance of the concept term 'Provided' is that the Bluetooth standard is an open standard =, which makes it possible for vendors to implement their own application protocol.

Bluetooth protocol description

Bluetooth device possible stacks







Sim Toolkit Application possible interaction

It takes sense to adapt the GSM11.14 in a goal to allow the use of Bluetooth bearer (as already done for CSD or GPRS). The biggest problem will be to determine guideline concerning the protocol to use to interact with other Bluetooth devices. This means that we need to select some VAS application and declare what protocol will be implemented.

A basic analysis shows that, for interoperability reasons it could take sense to interface any STK application to the ME connecting L2CAP. There's lot of reasons to think that this layer will always exist into a ME. In addition we have to think manufacturers development efforts to support the Bluetooth Bearer should remain as low as possible. 

Bluetooth SDP

The Bluetooth protocol is Service Discovery protocol centric. This means that any application which need a Bluetooth link will be able to connect the SDP server and the allowed service.

Following schemes presents for each kind of application needed layers.

File transfer


Internet Bridge



LAN Access


Synchronisation 



SDP Client Server Interaction 

The service discovery mechanism provides the means for client applications to discover the existence of services provided by server application as well as the attributes of those services. The attributes of a service include the type or class of service offered and the mechanism or protocol information needed to utilize the service. SDP involves communication between an SDP server and an SDP client. The server maintains a list of service records that describe the characteristics of services associated with the server. Each service record contains information about a single service. A client may retrieve information from a service record maintained by the SDP server by issuing an SDP request.

If the client, or an application associated with the client, decides to use a service, it must open a separate connection to the service provider in order to utilize the service. SDP provides a mechanism for discovering services and their attributes (including associated service access protocols), but it does not pro-vide a mechanism for utilizing those services (such as delivering the service access protocols).

There is a maximum of one SDP server per Bluetooth device. (If a Bluetooth device acts only as a client, it needs no SDP server.) A single Bluetooth device may function both as an SDP server and as an SDP client. If multiple applications on a device provide services, an SDP server may act on behalf of those service providers to handle requests for information about the services that they provide.

Similarly, multiple client applications may utilize an SDP client to query servers on behalf of the client applications. The set of SDP servers that are available to an SDP client can change dynamically based on the RF proximity of the servers to the client. When a server becomes available, a potential client must be notified by a means other than SDP so that the client can use SDP to query the server about its services. Similarly, when a server leaves proximity or becomes unavailable for any reason, there is no explicit notification via the service discovery protocol. However, the client may use SDP to poll the server and may infer that the server is not avail-able if it no longer responds to requests.






Service Record

A service is any entity that can provide information, perform an action, or control a resource on behalf an other entity. All of information about a service that is maintained by an SDP server is contained within a single service record. The service record consists entirely of a list of service attributes. Each service attribute describes a single characteristic of a service and consists of two components: an attribute ID and an attribute value.
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