Page 1



3GPP TSG-T3 Meeting #29 
Tdoc T3-030943(

Dallas, USA, 18-21 November 2003
	CR-Form-v7

	CHANGE REQUEST

	

	(

	51.011
	CR
	
	(

rev
	-
	(

Current version:
	4.9.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	X
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Removal of references to TS 02.07

	
	

	Source:
(

	Gemplus

	
	

	Work item code:
(

	TEI
	
	Date: (

	18/11/2003

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-4

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)

	
	

	Reason for change:
(

	TS 02.07 does not exist in Rel-4 and has been replaced by TS 22.101.

	
	

	Summary of change:
(

	Removed TS 02.07 in the list of references.

Replaced references to TS 02.07 by references to TS 22.101.

	
	

	Consequences if 
(

not approved:
	Inconsistency of the specification.

	
	

	Clauses affected:
(

	2, 10.3.11, 10.3.18, 10.3.31, 10.5.1, 11.5.1 

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[3]
Not used
[4]
3GPP TS 02.09: "Security aspects".

[5]
3GPP TS 22.011: "Service accessibility".

[6]
3GPP TS 42.017: "Subscriber Identity Modules (SIM); Functional characteristics".

[7]
3GPP TS 22.024: "Description of Charge Advice Information (CAI)".

[8]
3GPP TS 22.030: "Man‑Machine Interface (MMI) of the User Equipment (UE)".

[9]
3GPP TS 22.086: "Advice of Charge (AoC) Supplementary Services ‑ Stage 1".

[10]
3GPP TS 23.003: "Numbering, addressing and identification".

[11]
3GPP TS 43.020: "Security related network functions".

[12]
3GPP TS 23.038: "Alphabets and language‑specific information".

[13]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[14]
3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".

[15]
3GPP TS 04.08: "Mobile radio interface layer 3 specification".

[16]
3GPP TS 24.011: "Point‑to‑Point (PP) Short Message Service (SMS) support on mobile radio interface".

[17]
GSM 09.91: "Digital cellular telecommunications system (Phase 2); Interworking aspects of the Subscriber Identity Module ‑ Mobile Equipment (SIM ‑ ME) interface between Phase 1 and Phase 2".

[18]
ITU-T Recommendation E.118: "The international telecommunication charge card".

[19]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[20]
ITU-T Recommendation T.50: "International Reference Alphabet (IRA) (Formerly International Alphabet No. 5 or IA5) - Information technology - 7-bit coded character set for information interchange".

[21]
ISO/IEC 7810 (1995): "Identification cards ‑ Physical characteristics".

[22]
ISO/IEC 7811‑1 (1995): "Identification cards ‑ Recording technique ‑ Part 1: Embossing".

[23]
ISO/IEC 7811‑3 (1995): "Identification cards ‑ Recording technique ‑ Part 3: Location of embossed characters on ID‑1 cards".

[24]
ISO/IEC 7816‑1 (1998): "Identification cards ‑ Integrated circuit(s) cards with contacts - Part 1: Physical characteristics".

[25]
ISO/IEC 7816‑2 (1988): "Identification cards ‑ Integrated circuit(s) cards with contacts - Part 2: Dimensions and locations of the contacts".

[26]
ISO/IEC 7816‑3 (1997): "Identification cards ‑ Integrated circuit(s) cards with contacts - Part 3: Electronic signals and transmission protocols".

[27]
3GPP TS 51.014: "Specification of the SIM Application Toolkit for the Subscriber Identity Module ‑ Mobile Equipment (SIM ‑ ME) interface".

[28]
GSM 11.12: "Digital cellular telecommunications system (Phase 2); Specification of the 3 Volt Subscriber Identity Module ‑ Mobile Equipment (SIM ‑ ME) interface".

[29]
3GPP TS 22.022: "Personalization of  Mobile Equipment (ME); Mobile functionality specification".

[30]
ISO 639 (1988): "Code for the representation of names of languages".

[31]
ISO/IEC 10646-1 (1993): "Information technology - Universal Multiple-Octet Coded Character Set (UCS) - Part 1: Architecture and Basic Multilingual Plane".

[32]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[33]
3GPP TS 23.073: "Support of Localised Service Area (SoLSA); Stage 2".

[34]
GSM 11.19: "Specification of the Cordless Telephony System Subscriber Identity Module for both Fixed Part and Mobile Station".

[35]
ISO/IEC 7816‑4 (1995): "Identification cards ‑ Integrated circuit(s) cards with contacts - Part 4: Interindustry commands for interchange".

[36]
TIA/EIA-136-005: "Introduction, Identification, and Semi-Permanent Memory, November 1998".

[37]
TIA/EIA-136-123-A: "Digital Control Channel Layer 3, November 1998".

[38]
TIA/EIA-136-140-A: "Analogue Control Channel, November 1998".

[39]
TIA/EIA-136-510-A: "Authentication, Encryption of Signaling Information/User Data and Privacy, November 1998".

[40]
ANSI TIA/EIA-41: "Cellular Radio Telecommunications Intersystem Operations".

[41]
EIA/TIA-553: "Mobile Station - Land Station Compatibility Specification".

[42]
3GPP TS 22.067: "enhanced Multi Level Precedence and Pre-emption service (eMLPP) - Stage 1".

[43]
TR45 AHAG "Common Cryptographic Algorithms, Revision C," October 27, 1998.

[44]
ETS 300 812: "Terrestrial Trunked Radio (TETRA); Security aspects; Subscriber Identity Module to Mobile Equipment (SIM - ME) interface".

[45]
3GPP TS 03.22: "Functions related to Mobile Station (MS) in idle mode and group receive mode".

[46]
3GPP TS 05.05: "Radio transmission and reception".

[47]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".

[48]
3GPP TS 04.18: "Mobile radio interface layer 3 specification; Radio Resource Control Protocol".

[49]
3GPP TS 04.60: "General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station System (BSS) interface; Radio Link Control/ Medium Access Control (RLC/MAC) protocol".

[50]
3GPP TS 23.057: "Mobile Execution Environment (MExE); Functional description; Stage 2".

[51]
3GPP TS 23.122: "NAS Functions related to Mobile Station (MS) in idle mode".

[52]
3GPP TS 31.102: "Characteristics of the USIM Application".

[53]
3GPP TS 22.101: "Service aspects; Service principles".

[54]
3GPP TS 23.097: "Multiple Subscriber Profile (MSP) (Phase 2) - Stage 2".

[55]
3GPP TS 31.101: "UICC-Terminal interface; Physical and logical characteristics"

[56]
ISO/IEC 8825 (1990): "Information technology; Open Systems Interconnection; Specification of Basic Encoding Rules for Abstract Syntax Notation One (ASN.1)"

[57]
ETSI TS 102 221: "UICC-Terminal interface; Physical and logical characteristics"

[58]
3GPP TS 23.140: “Multimedia Messaging Service (MMS); Functional description; stage 2”.

10.3.11
EFSPN (Service Provider Name)

This EF contains the service provider name and appropriate requirements for the display by the ME.

	Identifier: '6F46'
	Structure: transparent
	Optional

	File Size: 17 bytes
	Update activity: low

	Access Conditions:


READ
ALWAYS


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Display Condition
	M
	1 byte

	2 to 17
	Service Provider Name
	M
	16 bytes


‑
Display Condition


Contents: display condition for the service provider name in respect to the registered PLMN (see TS 22.101 [53]).

Coding: see below

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: display of registered PLMN not required when registered PLMN is either HPLMN or a PLMN in the Service Provider PLMNN List (see EFSPDI).
b1=1: display of registered PLMN required when registered PLMN is either HPLMN or a PLMN in the Service Provider PLMN List (see EFSPDI).

	
	
	
	
	
	
	
	
	
	
	b2=0: display of the service provider name is required when registered PLMN is neither HPLMN nor a PLMN in the service provider PLMN list(see EFSPDI).

b2=1: display of the service provider name is not required when registered PLMN is neither HPLMN nor a PLMN in the service provider PLMN list(see EFSPDI).

	
	
	
	
	
	
	
	
	
	
	RFU (see clause 9.3)


‑
Service Provider Name

Contents: service provider string

Coding: the string shall use either

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0. The string shall be left justified. Unused bytes shall be set to 'FF'; or

-
one of the UCS2 code options defined in annex B.

10.3.18
EFAD (Administrative data)

This EF contains information concerning the mode of operation according to the type of SIM, such as normal (to be used by PLMN subscribers for GSM operations), type approval (to allow specific use of the ME during type approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercial use of this cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto‑test in its ME during e.g. maintenance phases).

It also provides an indication of whether some ME features should be activated during normal operation as well as information about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI).
	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	File size: 3+X bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	MS operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4
	length of  MNC in the IMSI
	O
	1 byte

	5 to 3+X
	RFU
	O
	(X-1) bytes

	NOTE: 
If X=0 no optional field is present; 
If X=1 byte 4 is present but no RFU field is present; 
When the RFU field is present (X ≥2) then byte 4 shall be present.


‑
MS operation mode

Contents: mode of operation for the MS

Coding:

Initial value

‑
normal operation
'00'

‑
type approval operations
'80'

‑
normal operation + specific facilities
'01'

‑
type approval operations + specific facilities
'81'

‑
maintenance (off line)
'02'

‑
cell test operation
'04'

‑
Additional information

Coding:

‑
specific facilities (if b1=1 in byte 1);

Byte 2 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU


Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: OFM to be disabled by the ME

b1=1: OFM to be activated by the ME

	
	
	
	
	
	
	
	
	
	
	RFU



The OFM bit is used to control the Ciphering Indicator as specified in TS 22.101 [53]
‑
ME manufacturer specific information (if b2=1 in byte 1).

· Length of MNC in the IMSI :

Contents: 


The length indicator refers to the number of digits, used for extracting the MNC from the IMSI 

Coding:

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the number of digits of the MNC in the IMSI. Only the values '0010' and '0011' are currently specified, all other values are reserved for future use.

	
	
	
	
	
	
	
	
	
	
	RFU (see clause 9.3).


10.3.31
EFNIA (Network's Indication of Alerting)

This EF contains categories and associated text related to the Network's indication of alerting in the MS service defined in TS 22.101 [53].

	Identifier: '6F51'
	Structure: linear fixed
	Optional

	Record length : X+1 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Alerting category
	M
	1 byte

	2 to X+1
	Informative text
	M
	X bytes


‑
Alerting category

Contents:


category of alerting for terminating traffic. 

Coding:


according to TS 04.08 [15]. Value 'FF' means that no information on alerting category is available.

‑
Informative text

Contents:


text describing the type of terminating traffic associated with the category.

Coding:


see the coding of the Alpha Identifier item of the EFADN (clause 10.5.1). The maximum number of characters for this informative text is indicated in TS 22.101[53].

10.5.1
EFADN (Abbreviated dialling numbers)

This EF contains Abbreviated Dialling Numbers (ADN) and/or Supplementary Service Control strings (SSC). In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an associated alpha‑tagging.

	Identifier: '6F3A'
	Structure: linear fixed
	Optional

	Record length: X+14 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
CHV2


REHABILITATE
CHV2



	Bytes
	Description
	M/O
	Length

	1 to X
	Alpha Identifier
	O
	X bytes

	X+1
	Length of BCD number/SSC contents
	M
	1 byte

	X+2
	TON and NPI
	M
	1 byte

	X+3 to X+12
	Dialling Number/SSC String
	M
	10 bytes

	X+13
	Capability/Configuration Identifier
	M
	1 byte

	X+14
	Extension1 Record Identifier
	M
	1 byte


‑
Alpha Identifier

Contents:


Alpha‑tagging of the associated dialling number.

Coding:


this alpha‑tagging shall use either

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; or

-
one of the UCS2 coded options as defined in annex B.

NOTE 1:
The value of X may be from zero to 241. Using the command GET RESPONSE the ME can determine the value of X.

‑
Length of BCD number/SSC contents

Contents: 


this byte gives the number of bytes of the following two data items containing actual BCD number/SSC information. This means that the maximum value is 11, even when the actual ADN/SSC information length is greater than 11. When an ADN/SSC has extension, it is indicated by the extension1 identifier being unequal to 'FF'. The remainder is stored in the EFEXT1 with the remaining length of the additional data being coded in the appropriate additional record itself (see clause 10.5.10).

Coding:


according to TS 04.08 [15].

‑
TON and NPI

Contents:


Type of number (TON) and numbering plan identification (NPI).

Coding:


according to TS 04.08 [15]. If the Dialling Number/SSC String does not contain a dialling number, e.g. a control string deactivating a service, the TON/NPI byte shall be set to 'FF' by the ME (see note 2).

NOTE 2:
If a dialling number is absent, no TON/NPI byte is transmitted over the radio interface (see TS 04.08 [15]). Accordingly, the ME should not interpret the value 'FF' and not send it over the radio interface.

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	NPI

	
	
	
	
	
	
	
	
	
	
	TON

	
	
	
	
	
	
	
	
	
	
	1


‑
Dialling Number/SSC String

Contents:


up to 20 digits of the telephone number and/or SSC information.

Coding:


according to TS 04.08 [15] , TS 22.030 [8] and the extended BCD‑coding (see table 12). If the telephone number or SSC is longer than 20 digits, the first 20 digits are stored in this data item and the remainder is stored in an associated record in the EFEXT1. The record is identified by the Extension1 Record Identifier. If ADN/SSC require less than 20 digits, excess nibbles at the end of the data item shall be set to 'F'. Where individual dialled numbers, in one or more records, of less than 20 digits share a common appended digit string the first digits are stored in this data item and the common digits stored in an associated record in the EFEXT1. The record is identified by the Extension 1 Record Identifier. Excess nibbles at the end of the data item shall be set to 'F'.

Byte X+3

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2


Byte X+4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4


etc.

‑
Capability/Configuration Identifier

Contents:


capability/configuration identification byte. This byte identifies the number of a record in the EFCCP containing associated capability/configuration parameters required for the call. The use of this byte is optional. If it is not used it shall be set to 'FF'.

Coding:


binary.

‑
Extension1 Record Identifier

Contents:


extension1 record identification byte. This byte identifies the number of a record in the EFEXT1 containing an associated called party subaddress or additional data. The use of this byte is optional. If it is not used it shall be set to 'FF'.


If the ADN/SSC requires both additional data and called party subaddress, this byte identifies the additional record. A chaining mechanism inside EFEXT1 identifies the record of the appropriate called party subaddress (see clause 10.5.10).

Coding:


binary.

NOTE 3:
As EFADN is part of the DFTELECOM it may be used by GSM and also other applications in a multi‑application card. If the non‑GSM application does not recognize the use of Type of Number (TON) and Number Plan Identification (NPI), then the information relating to the national dialling plan must be held within the data item dialling number/SSC and the TON and NPI fields set to UNKNOWN. This format would be acceptable for GSM operation and also for the non‑GSM application where the TON and NPI fields shall be ignored.

EXAMPLE:
SIM storage of an International Number using E.164 [19] numbering plan.



TON
NPI
Digit field

GSM application
001
0001
abc...

Other application compatible with GSM
000
0000
xxx...abc...

where "abc..." denotes the subscriber number digits (including its country code), and "xxx..." denotes escape digits or a national prefix replacing TON and NPI.

NOTE 4:
When the ME acts upon the EFADN with a SEEK command in order to identify a character string in the alpha‑identifier, it is the responsibility of the ME to ensure that the number of characters used as SEEK parameters are less than or equal to the value of X if the MMI allows the user to offer a greater number.

Table 12: Extended BCD coding

	BCD Value
	Character/Meaning

	'0'
	"0"

	...
	...

	'9'
	"9"

	'A'
	"*"

	'B'
	"#"

	'C'
	DTMF Control digit separator (TS 22.101[53])

	'D'
	"Wild" value 

This will cause the MMI to prompt the user for a single digit (see TS 22.101[53]).

	'E'
	Expansion digit ("Shift Key").

It has the effect of adding '10' to the following digit. The following BCD digit will hence be interpreted in the range of '10'‑'1E'. The purpose of digits in this range is for further study.

	'F'
	Endmark

e.g. in case of an odd number of digits


BCD values 'C', 'D' and 'E' are never sent across the radio interface.

NOTE 5:
The interpretation of values 'D', 'E' and 'F' as DTMF digits is for further study.

NOTE 6:
A second or subsequent 'C' BCD value will be interpreted as a 3 second PAUSE (see TS 22.101[53]).

11.5.1
Dialling numbers

The following procedures may not only be applied to EFADN and its associated extension files EFCCP and EFEXT1 as described in the procedures below, but also to EFFDN, EFMSISDN, EFLND, EFBDN, EFSDN, EFMBDN and their associated extension files. If these files are not allocated and activated, as denoted in the SIM service table, the current procedure shall be aborted and the appropriate EFs shall remain unchanged.

As an example, the following procedures are described as applied to ADN.

Requirement:
Service n°2 "allocated and activated"


(Service n°3 for FDN, 


Service n°9 for MSISDN,


Service n°13 for LND,


Service n°18 for SDN,


Service n°31 for BDN,

Service n°53 for MBDN)

Update:
The ME analyses and assembles the information to be stored as follows (the byte identifiers used below correspond to those in the description of the EFs in clauses 10.5.1, 10.5.4 and 10.5.10):

i)
The ME identifies the Alpha‑tagging, Capability/Configuration Identifier and Extension1 Record Identifier.

ii)
The dialling number/SSC string shall be analysed and allocated to the bytes of the EF as follows:

‑
if a "+" is found, the TON identifier is set to "International";

‑
if 20 or less "digits" remain, they shall form the dialling number/SSC string;

‑
if more than 20 "digits" remain, the procedure shall be as follows:

Requirement:


Service n°10 "allocated and activated";


(Service n°10 applies also for MSISDN and LND;


Service n°11 for FDN;


Service n°19 for SDN;


Service n°32 for BDN;


Service n°53 for MBDN).


The ME seeks for a free record in EFEXT1. If an Extension1 record is not marked as "free", the ME runs the Purge procedure. If an Extension1 record is still unavailable, the procedure is aborted.


The first 20 "digits" are stored in the dialling number/SSC string. The value of the length of BCD number/SSC contents is set to the maximum value, which is 11. The Extension1 record identifier is coded with the associated record number in the EFEXT1. The remaining digits are stored in the selected Extension1 record where the type of the record is set to "additional data". The first byte of the Extension1 record is set with the number of bytes of the remaining additional data. The number of bytes containing digit information is the sum of the length of BCD number/SSC contents of EFADN and byte 2 of all associated chained Extension1 records containing additional data (see clauses 10.5.1 and 10.5.10).

iii)
If a called party subaddress is associated to the ADN/SSC the procedure shall proceed as follows:

Requirement:


Service n°10 "allocated and activated"


(Service n°10 applies also for MSISDN and LND;


Service n°11 for FDN;


Service n°19 for SDN;


Service n°32 for BDN;


Service n°53 for MBDN).


If the length of the called party subaddress is less than or equal to 11 bytes (see TS 04.08 [15] for coding):

-
the ME seeks for a free record in EFEXT1. If an Extension1 record is not marked as "free", the ME runs the Purge procedure. If an Extension1 record is still unavailable, the procedure is aborted;

-
the ME stores the called party subaddress in the Extension1 record, and sets the Extension1 record type to "called party subaddress".


If the length of the called party subaddress is greater than 11 bytes (see TS 04.08 [15] for coding):

-
the ME seeks for two free records in EFEXT1. If no such two records are found, the ME runs the Purge procedure. If two Extension1 records are still unavailable, the procedure is aborted;

-
the ME stores the called party subaddress in the two Extension1 records. The identifier field in the Extension1 record containing the first part of the subaddress data is coded with the associated EFEXT1 record number containing the second part of the subaddress data. Both Extension1 record types are set to "called party subaddress".

Once i), ii), and iii) have been considered the ME performs the updating procedure with EFADN. If the SIM has no available empty space to store the received ADN/SSC, or if the procedure has been aborted, the ME advises the user.

NOTE 1:
For reasons of memory efficiency the ME is allowed to analyse all Extension1 records to recognize if the additional or subaddress data to be stored is already existing in EFEXT1. In this case the ME may use the existing chain or the last part of the existing chain from more than one ADN (LND, MSISDN). The ME is only allowed to store extension data in unused records. If existing records are used for multiple access, the ME shall not change any data in those records to prevent corruption of existing chains.

Erasure:
The ME sends the identification of the information to be erased. The content of the identified record in EFADN is marked as "free".

Request:
The ME sends the identification of the information to be read. The ME shall analyse the data of EFADN (subclause 10.5.1) to ascertain, whether additional data is associated in EFEXT1 or EFCCP. If necessary, then the ME performs the reading procedure on these EFs to assemble the complete ADN/SSC.

Purge:
The ME shall access each EF which references EFEXT1 (EFEXT2, EFEXT6) for storage and shall identify records in these files using extension data (additional data or called party subaddress). Note that existing chains have to be followed to the end. All referred Extension1 (Extension2, Extension6) records are noted by the ME. All Extension1 (Extension2, Extension6) records not noted are then marked by the ME as "free" by setting the whole record to 'FF'.

NOTE 2:
Dependent upon the implementation of the ME, and in particular the possibility of erasure of ADN/SSC records by Phase 1 MEs, which have no knowledge of the EFEXT1, it is possible for Extension1 records to be marked as "used space" (not equal to 'FF'), although in fact they are no longer associated with an ADN/SSC record.

The following three procedures are only applicable to service n°3 (FDN).

FDN capability request. The ME has to check the state of service n°3, i.e. if FDN is "enabled" or "disabled". In case of enabled FDN, the ME has to switch to a restrictive terminal mode (see TS 22.101 [53]). To ascertain the state of FDN, the ME checks in EFSST whether or not ADN is activated. If ADN is not activated, service n°3 is enabled. If ADN is activated, the ME checks the response data of EFADN. If EFADN is invalidated, service n°3 is enabled. In all other cases service n°3 is disabled.

FDN disabling. The FDN disabling procedure requires that CHV2 verification procedure has been performed successfully and that ADN is activated. If not, FDN disabling procedure will not be executed successfully. To disable FDN capability, the ME rehabilitates EFADN. The invalidate/rehabilitate flag of EFADN, which is implicitly set by the REHABILITATE command, is at the same time the indicator for the state of the service n°3. If ADN is not activated, disabling of FDN is not possible and thus service n°3 is always enabled (see FDN capability request).

NOTE 3:
If FDN is disabled (by rehabilitating EFADN) using an administrative terminal then the FDN disabling procedure of this administrative terminal need also to rehabilitate EFIMSI and EFLOCI to ensure normal operation of the SIM in a phase 1 ME or a phase 2 ME which does not support FDN.

FDN enabling. The FDN enabling procedure requires that CHV2 verification procedure has been performed successfully. If not, FDN enabling procedure will not be executed successfully. To enable FDN capability, the ME invalidates EFADN. The invalidate/rehabilitate flag of EFADN, which is implicitly cleared by the invalidate command, is at the same time the indicator for the state of the service n°3 (see FDN capability request). If ADN is not activated, service n°3 is always enabled.

Invalidated ADNs may optionally still be readable and updatable depending on the file status (see clause 9.3)

The following three procedures are only applicable to service n°31 (BDN).

BDN capability request. The ME has to check the state of service n°31, i.e. if BDN is "enabled" or "disabled". BDN service is "enabled" only if service n°31 is allocated and activated, and EFBDN is not invalidated. In all other cases, the BDN service is "disabled".

BDN disabling. The BDN disabling procedure requires that CHV2 verification procedure has been performed successfully. If not, BDN disabling procedure will not be executed successfully. To disable BDN capability, the ME invalidates EFBDN. The invalidate/rehabilitate flag of EFBDN, which is implicitly cleared by the INVALIDATE command, is at the same time the indicator for the state of the service n°31 (see BDN capability request).

BDN enabling. The BDN enabling procedure requires that CHV2 verification procedure has been performed successfully. If not, BDN enabling procedure will not be executed successfully. To enable BDN capability, the ME rehabilitates EFBDN. The invalidate/rehabilitate flag of EFBDN, which is implicitly set by the REHABILITate command, is at the same time the indicator for the state of the service n°31 (see BDN capability request).

Invalidated BDNs (when BDN capability is disabled) may optionally still be readable and updatable depending on the file status (see clause 9.3). 
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