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1 Opening of the Meeting / IPR Reminder / Roll Call of Delegates

The meeting opened at 10:15 on Tuesday, July the 2nd by the T3 API SWG Chairman. As there is no new participant, the roll call of delegates is not made.

The Chairman drew the attention of the delegates to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organisational Partners to inform their respective Organisational Partners of essential IPRs they become aware of. They were asked to take note that they had been invited to:

· investigate in their company whether their company does own IPRs which are, or are likely to become essential in respect of the work of the Technical Specification Group

· notify the Chairman or the Director General of their respective Organisational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration form

2 Meeting organisation

2.1 Input Documents

The agenda is updated with some documents that were postponed from previous meetings.

2.2 Agenda

T3a020212 is the draft agenda of the meeting. It is updated with some documents coming from the previous meeting and a SIM APIs part. There will be a teleconference regarding the C SIM API during the second day.

2.3 Approval of last report

The last meeting draft report is T3a020201.  SchlumbergerSema made some comments on the email reflector that was updated. A new draft is circulated in the group and approved as T3a020222.

2.4 Status of API related meetings

T3/T plenary approved all T3 API contributions including the Concatenated SMs that was postponed during the previous T plenary meeting. There was a remark on the TS 31.115 and the fact that it contains some figures copied from TS 23.140. Those figures should be removed and replaced by reference to avoid any maintenance issue. T3 API SWG is expected to produce a CR to update the specification that is approved anyway.

SCP plenary approved 102.240 draft with a title change (UICC APIs and loader requirement). The lastest draft of 102.241 was presented for information.

Regarding the update of the specification reference to Java Card v2.2, a concern is raised by Mobile Mind that this version of Java Card and ISO are not compatible, for instance regarding the logical channels. Some more inputs are required for next SCP WGs to continue discussion on this subject.

The discussion about the release management between 3GPP and SCP is also reported. The point is to know if the specification should be released at the same time by 3GPP and SCP. The point is that 3GPP Rel-6 will be delivered  in December 2003 which according to some delegates is late. A decision should be made at next SCP Plenary meeting.

3 APIs requirements (TS 102.240 – TS 02.19) 

The specification TS 102.240 was approved at last SCP Plenary meeting.

There is no input in that section for this agenda item.

4 APIs based on TS 102.240 – TS 02.19

4.1 USIM APIs for JavaCard

4.1.1 UICC APIs for Java Card

T3a020200 is a batch of documents representing UICC APIs. The rapporteur quickly went through the annexes and mentioned the major updates in the packages:

· sms.toolkit

· uicc.access

· uicc view was renamed file view

· the uicc system has three method to retrieve a file view

· uicc.toolkit

· update according to the ME Profile

· usim.access is only relation with USIM constants

· sim.access (some comments are still to be updated)

· open points :

· how to move on with the application dependent things

· how to deal with the sms

Few remarks were raised including:

· some missing updates (such as the Concatenated SMs support, Cell Broadcast SMs)

· the EnvelopeHandler is asked to be removed that would allow to maintain only one table in the specification about handlers, the SMSEnvelopeHandler would be casted instead (Oberthur ask to check this point)

SUN Microsystems (Rapporteur) propose a new version of the document including the above corrections (as document T3a020218). There are discussion on some aspects of the document.

The name of the sms.toolkit might be updated, but there is an agreement that no method should be optional.

The point of Java Card v2.2 not being compliant with ISO was raised.

Oberthur mentioned that there are some conflicts that do not allow to be fully compliant to TS 102.221 and Java Card because of status word. This is more to be understood as mistakes.

The problem is probably that it is dangerous to specify into two different specifications the same information (i.e. the status words). This is to be checked to decide where the alignment should be make. This will be brought to the attention of Java Card Forum.

A document outlining the difference between Java Card v2.1 and 2.2 is to be delivered and discussed to the next SCP meeting (mid August).

4.1.2 SIM APIs for Java Card

T3a020204 is a CR on the example applet from Annex D of TS 43.019. This is corrected in accordance with the approved CRs (BIP and handling of Concatenated SMs).

Some editorial remarks are taken into account on the cover sheet. One case (access to UserDataLength) is updated. Some more correction are brought into the document.

This document is updated to T3a020219 by the group and T3a020224 by SchlumbergerSema.

Oberthur ask to check the applet on their cards. Moreover this applet will have to be presented on a Winword document.

This documents goes for an email approval.
T3a020207 is a CR from SchlumbergerSema on Rel-5 to correct the method getChannelIdentifier. The behaviour of the getChannelIdentifier() method is not defined in case the Simple TLV Channel Status has a length equal to 0. The proposal is to add the exception OUT_OF_TLV_BOUNDARIES for the getChannelIdentifier() method. It is mentioned that this behaviour is not expected anyway. The updated document is T3a020216. It is agreed.

T3a020208 is a CR from SchlumbergerSema on Rel-5 to clarify an ambiguity in §6.5 : is the statusType parameter meaningless in all cases of PoR or only for SMS-SUBMIT ? The proposal is to specify that statusType parameter is meaningless only in case of SMS-SUBMIT. Oberthur mentions that if the former sentence is not clear enough, the sentence should be completely reworded. The group agreed on a wording that is drafted in T3a020217.

T3a020209 is a CR from SchlumbergerSema on Rel-5 to clarify the wording for “Simple TLV List” and “handler’s buffer“ as there is different wording used for the same meaning. This proposal is to unify the wording using : “Simple TLV List managed by the handler”. As this is not an essential correction the group agreed to reject this CR. However there is an agreement on an editorial correct that applies to UICC APIs, but there should be another discussion about the wording.

T3a020213 is a contribution for the Java Card API Testing (formerly T3z020828) that contains some clarification requests.

SchlumbergerSema made some remarks that are on T3a020214; those comments were approved by the group. The summary of answers to issues raised are:

· getSecureDataLength 

· Toolkit specification does not prevent from receiving more than one TLV

· Only the first one should be taken into account (then the first application triggered) and the others discard (that answers to both questions 1, 2 and 3)

· SM PP and SM CB should have the same behaviour (question 2)

· getValue of ME Profile Class

· the issue was already correct by a CR for R99, Rel-4 and Rel-5

· this is taken into account in TS 03.19 R99 (v8.4.0) and TS 43.019 Rel-4 (v4.2.0)

· Some missing constants in the Toolkit Interface Table

· it is mentioned that these values are defined in the toolkit constants table in TS 43.019 Rel-5 (v5.2.0)

· as this is not an essential correction, no CR can be presented on that for Rel-4

T3a020215 is the draft LS back to Java Card API Testing ad hoc proposed by the Chairman. It is agreed by the group and directly given to the ad hoc session on Java Card API Testing (meeting is handled in paralell).

4.1.3 USIM APIs for Java Card 

No input for this meeting.

4.2 C SIM API

T3a020202 is the draft TS 31.131 (C SIM API) that is presented sligthly updated. Basically the changes are as follows:

· two references are added (11 and 12) – the version will be removed for 51.011

· abbreviation section updated

· rest is purely editorial

The remarks were

· (related to §6.12.23) the status are only 2G where the specification title is 2G and 3G

· terminology between seek and search (2G and 3G terminologies resp.), it is agreed that the 3G names should be used for the 2G/3G document.

This document will be sent for approval to the next T3 plenary meeting.

T3a020203 is the draft testing specification. This specification is very close to the Java Card API Testing specification.

The zip file includes the analogue example of the Java Card API Test specification.

This document will be presented for information to the next T3. This will be updated before being represented for information to both T3 an T.

5 Security Mechanisms for SAT/USAT (03.48, 23.048, 31.115/116)

5.1 TS 23.048 (Rel-5)

T3a020015 is a discussion document from Gemplus about “Key set version – counter association within a Security Domain” that was postponed from the last meeting (T3 API SWG #11). The issue is the case of no security, to clarify what should be done by the card if no key set version is indicated in Kic and/or Kid bytes (in particular in the case of Kic=Kid=0). 

There is an agreement in the group that the specification under the current status are not covering this issue. Oberthur Card Systems propose to throw Security Error in case of use of Key Set Version 0. SchlumbergerSema would prefer a more opened solution with a mention that the behaviour is proprietary.

Microelectronica raised the point that it is not possible to have a key set without a related algorithm. Oberthur disagree on that point as this is not mentioned in the specification (and then can be a proprietary implementation). There is no other strong opinion from other companies regarding this point.

This discussion went to the document (T3a020028) proposed for clarifications on Kic and Kid key set version number check by Gemplus and postponed during the last API meeting.

There isn’t more agreement on the table (the red light are not accepted by all cards) compared to the previous meeting.

SchlumbergerSema propose a new format for the table (with one more column). The new document is T3a020220. This is updated and distribute for feedback from the participants.

Microelectronica Española made a proposal for rules to fulfil the table in T3a020223. The remarks are as follow:

· about Rule 2 Kic is mentioned as ignored where this is not the case (for instance for cases 5b and 5c) ; Kic is removed

· about Rule 3, “the default counter” should be read “a default counter”
· regarding the last column of the table title, the word “correctly” should be changed to “acceptable”
There is a basic agreement on the principle of this document.

SchlumbergerSema also proposed its version of the rules and the table that corresponds to the Microelectronica Española version.

T3a020021 is a postponed document of the last T3 API meeting (T3 API SWG #11). This is a CR proposal from Gemplus about USIM specific behaviour for Response Packets.

There is a long discussion on the status word in the document. Reference is made to TS 102.221, but there is an agreement that this depends on the protocol used (T=0 ot T=1) ; this implies that the text of the CR should be changed, taking into account both protocols (into different parts). This implies changes about warning status into TS 31.111 and TS 102.223.

A draft proposal is prepared during the meeting but the issues are:

· the level of details in the status word specification

· the redundancy with the other specification (regarding status words)

Oberthur made T3a020227 as a contribution to this discussion. In this proposal, the tables are removed to be replaced by some text. Part of the text that was also removed is  (regarding TP_UDHI) is put back in the specification.

This document is agreed.

The corresponding CR for Rel-6 is to be drafted for the next T3 plenary meeting by Oberthur CS.

T3a020031 is a document from T3 API SWG #11 coming as an output of the discussion of Gemplus discussion document T3a020009 on Toolkit Applet Access Rights when CHV1 is Disabled. The document was postponed from the last meeting for Microelectronica to check with their expert. They also agree on the document. The CR is anyway updated to take into account the CRs that were accepted in the meantime. The new proposal is T3a020221. 

There is a discussion about the access conditions and the behaviour of the applet when CHV1 is blocked (regarding the access to files protected by this access condition).

Operators agreed that it is not desirable that if the CHV1 is blocked no data protected.

Anyway it is mentioned that TS 23.048 is stating that The access rights granted to an applet and defined in the access domain parameter shall be independent from the access right granted at the (U)SIM/ME interface.

Oberthur raise the point that there might be some implementation in the field using this possibility of CHV not presented (first command after select or status command) and making a change in the opposite would introduce a backward compatibility issue.

This CR reached an agreement from the smart card manufacturers but as some concerns were raised, T3 API SWG would like to ask T3 for advice on this point.

T3a020205 is a draft CR from Gemplus about the Minimum Security Level for the Remote Management Applications. This proposal was agreed within T3 API but rejected at T3 level as this is 43.019 specific and should be added in an annex. This CR is an updated version taking this comment into account.

Some changes are to be made on the cover sheet (because there is no TS 23.048 Rel-6). T3a020206 also deals with this issue. Chairman mentions that it might be dangerous to have two CRs on the same sentence of the specification. Those CRs are merged in T3a020226.

This also applies to Rel-6 (SCP documents) and the CR is to be sent to SCP WG2 to have the corresponding CR on their specification.
T3a020210 is a CR that was approved at T3 for version 5.2 but not correctly introduced in v5.3. This is the proposal for aligning v5.3. It is approved.
T3a020211 is a CR proposal from SchlumbergerSema about the description of the Put Key command that may lead to different interpretations. Gemplus mentions that the reference to Global Platform is redundant in the same paragraph
5.2 TS 31.115 / TS 31.116 (Rel-6)

No input regarding Rel-6 specifications.

6 Any other business

7 Meeting Plan

	Meeting
	Date
	Host
	Location

	T3 #24
	August, 19-22
	AT&T
	Seattle, USA

	SCP WG #3
	August, 26-28
	Mobile Mind / Cingular 
	Seattle, USA

	T #17
	September, 4-7
	Orange
	Biarritz, France

	T3 API #14
	mid-Sept
	tbd
	tbd

	SCP Plenary #11
	September, 24-27
	G&D
	Munich, Germany

	T3 #25
	November, 5-8
	Vodafone R&D
	Maastricht, The Netherlands

	SCP WG #4
	November, 12-14
	Vodafone R&D
	Maastricht, The Netherlands

	T #18
	December, 4-6
	American Friends of 3GPP
	New Orleans, USA

	SCP Plenary #12
	December
	tbd
	tbd

	T3 #26
	February, 11-14
	European Friends of 3GPP
	tbc


8 Closing of the meeting
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Document list

	Doc. Name
	Title
	Source
	Status


Postponed documents of the last meeting

	T3a020015
	Input Paper 23.048 Rel5 Clarification on counter used when KIc=KID=0
	Gemplus
	discussed

	T3a020021
	USIM specific behaviour for Response Packets (Using SMS‑PP)
	Gemplus
	discussed, see T3a020227

	T3a020028
	Clarification on Kic and Kid checks for Open Platform Security Domains - CR 23.048 - Rel-5
	Gemplus
	revised, see T3a020220

	T3a020031
	Toolkit Access with modified secret code status
	T3 API
	revised, see T3a020221


New documents of the meeting

	T3a020200
	TS 102.241 - UICC APIs for Java Card
	Rapporteur
	revised, see T3a020218

	T3a020201
	Draft meeting report of T3 API #12
	Chairman
	revised, see

	T3a020202
	Draft TS 31.131
	Rapporteur
	agreed ( T3

	T3a020203
	Draft test specifications for TS 31.131
	Rapporteur
	agreed ( T3

	T3a020204
	CR 43.019 Correction of the example Applet
	SUN Microsystems
	revised, see T3a020219

	T3a020205
	Minimum Security Level for the Remote Management Applications.
	Gemplus
	revised, see T3a020226

	T3a020206
	Access conditions for Remote File Management Application
	Gemplus
	revised, see T3a020226

	T3a020207
	CR 43.019 Correction of method getChannelIdentifier()
	SchlumbergerSema
	revised, see T3a020216

	T3a020208
	CR 43.019 Clarification of handling of statusType parameter by the framework in case of PoR.
	SchlumbergerSema
	revised, see T3a020217

	T3a020209
	CR 43.019 Clarification on the wording for “Simple TLV List” and “handler’s buffer“.
	SchlumbergerSema
	rejected

	T3a020210
	Clarification on computation of DES in CBC mode
	Gemplus
	agreed ( T3

	T3a020211
	Clarification on Put Key command
	SchlumbergerSema
	revised, see T3a020225

	T3a020212
	Draft agenda of T3 API SWG #13 meeting
	Chairman
	approved

	T3a020213
	Clarifications on TS 43.019 coming for testing group (T3z020828)
	JC Testing AH
	discussed

	T3a020214
	SLB answers to T3a020213 (T3z020828)
	SchlumbergerSema
	agreed

	T3a020215
	Draft answer to the testing group
	T3 API
	agreed ( AH

	T3a020216
	CR 43.019 Correction of method getChannelIdentifier()
	T3 API
	agreed ( T3

	T3a020217
	CR 43.019 Clarification of handling of statusType parameter by the framework in case of PoR.
	T3 API
	agreed ( T3

	T3a020218
	TS 102.241 - UICC APIs for Java Card
	T3 API
	discussed

	T3a020219
	CR 43.019 Correction of the example Applet
	T3 API 
	revised, see T3a020224

	T3a020220
	Clarification on Kic and Kid checks for Open Platform Security Domains - CR 23.048 - Rel-5
	T3 API
	discussed

	T3a020221
	Toolkit Access with modified secret code status
	T3 API
	agreed ( T3

	T3a020222
	Meeting report of T3 API #12
	Chairman
	approved

	T3a020223
	Clarification on Kic and Kid checks for Open Platform Security Domains - CR 23.048 - Rel-5 (updated)
	Micro Electronica Española
	discussed

	T3a020224
	MyToolkitApplet.java
	SchlumbergerSema
	email approval

	T3a020225
	Clarification on Put Key command
	T3 API
	agreed ( T3

	T3a020226
	Minimum Security Level and Access condictions for the Remote Management Applications.
	T3 API
	agreed ( T3

	T3a020227
	USIM specific behaviour for Response Packets (Using SMS‑PP)
	Oberthur
	agreed ( T3

	T3a020228
	Clarification on Kic and Kid checks for Open Platform Security Domains - CR 23.048 - Rel-5 (updated)
	SchlumbergerSema
	discussed

	T3a020229
	USIM specific behaviour for Response Packets (Using SMS‑PP) – Rel-5
	T3 API
	agreed

	T3a020230
	USIM specific behaviour for Response Packets (Using SMS‑PP) – Rel-6
	T3 API
	agreed

	T3a020231
	Draft report of T3 API SWG #13 meeting
	Chairman
	


Annex C

Action Points

DoCoMo Europe (Chairman)

1. to raise the issue of Toolkit Access and CHV status on the email reflector

2. to organise the email approval on java applet (that should be first checked and edited as a Winword document by Oberthur CS)

Oberthur Card Systems

1. to check about the EnvelopeHandler to be removed (see report on § 4.1.1)

2. to check the java applet (Annex D of TS 43.019, see report on §4.1.2, document T3a020224)

3. to format as a Winword document the java applet (example in the TS 43.019)

SchlumbergerSema (TS 31.115 rapporteur)
1. update the specification to remove the 23.040 copies and propose the CRs

SUN Microsystems
1. to bring to the attention of Java Card Forum the issue of specifying into two different specifications the same information, i.e. the status words (see report on §4.1.1)

Everybody
1. to bring to the attention of Java Card Forum the issue of specifying into two different specifications the status words could be risky for maintenance issues

Annex D

E-mail discussion groups

Information and discussion about this work item is done via the ETSI email list server. The discussion group to be used is: 3gpp_tsg_t_wg3_api. To subscribe to this email group or to view the archives, go to:


http://list.3gpp.org/3gpp_tsg_t_wg3_api.html
All issues releated to the development of the test suite (11.13) for 03.19 is discussed via 3gpp_tsg_t_wg3_api_test


http://list.3gpp.org/3gpp_tsg_t_wg3_test.html
The migration of 02.19 and 03.19 to the UICC platform is discusses via the ETSI SCP WG3 mailinglist


http://list.etsi.fr/archives/scp_wg3.html
