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On a GSM SIM card, the SIM Toolkit applets are under control of one operator (the SIM provider) and are only accessible by this operator. In such a situation only one operator manages all the SIM Toolkit servers related to a particular card and no inter-working is possible.

As 3G UICC is a multi-application provider, multi-session card such a structure is no longer valid. An USAT applet should be able to exchange information with a USAT server that does not belong to the same service provider. Applet-server inter-working requires reserving TAR values for specific applets. Such applets would fulfil a given task in a service provider dependant way.

If we consider the case of mobile commerce for instance, it would be useful to reserve a TAR value for each given type of mobile commerce applet. Thus a merchant site located on a visited network would be able to activate the payment applet of the buyer. Then the payment could be done by PKI, credit card or any other payment means (up to the applet provider). 

The purpose of reserving TAR values resides on the payment application tagging in order for the payment STK application to identify the SMS related to the payment application without beginning sophisticated parsing of SMS message to identify payment application context and sequence. 

Status : 
Current status about TAR Values

France Telecom, Credit Mutuel, Oberthur and Europay International joined their effort to create a cross-border EMV payment transaction scheme.

For the time being, 3GPP has already reserved a range of Toolkit Application Reference values (TAR-values) for us. Indeed, the 3-bytes range beginning with ‘B’ was reserved for this purpose. 

Description : 
Payment Transaction scheme
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Here is a general description of the Payment Transaction scheme:

Proposal  : 
4 Toolkit Application Reference values

For their Cross-border EMV payment scheme, France Telecom, Credit Mutuel, Oberthur and Europay International intend building 3 types of mobile commerce applets making authentication through SMS messages:

1. Acquirer centric and dual slot model

2. Issuer centric and single slot model

3. Issuer centric and dual slot model

 
In order to allow the Merchant site to address the payment application on the SIM card, the SMS init header binary lay-out, as included in the spec GSM 3.48, has to define a 3-bytes TAR value for the application identification. In order to address the  3 models with SMS authentication, there is a need  to allocate 3 TAR values, one TAR value for each  model and 1 TAR reserved and allocated for future use.

ETSI has already allocated some values for this  (a range of 3 bytes beginning with ‘BHEX’) but still a range of specific values is today not allocated and could be used by the financial industry.

By the means of this request document, Europay International and its partners in the scope of this project would like to draft a proposition to allocate four TAR values for payment application.

In this way, Europay International would be interested in the reservation of the following values included in the range reserved earlier for this project by 3GPP:

1) ‘B0’ ‘00’ ‘00’: Acquirer centric and dual slot model

· Model with a dual slot using a standard Bankcard with an ICC embedded to carry the payment information and security application (EMV card).

· Model “Acquirer centric” because the  offer authorisation request is coming from Merchant.

2) ‘B0’ ‘00’ ‘01’:  Issuer centric and single slot model

· Model with a single slot

· Model “Issuer centric” because the offer authorisation request is coming from the Issuer Payment Gateway (Wallet server).

3) ‘B0’ ‘00’ ‘02’:  Issuer centric and dual slot model

· Model with a dual slot using a standard Bankcard with an ICC embedded to carry the payment information and security application (EMV card).

· Model “Issuer centric” because the offer authorisation request is coming from the Issuer Payment Gateway (Wallet server).

4) ‘B0’ ‘00’ ‘03’: Reserved for future model(RFU)

