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In the 03.48 specification it is stated that "Key used for securing the PUT KEY command is the key index 3 of the same key set version as the changed key". This statement, while not contradictory with the Open Platform PUT KEY command description (which specifies that the key to be used is known implicitly according to the current context), does not allow to extend the functionality of the PUT KEY command to allow key set creation since it is not possible to use the Kik key of a key set to secure the creation of that key set.

So, in order to have a generic key encryption mechanism compliant with OP and 03.48, it is then proposed to secure the PUT KEY command with the key specified in the KIC parameter of the 03.48 secured header instead of the Kik of the affected key set.
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