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6.4.29
RECEIVE DATA

This subclause applies only if class "e" is supported.

This command requests the ME to return data from a dedicated Channel identifier according to the number of bytes specified by the UICC.

Upon receiving this command, the ME shall return the data available in the Rx buffer corresponding to the Channel identifier. Examples are given below, but the list is not exhaustive.

If the ME is unable to process the command:

-
if the command is rejected because the requested channel is already closed the ME informs the UICC using TERMINAL RESPONSE (Bearer independent protocol error);

-
if the user has indicated the need to end the proactive UICC session, the ME informs the UICC using TERMINAL RESPONSE (Proactive UICC session terminated by the user).

If the ME is able to process the command:

-
if the requested number of bytes is available in the buffer, the ME shall inform the UICC that the command has been successfully executed, using TERMINAL RESPONSE and return the requested data and the number of bytes remaining in the channel buffer (or FF if more than the maximum bytes remains);

-
if the requested number of bytes is not yet available in the buffer, the ME shall NOT wait for the requested number of bytes to arrive. The ME shall inform the UICC, using TERMINAL RESPONSE (Command performed with missing information) and returns the data currently available in the channel buffer;

· in the case of packet/datagram transmission (such as UDP), the ME shall put in the RX buffer a complete packet SDU and only one at one time. For example, if UDP datagramms are received by the ME, the ME shall insert only the SDU of the first UDP packet received in the RX buffer. After this SDU has been downloaded by the UICC (using one or several RECEIVE DATA commands), the ME shall insert the second UDP SDU, and so on.

-
if the alpha identifier is provided by the UICC, the ME shall use it to inform the user. The ME may also use it to inform the user during data transfer. If an icon is provided by the UICC, the icon indicated in the command may be used by the ME to inform the user, in addition to, or instead of the alpha identifier, as indicated with the icon qualifier (see subclause 6.5.4).

6.4.30
SEND DATA

This subclause applies only if class "e" is supported.

This command requests the ME to send data through a previously set up data channel corresponding to a dedicated Channel identifier. The UICC informs the ME in the "command details" TLV object if the data is:

-
to be sent immediately;

· or to be stored in a Tx buffer. Then it is up to the ME to manage the data sending in order to use the bearer in an optimised way(e.g. concatenate the data in the TX buffer and send the data when requested by the UICC to send it immediately). In the case of a ME datagram transport layer used by the UICC (UDP for example), the ME shall not send data before being requested to do so by the UICC ("send immediately" indicated in "command details" TLV object). When the ME is notified by the UICC to send data immediately, it shall consider the data presently and previously concatenated in its Tx buffer as one SDU, and send it in only one datagram payload (or TPDU). The Tx buffer shall then be emptied allowing new UICC sending (before returning the TERMINAL RESPONSE to the UICC)

Upon receiving this command, the ME shall either immediately send data or store provided data into the Tx buffer corresponding to the Channel identifier. Examples are given below, but the list is not exhaustive.

If the ME is unable to process the command:

-
if the command is rejected because the requested channel is already closed the ME informs the UICC using TERMINAL RESPONSE (Bearer Independent Protocol error);

-
if the command is rejected because the channel is temporarily unavailable the ME informs the UICC using TERMINAL RESPONSE (ME currently unable to process command);

-
if the requested number of bytes of empty space is not yet available in the buffer the ME informs the UICC using TERMINAL RESPONSE (Bearer Independent Protocol error);

-
if the user has indicated the need to end the proactive UICC session, the ME informs the UICC using TERMINAL RESPONSE (Proactive UICC session terminated by the user).

If the ME is able to process the command:

-
if the requested number of bytes of empty space is available in the buffer the ME shall inform the UICC that the command has been successfully executed, using TERMINAL RESPONSE and return the number of bytes of empty space available in the Tx buffer (or 'FF' if more then 255 bytes are available);

· in the case of packet/datagram transmission (such as UDP), the structure of the service data unit SDU sent by the application to the ME shall be kept intact and shall be fully respected while sending to the ME external interface. The size of the service data unit SDU is therefore limited by the size of the packet PDU sent over the ME external interface. In order to send one complete SDU,  the SAT application may fill the TX buffer with several SEND DATA commands, if necessary . Then the ME shall send the complete SDU in one packet PDU.
-


-
if the alpha identifier is provided by the UICC, the ME shall use it to inform the user. The ME may also use it to inform the user during data transfer. If an icon is provided by the UICC, the icon indicated in the command may be used by the ME to inform the user, in addition to, or instead of the alpha identifier, as indicated with the icon qualifier (see subclause 6.5.4).

6.4.31
GET CHANNEL STATUS

This subclause applies only if class "e" is supported.

This command requests the ME to return a Channel status data object for each dedicated Channel identifier.

6.6.27
OPEN CHANNEL

	Description
	Subclause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F+G+H+I+J+K+L+M+N+O+P+Q)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D

	Address
	8.1
	M
	Y
	E

	Subaddress
	8.3
	O
	N
	F

	Duration 1
	8.8
	C
	N
	G

	Duration 2
	8.8
	O
	N
	H

	Bearer description
	8.52
	M
	Y
	I

	Buffer size
	8.55
	M
	N
	J

	URL (Access Point Name)
	8.48
	O
	N
	K

	Other address (local address)
	8.58
	O
	N
	L

	Text String (User login)
	8.15
	O
	N
	M

	Text String (User password)
	8.15
	O
	N
	N

	SIM/ME interface transport level
	8.59
	O
	N
	O

	URL (data destination address)
	8.48
	C
	Y
	P

	Other address (data destination address)
	8.58
	C
	Y
	Q


The support of the parameters by the ME depends on the type of bearer :

	parameter
	CSD
	GPRS

	Tag
	M
	M

	Length
	M
	M

	Command details
	M
	M

	Device identities 
	M
	M

	Alpha identifier
	M
	M

	Icon Identifier
	O
	O

	Address
	M
	-

	Subaddress
	O
	-

	Duration 1
	M
	M

	Duration 2
	M
	M

	Bearer description
	M
	M

	Buffer size 
	M
	M

	Access Point Name
	-
	M

	 Local address
	O
	O

	User login
	O
	O

	User password
	O
	O

	SIM/ME interface transport level
	M
	M

	URL (data destination address)
	C
	C

	Other address (data destination address)
	C
	C


“-“ means not supported by ME.
The address is requested for CS bearer. For other bearers, it shall be ignored. If parameter is not present, the mobile uses the default address mobile configuration if any.

The subaddress may be requested for CS bearers only. For other bearers, it shall be ignored. If the subaddress is not present, the ME shall not provide a called party subaddress to the network.

Duration 1 indicates the duration of reconnection tries. If Duration 1 is not present or is null, the UICC imposes no restrictions on the ME. Duration 1 shall be present if Duration 2 is present.

Duration 2 indicates the timeout value before the ME releases the link if there is no data exchanged on the link. If duration 2 is not present the link is never released automatically by the ME.
Buffer size indicates to the ME what is the wanted size of the Tx-buffer and the Rx-buffer (same size for both buffers). In case of packet/datagramm transmission, the packet PDU size shall be negotiated accordingly with the remote entity. The ME then returns the negotiated buffer size to the UICC which becomes the actual Tx and Rx buffer size.
The Access Point Name may be requested for GPRS bearer only. For other bearers, it shall be ignored. The Access Point Name parameter is a URL (see 8.48) which provides information to the ME necessary to select the external packet data network  and/or the entity which provides interworking with it (e.g. the GGSN). If the parameter is not present, the mobile may use the default Access Point Name in the mobile configuration or the default subscription value.

The local address parameter (see 8.58) provides information to the ME necessary to identify the local device If the parameter is present and length is not null, it provides an IP address that identifies the SAT application in the address space applicable to the PDN. If local address length is null, dynamic local address allocation is required for the SAT application. This address may be different than the ME address. If parameter is not present, the mobile may use the mobile default local address configuration.

The ME may support a remote access login feature (e.g. PPP login). If supported by the ME, the UICC may provide  'User login' and 'User password' parameters which allow the ME to answer access authentication challenge . If one or both parameters are not present, the mobile uses default login/password configuration if any. If no authentication challenge is requested, the user login and password parameters shall be ignored.


If the SIM/ME interface transport level is present in the command, then the ME shall provide the requested transport layer protocols under the channel and shall use this object containing a set of parameters required to make the transport connection. The data that will be exchanged at the UICC/ME interface in the RECEIVE DATA/SEND DATA commands are SDUs. When the SAT application sends a SDU, the transport layer within the ME is in charge to add the transport header to the SDU in order to build the Transport-PDU. When the SAT application requests to receive an SDU, the transport layer within the ME is in charge to remove the transport header of the Transport-PDU, and to forward the SDU to the SAT. If the parameter is not present, the SIM/ME interface is the bearer level (serial link or packet link as  defined in TS 27.007 [12]), and the SAT application is in charge of  the network and transport layer 
The Data destination address is the end point destination address of the sent data. This data destination address is requested when a SIM/ME interface transport is present, otherwise it is ignored. The data destination address may be provided as an URL or a data network address. If an URL and a data network address is present, the URL shall be ignored. 
6.6.28
CLOSE CHANNEL

	Description
	Subclause
	M/O
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device Identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D


6.6.29
RECEIVE DATA

	Description
	Subclause
	M/O
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device Identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D

	Channel data length 
	8.54
	M
	Y
	E


6.6.30
SEND DATA

	Description
	Subclause
	M/O
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D

	Channel data length

	8.54
	M
	Y
	E

	Channel data
	8.53
	M
	Y
	F


6.6.31
GET CHANNEL STATUS

	Description
	Subclause
	M/O
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B


8.7
Device identities

	Byte(s)
	Description
	Length

	1
	Device identities tag
	1

	2
	Length = '02'
	1

	3 
	Source device identity
	1

	4
	Destination device identity
	1


-
Source device identity:

-
contents: the source device for information held in the data objects which follow.

-
Destination device identity:

-
contents: the destination device for information held in the data objects which follow;

NOTE:
Only some combinations of Type of Command, Data Download type and Device identities are allowed. These are defined in clause 10.

-
coding: both Source and Destination device identities are coded as follows:

-
'01' = Keypad;

-
'02' = Display;

-
'03' = Earpiece;

-
'10' to '17' = Additional Card Reader x (0 to 7). Value assigned by ME;

-
'21 to '27' = Channel x (1 to 7). Value assigned by ME;

-
'81' = UICC;

-
'82' = ME;

-
'83' = Network;

-
All other values are reserved.
8.52
Bearer description

	Byte(s)
	Description
	Length

	1
	Bearer description tag
	1

	2
	Length (X+1)
	1

	3
	Bearer type
	1

	4 to (3+X)
	Bearer parameters
	X


-
Bearer Type coding:

-
'01' = CSD;

-
'02' = GPRS/Packet Service;

-
'03' = default bearer for requested transport layer.

All other values are reserved.

8.52.1
Bearer parameters for CSD

Contents: parameters specific to the bearer.

In this case X=3.

NOTE:
The default values of the subparameters are manufacturer specific since they depend on the purpose of the device and data services provided by it. Not all combinations and values of these subparameters are supported by GSM/3G (refer to TS 22.002 [1]).

-
Coding : The following values are as defined in the TS 27.007 [12], for the "+CBST" extended command. They are coded in hexadecimal.

-
Coding of Byte 4 - Data rate: as the <speed> subparameter, defined in TS 27.007 [12].




































-
Coding of byte 5 - bearer service: as the <name> subparameter, defined in TS 27.007 [12].
-









-
Coding of Byte 6 - connection element: as the <ce> subparameter, defined in TS 27.007 [12].
-





8.52.2
Bearer parameters for GPRS/Packet Service
Contents : parameters describing the Quality of Service (QoS) and the type of PDP. This is an element of the PDP context.
In this case X=8.
Coding : The following values are as defined in the TS 27.007 [12], for the "+CGQREQ" extended command. They are coded in hexadecimal.
-
Coding of Byte 4 - Precedence class: as the <precedence> subparameter, defined in TS 27.007 [12].
-




-
Coding of Byte 5 - Delay class: as the <delay> subparameter, defined in TS 27.007 [12].





-
Coding of Byte 6 - Reliability class: as the <reliability> subparameter, defined in TS 27.007 [12].
-






-
Coding of Byte 7 - Peak throughput class: : as the <peak> subparameter, defined in TS 27.007 [12].
-










-
Coding of Byte 8 - Mean throughput class: : as the <mean> subparameter, defined in TS 27.007 [12].
-




















-
Coding of Byte 9 - Packet data protocol type:


-
'02' = IP (Internet Protocol, IETF STD 5);



-
all other values are reserved.

-








8.52.3
Default bearer 

Contents: parameters specific to the bearer.


When the default bearer is present, the ME shall provide its default available bearer parameter configuration.

X (length of parameters) = 0.

8.54
Channel data length

	Byte(s)
	Description
	Length

	1
	Channel data length tag
	1

	2
	Length (1)
	1

	3
	Channel data length
	1


The Channel data length codes:

· either  the number of bytes that are available in a channel buffer (TX or RX buffers negotiated during OPEN CHANNEL) using TERMINAL RESPONSE. Since the TX or RX buffer size can be larger than 255 bytes,'FF' means "more than 255 bytes are available".
· or the number of bytes that are requested in a RECEIVE DATA or transmitted in a SEND DATA command 
Annex I (informative):
Bearer independent protocol proactive command examples

This annex applies only if class "e" is supported
[...]
Example for GPRS bearer:

	UICC
	ME
	
	SGSN


	OPEN CHANNEL
	

	OPEN CHANNEL (immediate,

Bearer description(bearer type=GPRS, QoS, PDP type=IP),

Buffer size, APN, SIM/ME interface transport level (UDP, port p ), data destination address)
	

	
	

	
	Attach request  

	
	 Attach accept

	
	

	
	Activate PDP context Request (Requested PDP address, QoS, APN, PDP Type 

	
	

	
	 Activate PDP context Accept (PDP address, negotiated QoS, PDP type)

	
	

	 Terminal Response (Channel identifier, link established, no further information, buffer size)
	

	 ENVELOPE (Channel status event: Channel identifier, link established
)
	

	
	

	
	

	CLOSE CHANNEL
	

	CLOSE CHANNEL(Channel identifier) 
	

	
	Deactivate PDP context request 

	
	 Deactivate PDP context accept

	 Terminal Response(OK)
	

	
	

	RECEIVE DATA
	

	
	 Data (one complete SDU received)

	 ENVELOPE (Data available)
	

	
	

	RECEIVE DATA (Channel Data length) 
	

	 Terminal Response(Channel Data Length, Data<=Length)
	

	
	

	RECEIVE DATA (Channel Data length) 
	

	 Terminal Response(Channel Data Length, Data<=Length)
	

	
	

	RECEIVE DATA (Channel Data length) 
	

	 Terminal Response(Channel Data Length = 0, Data<=Length)
	

	 Envelope (channel status event: Rx empty)

	


	SEND DATA 'Stored in Tx Buffer'
	

	SEND DATA (Store, Data) 
	

	 Terminal Response(Channel Data length)
	

	
	

	SEND DATA (Store, Data) 
	

	 Terminal Response(Channel Data length)
	

	
	

	SEND DATA (Immediate, Data) 
	Data 

	 Terminal Response(Channel Data length = 0)
	

	 Envelope (channel status event: Tx empty)

	

	
	

	GET CHANNEL STATUS
	

	GET CHANNEL STATUS 
	

	 Terminal Response (Channel status)
	1 Channel available

	
	


�PAGE \# "'PAGE: '#'�'"  ��Note that this object is useless, as it is redundant with the L field of the channel data TLV object


�PAGE \# "'PAGE: '#'�'"  �� Note that the event is redundant with the terminal response
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