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comments:
There are several million SIMs issued by North American carriers containing this DF.

2
Normative references

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies.

-
A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

-
For this Release 1998 document, references to GSM documents are for Release 1998 versions (version 7.x.y).

NEW REFERENCES
[36]
TIA/EIA-136-005: "Introduction, Identification, and Semi-Permanent Memory, November 1998"
[37]
TIA/EIA-136-123-A: "Digital Control Channel Layer 3, November 1998"

[38]
TIA/EIA-136-140-A: "Analogue Control Channel, November 1998"

[39]
TIA/EIA-136-510-A: "Authentication, Encryption of Signaling Information/User Data and Privacy, November 1998"
[40]
ANSI TIA/EIA-41: "Cellular Radio Telecommunications Intersystem Operations"
[41]
TIA/EIA-553: "Mobile Station-Land Station Compatibility Specification"
3.2
Abbreviations

For the purpose of the present document, the following abbreviations apply, in addition to those listed in GSM 01.04 [2]:

A3
Algorithm 3, authentication algorithm; used for authenticating the subscriber

A5
Algorithm 5, cipher algorithm; used for enciphering/deciphering data

A8
Algorithm 8, cipher key generator; used to generate Kc
A38
A single algorithm performing the functions of A3 and A8
ACM
Accumulated Call Meter

ADN
Abbreviated Dialling Number

ADM
Access condition to an EF which is under the control of the authority which creates this file
AMPS
Analogue Mobile Phone System 
ANSI
American National Standards Institute
ALW
ALWays

AoC
Advice of Charge

APDU
Application Protocol Data Unit

ATR
Answer To Reset

BCCH
Broadcast Control CHannel

BCD
Binary Coded Decimal

BDN
Barred Dialling Number

BTS
Base Transmitter Station

CB
Cell Broadcast

CBMI
Cell Broadcast Message Identifier

CCITT
The International Telegraph and Telephone Consultative Committee (now also known as the ITU Telecommunications Standardization sector)

CCP
Capability/Configuration Parameter

CHV
Card Holder Verification information; access condition used by the SIM for the verification of the identity of the user

CLA
CLAss

CNL
Co‑operative Network List

CTS
Cordless Telephony System

DCK
De‑personalization Control Keys

DCS
Digital Cellular System

DF
Dedicated File (abbreviation formerly used for Data Field)

DTMF
Dual Tone Multiple Frequency

ECC
Emergency Call Code

EF
Elementary File
EIA
Electronics Industries Alliance (North America)
ETSI
European Telecommunications Standards Institute

eMLPP
enhanced Multi‑Level Precedence and Pre‑emption Service

etu
elementary time unit

FDN
Fixed Dialling Number
GAIT
GSMANSI-136 Interoperability Team
GSM
Global System for Mobile communications

HPLMN
Home PLMN

IC
Integrated Circuit

ICC
Integrated Circuit(s) Card

ID
IDentifier

IEC
International Electrotechnical Commission

IMSI
International Mobile Subscriber Identity

ISO
International Organization for Standardization

Kc
Cryptographic key; used by the cipher A5

Ki
Subscriber authentication key; the cryptographic key used by the authentication algorithm, A3, and cipher key generator, A8

LAI
Location Area Information; information indicating a cell or a set of cells

lgth
The (specific) length of a data unit

LND
Last Number Dialled

LSA
Localised Service Area

LSA ID
Localised Service Area Identity

LSB
Least Significant Bit

MCC
Mobile Country Code

ME
Mobile Equipment

MF
Master File

MMI
Man Machine Interface

MNC
Mobile Network Code

MS
Mobile Station

MSISDN
Mobile Station international ISDN number

MSB
Most Significant Bit
NAM
Numeric Assignment Module
NET
NETwork

NEV
NEVer

NPI
Numbering Plan Identifier
OTA
Over The Air
PIN/PIN2
Personal Identification Number / Personal Identification Number 2 (obsolete terms for CHV1 and CHV2, respectively)

PLMN
Public Land Mobile Network

PPS
Protocol and Parameter Select (response to the ATR)

PUK/PUK2
PIN Unblocking Key / PIN2 Unblocking Key (obsolete terms for UNBLOCK CHV1 and UNBLOCK CHV2, respectively)

RAND
A RANDom challenge issued by the network

RFU
Reserved for Future Use

SDN
Service Dialling Number
SID
System IDentity
SIM
Subscriber Identity Module

SMS
Short Message Service

SoLSA
Support of Localised Service Area

SRES
Signed RESponse calculated by a SIM

SSC
Supplementary Service Control string

SW1/SW2
Status Word 1 / Status Word 2
TIA
Telecommunications Industry Association (North America)
TMSI
Temporary Mobile Subscriber Identity

TON
Type Of Number

TP
Transfer layer Protocol

TPDU
Transfer Protocol Data Unit

TS
Technical Specification

UNBLOCK CHV1/2
 value to unblock CHV1/CHV2

VBS
Voice Broadcast Service

VGCS
Voice Group Call Service

VPLMN
Visited PLMN

Annex X (Normative) N E W 
Coding of EFs for NAM and GSM-AMPS Operational Parameters
If the PCS1900 DF is provisioned on the SIM, then those following EFs indicated as mandatory under the DF shall be provided.  ANSI-41 [40] based radio access systems should use this DF for storage of NAM parameters.

All quantities shown in the EF descriptions abide by the following rules unless otherwise specified:

· All unused bits of allocated parameters shall be set by default to 0

· All unused bytes in a series of values (e.g. Partner, Favoured, or Forbidden SID List) should be set by default to 'FF'.

X.1
Elementary File Definitions and Contents

X.1.1
EFMIN (MOBILE IDENTIFICATION NUMBER)

This EF contains the Mobile Identification Number (MIN). The MIN is a 34-bit number used to address the mobile station across the AMPS and the TIA/EIA-136 air interfaces, and to identify the mobile station's home network. See TIA/EIA-136-005 [36] for further details on MIN.

Identifier: '4F88'
Structure: transparent
Mandatory

File size:  5 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 2
MIN2
M
2 bytes

3 – 5
MIN1
M
3 bytes

The MIN field is coded as follows:

· 6 most significant bits are unused

· next 10 bits are MIN2

· 24 least significant bits are MIN1

· Default MIN is '00 00 00 00 00' or 'FF FF FF FF FF'. In either case the ME shall interpret this as MIN not present and shall not transmit this value over the air interface.

· Alternatively, the operator may elect to use the activation MIN based on Section 4.2 of the GAIT Handset Specification.

X.1.2
EFACCOLC (ACCESS OVERLOAD CLASS)

This file contains the Access Overload Class (ACCOLC). The ACCOLC is a 4-bit indicator used to identify which overload class field controls the access attempts by the mobile station. See TIA/EIA-136-140-A [38] for further details on ACCOLC.

Identifier: '4F89'
Structure: transparent
Mandatory

File size:  1 byte
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
ACCOLC

   (possible values from '00' to '0F')
M
1 byte

Byte 1:



b8
b7
b6
b5
b4
b3
b2
b1












ACCOLC























Set to 0













Initial value shall be '00'.

X.1.3
EFSID (SYSTEM ID OF HOME SYSTEM)

This file contains the system identity of the home system. The SID is a 15-bit number that uniquely identifies an AMPS or TIA/EIA-136 system. See TIA/EIA-136-140-A [38] for further details on Home SID.

Identifier: '4F80'
Structure: transparent
Mandatory

File size:  2 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1-2
System ID of Home System (SID)

  ( Most significant bit = 0)
M
2 bytes



The default value shall be '0000'.

X.1.4
EFIPC (INITIAL PAGING CHANNEL)

The Initial (First) Paging Channel contains two 11-bit first paging channels (FIRSTCHP p-pri and FIRSTCHP p-sec) used to identify the channel number of the first paging channel when the mobile station is 'home'. See TIA/EIA-136-140-A [38] for further details on First (Initial) Paging Channel.

Identifier: '4F82'
Structure: transparent
Mandatory

File size:  2-4 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 - 2
FIRSTCHPpri (Initial Paging Channel)
M
2 bytes

3 – 4
FIRSTCHPp-sec
O
2 bytes

· In the absence of the FIRSTCHPp-sec, the mobile station shall default to '02C4' if the primary channel = '014D' or '02E1' if the primary channel = '014E'

· A file size of 4 bytes may not be backwards compatible with the current dual-mode mobile equipment

The default of FISRTCHPpri value shall be '014D' for A systems, or '014E' for B systems.

X.1.5
EFGPI (GROUP ID)

This file defines a subset of the most significant bits of the system identification (SID) that is used to identify a group of cellular systems for local control purposes. If the local control option is enabled within the mobile station and the bits of the home system identification that comprise the group identification match the corresponding bits of the SID read by the mobile station over the air, then the Local Control status shall be enabled. Otherwise, the Local Control status shall be disabled. Refer to TIA/EIA-136-005 [37] andTIA/EIA-136-140 [38] for additional details.

Identifier: '4F81'
Structure: transparent
Mandatory

File size:  1 byte
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
Group ID 
M
1 byte

· Group ID default for North America  = '0A'.

X.1.6
EFS-ESN (SIM ELECTRONIC SERIAL NUMBER)

This file stores a 32-bit electronic serial number (ESN) that is unique to the GAIT-SIM. The S-ESN can be unrelated to the ESN of any host equipment to which the GAIT-SIM may be attached. The S-ESN can be used for registration in conjunction with the MIN. The S-ESN may also be used in conjunction with the A-key and CAVE algorithm for authentication. See the GAIT Usage Indicator file for details on the S-ESN usage indicator which specifies to the mobile equipment how the S-ESN should be used. See TIA/EIA-136-005 [36] for details on the ESN as it applies to registration. See TIA/EIA-136-510-A [39] for details on the ESN as it applies to authentication.

The contents of this EF shall not be changed by any over-the-air procedures.

Identifier: '4F8B'
Structure: transparent
Mandatory

File size:  4 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
NEVER


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 4
SIM ESN
M
4 bytes



Byte 1
Byte 2
Byte 3
Byte 4












Unique Serial Number



































Manufacturer Code


The default value shall be 'FF FF FF FF'.

X.1.7
EFCOUNT (CALL COUNT)

This file contains the CALL COUNT parameter. The CALL COUNT is used as a simple 'clone' detector in TIA/EIA-136 and AMPS modes. During the network access signalling in TIA/EIA-136 and AMPS, the SIM reports its CALL COUNT value to the network. If the value is consistent with the network perception of the CALL COUNT for that SIM, then the network will likely grant access based on the authentication process. During an TIA/EIA-136 or AMPS call, the value of the CALL COUNT may be incremented upon a command from the network. The value of the CALL COUNT, when incremented, is incremented by 1 using the INCREASE command. See TIA/EIA-136-510-A [39] for further details on COUNTs-p.

Identifier: '4F83'
Structure: Cyclic
Mandatory

File size:  3*N bytes
Update Activity: high

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

Most Recent  Record
CALL COUNT
M
3 bytes

---

…
…

Rec N
. . .
M
3 bytes

· File shall be initialised '00 00 00'

· Minimum file size is 2 records

X.1.8
EFPSID (POSITIVE/FAVOURED SID LIST)

This file contains a list of Favoured SIDs, as defined in TIA/EIA-136-123-A [37] for use in identifying Favoured service providers while performing network selection (intelligent roaming).

Identifier: '4F85'
Structure: transparent
Optional

File size:  2*N bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 2
Favored SID 1
M
2 bytes

…
Favored SID 2
O
…

(2N-1) – (2N)
Favored SID N
O
2 bytes

EOF (End of File) is indicated by 'FFFF'.  An entry with all zeros is considered filler.

The most significant bit of the Favoured SID field is not used and it is set to 0.

Coding of the Favoured SID field (2-byte coding)

The default value in the first two bytes shall be 'FFFF'.

Byte 1:



b8
b7
b6
b5
b4
b3
b2
b1











 :











 :











 :











 :











 :











 :











  MS bit of Favoured SID











 Set to 0

Byte 2:



b8
b7
b6
b5
b4
b3
b2
b1











LS bit of Favoured SID











 :











 :











 :











 :











 :











 :











 :

X.1.9
EFNSID (NEGATIVE/FORBIDDEN SID LIST)

This file contains a list of Forbidden SIDs, as defined in TIA/EIA-136-123-A [37] for use in identifying Forbidden service providers while performing network selection (intelligent roaming).

Identifier: '4F84'
Structure: transparent
Optional

File size:  2*N bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 2
Forbidden SID 1
M
2 bytes

…
Forbidden SID 2
O
…

(2N-1) – (2N)
Forbidden SID N
O
2 bytes

EOF (End of File) is indicated by 'FFFF.'  An entry with all zeros is considered filler.

The most significant bit of the Forbidden SID field is not used and it is set to 0.

Coding of the Forbidden SID field (2-byte coding)

The default value in the first two bytes shall be 'FFFF'.

Byte 1:



b8
b7
b6
b5
b4
b3
b2
b1











 :











 :











 :











 :











 :











 :











 : MS bit of Forbidden SID











 Set to 0

Byte 2:



b8
b7
b6
b5
b4
b3
b2
b1











LS bit of Forbidden SID











 :











 :











 :











 :











 :











 :











 :

X.1.10
EFSPL (SCANNING PRIORITY LIST)

This file contains the Scanning Priority List. The Scanning Priority List is an array that defines the various types of systems that can be found. It also acts as a reference table, pointing to the various data structures in the SIM. This file is for backwards compatibility with GSM/AMPS mobile equipment.  The GAIT ME is not expected to support this EF for network selection.

Identifier: '4F87'
Structure: transparent
Optional

File size:  27 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 
Value 1
M
1 byte

2 – 3
Pointer 1
M
2 bytes

…
 



…




25
Value 9
M
1 byte

26 – 27
Pointer 9
M
2 bytes

· The position of the pointers is fixed in this file. Highest priority level is 1, lowest priority level is 7. No two entries can have the same priority level with the exception the last two fields (Forbidden PLMN's and Negative SID's) which both will have a value of 0. Default values are in parentheses. The values 1 or 2 shall reside in the first position (Home PLMN), and the second position (Last registered PLMN) shall contain a higher priority than position 3 (Preferred PLMN's List ) and 4 (Any Other PLMN's).

Format:

Priority Value
Pointer
Reserved For

1 – 7  (2)
SIM (6F07)
Home PLMN

1 – 7  (1)
SIM (6F7E)
Last Registered PLMN

1 – 7  (3)
SIM (6F30)
Preferred PLMN's List

1 – 7  (6)
0
Any Other PLMN's

1 – 7  (4)
SIM (4F80)
Home SID

1 – 7  (5)
SIM (4F85)
Positive SID's List

1 – 7  (7)
0
Any Other SID's

0
SIM (6F7B)
Forbidden PLMN's List

0
SIM (4F84)
Negative SID's List

Constraints on the Priority List:


Mandatory PLMN priority order (highest to lowest):


     Home PLMN or Last Registered PLMN, Preferred PLMN's, Any Other PLMN's


Mandatory SID priority order (highest to lowest):


     Home SID, Positive SID's, Any Other SID's.

X.1.11
EFNETSEL (NETWORK SELECTION ACTIVATION FLAG)

This file contains the Network Selection Activation Flag. This flag is used to enable/disable the Manual Mode and some MMI functionality within the ME.

Identifier: '4F86'
Structure: transparent
Mandatory

File size:  1 byte
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
Network Selection Activation Flag
M
1 byte

Enables / disables Manual Mode and some MMI functionality within the ME, in both AMPS and GSM modes.


Default value = 05 Hex.    Definition:



Bit 0
=0
GSM Manual Mode disabled




=1
GSM Manual Mode enabled           (default)



Bit 1
=0
AMPS Manual Mode disabled        (default)




=1
AMPS Manual Mode enabled



Bit 2
=0
Scanning Sequence Flags disabled




=1
Scanning Sequence Flags enabled   (default)



Bit 3
=0
Disallow home only AMPS selection (default)




=1
Allow home only AMPS selection

Bits 4 through 7 are not used and set to zero.

X.1.12
EFCSID (CURRENT/LAST REGISTERED SID)

This file contains the SIDsp value. The most significant bit is unused and set to 0.

Identifier: '4F8C'
Structure: transparent
Optional

File size:  2 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 -2 
SIDsp
M
2 bytes

The default value shall be 'FFFF'.

X.1.13
EFREG-THRESH (REGISTRATION THRESHOLD)

This file contains the NXTREGsp value, specified in EIA/TIA-553 [41]. The three most significant bits are unused and are set to 0.

Identifier: '4F8D'
Structure: transparent
Optional

File size:  3 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 3
NXTREGsp value

  (Default value = '00 00 00')
M
3 bytes

X.1.14
EFCCCH (CURRENT CONTROL CHANNEL)

This file contains the Current Control Channel information related to the Last Paging Control Channel on which the AMPS phone camped on.

Identifier: '4F8E'
Structure: transparent
Optional

File size:  2 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1 – 2
Current Control Channel

  (Default value = '0000')
M
2 bytes

X.1.15
EFLDCC (LATEST DCC)

This file contains the DCC value associated with the saved Current Control Channel.

Identifier: '4F8F'
Structure: transparent
Optional

File size:  1 byte
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
DCC

  (Default value = '00')
M
1 byte

X.1.16
EFGSM-RECON (GSM Reconnect Timer)

· This file Specifies, in seconds, the time the ME should remain scanning the GSM-1900 spectrum, after loss of service from a GSM-1900 system, before any scanning of the AMPS spectrum is allowed.
Identifier: '4F90'
Structure: transparent
Optional

File size:  2 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1-2
GSM Reconnect Timer

  (Default value = '00 3C' = 60 seconds)
M
2 bytes

X.1.17
EFAMPS-2-GSM (AMPS to GSM Rescan Timing Table)

Specifies, in minutes, a series of (typically increasing) intervals for scanning the GSM-1900 spectrum, used while in-service on an AMPS network while in Dual-Mode operation.  The time is measured from the end of the last GSM-1900 scan to the start of the next GSM-1900 scan.  If the table is not completely filled (i.e. the end-of-table value 'FF' is found), the last filled value may be repeated indefinitely.  If a value of 'F0' is encountered, the table is terminated, as are all rescans to GSM until the current AMPS system is lost.

Identifier: '4F91'
Structure: transparent
Optional

File size:  10 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
First Rescan Attempt Interval (Default = '02')
M
1 byte

2
Second Rescan Attempt Interval (Default = '03')
M
1 byte

3
Third Rescan Attempt Interval (Default = '04')
M
1 byte

4
Fourth Rescan Attempt Interval (Default = '05')
M
1 byte

5
Fifth Rescan Attempt Interval (Default = '06')
M
1 byte

6
Sixth Rescan Attempt Interval (Default = 'FF')
M
1 byte

7
Seventh Rescan Attempt Interval (Default = 'FF')
M
1 byte

8
Eighth Rescan Attempt Interval (Default = 'FF')
M
1 byte

9
Ninth Rescan Attempt Interval (Default = 'FF')
M
1 byte

10
Tenth Rescan Attempt Interval (Default = 'FF')
M
1 byte

X.1.18
EF*FC1(Feature Activation Codes)

· This file specifies the feature code table as specified in TIA/EIA-553 [41].
Identifier: '4F8A'
Structure: transparent
Optional

File size:  2 bytes
Update Activity: low

Access Conditions:



READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1-2
Default value 'B990'.
M
2 bytes

X.2 Authentication Functionality

X.2.1
A-KEY  (ANSI-41 Authentication Key)

The A-Key is only accessible to the algorithm used for Key generation. The A-Key may be programmed into the SIM directly by the service provider, or it may be programmed into the SIM through a specific over the air procedure. The A-Key is not accessible by the mobile equipment, therefore the method of storage on the SIM is not specified in this document. Refer to TIA Technical Service Bulletin 50 (TSB-50) for a description of manual A-Key entry.

  X.2.2
SSD (SHARED SECRET DATA)

The Shared Secret Data is accessible only to the Authentication and the Key Generation functions. SSD is not accessible by the mobile equipment, therefore the method of storage on the SIM is not specified in this document.

An additional Status Code is defined for SSD updating as follows: 

98, 34

Error, Update SSD order sequence not respected (should be used if  SSD Update

commands are received out of sequence).

