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Introduction: This input paper proposes a start-up procedure performed by the ME that could be used to detect whether a UICC or a GSM SIM has been inserted. Furthermore a procedure for operating the UICC in a 3G and a GSM mode is described. The proposal includes the usage of logical channels.

Some of the basic requirements for the UICC are that it should be possible to have a GSM SIM application on it and that it should be possible to insert a UICC with a SIM application in a GSM ME. To handle these requirements it is proposed that the UICC shall be able to run in two modes; 

· A GSM compatible mode where GSM 11.11 and 11.14 can be executed, and

· A common UICC mode that can/can’t (?) be executed “concurrently” with the GSM mode.

The reason for having these two modes is that e.g. the format of the status information returned by the UICC will be different from the ditto in a SIM.

This is an indication to service providers and smart card manufacturers that the two modes are mutually exclusive, i.e. when inserted into a 3G ME the ME would never select the SIM application rather the USIM application belonging to the same operator would be selected. Is this respect one may say that the access to the subscription has two entries depending of the type of terminal the UICC is inserted into – see Figure 1 below.

As it is a requirement that unless explicitly mentioned in 3GPP specifications then a USIM contains the same functionality as the SIM there is thus no reason for an operator to have the two modes active at the same time. This solution would enable a GSM operator who have a UMTS license to issue USIM applications prior to UMTS service launch for his GSM ME’s. 

The implications of figure 1 is that only one subscription may have an GSM entry, i.e. USIM2 could not be used in a GSM ME – but this restriction is imposed by the GSM standard and the fact that the GSM SIM is inherently a mono-application card, at least according to the definitions of 3G 31.101.
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Figure 1 GSM/USIM application “mapping”

UICC session steps

A UICC session may be split into the following main parts:

1. Activation of contacts

2. ATR procedure

3. Environment setting

4. Application activation

5. Application access rights

6. Application deactivation

For each of the steps the differences between the UICC and the SIM will be outlined.

Step 1 Activation of contacts

This is done according to 7816-3 for UICC/SIM.

Step 2 ATR procedure
The ATR may be different for the UICC and SIM however according to GSM 11.11 it should be possible for a GSM ME to handle ATR’s indicating e.g. support of T=1.

The UICC ATR may include bytes indicating support of T=1, and will always indicate that the PPS procedure should be executed after the ATR has finished. Supply voltage switching indication is mandatory in the ATR. 

Step 3 Environment setting

Up to this point there is no difference between a SIM and a UICC but a ME will now try to activate the “card” according to its capabilities:

A 3G ME sends a SELECT by DFname command, to the card, with a “general telecom AID” indicating that the UICC environment should be selected – this will indicate to the card that it shall operate according to 3G 31.101, e.g. the status information will be different from GSM 11.11. If the SELECT command ends successfully the ME will start the application selection procedure as described below. The selected DF may/should(?)  be the MF.

If the card responds with an error message indicating e.g. ‘6B’ ‘00’ the card was a SIM card and the 3G ME will now behave as a GSM terminal.

A GSM ME will behave according to GSM 11.11 Ch. 11.2.1, i.e. select DFGSM and ….

Application selection
The application selection can be done in one of the following ways:

1. Application selection by EFDIR: The ME selects the EFDIR file reads the content and presents a list of applications to the user whom will then make the selection.
2. Direct application selection with AID: The ME selects an application by a SELECT command with the AID as the DFname.
3. Default application selection: The ME selects the EFDIR and activates the applications listed as default applications.
4. Application selection by partial AID: The ME sends a SELECT with only a part of the AID – the RID – to the card that will respond by selecting one application after another that has the same RID part (all USIM applications will have the same RID). The ME may select the next application with the same RID by sending a SELECT command indicating that the next should be selected.
Application activation

Before an application is activated the ME asks the UICC to allocate a logical channel to be used in the select command (the first nibble of the CLAss byte).

NOTE:
The logical channel will provide a “whole” security context, i.e. it is away of ensuring the access condition PIN is application specific. The logical channel is only relevant for the specific application it was opened for. If another application (except DFTELECOM) is selected the access condition is lost!

After the select command the ME should check the power consumption in the status information. If the ME can supply the power the access condition PIN of the application is checked – from the status information as well and if necessary the relevant PIN is entered.

When the PIN is verified the (mandatory) application specific initialisation procedure is executed and the application is active.

Application access rights

When an application has been activated it automatically has the access condition PIN verified for files residing in DFTELECOM, i.e. access condition PIN is also verified for files residing in DFTELECOM. This does not apply to the “mapped” files from other applications, see Figure 1, i.e. if the PIN has been verified from USIM2 then e.g. SMS files belonging to USIM1 residing virtually in DFTELECOM are not accessible.

From an application DFTELECOM can be selected by path. To return to the application a SELECT with a special file id can be sent (e.g. 3FFF – though this will be violation of ISO!).

Application deactivation 

An application is deactivated by executing the (mandatory) application specific de-activation procedure. After a successful deactivation the application specific logical channel is closed.
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