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6.2
Applet Triggering

[..]

EVENT_FORMATTED_SMS_CB, EVENT_UNFORMATTED_SMS_CB

When the ME receives a new cell broadcast message, the cell broadcast page may be passed to the SIM using the envelope command according to the content of the EFCBMID file. E.g. the application may then read the message and extract a meaningful piece of information which could be displayed to the user, for instance.

The received cell broadcast page can be either:
- formatted according to GSM 03.48[4] or an other protocol to identify explicitly the toolkit applet for which the message is sent ;
- unformatted or using a toolkit applet specific protocol the SIM Toolkit Framework will pass this data to all registered toolkit applets.

EVENT_FORMATTED_SMS_CB
This event is triggered by an envelope APDU containing an CELL_BROADCAST_DATADOWNLOAD BER TLV with a Cell Broadcast Page simple TLV according to GSM03.48[4].

The SIM Toolkit Framework shall:

· verify the GSM03.48[4] security of the Cell Broadcast Page;

· trigger the toolkit applet registered with the corresponding TAR defined at applet loading.

The toolkit applet will only be triggered if the TAR is known and the security verified, application data will also be deciphered.

The TAR value is the same as the one used in the events EVENT_FORMATTED_SMS_PP_ENV and EVENT_FORMATTED_SMS_PP_UPD.
EVENT_UNFORMATTED_SMS_CB
The registered toolkit applets will be triggered by this event and get the data transmitted in the APDU envelope CELL_BROADCAST_DATADOWNLOAD.

EVENT_CALL_CONTROL_BY_SIM

When the SIM is in call control mode and when the user dials a number, this number is passed to the SIM. Only one toolkit applet can handle the answer to this command: call barred, modified or accepted.

EVENT_EVENT_DOWNLOAD_MT_CALL, EVENT_EVENT_DOWNLOAD_CALL_CONNECTED, EVENT_EVENT_DOWNLOAD_CALL_DISCONNECTED, EVENT_EVENT_DOWNLOAD_LOCATION_STATUS, EVENT_EVENT_DOWNLOAD_USER_ACTIVITY, EVENT_EVENT_DOWNLOAD_IDLE_SCREEN_AVAILABLE,
EVENT_EVENT_DOWNLOAD_CARD_READER_STATUS, EVENT_EVENT_DOWNLOAD_LANGUAGE_SELECTION,
EVENT_EVENT_DOWNLOAD_BROWSER_TERMINATION
The toolkit applet will be triggered by the registered event download trigger, upon reception of the corresponding Envelope command.

In order to allow the toolkit applet to be triggered by these events, the SIM Toolkit Framework shall have previously issued a SET UP EVENT LIST proactive command. When a toolkit applet changes one or more of these requested events of its registry object, the SIM Toolkit Framework shall automatically update the event list stored in the ME.

[…]

6.6
Handler availability

The system handlers : ProactiveHandler, ProactiveResponseHandler, EnvelopeHandler and EnvelopeResponseHandler are Temporary JCRE Entry Point Object as defined in the Java Card Runtime Environment Specification [8].

The following table describes the minimum availability of the handlers for all the events at the invocation of the processToolkit method of the toolkit applet.

Table 1: Handler availability for each event

	EVENT_
	Reply busy
	ProactiveHandler
ProactiveResponseHandler
	EnvelopeHandler
	EnvelopeResponseHandler
	Nb of triggered / registrered Applet

	_FORMATTED_SMS_PP_ENV
	Y
	Y
	Y
	Y
	1 / n (per TAR)

	_FORMATTED_SMS_PP_UPD
	N
	Y
	Y
	N
	1 / n (per TAR)

	_UNFORMATTED_SMS_PP_ENV
	Y
	Y
	Y
	Y
	n / n

	_UNFORMATTED_SMS_PP_UPD
	N
	Y
	Y
	N
	n / n

	_FORMATTED_SMS_CB
	Y
	Y
	Y
	N
	1 / n (per TAR)

	_UNFORMATTED_SMS_CB
	Y
	Y
	Y
	N
	n / n

	_MENU_SELECTION
	Y
	Y
	Y
	N
	1 / n (per Item Id)

	_MENU_SELECTION_HELP_REQUEST
	Y
	Y
	Y
	N
	1 / n (per Item Id)

	_CALL_CONTROL
	N
	Y/N (see Note 2)
	Y
	Y
	1 / 1

	_SMS_MO_CONTROL
	N
	Y/N (see Note 2)
	Y
	Y
	1 / 1

	_TIMER_EXPIRATION
	Y
	Y
	Y
	N
	1/ 8 (per timer) (see Note 1)

	_EVENT_DOWNLOAD
	
	
	
	
	

	   _MT_CALL
	Y
	Y
	Y
	N
	n / n

	   _CALL_CONNECTED
	Y
	Y
	Y
	N
	n / n

	   _CALL_DISCONNECTED
	Y
	Y
	Y
	N
	n / n

	   _LOCATION_STATUS
	Y
	Y
	Y
	N
	n / n

	   _USER_ACTIVITY
	Y
	Y
	Y
	N
	n / n

	   _IDLE_SCREEN_AVAILABLE
	Y
	Y
	Y
	N
	n / n

	   _LANGUAGE_SELECTION
	Y
	Y
	Y
	N
	n / n

	   _BROWSER_TERMINATION
	Y
	Y
	Y
	N
	n / n

	   _CARD_READER_STATUS
	Y
	Y
	Y
	N
	n / n

	_UNRECOGNISED_ENVELOPE   
	Y
	Y
	Y
	Y
	n / n

	_STATUS_COMMAND
	N
	Y/N (see Note 2)
	N
	N
	n / n

	_PROFILE_DOWNLOAD   
	N
	Y/N (see Note 2)
	N
	N
	n / n

	

	NOTE 1:
One toolkit applet can register to several timers, but a timer can only be allocated to one toolkit applet.

NOTE 2:
Y/N means that handlers may / may not be available depending whether a proactive session is ongoing.


Annex A (normative):
Java Card SIM API

The attached file "0319_800_AnnexA.zip" contains source files (Java and HTML) for the Java Card SIM API.

[the HTML and JAVA source files will be included]

Annex B (normative):
Java Card SIM API identifiers

The attached file "0319_800_AnnexB.zip" contains source files for the Java Card SIM API identifiers.

[the export files will be included]

List of changes to the API html and java source files

Interface sim.access.SIMView

Add the constant definitions : 

Files under MF:

FID_DF_PDC
0x7F80

FID_DF_TETRA
0x7F90

FID_DF_TIA_EIA_136
0x7F24

FID_DF_TIA_EIA_95
0x7F25

Files under DF Telecom:

FID_EF_ECCP
0x6F4F

FID_EF_CMI
0x6F58

Files under DF GSM:

FID_DF_EIA_TIA_553
0x5F40


FID_DF_MEXE
0x5F3C


FID_EF_PLMNWACT
0x6F60


FID_EF_OPLMNWACT
0x6F61


FID_EF_HPLMNACT
0x6F62


FID_EF_CPBCCH
0x6F63


FID_EF_INVSCAN
0x6F64


Files under DF_EIA_TIA_553:

FID_EF_SID
0x4F80


FID_EF_GPI
0x4F81


FID_EF_IPC
0x4F82


FID_EF_COUNT
0x4F83


FID_EF_NSID
0x4F84


FID_EF_PSID
0x4F85


FID_EF_NETSEL
0x4F86


FID_EF_SPL
0x4F87


FID_EF_MIN
0x4F88


FID_EF_ACCOLC
0x4F89


FID_EF_FC1
0x4F8A

FID_EF_S_ESN
0x4F8B


FID_EF_CSID
0x4F8C


FID_EF_REG_THRESH
0x4F8D


FID_EF_CCCH
0x4F8E

FID_EF_LDCC
0x4F8F


FID_EF_GSM_RECON
0x4F90


FID_EF_AMPS_2_GSM
0x4F91


FID_EF_AMPS_UI
0x4F93


Files under DF_MExE :

FID_EF_MExE_ST
0x4F40


FID_EF_ORPK
0x4F41


FID_EF_ARPK
0x4F42


FID_EF_TPRPK
0x4F43


Interface sim.toolkit.ToolkitConstants

Add the new Event constant definitions:

EVENT_EVENT_DOWNLOAD_LANGUAGE_SELECTION
20

EVENT_EVENT_DOWNLOAD_BROWSER_TERMINATION
21

EVENT_FORMATTED_SMS_CB
24

Add the new Simple-TLV tags constant definition :

TAG_LANGUAGE
0x2D

TAG_TIMING_ADVANCE
0x2E

TAG_AID
0x2F

TAG_BROWSER_IDENTITY
0x30

TAG_URL
0x31

TAG_BEARER
0x32

TAG_PROVISIONING_REFERENCE_FILE
0x33

TAG_BROWSER_TERMINATION_CAUSE
0x34

TAG_CARD_READER_IDENTIFIER
0x3A

Add the new Proactive commands constant definitions :

PRO_CMD_LAUNCH_BROWSER
0x15

PRO_CMD_LANGUAGE_NOTIFICATION
0x35

Add the new General result constant defintions:

RES_CMD_PERF_LIMITED_SERVICE
0x06

RES_CMD_PERF_WITH_MODIFICATION
0x07

RES_TEMP_PB_LAUNCH_BROWSER
0x26

Class sim.toolkit.MEProfile

Update of the profile download table in the class description

 *  Facility                                             index

 *  Envelope Call Control sent during auto. redial       7         

 *  Event: Language selection                            40        

 *  Event: Browser termination                           41        

 *  RFU                                                  42        

 *  RFU                                                  43        

 *  Proactive SIM: Get Reader Status (reader status)     51        

 *  Proactive SIM: Get Reader Status (reader ident.)     52        

 *  Proactive SIM: Provide Local Info. (BCCH)            66        

 *  Proactive SIM: Provide Local Info. (language)        67        

 *  Proactive SIM: Provide Local Info. (Timing Adv.)     68        

 *  Proactive SIM: Language Notification                 69        

 *  Proactive SIM: Launch Browser                        70        

 *  RFU                                                  71        

 *  Soft keys support for Select Item                    72        

 *  Soft keys support for Set Up Menu                    73        

 *  RFU                                                  74        

 *  RFU                                                  75        

 *  RFU                                                  76        

 *  RFU                                                  77        

 *  RFU                                                  78        

 *  RFU                                                  79        

 *  Maximum number of softkeys available (b0)            80        

 *  Maximum number of softkeys available                 81        

 *  Maximum number of softkeys available                 82        

 *  Maximum number of softkeys available                 83        

 *  Maximum number of softkeys available                 84        

 *  Maximum number of softkeys available                 85        

 *  Maximum number of softkeys available                 86        

 *  Maximum number of softkeys available (b7)            87        

 *  RFU                                                  88        

 *  RFU                                                  89        

 *  RFU                                                  90        

 *  RFU                                                  91        

 *  RFU                                                  92        

 *  RFU                                                  93        

 *  RFU                                                  94        

 *  RFU                                                  95        

 *  RFU                                                  96        

 *  RFU                                                  97        

 *  RFU                                                  98        

 *  RFU                                                  99        

 *  RFU                                                 100        

 *  RFU                                                 101        

 *  RFU                                                 102        

 *  RFU                                                 103        

 *  Nb of characters down ME display (b0)               104        

 *  Nb of characters down ME display (b1)               105        

 *  Nb of characters down ME display (b2)               106        

 *  Nb of characters down ME display (b3)               107        

 *  Nb of characters down ME display (b4)               108        

 *  RFU                                                 109        

 *  RFU                                                 110        

 *  Screen Sizing parameters supported                  111        

 *  Nb of characters accross ME display (b0)            112        

 *  Nb of characters accross ME display (b1)            113        

 *  Nb of characters accross ME display (b2)            114        

 *  Nb of characters accross ME display (b3)            115        

 *  Nb of characters accross ME display (b4)            116        

 *  Nb of characters accross ME display (b5)            117        

 *  Nb of characters accross ME display (b6)            118        

 *  Variable size fonts supported                       119        

 *  Display can be resized                              120        

 *  Text Wrapping supported                             121        

 *  Text Scrolling supported                            122        

 *  RFU                                                 123        

 *  RFU                                                 124        

 *  Width reduction when in a menu (b0)                 125        

 *  Width reduction when in a menu (b1)                 126        

 *  Width reduction when in a menu (b2)                 127        

 *  RFU                                                 128        

 *  RFU                                                 129        

 *  RFU                                                 130        

 *  RFU                                                 131        

 *  RFU                                                 132        

 *  RFU                                                 133        

 *  RFU                                                 134        

 *  RFU                                                 135        

Add exception to the check(byte) method:

- check (byte):

    /**

     * Checks a facility in the handset profile.

     *

     * @param index the number of the facility to check, according to the table above.

     *

     * @return true if the facility is supported, false otherwise

     *

     * @exception ToolkitException  with the following reason codes: <ul>

     *      <li>ME_PROFILE_NOT_AVAILABLE if Terminal Profile data are not available</ul>

     */

    public static boolean check(byte index) throws ToolkitException {



return false;

    }

Add the methods :


- check(short): 

    /**

     * Checks a facility in the handset profile.

     *

     * @param index the number of the facility to check, according to the table above.

     *

     * @return true if the facility is supported, false otherwise

     *

     * @exception ToolkitException  with the following reason codes: <ul>

     *      <li>ME_PROFILE_NOT_AVAILABLE if Terminal Profile data are not available</ul>

     */

    public static boolean check(short index) throws ToolkitException {



return false;

    }

- getValue():

    /**

     * Returns the binary value of a parameter, delimited by two indexes, from the handset profile.

     *

     * @param indexMSB index of the Most Significant Bit of the handset profile .

     * @param indexLSB index of the Lowest Significant Bit of the handset profile .

     *

     * @return binary value of the data field indicated in the handset profile.

     *

     * @exception ToolkitException  with the following reason codes: <ul>

     *      <li>ME_PROFILE_NOT_AVAILABLE if Terminal Profile data are not available</ul>

     *      <li>BAD_INPUT_PARAMETER if (indexMSB > indexLSB +16) or (indexMSB < indexLSB) or 

     *      (indexMSB < 0) or (indexLSB < 0) 

     */

    public static short getValue(short indexMSB, short indexLSB) throws ToolkitException {

        return 0;

    }

- copy(): 

    /**

     * Copies a part of the handset profile in a buffer.

     *

     * @param startOffset offset of the handset profile first byte to be copied 

     * @param dstBuffer destination byte array

     * @param dstOffset offset within destination byte array to start copy into

     * @param dstLength byte length to be copy

     *

     * @return dstOffset + dstLength 

     *

     * @exception ArrayIndexOutOfBoundsException if  <code>dstOffset</code> or <code>dstLength</code> or both would cause access outside array bounds

     * @exception NullPointerException if <code>dstBuffer<code> is null

     * @exception ToolkitException  with the following reason codes: <ul>

     *      <li>ME_PROFILE_NOT_AVAILABLE if Terminal Profile data are not available</ul>

     */

    public static short copy(short  startOffset, byte[] dstBuffer, short dstOffset, short dstLength) 

        throws ArrayIndexOutOfBoundsException, NullPointerException, ToolkitException {

        return 0;

    }

Class sim.toolkit.EnvelopeHandler

Extend the meothd for support of formatted SMS CB:

-getSecuredDataOffset():

    /**

     * Looks for the Secured Data from the Command Packet in the first SMS TPDU or Cell Broadcast Page
     * Simple TLV contained in the Envelope handler. 
     * This can be used on the events :
     * - EVENT_FORMATTED_SMS_PP_ENV, EVENT_FORMATTED_SMS_PP_UPD, if the SMS TP-UD is formatted

     * according to GSM03.48 Single Short Message,
     * - EVENT_FORMATTED_SMS_CB, if the Cell Broadcast Page is formatted according to GSM 03.48.

     * If the element is available it becomes the TLV selected.

     *

     * @return the offset of the Secured Data first byte in the first SMS TPDU or Cell Broadcast Page TLV element

     *

     * @exception ToolkitException with the following reason codes: <ul>

     *      <li><code>UNAVAILABLE_ELEMENT</code> in case of unavailable SMS TPDU or Cell Broadcast Page TLV element or missing Secured Data </ul>

     */

     public short getSecuredDataOffset() throws ToolkitException {



return 0;

    }

-getSecuredDataLength():

    /**

     * Looks for the length of the Secured Data from the Command Packet in the first SMS TPDU or Cell Broadcast Page
     * Simple TLV contained in the Envelope handler. 
     * This can be used on the events :
     * - EVENT_FORMATTED_SMS_PP_ENV, EVENT_FORMATTED_SMS_PP_UPD, if the SMS TP-UD is formatted

     * according to GSM03.48 Single Short Message,

     * - EVENT_FORMATTED_SMS_CB, if the Cell Broadcast Page is formatted according to GSM 03.48.

     * If the element is available it becomes the TLV selected.

     *

     * @return the length of the Secured Data contained in the first SMS TPDU or Cell Broadcast Page TLV element (without padding bytes)

     *

     * @exception ToolkitException with the following reason codes: <ul>

     *      <li><code>UNAVAILABLE_ELEMENT</code> in case of unavailable SMS TPDU or Cell Broadcast Page TLV element or missing Secured Data </ul>

     */

     public short getSecuredDataLength() throws ToolkitException {



return 0;

    }
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