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1. Introduction
This document outlines the status of the 31.101 after the T3 plenary #10 in Austin Texas.

2. Sanity check of 31.101

As 31.101 is to be presented for approval by T plenary sanity and consistency check of the document must be performed of all chapters.

The deadline of the check was agreed to be Friday 19 of November. The sanity checkers of each chapter must ensure that (at least) the following items are OK:

· Changes must be made to version 1.1.0 of 31.101 (T3-99366)

· All requirements from 3G 21.111 v3.0.0 relevant to the chapter must be fulfilled

· The language must be specification like (e.g. mandatory requirement id to be indicated by a shall)

· All references are correct, including the correct version

· All abbreviations are in the abbreviations list

· All table and chapter references are correct

· Use capital letters in hex numbers, e.g. '91 XX' 

· Check that the issues raised in editors notes are handled and remove them

Sanity checkers

Chapter#
Responsible

4
Masahiro Hayashi/ Dai-Nippon Printing

5
Masahiro Hayashi/ Dai-Nippon Printing

6
Gilles Conti / Oberthur

7
Jean-Marc Gambin/ Schlumberger

8
Sebastien Diener/ Bull

9
Sebastien Diener / Bull

10
Gilles Conti / Oberthur

11
Jean-Francois Rubon /GEMPLUS

12
Jean-Francois Rubon /GEMPLUS

13
Jean-Francois Rubon /GEMPLUS

14
Sebastien Diener / Bull

Annex A
Peter Vestergaard /NOKIA

Annex B
?? – should it be there at all

Annex C
Jean-Marc Gambin/ Schlumberger

Annex D
Peter Vestergaard /NOKIA

3. PIN proposals

In addition to the PIN proposals from the Korea plenary (T3-99291), and the last 31.101 report (T3-99331) three new proposals for handling the access condition PIN where presented and discussed:

T3-99341: “PIN management proposal” form Schlumberger. This proposal has a master PIN as well as an application specific PIN. This proposal, as opposed to T3-99291, proposes that the master PIN may override the application specific PIN.

T3-99347: “PIN management” from Bull. This document proposes a logical link between an application and the shared data.

T3-99363: “Indication and assignment of access conditions” from NOKIA. This proposal is “implementation oriented”, i.e. aims at providing an implementation proposal for the PIN logic needed when files are shared. The proposal is based on ISO 7816-9.

As it was not possible to get to a final agreement (due to limited time) it was decided at the plenary that a simple "one PIN" proposal should be taken for R99 and later on expanded to the “all singing all dancing” version for R2000. 

However the splinter group felt it necessary to try to outline the basic PIN requirements for an application/the uicc – see below:

The following basic PIN assumptions where identified:

1. There is only one issuer of a UICC

2. The issuer manages the access condition of the shared data.

PIN requirements:

3. Selectable applications shall have a PIN

4. It shall be possible to enable/disable the PIN

5. Selectable applications may share the same PIN

6. Shared information is protected by a logical combination of PINs

The first three where agreed and the fourth was discussed but not finalised. Furthermore it was noted that the list of requirements might not be complete. 

4. UICC environment setting

At the last meeting there where long discussions on the need for an environment setting command from the terminal.

T3-99339 on this topic was discussed. The following was decided by the plenary: there shall be no environment setting command from the terminal, however once the terminal has:

7. Selected the SIM application (and it is present) the card shall for the rest of the card session not accept other commands than the ones defined in GSM 11.11 and GSM 11.14, i.e. the card send SW1SW2 indicating that the command set is not supported if USIM commands are sent to the UICC.

8. Selected a USIM (and it is present) the card shall for the rest of the card session not accept commands defined in GSM 11.11 and GSM 11.14, i.e. the card send SW1SW2 indicating that the GSM command set is not supported.

An AP was given to NOKIA to produce an input paper with proposed text to go into 3G 31.101.

5. General walk-through of 31.101

During the splinter group session a quick walk-through of 31.101 lead to the following main results.

Decision 

D#
Description

1
It should be possible to select applications by partial ID 

2
SFI should be handled as specified in ISO fcd7816-9 with the addition that support of SFI for a specific file is indicated by returning a TLV DO with tag ´88´ in the FCI – there may not be a value part in the TLV DO, this implies that the last 5 bits of the file ID should be used

3
The status information returned by the card should be split into as many TLV DO as is relevant according to ISO 7816-9 table 1. Please note that this has impact of the coding of the status information in 31.102

4
It is recommended that an application sets the Le indication to ‘00’, however it is not mandatory

5
The class byte should be set to ‘00’ for all applications complying to 31.101, except for those which are not ISO compliant (e.g. the STATUS command) where the class byte should be set to something other than ‘A0’ to avoid problems with the “environment setting” – see Ch. 4

6
In R99 there will be one (global) PIN used to give access to all applications complying to 31.101.The concept will be elaborated for R2000

7
Logical channels are not mandatory in R99

6. Action points

ACTION POINTS

AP#
Description
Responsible

1
Incorporate D1 in 31.101
Sebastien Dieners /BULL

2
Incorporate D2 in 31.101
Sebastien Dieners /BULL

3
Incorporate D3 in 31.101
Gilles Conti / Oberthur

4
Check the status words coding
Gilles Conti / Oberthur

5
Word text on the outcome of the environment setting issue. This text shall go into 3G 31.101
NOKIA

6
Draft text on the security coding of the status information
NOKIA

