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Foreword

This ETSI Technical Specification (TS) has been produced by the Special Mobile Group (SMG) of the European Telecommunications Standards Institute (ETSI).

This TS defines the interface between the Subscriber Identity Module (SIM) and the Mobile Equipment (ME) within the digital cellular telecommunications system.

The contents of this TS are subject to continuing work within SMG and may change following formal SMG approval. Should SMG modify the contents of this TS it will then be republished by ETSI with an identifying change of release date and an increase in version number as follows:

Version 7.x.y

where:

7
indicates GSM Release 1998 of Phase 2+

y
the third digit is incremented when editorial only changes have been incorporated in the specification;

x
the second digit is incremented for all other types of changes, i.e. technical enhancements, corrections, updates, etc.

Introduction

The present document includes some references to features which are not part of the release 97 version of the present document. All subclauses which were changed as a result of these features contain a marker (see table below) relevant to the particular feature.

The following table lists all release 1998 features that were introduced to this document

Feature
Release
Marker

Support of muliple IC card readers
1998
$(MultiCard)$

Graphical Images
1998
$(Image)$

Grouping of dialling numbers
1998
$(Group)$





















Kc
Cryptographic key; used by the cipher A5

Ki
Subscriber authentication key; the cryptographic key used by the authentication algorithm, A3, and cipher key generator, A8

LAI
Location Area Information; information indicating a cell or a set of cells

lgth
The (specific) length of a data unit

LND
Last Number Dialled

LSB
Least Significant Bit

MCC
Mobile Country Code

ME
Mobile Equipment

MF
Master File

MMI
Man Machine Interface

MNC
Mobile Network Code

MS
Mobile Station

MSISDN
Mobile Station international ISDN number

MSB
Most Significant Bit

NET
NETwork

NEV
NEVer

NPI
Numbering Plan Identifier

PIN/PIN2
Personal Identification Number / Personal Identification Number 2 (obsolete terms for CHV1 and CHV2, respectively)

PLMN
Public Land Mobile Network

PTS
Protocol Type Select (response to the ATR)

PUK/PUK2
PIN Unblocking Key / PIN2 Unblocking Key (obsolete terms for UNBLOCK CHV1 and UNBLOCK CHV2, respectively)

RAND
A RANDom challenge issued by the network

RFU
Reserved for Future Use

SDN
Service Dialling Number

SIM
Subscriber Identity Module

SMS
Short Message Service

SRES
Signed RESponse calculated by a SIM

SSC
Supplementary Service Control string

SW1/SW2
Status Word 1 / Status Word 2

TMSI
Temporary Mobile Subscriber Identity

TON
Type Of Number

TP
Transfer layer Protocol

TPDU
Transfer Protocol Data Unit

TS
Technical Specification

UNBLOCK CHV1/2
 value to unblock CHV1/CHV2

VBS
Voice Broadcast Service

VGCS
Voice Group Call Service

VPLMN
Visited PLMN

3.3
Symbols

Vcc
Supply voltage

Vpp
Programming voltage

'0' to '9' and 'A' to 'F'
The sixteen hexadecimal digits

$(Image)$
This marker denotes that text in the relevant subclause contains references to a specific yearly release. See the introduction for further information.

$(MultiCard)$
see above.

$(Group)$
see above
10.3.7
EFSST (SIM service table)

This EF indicates which services are allocated, and whether, if allocated, the service is activated. If a service is not allocated or not activated in the SIM, the ME shall not select this service.

Identifier: '6F38'
Structure: transparent
Mandatory

File size: X bytes, X ( 2
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM

Bytes
Description
M/O
Length

1
Services n(1 to n(4
M
1 byte

2
Services n(5 to n(8
M
1 byte

3
Services n(9 to n(12
O
1 byte

4
Services n(13 to n(16
O
1 byte

5
Services n(17 to n(20
O
1 byte

6
Services n(21 to n(24
O
1 byte

7
Services n(25 to n(28
O
1 byte

8
Services n(29 to n(32
O
1 byte

etc.




X
Services (4X‑3) to (4X)
O
1 byte

‑Services



     Contents:
Service n°1 :
CHV1 disable function


Service n°2 :
Abbreviated Dialling Numbers (ADN)


Service n°3 :
Fixed Dialling Numbers (FDN)


Service n°4 :
Short Message Storage (SMS)


[...]



Service n°22:
VBS Group Identifier List (EFVBS and EFVBSS)


Service n°23:
enhanced Multi‑Level Precedence and Pre‑emption Service


Service n°24:
Automatic Answer for eMLPP


Service n°25:
Data download via SMS‑CB


Service n°26:
Data download via SMS‑PP


Service n°27:
Menu selection


Service n°28:
Call control


Service n°29:
Proactive SIM


Service n°30:
Cell Broadcast Message Identifier Ranges


Service n°31:
Barred Dialling Numbers (BDN)


Service n°32:
Extension4


Service n°33:
De‑personalization Control Keys


Service n°34:
Co‑operative Network List


Service n°35:
Short Message Status Reports


Service n°36:
Network's indication of alerting in the MS 


Service n°37:
Mobile Originated Short Message control by SIM 


Service n°38:
GPRS


Service n°39:
Image (IMG) (if $(Image)$ is supported)






Service n°40:


Group (if $(Group)$ is supported)






Service n°41:


Service Group (if $(Group)$ is supported)
For a phase 2 SIM, the EF shall contain at least two bytes which correspond to the Phase 1 services. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of ETSI.

NOTE 1:
Service N°8 was used in Phase 1 for Called Party Subaddress. To prevent any risk of incompatibility Service N°8 should not be reallocated.

NOTE 2:
As the BDN service relies on the Call Control feature, service n°31 (BDN) should only be allocated and activated if service n°28 (Call control) is allocated and activated.

10.4.1
EFADN (Abbreviated dialling numbers)

This EF contains Abbreviated Dialling Numbers (ADN) and/or Supplementary Service Control strings (SSC). In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an associated alpha‑tagging.

[...]


capability/configuration identification byte. This byte identifies the number of a record in the EFCCP containing associated capability/configuration parameters required for the call. The use of this byte is optional. If it is not used it shall be set to 'FF'.

Coding:


binary.

‑
Extension1 Record Identifier

Contents:


extension1 record identification byte. This byte identifies the number of a record in the EFEXT1 containing an associated called party subaddress or additional data, or, if $(Group)$ is supported, hierarchical relationship data. The use of this byte is optional. If it is not used it shall be set to 'FF'.
If an ADN/SSC requires more than one extension record, a chaining mechanism inside EFEXT1 (see subclause 10.4.10) links the second and subsequent extension records to the first extension record. Extension records are chained in the following order: additional data first, called party subaddress next and, if $(Group)$ is supported, hierarchical data last.
As an example, if the ADN/SSC requires both additional data and called party subaddress,  the extension1 record identifier identifies the additional record. The chaining mechanism inside EFEXT1 then identifies the record of the appropriate called party subaddress (see subclause 10.4.10).

Coding:


binary.

NOTE 3:
As EFADN is part of the DFTELECOM it may be used by GSM and also other applications in a multi‑application card. If the non‑GSM application does not recognize the use of Type of Number (TON) and Number Plan Identification (NPI), then the information relating to the national dialling plan must be held within the data item dialling number/SSC and the TON and NPI fields set to UNKNOWN. This format would be acceptable for GSM operation and also for the non‑GSM application where the TON and NPI fields shall be ignored.


Example: SIM storage of an International Number using E.164 [19] numbering plan



TON
NPI
Digit field

GSM application
001
0001
abc...

Other application compatible with GSM
000
0000
xxx...abc...

where "abc..." denotes the subscriber number digits (including its country code), and "xxx..." denotes escape digits or a national prefix replacing TON and NPI.

NOTE 4:
When the ME acts upon the EFADN with a SEEK command in order to identify a character string in the alpha‑identifier, it is the responsibility of the ME to ensure that the number of characters used as SEEK parameters are less than or equal to the value of X if the MMI allows the user to offer a greater number.

10.4.10
EFEXT1 (Extension1)

This EF contains extension data of an ADN/SSC, an MSISDN, or an LND. Extension data is caused by:

‑
an ADN/SSC (MSISDN, LND) which is greater than the 20 digit capacity of the ADN/SSC (MSISDN, LND) Elementary File or where common digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in this EF as a record, which is identified by a specified identification byte inside the ADN/SSC (MSISDN, LND) Elementary File. The EXT1 record in this case is specified as additional data;

‑
an associated called party subaddress. The EXT1 record in this case is specified as subaddress data.
-
if $(Group)$ is supported, a reference to a group membership. The EXT1 record in this case is specified as hierarchical relationship data.
Identifier: '6F4A'
Structure: linear fixed
Optional

Record length: 13 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length

1
Record type
M
1 byte

2 to 12
Extension data
M
11 bytes

13
Identifier
M
1 byte

‑
Record type

Contents: type of the record

Coding: 

┌──┬──┬──┬──┬──┬──┬──┬──┐

│b8│b7│b6│b5│b4│b3│b2│b1│

└┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┘

 │  │  │  │  │  │  │  └── Called Party Subaddress

 │  │  │  │  │  │  └───── Additional data

 │  │  │  │  │  └──────── Hierarchical Relationship data
 │  │  │  │  │            (if $(Group)$ is supported)

 └──┴──┴──┴──┴──┴──────── RFU

b4‑b8 are reserved and set to 0;

a bit set to 1 identifies the type of record;

only one type can be set;

'00' indicates the type "unknown".


The following example of coding means that the type of extension data is "additional data":

┌──┬──┬──┬──┬──┬──┬──┬──┐

│b8│b7│b6│b5│b4│b3│b2│b1│

└┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┘

 0  0  0  0  0  0  1  0  

‑
Extension data

Contents: Additional data or Called Party Subaddress or, if $(Group)$ is supported, Hierarchical Relationship data, depending on record type.

Coding:

Case 1, Extension1 record is additional data:


The first byte of the extension data gives the number of bytes of the remainder of ADN/SSC (respectively MSISDN, LND). The coding of remaining bytes is BCD, according to the coding of ADN/SSC (MSISDN, LND). Unused nibbles at the end have to be set to 'F'. It is possible if the number of additional digits exceeds the capacity of the additional record to chain another record inside the EXT1 Elementary File by the identifier in byte 13.

Case 2, Extension1 record is Called Party Subaddress:


The subaddress data contains information as defined for this purpose in GSM 04.08 [15]. All information defined in GSM 04.08, except the information element identifier, shall be stored in the SIM. The length of this subaddress data can be up to 22 bytes. In those cases where two extension records are needed, these records are chained by the identifier field. The extension record containing the first part of the called party subaddress points to the record which contains the second part of the subaddress.

Or, if $(Group)$ is supported,

Case 3, Extension 1 record is hierarchical relationship data:

The extension data are coded as follows:

Extension Data Bytes
Description
M/O
Length

1-2
Hierarchical Type Descriptor
M
2 bytes

3-10
Hierarchical Reference Identifiers 1 to 8
M
8 bytes

11
RFU
M
1 byte

The first two bytes of the extension data define the hierarchical type of reference.

First byte:

┌──┬──┬──┬──┬──┬──┬──┬──┐

│b8│b7│b6│b5│b4│b3│b2│b1│

└┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┘

 │  │  │  │  │  │  └──┴── Hierarchical type of reference identifier 1

 │  │  │  │  └──┴──────── Hierarchical type of reference identifier 2

 │  │  └──┴────────────── Hierarchical type of reference identifier 3

 └──┴──────────────────── Hierarchical type of reference identifier 4

Second byte:

┌──┬──┬──┬──┬──┬──┬──┬──┐

│b8│b7│b6│b5│b4│b3│b2│b1│

└┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┘

 │  │  │  │  │  │  └──┴── Hierarchical type of reference identifier 5

 │  │  │  │  └──┴──────── Hierarchical type of reference identifier 6

 │  │  └──┴────────────── Hierarchical type of reference identifier 7

 └──┴──────────────────── Hierarchical type of reference identifier 8
2 bits are used to encode each hierarchical type:

00 - Empty

01 - Group Membership

10 - RFU

11 - RFU

The following example of coding for the first byte means that hierarchical reference identifier 1 is of type group membership:

┌──┬──┬──┬──┬──┬──┬──┬──┐

│b8│b7│b6│b5│b4│b3│b2│b1│

└┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┴┬─┘

 X  X  X  X  X  X  0  1 

Hierarchical reference identifier in case of hierarchical type being group membership:

Contents:

group record identification byte. This byte identifies the number of a record in EFGROUP , thereby denoting a group membership. A chaining mechanism inside EFGROUP identifies the group hierarchy.

Coding:

binary

NOTE: If more than eight hierarchical reference identifiers are needed, the extension chaining mechanism may be used to attach additional extension records containing hierarchical relationship data.
‑
Identifier

Contents: identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding: record number of next record. 'FF' identifies the end of the chain.


Example of a chain of extension records being associated to an ADN/SSC. The extension1 record identifier (Byte 14+X) of ADN/SSC  is set to 3.

No of Record
Type
Extension Data
Next
Record

.
.
.
.


.
.
.
.


Record 3
'02'
xx ........xx
'06'
>──────────┐

Record 4
'xx'
xx ........xx
'xx'
           │

Record 5
'01'
xx ........xx
'FF'
<───────┐  │

Record 6
'01'
xx ........xx
'05'
<───────┴──┘

.
.
.
.


.
.
.
.



In this example ADN/SSC is associated to additional data (record 3) and a called party subaddress whose length is more than 11 bytes (records 6 and 5).

10.4.11
EFEXT2 (Extension2)

This EF contains extension data of an FDN/SSC (see EXT2 in 10.4.2). 

Identifier: '6F4B'
Structure: linear fixed
Optional

Record length: 13 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
CHV2


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length

1
Record type
M
1 byte

2 to 12
Extension data
M
11 bytes

13
Identifier
M
1 byte

For contents and coding see subclause 10.4.10 (EFEXT1).

10.4.12
EFEXT3 (Extension3)

This EF contains extension data of an SDN (see EXT3 in 10.4.9). 

Identifier: '6F4C'
Structure: linear fixed
Optional

Record length: 13 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length

1
Record type
M
1 byte

2 to 12
Extension data
M
11 bytes

13
Identifier
M
1 byte

For contents and coding see subclause 10.4.10 EFEXT1 , with the exception that, if $(Group)$ is supported, group records are stored in EFSGROUP.
10.4.13
EFBDN (Barred Dialling Numbers)

This EF contains Barred Dialling Numbers (BDN) and/or Supplementary Service Control strings (SSC). In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an associated alpha‑tagging.

Identifier: '6F4D'
Structure: linear fixed
Optional

Record length: X+15 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
CHV2


INVALIDATE
CHV2


REHABILITATE
CHV2



Bytes
Description
M/O
Length

1 to X
Alpha Identifier
O
X bytes

X+1
Length of BCD number/SSC contents
M
1 byte

X+2
TON and NPI
M
1 byte

X+3 to X+12
Dialling Number/SSC String
M
10 bytes

X+13
Capability/Configuration Identifier
M
1 byte

X+14
Extension4 Record Identifier
M
1 byte

X+15
Comparison Method Information
M
1 byte

For contents and coding of all data items, except for the Comparison Method Information, see the respective data items of the EFADN (subclause 10.4.1), with the exception that extension records are stored in the EFEXT4.

NOTE:
The value of X (the number of bytes in the alpha‑identifier) may be different to the length denoted X in EFADN.

‑
Comparison Method Information

Contents:


this byte describes the comparison method which is associated with that BDN. Its interpretation is not specified but it shall be defined by the operators implementing the BDN feature on their SIMs.

Coding:


binary; values from 0 to 255 are allowed.

10.4.16
EFGROUP (Group)

This paragraph applies only if $(Group)$ is supported. This EF contains a hierarchical group structure referenced by EFEXT1, EFEXT2 and EFEXT4. Each group has at most one parent group and may have none, one, or several child groups. Groups may bear an associated alpha tagging.
Identifier: '6Fxx'
Structure: linear fixed
Optional

Record length: X+1 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length

1 to X
Alpha Identifier
O
X bytes

X+1
Parent Group Reference
M
1 byte

· Alpha Identifier: For content and coding see the respective data item of EFADN.

· Parent Group Reference:

Contents:

Parent group record identification byte. This byte identifies the number of a record in EFGROUP containing the group's parent. In case of a top level group it shall be set to '00'. For unused records it shall be set to 'FF'.

Coding:

binary.

10.4.17
EFSGROUP (Service Group)

This paragraph applies only if $(Group)$ is supported. This EF contains a hierarchical group structure referenced by EFEXT3. Each group has at most one parent group and may have none, one, or several child groups. Groups may bear an associated alpha tagging.

Identifier: '6Fxx'
Structure: linear fixed
Optional

Record length: X+1 bytes
Update activity: low

Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length

1 to X
Alpha Identifier
O
X bytes

X+1
Parent Group Reference
M
1 byte

· Alpha Identifier: For content and coding see the respective data item of EFADN.

· Parent Group Reference:

Contents:

Parent group record identification byte. This byte identifies the number of a record in EFSGROUP containing the group's parent. In case of a top level group it shall be set to '00'. For unused records it shall be set to 'FF'.

Coding:

binary.

10.6
Files of GSM (figure 8) TO BE DONE!
This subclause contains a figure depicting the file structure of the SIM. DFGSM shall be selected using the identifier '7F20'. If selection by this means fails, then DCS 1800 MEs shall, and optionally GSM MEs may then select DFGSM with '7F21'.

NOTE 1:
The selection of the GSM application using the identifier '7F21', if selection by means of the identifier '7F20' fails, is to ensure backwards compatibility with those Phase 1 SIMs which only support the DCS 1800 application using the Phase 1 directory DFDCS1800 coded '7F21'.

NOTE 2:
To ensure backwards compatibility with those Phase 1 DCS 1800 MEs which have no means to select DFGSM two options have been specified. These options are given in GSM 09.91 [17].




Figure 8: File identifiers and directory structures of GSM

11
Application protocol

When involved in GSM administrative management operations, the SIM interfaces with appropriate terminal equipment. These operations are outside the scope of this standard.

When involved in GSM network operations the SIM interfaces with an ME with which messages are exchanged. A message can be a command or a response.

[...]

Subscription related procedures:

‑
Dialling Numbers (ADN, FDN, MSISDN, LND, SDN, BDN)
MMI/ME

‑
Short messages (SMS)
MMI

‑
Advice of Charge (AoC)
MMI

‑
Capability Configuration Parameters (CCP)
MMI

‑
PLMN Selector
MMI

‑
Cell Broadcast Message Identifier (CBMI)
MMI

‑
Group Identifier Level 1 (GID1)
MMI/ME

‑
Group Identifier Level 2 (GID2)
MMI/ME 

‑
Service Provider Name (SPN)
ME

‑
Voice Group Call Service (VGCS)
MMI/ME

‑
Voice Broadcast Service (VBS)
MMI/ME

‑
Enhanced Multi Level Pre-emption and Priority (eMLPP)
MMI/ME

‑
Depersonalisation Control Keys
ME

‑
Short message status reports (SMSR)
MMI

‑
Network's indication of alerting
ME
-
Group (if $(Group)$ is supported)
ME

-
Service Group Request (if $(Group)$ is supported)
ME
SIM Application Toolkit related procedures:

‑
Data Download via SMS‑CB (CBMID)
NET

‑
Data Download via SMS‑PP
NET

‑
Menu selection
MMI

‑
Call Control
MMI/ME/NET

‑
Proactive SIM
MMI/ME/NET

‑
Mobile Originated Short Message control by SIM
MMI/ME/NET

‑
Image Request (if $(Image)$ is supported)
MMI/ME

The procedures listed in subclause 11.2 are basically required for execution of the procedures in subclauses 11.3, 11.4 and 11.5. The procedures listed in subclauses 11.3 and 11.4 are mandatory (see GSM 02.17 [6]). The procedures listed in 11.5 are only executable if the associated services, which are optional, are provided in the SIM. However, if the procedures are implemented, it shall be in accordance with subclause 11.5.

If a procedure is related to a specific service indicated in the SIM Service Table, it shall only be executed if the corresponding bits denote this service as "allocated and activated" (see subclause 10.3.7). In all other cases this procedure shall not start.

11.1
General procedures

11.1.1
Reading an EF

The ME selects the EF and sends a READ command. This contains the location of the data to be read. If the access condition for READ is fulfilled, the SIM sends the requested data contained in the EF to the ME. If the access condition is not fulfilled, no data will be sent and an error code will be returned.

11.5
Subscription related procedures

11.5.1
Dialling numbers

The following procedures may not only be applied to EFADN and its associated extension files EFCCP and EFEXT1 as described in the procedures below, but also to EFFDN, EFMSISDN, EFLND, EFBDN and EFSDN and their associated extension files. If these files are not allocated and activated, as denoted in the SIM service table, the current procedure shall be aborted and the appropriate EFs shall remain unchanged.

As an example, the following procedures are described as applied to ADN.

Requirement:
Service n°2 "allocated and activated"


(Service n°3 for FDN, 


 Service n°9 for MSISDN,


 Service n°13 for LND,


 Service n°18 for SDN),


 Service n°31 for BDN)

Update:
The ME analyses and assembles the information to be stored as follows (the byte identifiers used below correspond to those in the description of the EFs in subclauses 10.4.1, 10.4.4 and 10.4.10):

i)
The ME identifies the Alpha‑tagging, Capability/Configuration Identifier and Extension1 Record Identifier.

ii)
The dialling number/SSC string shall be analysed and allocated to the bytes of the EF as follows:

[...]

iii)
If a called party subaddress is associated to the ADN/SSC the procedure shall proceed as follows:

[...]

iv) the following applies only if $(Group)$ is supported
If a group membership is associated with the ADN/SSC the procedure shall proceed as follows:

Requirement:


Services n°10 and n°40 "allocated and activated"


(Services n°10 and n°40 apply also for MSISDN and LND;


Services n°11 and n°40 for FDN;


Services n°19 and n°41 for SDN;


Services n°32 and n°40 for BDN.)


The ADN/SSC being member in g groups,  the ME seeks for e free records in EFEXT1.where e = g/8, rounded up. If no such e records are found, the ME runs the Purge procedure. If e Extension1 records are still unavailable, the procedure is aborted.


The ME stores the group memberships in the e Extension1 records, and sets the Extension1 record types to "hierarchical relationship data ".

Once i), ii),  iii), and, if $(Group)$ is supported, iv) have been considered the ME performs the updating procedure with EFADN. If the SIM has no available empty space to store the received ADN/SSC, or if the procedure has been aborted, the ME advises the user.

NOTE 1:
For reasons of memory efficiency the ME is allowed to analyse all Extension1 records to recognize if the additional,  subaddress or, if $(Group)$ is supported,  hierarchical relationship data to be stored is already existing in EFEXT1. In this case the ME may use the existing chain or the last part of the existing chain from more than one ADN (LND, MSISDN). The ME is only allowed to store extension data in unused records. If existing records are used for multiple access, the ME shall not change any data in those records to prevent corruption of existing chains.
NOTE 2:
Extension sharing may be particularly useful for grouping of dialling numbers, because all dialling numbers with the same membership status (e.g. all numbers belonging to a user-defined group 'business partners' ) can share one extension record.
Erasure:
The ME sends the identification of the information to be erased. The content of the identified record in EFADN is marked as "free".

Request:
The ME sends the identification of the information to be read. The ME shall analyse the data of EFADN (subclause 10.4.1) to ascertain, whether additional data is associated in EFEXT1 or EFCCP. If necessary, then the ME performs the reading procedure on these EFs to assemble the complete ADN/SSC.

Purge:
The ME shall access each EF which references EFEXT1 (EFEXT2) for storage and shall identify records in these files using extension data (additional data,  called party subaddress or, if $(Group)$ is supported, hierarchical relationship data). Note that existing chains have to be followed to the end. All referred Extension1 (Extension2) records are noted by the ME. All Extension1 (Extension2) records not noted are then marked by the ME as "free" by setting the whole record to 'FF'.

NOTE 2:
Dependent upon the implementation of the ME, and in particular the possibility of erasure of ADN/SSC records by Phase 1 MEs, which have no knowledge of the EFEXT1, it is possible for Extension1 records to be marked as "used space" (not equal to 'FF'), although in fact they are no longer associated with an ADN/SSC record.

11.5.15
Short message status report

Requirement:
Service n°35 "allocated and activated".

Request:
If the status of a stored short message indicates that there is a corresponding status report, the ME performs the seek function with EFSMSR to identify the record containing the appropriate status report. The ME performs the reading procedure with EFSMSR.

Update:
If a status report is received, the ME first  seeks within the SMS record identifiers of EFSMSR for the same record number it used for the short message in EFSMS. If such a record identifier is found in EFSMSR, it is used for storage. If such a record identifier is not found, then the ME seeks for a free entry in EFSMSR for storage. If no free entry is found the ME runs the Purge procedure with EFSMSR. If there is still no free entry, the status report is not stored.

If the ME found an appropriate record in EFSMSR  for storage, it updates the record with the status report setting the record identifier in EFSMSR to the appropriate record number of the short message in EFSMS.

The status in EFSMS is updated accordingly (see 10.4.3) by performing the update procedure with EFSMS.

Erasure:
The ME runs the update procedure with EFSMSR by at least storing ‘00’ in the first byte of the record. The ME may optionally update the following bytes with ‘FF’.

Purge:
The ME shall read the SMS record identifier (byte 1) of each record of EFSMSR. With each record the ME checks the corresponding short messages in EFSMS. If the status (byte 1) of the corresponding SMS is not equal ‘1D’ (status report requested, received and stored in EFSMSR), the ME shall perform the erasure procedure with the appropriate record in EFSMSR.

11.5.15
Network’s indication of alerting

Requirement:
Service n°36 "allocated and activated".

Request:
The ME performs the reading procedure with EFNIA.

11.5.16
Group
This subclause applies if $(Group)$ is supported.
Requirement:
Service n°40 "allocated and activated".

Request:
The ME performs the reading procedure with EFGROUP.

Update:
The ME performs the updating procedure with EFGROUP.

11.5.17
Service Group Request

This subclause applies if $(Group)$ is supported.

Requirement:
Service n°41 "allocated and activated".

The ME performs the reading procedure with EFSGROUP.

11.6
SIM Application Toolkit related procedures

SIM Application Toolkit is an optional feature. The higher level procedures, and contents and coding of the commands, are given in GSM 11.14 [27]. Procedures relating to the transmission of commands and responses across the SIM/ME 

Annex D (informative):
Suggested contents of the EFs at pre‑personalization

If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

File Identification
Description
Value

'2F E2'
ICC identification
operator dependant (see 10.1.1)

‘2F 05’
Extended Language preference
‘FF…FF’

'6F 05'
Language preference
'FF'

'6F 07'
IMSI
operator dependant (see 10.3.2)

'6F 20'
Ciphering key Kc
'FF...FF07'

'6F 30'
PLMN selector
'FF...FF'

'6F 31'
HPLMN search period
'FF'

'6F 37'
ACM maximum value
'000000' (see note 1)

'6F 38'
SIM service table
operator dependant (see 10.3.7)

'6F 39'
Accumulated call meter
'000000'

'6F 3E'
Group identifier level 1
operator dependant

'6F 3F'
Group identifier level 2
operator dependant

'6F 41'
PUCT
'FFFFFF0000'

'6F 45'
CBMI
'FF...FF'

'6F 46'
Service provider name
'FF...FF'

'6F 48'
CBMID
'FF...FF'

'6F 49'
Service Dialling Numbers
'FF...FF'

'6F 74'
BCCH
'FF...FF'

'6F 78'
Access control class
operator dependant (see 10.1.12)

'6F 7B'
Forbidden PLMNs
'FF...FF'

'6F 7E
Location information
'FFFFFFFF xxFxxx 0000 FF 01'
(see note 2)

'6F AD'
Administrative data
operator dependant (see 10.3.15)

'6F AE'
Phase identification
see 10.3.16

'6F 3A'
Abbreviated dialling numbers
'FF...FF'

'6F 3B'
Fixed dialling numbers
'FF...FF'

'6F 3C'
Short messages
'00FF...FF'

'6F 3D'
Capability configuration parameters
'FF...FF'

'6F 40'
MSISDN storage
'FF...FF'

'6F 42'
SMS parameters
'FF...FF'

'6F 43'
SMS status
'FF...FF'

'6F 44'
Last number dialled
'FF...FF'

‘6F 47’
Short message status reports
‘00FF…FF’

'6F 4A'
Extension 1
'FF...FF'

'6F 4B'
Extension 2
'FF...FF'

'6F 4C'
Extension 3
'FF...FF'

'6F 4D'
Barred dialling numbers
'FF...FF'

'6F 4E'
Extension 4
'FF...FF'

‘6F 51’
Network’s indication of alerting
‘FF...FF’

‘6F 52
GPRS Ciphering key KcGPRS
'FF...FF07'

‘6F 53
GPRS Location Information
'FFFFFFFF xxFxxx 0000 FF FF 01'

‘4F xx’
Image data (if $(Image)$ is supported)
‘00FF...FF’

'6F yy'
Group (if $(Group)$ is supported)
'FF...FF'

'6F zz'
Service Group (if $(Group)$ is supported)
'FF...FF'

NOTE 1:
The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.

 Annex I (informative):
Grouping of Dialling Numbers

This annex applies only if $(Group)$ is supported.

The following example illustrates the grouping of dialling numbers.

The diagram shows 5 abbreviated dialling numbers (EFADN records) and 1 fixed dialling number (a record of EFFDN), three groups (EFGROUP records) and several extension records of EFEXT1 and EFEXT2, respectively.

Abbreviated dialling numbers #1 and #2 are both members of group #1. Group membership is achieved through a shared EFEXT1 extension record of hierarchical relationship type.
Abbreviated dialling number #3 does not belong to any group, whereas abbreviated dialling numbers #4 and #5 are members of group #2. Here, too, group membership is modeled with a shared extension record.

Both group #1 and group #2 are top-level groups. Group #2 is parent of group #3, which has one member: the fixed dialling number #1.
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