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The Annex A of TS 23.048 requires to be compliant to the Open Platform specification for the putkey command.

However, TS 23.048 says that (§A.1.1.7) “A key set version number shall never be updated using the PUT KEY command”, although the Open Platform specification allows it.

There are two possible understandings:

· The PutKey command allows to update a key set version number in remote access, but it is not valid to use it (there are some side effects in case Kic or KID key set version is updated and encryption or CC is required in the command and response packets).

· The PutKey command forbids the key set version number update for remote access.

The AdHoc group agrees on the second understanding, which seems to be the safer way to fulfil the requirement.

The AdHoc asks whether this understanding is the common one. This clarification will allow to add the test case.

