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Opening of Meeting

Opening of the meeting at 09:00 AM.

Roll Call of Delegates

A list of participants can be found in the Annex A.

Notification of IPR responsibilities

The Chairman drew the attention of the delegates to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organisational Partners to inform their respective Organisational Partners of essential IPRs they become aware of. They were asked to take note that they had been invited to:

· investigate in their company whether their company does own IPRs which are, or are likely to become essential in respect of the work of the Technical Specification Group

· notify the Chairman or the Director General of their respective Organisational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration form

General Issues

Last Meeting Report

T3a010125 is the last meeting report several point where raised to clarifie the report the report is finaly agreed, but there are still some points marked to be clarified with the secretary of the last meeting in the report.

Input Documents

A list of documents discussed can be found at the end of the report in Annex B. Several documents potphoned from earlier meetings where discussed during this meeting.

Clarification regarding 03.19, 03.48

T3a010109 the meeting agrres that the first point is correct, the Response Packet is not managed upon an event _UPD by the Framework due to that the respective handler is not available at this time, the Applet has to take care for it. This can not be changed today, the issue will be rediscussed under the agenda point “Submit SMS”

T3a010124 is discussed and with minor changes agreed by the meeting

T3a010128 a collection of questions from the Java API testing adhoc meeting
1. There is a lack in the specification: postAsBERTLV does not throw HANDLER_OVERFLOW. This can happen if the handler value is full (256 bytes ) and if a postAsBERTLV is issued. Where do we stand in the API group on this matter?
Meeting agrees to introduce the new exception, this was already presented in an API meeting in Sophia Antipolis T3a010012 must be represented to T3 for R5. ( CR 03.19 R5 ( Raporteur
2. The API testing group ask for clarification regarding the answer to Oberthur document T3a010087 in the report from Berlin (Tdoc T3a010113)
The Framework builds the response packet according to 03.48 secures and sends the response packet. Yes It is the responsibility of the Framework nothing has to be changed in the specification. It is clear that there is a mistake in the report from the Berlin meeting.

3. The CR on 03.48 about the RC/CC/DS computation “in CBC mode the counter shall be used” has not been made

Allready solved in the Berlin meeting but the CR is not jet issued to T3 ( CR 03.48 ( Raporteur

4. What happens if you post with an empty envelopeResponseHandler and if event is CALL_CONTROL ? 9F ( 9000 ?.

Is basically the problem that the spec is not clear what is the behaviour of the Framwork if you post with an empty envelopeResponseHandler. The group will work on a specification for this behaviour.

Gemplus:  The framework has to answer with 9000 especially regarding the CALL_CONTROL event this is a problem of the application.

SLB the bahaviour is not specified

Solutions: 

· always reply 9000 , 

· raise an exception , 

5. Where are the discussion and the conclusion about using status different from 9E and 9F in the post and postAsBERTLV method ? Could you clarify what shall be the behaviour with other values (e.g. 91, 61, 02, … ).

There was an exception in an early version of 03.19 but his was removed to allow an easier evolution of the spec to allow the support for every possible status. The bahviour is only defined for the values 9E, 9F.

6. Still the pb with the table 1 in chapter 6.6. The behaviour of the framework is still not clear about reply busy / applet triggering / handler availability.

T3a010052 draft of an CR to 03.19 to clarifiy these points. The Note 2 allows to manage two or more proactive session at the same time. This is for future evolution of 11.14. SLB will prepare a CR to clarifiy the behaviour of the table in case that a card is able to handle one proactive sessions or able to handle several proactive seesions. Clarificatin needed for the availability and reply busy. ( CR 03.19 R5 ( T3a010132 ( T3a010142 the problem could not be solved during meeting and needs further discussion

7. The Note 2 in the table in 6.6 in 03.19 is not clear. Because the use of may/may not does not mean anything.. Translation of this sentence is : we do not know if the proactive handler is available. A clearer sentence should be better, for example : “Note 2 : Y/N means that the handlers shall be available if a proactive session is not ongoing and shall not be available if a proactive session is ongoing”.

see Q6 

8. Change the name in the 03.19 from UNRECOGNISED_ENVELOPE to UNRECOGNIZED_ENVELOPE.

Q8: CR ( 03.19 CR R99 editiorial correction ( Raporteur
9. In 03.19, is the column ‘Nb of Triggered / registered applet’ in Table 1 enough to describe the sentence “if the applet is not/no more registered to an event it is not triggered by the event” ? Because, nowhere in the specification there is an explicit link between the registry state and the triggering

This is not the problem of the API group, it’s the problem of the testing group to define the test. The group agrees that there is no explicit link between the registry state and the triggering. The answer is yes if an applet is not registered to an event it shall not be triggered by this event.  ( CR 03.19 R5 not clear if we need a CR
10. 03.19 Chapter 6.2 EVENT_UNFORMATTED_SMS_PP_ENV and Chapter 6.6 EnvelopeResponseHandler :

First :

But only the first toolkit applet triggered will be able to send back a response as defined by the rules in chapter 6.6.

Second :

The EnvelopeResponseHandler is available for all triggered toolkit applets, until a toolkit applet has posted an envelope response or sent a proactive command.

The First seems to imply a restriction of service with respect to the Second e.g. it is impossible to have two applications with internal protocols because only the first triggered can answer. Is this voluntary for security reasons ?
It is put voluntarly into the spec., there is maybe a typo in the spec regardin 6.6. It seams that this point needs further discussion  ( answer to this question is in Tdoc SMG9 9a99-40 Tdoc 9a99-028

11. Typo in EVENT_PROFILE_DOWNLOAD : applet ( applets.

Editorial change ( CR 03.19 R99 ( Raporteur

12. : Clearing of the EnvelopeResponseHandler:

There is nowhere in 03.19 a sentence saying that the EnvelopeResponseHandler shall be cleared at invocation of processToolkit. Suggestion for the SWG API: the sentence “At the processToolkit method invocation the TLV-List is cleared.” which is in TS 03.19 chapter 6.6 for ProactiveHandler, should be also written for EnvelopeResponseHandler.

Already a CR submitted by SLB T3a010124 the group agrees on the behaviour 

The new bahaviour of the Framework is a clarification ( CR 03.19 R99  agreed by all companies in the meeting CR Ta010133
13. The specification does not mandate to trigger the applications on the same APDU ? We have not found in the specification a sentence that can be in contradiction with these behaviours :

2 applets registered to event PROFILE_DOWNLOAD

1

Terminal Profile is received by the card.

The first applet is triggered send a proactive command and the framework triggers the second applet before issuing the 91xx on the line

2

Terminal Profile is received by the card.

The first applet is triggered and does not send any proactive status returned on the line 9000.
Another command is received ( select file for example ) and then the framework triggers the second applet with event PROFILE_DOWNLOAD.

These two examples ( others exist ) may lead to interoperability pbs and strange behaviours. Could you clarify the situation ?

In the spec today it is specified that an applet has to be triggered not when.

14. Is an applet triggered by an envelope menu selection if the selected item is disable ?

Do we care or not of the answer as we may assume this envelope is never sent because the menu is always updated by the framework ?
This behaviour is not defined in the current spec ( CR 03.19  we don’t know if we need a CR

15. In 03.19, The SIM Toolkit Framework shall reply busy to this Envelope APDU if it cannot guaranty to trigger the corresponding toolkit applet. How this is possible ?

Not clear for the API group need an explanaition from the testing group, it seams that it is linked to EVENT_TIMER_EXPIRATION see 6.6  needs further clarification for future releases ( CR 03.19 R5 

16. As a result, a toolkit applet may throw an exception, but this error will not be sent to the ME.

Is it possible to replace will by shall ?
it is possible and we will provide a CR for clarification ( CR 03.19 R99 ( Raporteur
17. In case of multiple triggering, if the first triggered application throws an exception ( e.g. NullPointerException ) what shall be the behaviour of the framework ? ( Trigger the others ? )

The STF shall trigger all the applets independent of the previous triggered applet

19. : If the access domain parameter is ‘00’ full access to GSM files, could the applet access to file protected by never ?

Q19: All operation shall be aloud expect the operation protected by never conditions. Check if this needs clarification in ( CR 03.48 ( T3 API CR T3a010136
20. : In 03.48:
NOTE:
The file access conditions specified in TS 11.11 [5] are relevant for the SIM/ME interface only. The file access conditions specified in the access domain parameter are used internally by the card operating system.

Is not clear at all.

Problem this is a Note and this should be changed ( CR 03.48 ( CR T3a010136 

21. It is not stated in TS 03.48 that attempting to install an applet with an allowed number of timers greater than 8 shall result in an error. 2 things are possible:

· An error is thrown at install.

· Install is OK, but the system will grant a maximum of 8 timers. The exception will be thrown at allocation anyway.
Not defined jet needs a definiton when and under which condition we throw an exception ( CR 03.48 ( MEE
22. What should be the SW returned by a TS 03.48 INSTALL (INSTALL) command when there is an error in a GSM installation parameter? Must it be 6A80? (in the PoR additional data =  xx 6A 80)... Can it be 6400?

The right SW shall be 6A80 because its an error in the Data part of an OP command. 

23. Return 9Exx or 9Fxx?. (In the case Install install with PoR when there is an error in the installation parameters - application error, no security error...).

There is an issue in processing of the APDU. The command has passed already the 03.48 security checks, and the error is now on the application layer. The correct status code is 9FXX.

24. From TS 03.19: “The position of the new menu entries is an absolute position among the existing ones.”. What is the meaning of « existing ones »? (current ME menu, menu already registered etc...). What about disabled menues, locked applets, applets installed but not made selectable?

The behaviour is not clearly defined jet with the current spec. it is not possible to reach a common behaviour with MMI. ( CR 03.19 ( MEE

Improvements :

1. The testing group required the API investigate the situation where all menu entries with help supported are disabled. The corresponding SET-UP-MENU issued shall set this flag even if there is no menu entries with help information available.
2. no answer question is still there:

In 03.19 in chapter 5.2 :

updateRecord 
(…)The current record pointer of other applets / subscriber shall not be changed in case of linear fixed EF but the record pointer of a cyclic EF shall be changed for all other applets / subscriber to the record number 1.(…)

increase
(…) It becomes than record number 1 for every other applet and subscriber session.(…)

The methods behaviour are inconsistent for cyclic file because they both changed the ‘absolute’ number of the records and only updateRecord change the current record of other applications.

Improvement 1: shall be the logical behaviour ( CR 03.19 R99 all companies agree that this is a clarification ( T3a010141

Improvement 2: need more explanation, SLB things there is no issue it is defined in 11.11

T3a010124 The CR is agreed with some minor changes and will be presented to next T3 plenary.

T3a010097 postponed from the meeting in Berlin only point 1 and 7 of this document has to be discussed. 

P1: needs a change in the spec. ( CR 03.19 R5  MEE and SLB will have an ofline disc.

P5: even ISOExceptions has to be caught by the GSM applet and not propagated to the ME ( CR 03.19 R99 ( Raporteur
P6: will be rediscussed under the agenda point for Concattenated SMS

P7: the already proposed change in T3a010051 will be incorporated in a CR ( Raporteur
T3a010089 input paper from France Telekom already presented during the API meeting in Berlin and postponed zthere with the request for more informations. The document is releated to a CR in T3a010134 and to a CR in T3a010120. T3a010134 is agreed after some rewording by the meeting and merged with T3a010120, it will go into CR T3a010135 drafted by France Telekom and Schlumberger.

T3a010103, T3a010111, T3a010123, T3a010129, T3a010131 are dealing with the problem of concatenated SMS messages. T3a010123 is a CR from SLB to introduce support for concatenated SMS into 03.19. The proposal is to have this transparent to the application it receives a long message or a short but deals with them in the same way. The receiving and sending entity are responsible to handle the long message to concatenate the SM messages ot to split the data into several SM (see the attached picture).  Also the CR introduces a new method in sim.toolkit.EnvelopeHandler and changes to the documentation. The new method getTPUserDataLength() gives the data length of the SMS as a short value. In this way it is possible to handle the concatenated data part of the SMS’s sended as concatenated SMS message. There is an advice needed for the application developers to use in the future only this method to retrieve the UDL. The meeting agrees in general on this CR. Incard has general objections against the proposed solution in T3a010123. T3a010111 is clarified by receiving a RP an applet is not triggered.

There is some discussion regarding the minimum requirements but finaly the supporting companies agreed on the two points in the final version of the CR in T3a010138.

T3a010112 Incard, G&D, MEE, ORGA are in favour of the CR. Raporteurs and G+ don’t whant to change anything, the TAR has here a generic meaning and it is up to the application to take care for the correct handling of the TAR in the different scenarios SIM to Server or Server to SIM communication. Incard points out that this has to be clarified to allow the SIM ( Server scenario. It is clear for everybody that the SIM to SIM communication is not in the scope of 03.48.

T3a010050 , T3a010108, T3a010110, T3a010122 are dealing with the problem of submit SMS. T3a010050 was already discussed in the Pais meeting and put here again on the agenda as a clarification of the issue.

Questions from SLB

· Is there a relation between SPI 2 byte inicated in the incoming SM (PoR or Response to be sent by SMS Submit or Deliver Report) and the bahaviour of the Framework ?

· No MEE, SLB

· Yes Gemplus, Incard

· G&D, Orga need more Time

· If yes, where ?  

· It is possible to send back a response packet to an incoming SM (Command Packet) with SMS Submit for an applet ?

· MEE it is possible but not defined

· Gemplus wrong question it has nothing to do with the applet.

· G&E and Orga need more time

· If yes how ? 

· Where is it specified ?

It was not possible to find a common understanding regarding this point, all the documents and the whole issue is postponed.

All sumitted CR’s (T3a010050, T3a010110, T3a010122) regarding this issue are rejected in their current form and the issue is postponed.

T3a010121 the common agreement of the group that the mechanism proposed in the CR is needed. Operator whant to have this parameter mandatory, if someone whants no security he can put ‘00’ as value. A new version is provided in T3a010139 and agreed by the meeting, it will be forwarded by the raporteurs to the next T3 plenary meeting.

T3a010132 no agreement on the behaviour of the Handler described in Table 1 of 03.19. One proposal is to define a minimum handler availability, in case no proactive session is ongoing the handler shall be available. This solution would allow to test the bahaviour. During normal use of the card the handler availability can not be guranteed due to the fact that the applet is not aware if there is a proactive session ongoing ot not. That means this proposal would only give an guranteed bahaviour in a testenvironment but would bring nothing for the normal usage of the card.

Any other Business

No issues here.

Closing of the Meeting

The next meeting is scheduled for 29-31 Okt. 2001 the goal is to discuss all outstanding issues regarding of R5 of the specs that are handeled by the API SWG. Therefor the chairman draw the attentiaon of the group to the meeting of the ETSI SCP WG3 meeting where the migration of 02.19 and 03.19 to the UICC platform will be discussed.

Meeting Plan

	Meeting
	Date
	Host
	Location

	EP SCP WG3 #1
	Oktober
	ETSI
	Sophia Antipolis

	T3 SWG API #9
	29-31 October
	Gemplus
	Marseille

	T3 adhoc Java API testing
	29-31 October
	Gemplus
	Marseille

	T3 #21
	10 – 12 November 2001
	DNP, Toshiba, Fujitsu and Hitachi
	Kyoto, Japan

	EP SCP #8
	12 – 14 November 2001
	DNP, Toshiba, Fujitsu and Hitachi
	Kyoto, Japan
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	Discusses ( T3a010135
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	26
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Annex C

E-mail discussion groups

Information and discussion about this work item is done via the ETSI email list server. The discussion group to be used is: 3gpp_tsg_t_wg3_api. To subscribe to this email group or to view the archives, go to:


http://list.3gpp.org/3gpp_tsg_t_wg3_api.html
All issues releated to the development of the test suite (11.13) for 03.19 is discussed via 3gpp_tsg_t_wg3_api_test


http://list.3gpp.org/3gpp_tsg_t_wg3_test.html
The migration of 02.19 and 03.19 to the UICC platform is discusses via the ETSI SCP WG3 mailinglist


http://list.etsi.fr/archives/scp_wg3.html
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