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Definitions and Abbreviations
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3.2
Abbreviations

For the purposes of the present document, the abbreviations defined in [1] and [2] and the following apply:

CDR
Charging Data Record

DCF
DRM Content Format

DNS
Domain Name System

DRM
Digital Rights Management

EMA
Electronic Message Association

E-Mail
Electronic Mail

ENUM
Electronic Numbering

FQDN
Fully Qualified Domain Name

GW
Gateway

HTTP
Hypertext Transfer Protocol

IANA
Internet Assigned Numbering Authority

IETF
Internet Engineering Task Force

IMAP4
Internet Message Access Protocol

MIME
Multipurpose Internet Mail Extensions

MM
Multimedia Message


MMS
Multimedia Messaging Service

MMSE
Multimedia Messaging Service Environment

MMSNA
Multimedia Messaging Service Network Architecture

MTA
Mail Transfer Agent

PDU
Protocol Data Unit

POP3
Post Office Protocol Version 3

RADIUS
Remote Authentication Dial In User Service


RFC
Request for Comments

RTSP
Real Time Streaming Protocol

SDP
Session Description Protocol

SMIL
Synchronised Multimedia Integration Language

SMTP
Simple Mail Transfer Protocol

SOAP
Simple Object Access Protocol

SPI
Service Provider Identification

UA
User Agent


URI
Uniform Resource Identifiers

VAS
Value Added Service

VASP
Value Added Service Provider

VPIM
Voice Profile for Internet Mail

W3C
WWW Consortium

WAP
Wireless Application Protocol



WSP
WAP Session Protocol


XML
Extensible Markup Language

…

6
MMSE Architecture and Interfaces

…

6.3
MM1: MMS Relay/Server – MMS User Agent

Reference point MM1 is used to submit Multimedia Messages from MMS User Agent to MMS Relay/Server, to let the MMS User Agent pull MMs from the MMS Relay/Server, let the MMS Relay/Server push information about MMs to the MMS User Agent as part of an MM notification, and to exchange delivery reports between MMS Relay/Server and MMS User Agents.

Details for implementation of the MM1 transfer protocol are described in Annex B. Other implementations are not defined in the present document in this release.

… 
7 MMS Service Behaviour Description

7.1
MMS services offered

…

7.1.3
Retrieval of a Multimedia Message in the recipient MMSE

…

7.1.3.1
Terminal Capability Negotiation

An MMS User Agent shall support Terminal Capability Negotiation. An MMS Relay/Server shall support Terminal Capability Negotiation.

Within a request for delivery of an MM the recipient MMS User Agent shall be able to indicate its capabilities towards the recipient MMS Relay/Server.

The recipient MMS User Agent may indicate its capabilities towards the recipient MMS Relay/Server by transmitting:

· a set of information describing the terminal’s capabilities

· a link (e.g. URI) to a database where the MMS Relay/Server can fetch a set of information describing the terminal’s capabilities, and/or

· a differential set of information indicating changes to a previously indicated set of terminal capability information.

The detailed definition of the specific mechanism for terminal capability negotiation shall be defined by the MM1 implementation (cf. Annex B). The mechanism for terminal capability negotiation shall ensure that the MMS Relay/Server is provided with the information describing the MMS User Agent’s capabilities within every request for delivery of an MM.

E.g. in the WAP/OMA implementation of MMS, in case an underlying WSP session is established between the MMS User Agent and an intermediate WAP Gateway, the MMS User Agent indicates its capabilities towards the WAP Gateway only after the initial set-up of the underlying WSP session or spontaneously following a change in terminal capabilities. The WAP Gateway, however, caches the terminal capability information and passes these on to the MMS Relay/Server within every request for delivery of an MM. Intermediate proxies on the MM1 reference point may also be involved in terminal capability negotiation and/or content adaptation.

Upon reception of such a delivery request the recipient MMS Relay/Server should use the information about the capabilities of the recipient MMS User Agent in preparation of MMs to be delivered to the recipient MMS User Agent. The MMS Relay/Server should adjust an MM to be delivered that contains media types and media formats that are not supported by the recipient MMS User Agent. This adjustment might involve the deletion or adaptation of those unsupported media types and media formats.

The MMS User Agent’s capability information should include 

· the maximum supported size of an MM, 

· the maximum supported resolution of an image, 

· a list of supported media types and media formats (e.g. MIME types), 

· a list of supported character sets, 

· a list of preferred languages,

· the maximum supported colour depth,

· an indication whether or not the recipient MMS User Agent supports streaming for the retrieval of MM contents as specified in clause 7.1.7,
· an indication if the recipient MMS User Agent supports transporting application data.

The MMS User Agent’s capability information shall include: 

· an indication of which Digital Rights Management methods are supported by the recipient MMS User Agent for protecting MM elements as specified in clause 7.1.15.

This information may include additional information related to the MMS implementation (cf. Annex B).

…

7.2
MMSE Addressing responsibilities

Address parsing:

MMS Relay/Server should parse the recipient address field provided by the originator MMS User Agent upon MM submission. If an error is found in the address format, an error indication should be sent back to the MMS User Agent in the submit response.

Locating the recipient:

For each recipient that appears in an MM, the MMS Relay/Server shall be able to resolve whether the recipient belongs to the same MMSE, another MMSE or is not known to belong to any MMSE or the recipient is VASP. If the recipient belongs to the same MMSE, the MMS Relay/Server shall notify the recipient of the new MM as described in clause 7.1.2. If the recipient appears to belong to another MMSE, the MMS Relay/Server has to locate the external recipient's MMSE domain. If the recipient is not known to belong to any MMSE, the MMS Relay/Server shall perform the necessary conversion and route forward the message to the recipient. If the recipient is VASP, the MMS Relay/Server shall deliver MM to the VASP according to the recipient address in MM.

7.2.1
Address Formats on MM1

The MMS addressing model on MM1 contains three addresses: the address of the MMS Relay/Server, the address of the recipient and the address of the originator. The address of the MMS Relay/Server shall be the URI of the MMS Relay/Server given by the MMS service provider. Thus, the URI needs to be configurable in the MMS User Agent.

The originator's a address could be either a user's address or a user's terminal address. The recipient’s address can be a user’s address, a user’s terminal address, or a short code. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The MMS User Agent's responsibility is to format these addresses before it submits the message to the originator MMS Relay/Server.

The user’s address can be either an E.164 (MSISDN) or RFC2822 address.

The MMS User Agent and MMS Relay/Server shall support both E.164 (MSISDN) and RFC2822 addressing formats. The reference point MM1 should support a way to indicate the used address type to enable future extension. The encoding of the addressing is up to the corresponding MM1 implementation (cf. Annex B).

E.g. the originator MMS User Agent may specify each of the address fields in one of the following formats:

1) RFC 2822 address (FQDN or unqualified) 

2) PLMN address:   [ “+” | “*” | “#” ] [digit | “*” | “#” ] … ["/TYPE= PLMN"]
3) Other "/TYPE= "
The "/TYPE= " field specifies the address type. When PLMN format is used the type is optional. The "/TYPE= " convention provides flexibility for future enhancements. 

When the “/TYPE=” qualifier is absent, the MMS Relay/Server should resolve potential ambiguities by applying the following logic to the address in the following order:

1. if it contains the “@” character, the address should be interpreted as an FQDN RFC2822 address

2. if it is completely numeric, except possibly including “+”, “*”, or “#”, it should be interpreted as "/TYPE= PLMN", e.g. an E.164 address, a local telephone number, or a numeric short code,

3. otherwise, it should be interpreted as an unqualified RFC2822 address (alphanumeric short code)

…

8.4
Technical realisation of MMS on reference point MM4

…

8.4.4 
Message format on MM4

All elements of an MM shall be included within a single SMTP "mail" message which shall be organised as MIME message with the appropriate 'Content-Type' [44] header field value (e.g. multipart/related, multipart/mixed, image/jpeg, text/plain). All MM elements shall be of standard MIME content types. In addition to the MM elements this SMTP "mail" message should reflect all MMS information elements according to the definitions in clauses 6 and 8.4.

All other MMS-related messages, such as delivery reports, read-reply reports, transfer acknowledgements shall each be transferred as a single SMTP "mail" message which shall be organised as MIME type text/plain. This SMTP "mail" message should reflect all MMS information elements as defined above.

8.4.4.1
Message header fields

MMS information elements should be reflected as "header fields" according to STD 11 [5] in the SMTP "mail" message. See RFC 1327 [53] for a detailed description of the X.400 header to STD 11 headers mappings. Some of the mappings are context dependent. 

For those information elements that cannot be mapped to standard STD 11 "header fields" the "X-" extensions mechanism shall be used with an "X-MMS-" prefix.

The mapping of information elements to commonly used (RFC 1327) [53] or standard STD 11 "header fields" is shown in following tables. 

…

8.7
Technical realisation of MMS on reference point MM7

…

8.7.8
Implementation of the MM7 Abstract Messages

The interface between a VASP and the MMS Relay/Server, over the MM7 reference point, shall be realised using SOAP 1.1 [68] as the formatting language. The VASP and the MMS Relay/Server shall be able to play dual roles of sender and receiver of SOAP messages. HTTP [48] shall be used as the transport protocol of the SOAP messages. The SOAP message shall bind to the HTTP request/response model by providing SOAP request parameters in the body of the HTTP POST request and the SOAP response in the body of the corresponding HTTP response.

…

8.7.8.1.1
Binding to HTTP

MM7 request messages shall be transferred in an HTTP POST request. MM7 responses shall be transferred in an HTTP Response message. The  media type “text/xml” [70] shall be used for messages containing only the SOAP envelope.

MM7 requests that carry a SOAP attachment shall have a  “multipart/related” [71] Content-Type. The SOAP envelope shall be the first part of the MIME message and shall be indicated by the Start parameter of the multipart/related Content-Type. If a SOAP attachment is included it shall be encoded as a  MIME part and shall be the second part of the HTTP Post message. The MIME part should have the appropriate content type(s) to identify the payload. Figures 11 and 12 provide few examples of the message structure.This MIME part shall have two MIME headers - Content-Type and Content-ID [72] fields. The Content-ID shall be referenced by the MM7 request <Content> element using the format specified in [69]. 

…

8.8
Technical realisation of MMS on reference point MM8

This reference point is further specified in TS 32.240 [80] and TS 32.270 [81]. 
8.9
Technical realisation of MMS on reference point MM9

This reference point is further specified in TS 32.240 [80] and TS 32.270 [81]. 

8.10
Technical realisation of MMS on reference point MM10

This reference point is further specified in TS 29.140 [xx]. 
…

Annex F (normative):
Configuration of MMS-capable UEs

An MMS-capable UE may be configured with information about MMS connectivity and user preferences. A configured MMS-capable UE requires minimum user interaction for different MMS-specific purposes, e.g. accessing network infrastructure, composing mobile-originated MMs. MMS connectivity information and user preferences are described below. 

F.1
MMS Connectivity Information

MMS connectivity information consists of a set of information elements needed to access network infrastructure for the MMS purpose. This includes bearer, protocols, and addresses of related access points. Two possible ways to provision an MMS-capable UE with MMS connectivity information, which are not mutually exclusive, are:

· via the (U)SIM, cf. clause 7.1.14, and 

· via over the air provisioning according to [55].

A list of information elements concerning MMS connectivity information is outlined below. Some of the connectivity information elements can also be used for purposes other than MMS. An MMS-capable UE can be configured with all or a subset of the listed elements depending on the provided service in terms of e.g. bearer, security, implementation protocol. Moreover, an MMS-capable UE can be configured with more than one sets of connectivity information for multiple access mechanisms, e.g. bearer, access type. Further information about the listed information elements for WAP/OMA MMS implementation (cf. Annex B) can be found in [55] and [56].

MMS Relay/Server

· address: the address of the associated MMS Relay/Server as defined in [56]

WAP Gateway for WAP/OMA implementation of MMS (the terminology of the information elements as defined in chapter 5.6 in [55] is given in parenthesis)

· address: the address of the associated WAP Gateway. The address can be of different types, as indicated by the "type of address" (PXADDR) 

· type of address: indicates the type (e.g. IPv4, IPv6) of the "address" of the WAP Gateway (PXADDRTYPE)

· port: indicates the port number specific to the address of the WAP Gateway (PORTNBR)

· service: specifies available service, e.g. connection-less, secured (SERVICE)

· authentication type: indicates the authentication method used by the WAP Gateway (PXAUTH-TYPE)

· authentication id: indicates the authentication identifier used for authentication by the WAP Gateway (PXAUTH-ID)

· authentication pw: indicates the authentication secret used for authentication by the WAP Gateway (PXAUTH-PW)

Interface to core network including access point for the core network (e.g. GGSN) and required bearer (the terminology of the information elements as defined in chapter 5.6 in [55] is given in parenthesis)

· bearer: indicates the type of network (e.g. CSD, GPRS) (BEARER)

· address: the address of the associated access point. The address could be of different types depending on the bearer, as indicated by the "type of address" (NAP-ADDRESS)

· type of address: indicates the type (e.g. MSISDN for CSD, APN for GPRS) of the "address" of the access point (NAP-ADDRTYPE)

· speed: indicates the speed of the connection for circuit switched bearers (LINKSPEED)

· call type: indicates type of call for specific bearer (e.g. analogue for CSD) (CALLTYPE)

· authentication type: indicates the authentication protocol used by the access point (AUTHTYPE)

· authentication id: indicates the authentication id used for authentication by the access point (AUTHNAME)

· authentication pw: indicates the authentication secret used for authentication by the access point (AUTHSECRET)

For the storage of WAP Gateway Information and Interface to Core Network and Bearer Information on the (U)SIM only the binary encoding of information elements as defined in chapter 8 of [55] shall be taken into account, i.e. for each  information element (“attribute name” according to [55]) and for each predefined attribute value according to [55] the equivalent tokens shall be used. Non-predefined attribute values shall be represented by ASCII string encoding with NULL character termination in order to indicate the end of the attribute value. The “connectivity document” structure as defined in previous chapters of [55] shall not be used for the storage of WAP Gateway Information and Interface to Core Network and Bearer Information on the (U)SIM.

F.2
User Preferences

User preferences consist of a set of information elements with user-defined values. The set is a subset of information elements required for composing an MM. User preferences include following information elements.

For the WAP/OMA implementation of MMS (cf. Annex B) the corresponding header field names and their equivalent binary tokens as defined in [56] are given in parenthesis. For the storage of MMS User Preferences on the (U)SIM only these binary tokens shall be taken into account. The header field encoding according to [23] shall not be used for that purpose.

· Delivery report (Delivery-Report, encoded as 0x06)

· Read reply (Read-Reply, encoded as 0x10)

· Sender visibility (Sender-Visibility, encoded as 0x14)

· Priority (Priority, encoded as 0x0F)

· Time of expiry (Expiry, encoded as 0x08)
· Earliest delivery time (Delivery-Time, encoded as 0x07)
Further information about the information elements, listed here, can be found in section 8.1.3 (Submission of Multimedia Message) of this specification.

…

Annex I (normative):
MM1 <-> MM4 header mapping

This annex maps the information elements found on MM1 onto the STD 11 [5] header fields of MM4. 

The tables below are provided to give a normative end-to-end description of MMS. It provides mapping of MM1 with respect to MM4/STD11. 
In many cases there is no mapping between MM1 information elements and MM4 STD 11 header fields, this is according to specifications. These information elements are included in the tables below in order to give a complete picture of how the MM1 information elements are handled.

…
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