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Status of MMS support for Application Addressing in 3GPP T2

It’s the author’s understanding that there is broad support in principle for the feature application addressing in MMS within T2 since a couple of meetings. The author is not aware of any company being against the feature in principle.

At T2#24 progress was made, in particular regarding the stage 2 level of this feature. The author tries to summarize the key points which he understands to be T2’s working assumption and others which need additional clarifications. In the section “MMS Service Behaviour” the latter ones are color-coded (yellow).
The idea is to have this list discussed and reach a consensus / solution step-by-step.


MMS Service Behaviour

Application addressing in MMS will require the following changes to the service behaviour:
In general:

· Application addressing in MMS will allow the following functionality within one or multiple (tbd - see “stage 3” further below) MMS information elements:
· The identification of a destination application,
· The identification of a “reply path” application, and
· The indication of additional, auxiliary application-/implementation-specific “control” information.
(The latter can e.g. be used to distinguish between multiple instances of the same application – as anticipated by Java JSR 205’s “channel-ID”. For the sake of future-proofness of the MMS protocol it is supposed to not be further defined within MMS specs.)
SWG3: ok

· Application identifiers shall use globally unique values and known to the peer applications. 
SWG3: ok
· Upon reception of any MMS (abstract) message with applic-ID the MMS UA immediately (without prior presentation to the user) routes the received information on to the application based on application identifier values.
SWG3: ok
· Applications which want to use MMS for transport means will initially need to register with the MMS UA. 
During registration the application provisions the MMS UA with its destination application identification value. 
Also during registration the application and the MMS UA negotiate the details (amount and format) of MMS information which is supposed to be exchanged between these two entities.
· E.g. “From a (received) notification, the applic needs only the subject in character set xyz”

· E.g. “For a (to be sent) MM the applic will define the MM content, Recipients address(es), subject, “reply path” application identification value and the identification value for auxiliary application information.

· E.g. “From a (received) delivery report, the applic does not want to receive any information (i.e. not supported by applic).”

· NOTE: The registration process is outside the scope of the MMS specifications. The registration may be an inherent process in the application’s integration into a mobile phone, it may also be the initial step after the download of a downloadable application during run-time, … 

SWG3: Somehow there is an implementation-specific means to move this information to the application. Plus: implementation-specific means for MMS UA to know which application to address based on which applic ID.


· The values for application identifiers will NOT be defined in the MMS specification. Instead it is some industry group’s (other than 3GPP) responsibility to define these and to guarantee their uniqueness.
SWG3: ok


· Format of the applic ID = text string
SWG3: ok


· NOTE: E.g. the application addressing structure defined for Java applications in JSR 205 could be used.
SWG3: ok


· Some kind of end-user confirmation is required before an application makes use of MMS as a transport means since sending/receiving of an MMS abstract message may incur additional charges to the user and since there’s a privacy issue. Open issues are:

· Is the end-user confirmation an SHALL or a SHOULD requirement ?

· Who asks for the end-user confirmation, the application and/or the MMS User Agent ? 
Can we trust in application developers to read the MMS spec and implement this requirement if it were on the application ? 
Or do we need to make it a requirement on the MMS UA in order to be on the safer side ? (Which might end up in user being asked twice – first by the application, then by the MMS UA again.)
SWG3: For every single sending of an MMS abstract message /retrieving an MM the MMS UA SHALL ensure that there it has an end-user permission for doing so. This “ensuring” may be done by some user profile setting in the terminal.
NOTE 1: This could be achieved by the application asking for end-user confirmation and storing this in this user profile setting in the terminal. 
NOTE 2: It is expected that duplication of requesting end-user confirmation is avoided.

· The MMS Relay/Server shall pass an MMS abstract message which carries an application identifier on to the recipient MMS User Agent / VASP unaltered.
Most delegates in SWG3: R/S shall not do any content adaptation (potential exception: deletion of the content) – rest is open – refer T2-040189
CONLUSION: above is acceptable when proper applic on recipient device. If applic not there: OPEN (refer T2-040189)


· Reception of a Delivery Report at the MMS UA can be used to also inform the applic (!) which triggered the submission of an MM about success of MM delivery to the recipient MMS UA
SWG3: OPEN
· How to achieve this:

· Implementation issues at the terminal side: UA keeps track of submitted MMs by e.g. the Message ID
· Add applic ID to delivery report
SWG3: OPEN

· If above = true: The MMS R/S generates a Delivery Report with applic-ID based on Notification Response and/or Acknowledgement of MM Reception. The values of applic ID related fields of the Delivery Reports are as of the related Notification Response / Receive Acknowledgement.
SWG3: OPEN

· If UA (entity ?) receives an MMS message with applic-Id which is unknown (or applic-ID not supported at UA) then MMS message is to be discarded. 
· If – after reception of MM - read-reply report was requested then UA may/should/shall (?) report back with error code indication applic not available / applic-ID not supported.
· If – after reception of MMS notification – “MM rejected”. Is additional info needed to report to RS that applic not available / applic-ID not supported ???
SWG3: OPEN – comment made: needed for charging
· CDRs to include applic ID info 
SWG3: ok


On MM1 (UA <-> R/S):

· MM1_submit.REQ
Allows an application to address a submitted MM to a destination application
SWG3: ok


· MM1_submit.RES
Allows an originating application to be informed about the status of a previous MM submission. 
SWG3: OPEN

· MM1_notification.REQ
Enables an MMS UA to inform an application about MMs waiting on the MMS R/S for which this application is the intended recipient 
SWG3: ok 

· MM1_notification.RES
Based on an MM1_notification.RES with applic-ID the MMS R/S generates and sends – if applicable acc. to normal MMS service behaviour (i.e. if MM e.g. rejected based on notification) - a delivery report (if requested) to the sender (i.e. originating application). 
SWG3: OPEN


· MM1_retrieve.RES
Enables an MMS UA to route a retrieved MM to the proper destination application 
SWG3: ok

· MM1_acknowledgement.REQ
Based on an MM1_acknowledgement.REQ with applic-ID the MMS R/S generates and sends a delivery report (if requested) to the sender (i.e. originating application). 
SWG3: OPEN


· MM1_delivery_report.REQ
Informs an application which submitted an MM about the status of the MM’s delivery to the recipient MMS UA. 
SWG3: OPEN


· MM1_read_reply_recipient.REQ, MM1_read_reply_originator.REQ
With this the recipient MMS UA reports back to the sending application (!) if the destination application (!) was reached or not.
”If a read-reply report is being generated by an MMS User Agent for an MM which contained an application identifier, the read-reply report shall (!) indicate the status of handing the received MM over to the destination application which corresponds to this application identifier.” 
SWG3: OPEN



On MM4 (R/S <-> R/S):

· MM4_forward.REQ
Enables application addressing in MM1_submit.REQ to work even when originator and recipient belong to different MMSEs 
SWG3: ok

· MM4_forward.RES
 Based on an MM4_forward.REQ with applic-ID the MMS R/S may generates and send a delivery report (if requested) – and/or MM1_submit.RES (? If implementations first wait for ack of MM4 forward. ?). 
SWG3: OPEN


· MM4_delivery_report.REQ
Enables application addressing in MM1_delivery_report.REQ to work even when originator and recipient belong to different MMSEs 
SWG3: OPEN


· MM4_read_reply_report.REQ
Enables application addressing in MM1_read_reply_recipient.REQ + MM1_read_reply_originator.RES even when originator and recipient belong to different MMSEs 
SWG3: OPEN


On MM7 (R/S <-> VASP):

· MM7_submit.REQ
Allows a VASP application to address a submitted MM to a destination application on a terminal 
SWG3: ok

· MM7_submit.RES
Allows an originating VASP application to be informed about the status of a previous MM submission. 
SWG3: OPEN


· MM7_delivery.REQ
Allows an application (e.g. a terminal-based application) to address a VASP application as the destination for a submitted MM 
SWG3: ok

· MM7_delivery_report.REQ
Informs a VASP application which submitted an MM about the status of the MM’s delivery to the recipient MMS UA. 
SWG3: OPEN


· MM7_read_reply_report.REQ
 With this the recipient MMS UA reports back to the sending VASP application (!) if the destination application (!) was reached or not.
Quote from T2-040133: ”If a read-reply report is being generated by an MMS User Agent for an MM which contained an application identifier, the read-reply report shall only (!) be sent out after successfully handing the received MM over to the receiving application which corresponds to this application identifier.” 
SWG3: OPEN

MMS stage 3 issues – The current key area for controversy:
SWG3 conclusion: Option 1 ! + No additional IEs being defined in the future, i.e. X-MMS-Aux-Applic-Info is extensible and SHALL be used for all the needs that are -not supported by applic-ID / reply-to-ID.
One of the key areas for debate during T2#24 was understood to be the possible encoding of the application addressing feature.
· The header(s) used for application identifiers will be defined basically as fields of type any string. But still there is (at least) three options for the detailed encoding – see below:
Option 1.) – 3 Headers
The destination application identifier, the reply-to application identifier, and the auxiliary application “control” information will each be a separate MMS header. 
· I.e. on MM1 each of them will appear as a unique binary code with a value of type “any string” (coded acc. to WAP WSP). As an example:

· On MM4 these identifiers could be coded as follows with the example values given below::

· X-MMS-Applic-ID: com.siemens.mp.MyPackage.MAFIA

· X-MMS-Reply-Applic-ID: com.siemens.mp.downloadedPackage.MAFIA (??? – clarification ongoing to find an appropriate reply-to address)
· X-MMS-Aux-Applic-Info: player_number_11
· On MM1 this would be coded as, e.g.:

· 0x34 0x... 0x... 0x... …
· 0x35 0x... 0x... 0x... …
· 0x36 0x... 0x... 0x... …
· The MM1 stage 3 specification would need to define sth like:
	Name
	Assigned Number

	X-Mms-Applic-ID
	0x34

	X-Mms-Reply-Applic-ID
	0x35

	X-Mms-Aux-Applic-Info
	0x36


· The MM4 stage 3 specification would need to define sth like:
X-Mms-Applic-ID
Applic-ID = "X-Mms-Applic-ID" ":" quoted-string
X-Mms-Reply-Applic-ID
Reply-Applic-ID = "X-Mms-Reply-Applic-ID" ":" quoted-string

X-Mms-Aux-Applic-Info

Aux-Applic-Info = " X-Mms-Aux-Applic-Info" ":" quoted-string
· For the MMS R/S this definition implies that - upon reception of an MMS abstract message via e.g. MM1 - it would have to perform the transcoding from MM1 code values (0x...) to the textual coding (X-MMS-...) for each of the three new headers. 

· For a recipient MMS User Agent this means that it would easily be able to extract each of the three distinct identifiers and their values – based on the Hex-Values.
· The impact on the application developer is that he has to ensure the uniqueness of the identifiers’ string values (e.g. “com.siemens.mp.MyPackage.MAFIA”).
Option 2.) – 1 Header – 3 defined tags

There will be only a single (new) MMS header for application addressing. Instead, the destination application identifier, the reply-to application identifier, and the auxiliary application “control” information will be separate tags within this one MMS header – each of the tags being defined by MMS specs. Example:
· On MM4 this one new header field could be coded as follows with the example values given below:
· X-MMS-Applic-Addressing: X-MMS-Applic-ID com.siemens.mp.MyPackage.MAFIA, X-MMS-Reply-Applic-ID com.siemens.mp.downloadedPackage.MAFIA, X-MMS-Aux-Applic-Info player_number_11

· On MM1 this would be coded as, e.g.:

· 0x34 0x35 0x... 0x... 0x... … 0x36 0x... 0x... 0x... … 0x37 0x... 0x... 0x... …

· The MM1 stage 3 specification would need to define sth like:
	Name
	Assigned Number

	X-Mms-Applic-Addressing
	0x34

	X-Mms-Applic-ID
	0x35

	X-Mms-Reply-Applic-ID
	0x36

	X-Mms-Aux-Applic-Info
	0x37


· The MM4 stage 3 specification would need to define sth like:
X-Mms-Applic-Addressing

Applic-Addressing = "X-Mms-Applic-Addressing" ":" "X-Mms-Applic-ID" quoted-string ","  "X-Mms-Reply-Applic-ID" quoted-string "," "X-Mms-Aux-Applic-Info" ":" quoted-string
· For MMS UA, MMS R/S and application developer this approach would basically have the same consequences as option 1 above – but would be somewhat awkward.
Option 3.) – 1 Header – any string (only a single defined tag, but additional reserved/“key” strings)
Again only a single (new) MMS header for application addressing with destination application identifier, reply-to application identifier, and auxiliary application “control” information being separate tags. But this time these tags are not being defined by MMS specs – only a “key string” is defined. Example:

· On MM4 this one new header field could (again) be as follows:
· X-MMS-Applic-Addressing: X-MMS-Applic-ID com.siemens.mp.MyPackage.MAFIA, X-MMS-Reply-Applic- ID com.siemens.mp.downloadedPackage.MAFIA, X-MMS-Aux-Applic-Info player_number_11

· On MM1 this would now, however, be coded as, e.g.:

· 0x34 0x... 0x... 0x... … 0x... 0x... 0x... … 0x... 0x... 0x... …
· The MM1 stage 3 specification would only define one code point:
	Name
	Assigned Number

	X-Mms-Applic-Addressing
	0x34


· ??? The length of a header field (acc. to MMS conf doc) might easily be exceeded (to be clarified). ???
· The MM4 stage 3 specification would also only define:
X-Mms-Applic-Addressing

Applic-Addressing = quoted-string
· In addition, the MMS specs would somehow need to define three “key” strings, e.g. “X-MMS-Applic-ID”, “X-MMS-Reply-Applic-ID”, “X-MMS-Aux-Applic-Info” as RESERVED string values in order a.) identify the tags within this one “X-MMS-Applic-Addressing” header and b.) to disallow the use of these key strings as part of any tag’s value.

· The MMS R/S - upon reception of an MMS abstract message via e.g. MM1 - would only have to map a single MM1 code value (0x34) to its textual representation on MM4 (X-MMS-Applic-Addressing). The MMS R/S would neither recognize nor treat the three tags. It would just be some characters of a simple string.
· For a recipient MMS User Agent this means that it would only be able to recognize the presence of application addressing based on the Hex-Value 0x34. In order to identify the destination application, it would need to parse the new headers content for the three key strings and their (string) values.
· Much higher implementation effort / memory consumption on the phone
· Much more error-prone due to string compare => IOP problems
· The impact on the application developer is that he has to ensure the uniqueness of the identifiers’ string values (e.g. “com.siemens.mp.MyPackage.MAFIA”).
Option 4.) – 1 Header – any string (only a single defined tag, without any reserved strings)
Again only a single (new) MMS header for application addressing with destination application identifier, reply-to application identifier, and auxiliary application “control” information being separate tags. But this time these tags are not being defined by MMS specs – only a “key string” is defined. Example:

· On MM4 this one new header field could (again) be as follows:
· X-MMS-Applic-Addressing: MY-Applic-ID com.siemens.mp.MyPackage.MAFIA, MY-Reply-Applic-ID com.siemens.mp.downloadedPackage.MAFIA, MY-Channel-ID player_number_11, MY-whatsoever additional-info
· Again, on MM1 this would now, however, be coded as, e.g.:

· 0x34 0x... 0x... 0x... … 0x... 0x... 0x... … 0x... 0x... 0x... …
· The MM1 stage 3 specification would only define one code point:
	Name
	Assigned Number

	X-Mms-Applic-Addressing
	0x34


· ??? The length of a header field (acc. to MMS conf doc) might easily be exceeded (to be clarified). ???
· The MM4 stage 3 specification would also only define:
X-Mms-Applic-Addressing

Applic-Addressing = quoted-string
· BUT, the MMS specs would NOT define any “key” strings (as in 3. above). I.e. any entry/value is proprietary
· Again, the MMS R/S - upon reception of an MMS abstract message via e.g. MM1 - would only have to map a single MM1 code value (0x34) to its textual representation on MM4 (X-MMS-Applic-Addressing). The MMS R/S would neither recognize nor treat any of the entries of this header field.
· For a recipient MMS User Agent this means that it would only be able to recognize the presence of application addressing based on the Hex-Value 0x34. In order to identify the destination application, it would need to parse the new headers content (string compare) for the proprietary key strings and their (string) values.

· Tokens like “My-Applic-ID” are negotiated between UA implementation and application implementation. I.e. use between phones of different manufacturers not possible => huge IOP problems

· The impact on the application developer is that he has to ensure the uniqueness of the proprietary “key” strings (e.g. “MY-Applic-ID”) and their string values (e.g. “com.siemens.mp.MyPackage.MAFIA”).
