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5.3
External Servers

Several External Servers may be included within or connected to an MMSE, e.g. E-Mail Server, SMS Server (SMSC), Fax. Convergence functionality between External Servers and MMS User Agents is provided by the MMS Relay/Server which enables the integration of different server types across different networks. Several Examples can be found in Annex A.

5.4
Messaging Service Control Function (MSCF)

The Messaging Service Control Function (MSCF) is a functional entity which may be connected to the MMSC to execute messaging related service logic. It may influence addressing, routeing and charging for multimedia messages. Furthermore it may control access rights of the user. 

The Messaging Service Control Function may be provided by the gsmSCF.
5.4
MMS User Databases and HLR

The MMS may have access to several User databases. These may consist of e.g. user profile database, subscription database, HLR.

These User Databases shall provide:-

6.1
MMS Reference Architecture

Figure 3 shows the MMS Reference Architecture and identifies reference points within an MMSNA that are further described below. Abstract messages are indicated in clause 8.9 that describe the logical message exchange on these reference points on a high-level basis.
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Figure 3: MMS Reference Architecture

The interfaces in the MMS Reference Architecture are:

MM1: The reference point between the MMS User Agent and the MMS Relay/Server.

MM2: The reference point between the MMS Relay and the MMS Server.

MM3: The reference point between the MMS Relay/Server and external (legacy) messaging systems.

MM4: The reference point between the MMS Relay/Server and another MMS Relay/Server that is within another MMSE.

MM5: The reference point between the MMS Relay/Server and the Home Location Register (HLR).

MM6: The reference point between the MMS Relay/Server and the MMS User Databases. 

MM7: The reference point between the MMS Relay/Server and MMS VAS Applications.

MM8: The reference point between the MMS Relay/Server and a billing system.

MMX: The reference point between the MMS Relay/Server and a Messaging Service Control Function (MSCF)
….

6.9
MM7: MMS Relay/Server – MMS VAS Applications

Reference point MM7 is used to transfer MMs from MMS Relay/Server to MMS VAS applications and to transfer MMs from MMS VAS applications to MMS Relay/Server. This functionality is further elaborated in section 7.1.13. This reference point shall be based on SOAP 1.1 [68] and SOAP messages with attachments [69] using an HTTP transport layer. Future releases may update this protocol decision to use a standardized version of SOAP and support additional transport layer implementations.

6.10
MM8: MMS Relay/Server – Billing system

This reference point is outside the scope of this release of the present document.

6.11
MMX: MMS Relay/Server – Messaging Service Control Function (MSCF)

Reference Point MMX is used to transfer multimedia message specific information between the MMS Relay/Server and an external Messaging Service Control Function, e.g. for private numbering translation purposes. 
This reference point shall be based on Diameter [add reference].

……
7.1.15
Support for Digital Rights Management in MMS

The support of DRM in MMS shall conform to the OMA DRM specifications [76], [77] and [78]. 

DRM-protection of an MM shall take precedence over Message Distribution Indication and over MM7 Content Adaptation Restriction from REL-6 onwards.

The following sections describe the application of DRM protection to MMS.   

7.1.15.1
DRM-protected content within an MM

An MM may include one or more DRM-protected MM elements. DRM protection of MM elements shall be performed according to [76], [77] and [78], with each MM element being protected separately. Each DRM-protected MM element shall be encapsulated as a DRM object, i.e. ‘DRM Message’ or ‘DCF’.

In particular, DRM protection shall neither be applied to an MM as a whole (MMS PDU), nor to any presentation description (e.g. SMIL) within an MM.

The headers (i.e. content-location or content-ID) used by the presentation description (e.g. SMIL) to refer to a DRM object shall be placed as MMS body part headers, due to MIME-based structure of the MM.  

In case of Separate Delivery, the ‘X-Oma-Drm-Separate-Delivery’ header, if present, shall be placed as MMS body part header, due to MIME-based structure of the MM. 

MMS body part headers shall not be DRM-protected.
7.1.15.2 
DRM-related User Agent beaviour 

An MMS User Agent may support Digital Rights Management, DRM according to [76], [77], [78]. An MMS User Agent that supports the DRM restrictions shall indicate this support in its terminal capability profile, as defined in the DRM specifications.  
NOTE:
E.g. after having received an MM containing a ‘DRM Message’ object, an MMS User Agent does neither use that DRM-protected MM element while composing a new MM nor store it into a user accessible persistent network storage (e.g. MMBox).

7.1.15.3
DRM-related Relay/Server behaviour

An MMS Relay/Server shall support Forward Lock, Combined Delivery and Separate Delivery DRM functionalities according to [76], [77], [78].

7.1.15.3.1
Support for Forward Lock and Combined Delivery

For Forward Lock and Combined Delivery support, the MMS Relay/Server shall ensure that no single DRM-protected MM element is conveyed to any receiving entity, such as an MMS User Agent, an MMS Relay/Server, a user-accessible persistent network-storage (e.g. MMBox), which does not comply with OMA DRM specifications [76], [77]. 

In particular, the MMS Relay/Server shall not:

· deliver any DRM-protected MM elements (‘DRM Message’) to an MMS User Agent which does not support DRM;

· route forward any DRM-protected MM elements (‘DRM Message’) over MM3, MM4 or MM7 to a receiving entity which does not support DRM;

· store any DRM-protected MM elements (‘DRM Message’) into a user accessible persistent network storage (e.g. MMBox);

· forward any DRM-protected MM elements (‘DRM Message’) prior to MM retrieval or from the MMBox.

The MMS Relay/Server shall not alter or strip-off any part of the ‘DRM Message’ header (e.g. the Boundary parameter declaration). 

7.1.15.3.2
Support for Separate Delivery

For DRM Separate Delivery the MMS Relay/Server shall relay any DCF object unaltered. In particular it shall not strip-off any part of the DCF body or headers (e.g. the ‘X-Oma-Drm-Separate-Delivery’ header).

7.1.16 Support of Messaging Service Control Function

The MMS Relay/Server may support interworking with a Messaging Service Control Function, which allows the operator to handle private addressing within his MMSE.
The MMS Relay/Server may provide two different principles for provisioning a Messaging Control Function in a MMS Relay/Server Environment:

· Based on an entry within the users Profile

· Based on a address which is pointing to a dedicated trigger.

7.1.16.1 Applicable trigger points

Based on the provisioning of the Message Control Function in the MMS Relay/Server two trigger points are applicable:

Users profile based Trigger:

In the user profile an indication is included whether the Message Control function shall be interrogated or not. The user profile needs to be checked in both cases, sending and retrieving. If the result of the profile query is, that an interrogation shall be performed the equivalent MMX Message shall be send to the Message Control Function in the operators Network.

Address based Trigger:

In case the address resolution within the MMS Relay/Server points to the Address Based Trigger the equivalent MMX Message shall be send to the Message Control Function in the operators Network.

7.1.16.2 User Profile Requirements

If the Relay/Server provides the handling of Massaging Service Control Function it shall be possible to include specific attributes in the MMS user profile. Any MMS user can be provided with two dedicated trigger point entries. For each of the trigger point entries additional parameters are required. An MMx trigger profile shall provide at least the attributes defined in table xx:
	Parameter
	Value
	Description

	Trigger Point
	MM1 Submit / MM1 Delivery
	Specifies the use case for which the MMx interworking process shall be invoked. Each entry shall contain only one trigger point

	MSCF Address
	Host and Realm indication of the MSCF
	Address information to route the MMx interrogation request to the physical MSCF.

	Application identification
	String defined by the operator
	Identification of the application on the MSCF.

	Recovery handling
	Continue / Reject
	Specifies the MMSC process handling if the interrogation to the MSCF fails abnormally.


Table xx: User Profile to support Messaging Control Function
7.1.16.3
Address based trigger configuration

The MMS Relay/Server may support the configuration of an address based trigger. Configuration data shall allow the operator to manage the MMx interrogation configuration to the same level as defined by the user profile trigger. Main difference to the user profile trigger is that the key for identifying the trigger data is the user provided address and not the user identity.

7.1.16.4 

Access control

After providing Message related Data to the MSCF, the MSCF may deny the further handling of the Message. The denying of the access may be applicable for sending or receiving Messages.
7.1.16.5

Charging impact

The MSCF shall be able influence the content of the CDR created at the MMS Relay/Server. The data provided to the Relay/Server is transparent for the Relay/Server and will be transferred to the post processing or  real-time charging services.

7.1.16.6

Security and privacy impact

Need to be added after SA3 considerations.
7.1.16.7
Message handling
The handling of following traffic cases may result in triggering the Messaging Service Control Function service:

· MM1 Submission

· MM1 delivery

· MM7 Submission 

This section defines the message handling procedures in the MMS Relay/Server if interworking with an MSCF is supported. The message handling process shall follow the order as defined by the description below.

7.1.16.7.1 MM1 Submission
7.1.16.7.1.1 Profile based trigger

7.1.16.7.1.1.1 Interrogation Request
For any MM1 submitted message the MMS Relay/Server shall query the sender's user profile entry for an profile specific trigger as defined in section 7.1.16.2. If an profile specific trigger for submission is in place, the MMS Relay/Server shall suspend message processing and send the MMx interrogation request as defined in section 8.9 to the MSCF.

The following principles for the composition and processing of the MMx interrogation request shall apply:

Address Information

The MMS Relay/Server shall provide as the served-user-identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender-address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be the sender address as provided by the user agent.

The MMx interrogation request shall contain the list of all recipient addresses provided by the user in the submitted message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The sender may request multiple recipients for one message. If the MMx interrogation request is triggered due to a user profile based trigger then all recipient addresses shall be provided to the MSCF. The MMS Relay/Server shall provide an unique reference (sequence number) for each of the recipient addresses. This reference shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.

User Profile Data

The MMS user profile may contain an application identification required for the execution of the user specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if derived from the user profile.

Addressing and Routeing

The user profile shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MMx interrogation request to the MSCF.

Message Header information

The MMS Relay Server shall provide all data elements of the MM message header to the MSCF via the MMx interrogation request. For detailed definition of the composition of the MMx messages refer to section 8.9.

7.1.16.7.1.1.2 Interrogation Response
The MSCF shall respond to the MMX interrogation request with an MMx interrogation response as defined in section 8.9. For processing of the MMx interrogation response the following principles shall apply:

Address Information
The MSCF may return for each specific recipient addresses an result. The result shall provide a reference to the initial recipient address of the MMx interrogation request by means of the unique reference (sequence number).

The result recipient address may consist of several components.

Routeing-Address

If the result recipient address contains an Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing-Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.
Note: A Routeing Address provided in this format may be subject to a subsequent MMx interrogation request if for the result matches to an address specific trigger.

· As an addition to the formats defined above, the Routeing-Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own domain, then the message is treated locally within the MMSE. If the FQDN refers not to the own domain, then the message shall be forwarded according to the definitions for the MM4 interface.
Note: A Routeing Address provided in this format shall not be subject to a subsequent MMx interrogation request.

If the Result-Recipient-Address contains no Routeing-Address then the original recipient is omitted, i.e. removed from the list of recipients.

Presentation-Address

The Presentation-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The value contained in the Presentation-Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation-Address is provided by the MSCF in the MMx interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation-address for message routeing purposes.

Sender-Address

The Sender-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The Sender-Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MMx interrogation response then the MMS relay server shall store the modified sender address with the message for further processing.

Message Header information
The MSCF may return Message Header information in the MMx interrogation response. If provided by the MSCF the MMS Relay/Server shall continue message handling with the new or modified header information. For the applicability of message header information in the MMx interrogation response refer to section 8.9.

7.1.16.7.1.1.3 Interrogation Request Timeout
If the MSCF does not return an MMx interrogation response the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the message.

7.1.16.7.2.1 Address specific trigger
7.1.16.7.2.1.1  Interrogation Request
After the profile based interrogation or if no profile based trigger was identified the MMS Relay/Server shall check if an address specific trigger is in place. The verification of the address specific trigger shall be based on

· the outcome of the previous MMx interrogation procedure if a profile based trigger was met. In this case the MMS Relay/Server shall consider only the Routeing-Address part of the Result-Recipient-Address received from the MSCF.

· The recipient address information of the initial message if the user profile based trigger was not met.

The MMS Relay/Server shall analyse all recipient addresses of a submitted MM. If one or several Routing addresses point to an address trigger the MMS Relay Server shall send a interrogation request to the MSCF as specified in section 8.9.

The following principles for the composition and processing of the MMx interrogation request shall apply:

Address Information

The MMS Relay/Server shall provide as the served-user-identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender-address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be either the sender address as provided by the user agent or the value of the Sender-Address returned form an MSCF in result of the previous MMx interrogation request for a user profile based trigger.

The MMx interrogation request shall contain only the recipient addresses that matches the address specific trigger of the MMS Relay/Server. (open, one or more MMx request per recipient?)

Address specific trigger configuration data
The address specific trigger configuration of the MMS Relay/Server may contain an application identification required for the execution of the address specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if derived from the configuration of the MMS Relay/Server.

Addressing and Routeing

The address specific trigger configuration shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MMx interrogation request to the MSCF.

Message Header information

The MMS Relay Server shall provide all data elements of the MM message header to the MSCF via the MMx interrogation request. For detailed definition of the composition of the MMx messages refer to section 8.9.

7.1.16.7.2.1.2 Interrogation Response
The MSCF shall respond to the MMX interrogation request with an MMx interrogation response as defined in section 8.9. For the composition and processing of the MMx interrogation response the following principles shall apply:

Address Information
The MSCF may return for the recipient address an result recipient address. The result recipient address may consist of several components.

Routeing-Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing-Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.

· As an addition to the formats defined above, the Routeing-Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

If the Result-Recipient-Address contains no Routeing-Address then the original recipient is omitted.
Note: Omission may only effect the message to this individual address. Forwarded messages to multiple recipients not being subject to the address specific trigger may still contain the address in the "To:" field.

Presentation-Address

The Presentation-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The value contained in the Presentation-Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation-Address is provided by the MSCF in the MMx interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation-address for message routeing purposes.

Sender-Address

The Sender-Address is only applicable if a Routeing-Address has been provided by the MSCF.

The Sender-Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MMx interrogation response then the MMS relay server shall store the modified sender address with the message for further processing.

Message Header information
The MSCF may return Message Header information in the MMx interrogation response. If provided by the MSCF the MMS Relay/Server shall continue message handling with the new or modified header information. For the applicability of message header information in the MMx interrogation response refer to section 8.9.

7.1.17.1.1.3 Interrogation Request Timeout
If the MSCF does not return an MMx interrogation response the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the message.

7.1.16.7.2 MM1 Delivery

7.1.16.7.2.1 Interrogation Request
Prior to the notification about an MM to be delivered the MMS Relay/Server shall query the recipient's user profile entry for an profile specific trigger as defined in section 7.1.16.2. If an profile specific trigger for delivery is in place, the MMS Relay/Server shall suspend message processing and send the MMx interrogation request as defined in section 8.9 to the MSCF.

The following priciples for the composition and processing of the MMx interrogation request shall apply:

Address Information

The MMS Relay/Server shall provide as the served-user-identity the recipient's key identification as derived from the user's profile (e.g. the MSISDN)

The MMx interrogation request shall contain the list of the sender and all recipients (including the served user) that are contained in the incoming message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The MMS Relay/Server shall provide an unique identification of each of the recipient address in case of multiple recipients. This identification shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.

User Profile Data

The MMS user profile may contain an application identification required for the execution of the user specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if derived from the user profile.

Addressing and Routeing

The user profile shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MMx interrogation request to the MSCF.

Message Header information

The MMS Relay Server shall provide available data elements of the MM message header to the MSCF via the MMx interrogation request. For detailed definition of the composition of the MMx messages refer to section 8.9.

The MSCF is able to respond to the MMX interrogation request with an MMx interrogation response as defined in section 8.9. For the processing if the MMx interrogation response the following principles shall apply:

Address Information
The MSCF may return for each of the specific recipient addresses an result-recipient-address. This shall be achieved by returning the unique identification for each of the recipients. The result recipient address may consist of several components.

Routeing-Address

If the result recipient address contains an Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing-Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.

· As an addition to the formats defined above, the Routeing-Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

If the Result-Recipient-Address contains no Routeing-Address then the original recipient is omitted.

Presentation-Address

The Presentation-Address is used for identification presentation to the recipient user. Presentation-Address is only applicable if an Routeing-Address has been provided by the MSCF.

If a Presentation-Address is provided by the MSCF in the MMx interrogation response, then the MMS Relay/Server shall substitute the recipient field (To, CC, BCC) with this information. The MMS Relay/Server must not use the presentation-address for message routeing purposes.

Message Header information
The MSCF may return Message Header information in the MMx interrogation response. If provided by the MSCF the MMS Relay/Server shall continue message handling with the new or modified header information. For the applicability of message header information in the MMx interrogation response refer to section 8.9.

If the MSCF does not return an MMx interrogation response the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the message.

7.1.16.7.3 MM7 Submission
7.1.16.7.3.1 VASP Profile based trigger

7.1.16.7.3.1.1 Interrogation Request
For any MM7 submitted message the MMS Relay/Server shall query the VASP’s profile entry for an profile specific trigger as defined in section 7.1.16.2. If an profile specific trigger for submission is in place, the MMS Relay/Server shall suspend message processing and send the MMx interrogation request as defined in section 8.9 to the MSCF.

The following principles for the composition and processing of the MMx interrogation request shall apply:

Address Information

The MMS Relay/Server shall provide as the served-user-identity the sender's key identification as derived from the VASP’s profile (e.g. the MSISDN).

In the Sender-address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be the sender address as provided by the VASP.

The MMx interrogation request shall contain the list of all recipient addresses provided by the user in the submitted message. For each of the recipient addresses a qualification of the used address field (To, CC, BCC) shall be given.

The sender may request multiple recipients for one message. If the MMx interrogation request is triggered due to a user profile based trigger then all recipient addresses shall be provided to the MSCF. The MMS Relay/Server shall provide an unique reference (sequence number) for each of the recipient addresses. This reference shall allow the MMS Relay/Server to track the modification of the original address after processing in the MSCF.

VASP Profile Data

The MMS VASP profile may contain an application identification required for the execution of the user specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if derived from the VASP profile.

Addressing and Routeing

The user profile shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MMx interrogation request to the MSCF.

Message Header information

The MMS Relay Server shall provide all data elements of the MM message header to the MSCF via the MMx interrogation request. For detailed definition of the composition of the MMx messages refer to section 8.9.

7.1.16.7.3.1.2 Interrogation Response
The MSCF shall respond to the MMX interrogation request with an MMx interrogation response as defined in section 8.9. For the composition and processing of the MMx interrogation response the following principles shall apply:

Address Information
The MSCF may return for each specific recipient addresses an result. The result shall provide a reference to the initial recipient address of the MMx interrogation request by means of the unique reference (sequence number).

The result recipient address may consist of several components.

Routeing-Address

If the result recipient address contains an Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing-Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.
Note: A Routeing Address provided in this format may be subject to a subsequent MMx interrogation request if for the result matches to an address specific trigger.

· As an addition to the formats defined above, the Routeing-Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own domain, then the message is treated locally within the MMSE. If the FQDN refers not to the own domain, then the message shall be forwarded according to the definitions for the MM4 interface.
Note: A Routeing Address provided in this format shall not be subject to a subsequent MMx interrogation request.

If the Result-Recipient-Address contains no Routeing-Address then the original recipient is omitted, i.e. removed from the list of recipients.

Presentation-Address

The Presentation-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The value contained in the Presentation-Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation-Address is provided by the MSCF in the MMx interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation-address for message routeing purposes.

Sender-Address

The Sender-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The Sender-Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MMx interrogation response then the MMS relay server shall store the modified sender address with the message for further processing.

Message Header information
The MSCF may return Message Header information in the MMx interrogation response. If provided by the MSCF the MMS Relay/Server shall continue message handling with the new or modified header information. For the applicability of message header information in the MMx interrogation response refer to section 8.9.

7.1.16.7.3.1.3 Interrogation Request Timeout
If the MSCF does not return an MMx interrogation response the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the message.

7.1.16.7.3.2 Address specific trigger
7.1.16.7.3.2.1 Interrogation Request
After the profile based interrogation or if no profile based trigger was identified the MMS Relay/Server shall check if an address specific trigger is in place. The verification of the address specific trigger shall be based on

· the outcome of the previous MMx interrogation procedure if a profile based trigger was met. In this case the MMS Relay/Server shall consider only the Routeing-Address part of the Result-Recipient-Address received from the MSCF.

· The recipient address information of the initial message if the user profile based trigger was not met.

The MMS Relay/Server shall analyse all recipient addresses of a submitted MM. If one or several Routing addresses point to an address trigger the MMS Relay Server shall send a interrogation request to the MSCF as specified in section 8.9.

The following principles for the composition and processing of the MMx interrogation request shall apply:

Address Information

The MMS Relay/Server shall provide as the served-user-identity the sender's key identification as derived from the user's profile (e.g. the MSISDN).

In the Sender-address parameter the MMS Relay/Server may provide the sender identification intended for presentation purposes. This identification may be either the sender address as provided by the user agent or the value of the Sender-Address returned form an MSCF in result of the previous MMx interrogation request for a user profile based trigger.

The MMx interrogation request shall contain only the recipient addresses that matches the address specific trigger of the MMS Relay/Server. (open, one or more MMx request per recipient?)

Address specific trigger configuration data
The address specific trigger configuration of the MMS Relay/Server may contain an application identification required for the execution of the address specific service on the MSCF. The MMS Relay/Server shall forward this information transparently if derived from the configuration of the MMS Relay/Server.

Addressing and Routeing

The address specific trigger configuration shall contain the MSCF address information. The MMS Relay/Server shall use this information to derive a routeing address to forward the MMx interrogation request to the MSCF.

Message Header information

The MMS Relay Server shall provide all data elements of the MM message header to the MSCF via the MMx interrogation request. For detailed definition of the composition of the MMx messages refer to section 8.9.

7.1.16.7.3.2.2 Interrogation Response
The MSCF shall respond to the MMX interrogation request with an MMx interrogation response as defined in section 8.9. For the composition and processing of the MMx interrogation response the following principles shall apply:

Address Information
The MSCF may return for the recipient address an result recipient address. The result recipient address may consist of several components.

Routeing-Address

If the result recipient address contains a Routeing Address then the MMS Relay/Server shall continue handling of the MM as follows:

· The Routeing-Address may contain recipient addresses in all formats that are specified for the MM1 interface. In this case the MMS Relay/Server shall continue handling of the recipient according to the definitions of this specification for the MM1 interface.

· As an addition to the formats defined above, the Routeing-Address may contain an routeing address composed according to the MM4 address coding on SMTP level (refer to section 8.4.5.1). In this case the MMS Relay/Server shall analyse the FQDN provided. If the FQDN refers to the own MMSE, then the message is treated internally. If the FQDN refers not to the own MMSE, then the message shall be forwarded according to the definitions for the MM4 interface.

If the Result-Recipient-Address contains no Routeing-Address then the original recipient is omitted.
Note: Omission may only effect the message to this individual address. Forwarded messages to multiple recipients not being subject to the address specific trigger may still contain the address in the "To:" field.

Presentation-Address

The Presentation-Address is only applicable if an Routeing-Address has been provided by the MSCF.

The value contained in the Presentation-Address is used for identification presentation to the recipient user, i.e. the presentation of address information in the To:, CC: and BCC: fields presented to the recipient.

If a Presentation-Address is provided by the MSCF in the MMx interrogation response, then the MMS Relay/Server shall store the modified recipient field together with the message for further processing.

The MMS Relay/Server must not use the presentation-address for message routeing purposes.

Sender-Address

The Sender-Address is only applicable if a Routeing-Address has been provided by the MSCF.

The Sender-Address is used for sender identification to the recipient user, i.e. the presentation of address information in the From: field presented to the recipient.

If the sender address is provided by the MSCF in the MMx interrogation response then the MMS relay server shall store the modified sender address with the message for further processing.

Message Header information
The MSCF may return Message Header information in the MMx interrogation response. If provided by the MSCF the MMS Relay/Server shall continue message handling with the new or modified header information. For the applicability of message header information in the MMx interrogation response refer to section 8.9.

7.1.16.7.3.2.3 Interrogation Request Timeout
If the MSCF does not return an MMx interrogation response the MMS Relay/Server shall process the message according to the setting of the "recovery handling" parameter of the user's profile, i.e. either reject or accept the message.

8.8
Technical realisation of MMS on reference point MM8

This reference point is outside the scope of this release of the present document. 

8.9
Technical realisation of MMS on reference point MMX
The MMSE may support the interrogation of an external Messaging Service Control Function (MSCF). The figure below describes the Message flow between the Relay/Server and an external Messaging Service Control Function (MSCF). In the following example the submission of a MM through MM1 is shown.
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Figure XXX: Message Flow Example for the MM1 submit traffic case.
8.9.2 Interrogation of the Messaging Service Control Function (MSCF) 

This section addresses the operations necessary for a Messaging Service Control Function (MSCF) to provide the service by sending a interrogation Message from the Relay/Server to the Messaging Service Control Function (MSCF). The involved abstract messages are outlined in Table XX from type and direction points of view.

Table XX: Abstract messages for interrogation of the Address resolution Node

	Abstract messages
	Type
	Direction

	MMX_Interrogation.REQ
	Request
	MMS Relay/Server -> Messaging Service Control Function

	MMX_ Interrogation.RES
	Response
	Messaging Service Control Function -> MMS Relay/Server


8.9.2.1
Normal Operation

After reaching the specified trigger point the MMS Relay/Server sends a MMX_interrogation.REQ to the Messaging Service Control Function. This Message includes a information set received in the incoming MM. Furthermore the information of the reached trigger Point as well as the information of the incoming interface shall be included in the MMX_Interrogation.REQ Abstract Message. The Messaging Service Control Function reacts with a MMX_Interrogation.RES where relevant information fields are substituted or added if necessary, furthermore charging relevant information may included in the response. All this information need to reflected in a appropriate CDR.

The received information shall be taken for the further handling of the MM.
8.9.2.2
Abnormal Operation

If no response on a MMX_interrogation.REQ is received in a appropriate timeframe the MMS Relay/Server shall process according the information given by the specific trigger.

The further handling of potential Error scenarios (resulting from incorrect addresses) is subject of the associated Message handling process.
8.9.2.3
Features
Served User Identity: This field shall be filled, depending of the traffic case. possible values are: MM1 Submission: Sender, MM1 delivery: Recipient, MM7 submission: VASP ID
Sender Address: The original senders address which was send to the MMSC by the User Agent or received from MM4 or MM7 interface.
Service Key: A operator configurable string which identifies the target application at the MSCF.
Initial Recipient address: One or several recipients addresses which were received with the MM.
Result recipient address: The recipient address which was found by the MSCF. This address shall be take for the further processing of the MM.
Sequence Number: An enumeration, which identifies uniquely the recipient in case of multiple recipients. 
Trigger Event: The Trigger point, which initiated the sending of the MMX_Interrogation.REQ.
Message class, priority and subject: The MM may be qualified further by adding a message class, priority and/or subject to the MM. Additional qualifiers may be added. 
Originating Interface: Indicator of the interface from which the MM was originated.

Event Time Stamp: The originator MMS User Agent may time stamp the MM.
Time constraints: The originator MMS User Agent may also request an earliest desired time of delivery of the MM. The originator MMS User Agent may request a time of expiry for the MM. In case of reply-charging the originator MMS User Agent may also request a deadline for the latest time of submission of reply-MMs granted to the recipient(s).
Reporting: The originator MMS User Agent may request a delivery report for the MM. In addition, the originator MMS User Agent may request a read-reply report when the user has viewed the MM. 

Reply-Charging: The originator MMS User Agent may indicate that the sender wants to pay for a reply-MM and convey the reply-charging limitations (e.g. the latest time of submission and/or the maximum size of a reply-MM) in the MM1_submit.REQ.

Identification: The originator MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM1_submit.RES. In case of reply-charging the MMS User Agent which submits a reply-MM (i.e. the MMS User Agent that received the original MM) shall provide the message ID of the original MM which it replies to in the MM1_submit.REQ.

Persistent storage: In addition to being submitted for normal delivery, the MMS User Agent may request that the submitted MM be stored into the MMBox, by the presence of the Store information element.  As part of the store request, the MM State and MM Flags can be set with the use of corresponding information elements.  The response to a Store request shall include a Message Reference to the newly stored MM, as well as the associated MM State and optional MM Flags.

Store Status: The MMS Relay/Server shall indicate the store status of the MM1_submit.REQ in the Store Status information element of the associated MM1_submit.RES. The Store Status information element of the MM1_submit.RES may be supported with an explanatory text. If this text is available in the Store Status Text information element the MMS User Agent should bring it to the user's attention. The choice of the language used in the Store Status Text information element is at the discretion of the MMS service provider

Content Type: The MIME type of the multimedia content shall always be identified in the MM1_submit.REQ. 

Message Type: The type of the message used on the reference point MM1 indicating MM1_submit.REQ and MM1_submit.RES as such.

Visited Network Identity: The identity of the visited NW may added the Abstract Message.
8.9.2.4
Information Elements

Table XX: Information elements in the MMX_Interrogation.REQ .

	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM1_submit.REQ

	Served-User-Identity
	Mandatory
	The identity of the served user depending on the traffic case.

	Initial Recipient address
	Mandatory
	The address of the recipient(s) of the MM. Multiple addresses are possible.

	Originating Interface
	Mandatory
	Indicator of the interface from which the MM was originated

	Reached Trigger Point
	Mandatory
	The Trigger Point, which initiated the sending of the MMX_interrogation.RES

	Service Key
	Optional
	A operator configurable string which identifies the target application at the MSCF

	Sender address
	Optional
	The address of the MM originator.

	Message class
	Optional
	The class of the MM (e.g., personal, advertisement, information service)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM or reply-MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Delivery report
	Optional
	A request for delivery report.

	Reply-Charging
	Optional
	A request for reply-charging.

	Reply-Deadline
	Optional
	In case of reply-charging the latest time of submission of replies granted to the recipient(s) (time stamp).

	Reply-Charging-Size
	Optional
	In case of reply-charging the maximum size for reply-MM(s) granted to the recipient(s).

	Priority
	Optional
	The priority (importance) of the message.

	Sender visibility
	Optional
	A request to show or hide the sender's identity when the message is delivered to the recipient.

	Store
	Optional
	A request to store a copy of the MM into the user’s MMBox, in addition to the normal delivery of the MM. 

	MM State
	Optional
	The value to set in the MM State information element of the stored MM, if Store is present.

	MM Flags
	Optional
	One or more MM Flag keywords to set in the MM Flags information element of the stored MM, if Store is present

	Read reply
	Optional
	A request for read reply report.

	Subject
	Optional
	The title of the whole multimedia message.

	Reply-Charging-ID
	Optional
	In case of reply-charging when the reply-MM is submitted within the MM1_submit.REQ this is the identification of the original MM that is replied to.

	Visited-Network Identifier
	Optional
	Identity of the visited Network


Table XX: Information elements in the MMX_Interrogation.RES .

	Information element
	Presence
	Description

	Message Type
	Mandatory
	Identifies this message as MM1_submit.REQ

	Recipient address
	Optional????
	The address of the recipient(s) of the MM. Multiple addresses are possible.

	Result-Recipient-Address
	Optional
	The composition of the Result-Recipient Address is shown in table ZZZ.

	Message class
	Optional
	The class of the MM (e.g., personal, advertisement, information service)

	Time of Expiry
	Optional
	The desired time of expiry for the MM or reply-MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Delivery report
	Optional
	A request for delivery report.

	Reply-Charging
	Optional
	A request for reply-charging.

	Reply-Deadline
	Optional
	In case of reply-charging the latest time of submission of replies granted to the recipient(s) (time stamp).

	Reply-Charging-Size
	Optional
	In case of reply-charging the maximum size for reply-MM(s) granted to the recipient(s).

	Priority
	Optional
	The priority (importance) of the message.

	Sender visibility
	Optional
	A request to show or hide the sender's identity when the message is delivered to the recipient.

	Store
	Optional
	A request to store a copy of the MM into the user’s MMBox, in addition to the normal delivery of the MM. 

	MM State
	Optional
	The value to set in the MM State information element of the stored MM, if Store is present.

	MM Flags
	Optional
	One or more MM Flag keywords to set in the MM Flags information element of the stored MM, if Store is present

	Read reply
	Optional
	A request for read reply report.

	Subject
	Optional
	The title of the whole multimedia message.

	Reply-Charging-ID
	Optional
	In case of reply-charging when the reply-MM is submitted within the MM1_submit.REQ this is the identification of the original MM that is replied to.???????


Table ZZZ: Information elements of the result-recipient-address
	Information element
	Presence
	Description

	Presentation-address
	Optional
	Recipient address used for presentation

	Routeing-Address
	Optional
	Recipient Address used for routeing of the message

	Sender-Address
	Optional
	Sender Address used for presentation
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