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8.7.1
Submitting a VAS MM

This section addresses the operations necessary for a VASP to provide the service by sending a multimedia message to one or more subscribers or to a distribution list.  The involved abstract messages are outlined in Table 47 from type and direction points of view.

Table 1: Abstract messages for submitting VAS message

	Abstract messages
	Type
	Direction

	MM7_submit.REQ
	Request
	VASP -> MMS Relay/Server

	MM7_submit.RES
	Response
	MMS Relay/Server -> VASP


8.7.1.1
Normal Operation

The VASP submits a message to the MMS Relay/Server by sending the MM7_submit.REQ supplying the multimedia message (MM) as the payload of the message.  The message may be directed to one or more subscribers or to a distribution list.  If the MMS Relay/Server accepts the submission, the MMS Relay/Server must send a MM7_submit.RES with a “success” status.  This in no way indicates that the MM was actually delivered to the destinations but states that the request has been accepted.

Support for MM7_submit.REQ and MM7_submit.RES is mandatory for all MMS Relay/Servers that support MM7.

8.7.1.2
Abnormal Operation

The MMS Relay/Server should reject the MM7_submit.REQ if the VAS cannot be authorized or if the parameters of the request exceed the service level for the service being employed, or if the Relay/Server does not support third party charging.  Similarly, if none of the destinations can be resolved then the response status should indicate an error.  If one or several  (but not all) addresses can be resolved, the MMS Relay/Server should deliver the message to those addresses and respond to the VAS using the MM7_submit.RES with a partial success to the VASP.  Partial success does not indicate that the MM was actually delivered to the destinations but states that the request has been at least partially accepted.

8.7.1.3
Features

Authorisation: The VASP must supply its own identifier or the VAS identifier as part of the request.

Addressing: The VASP may direct the MM to a one or more subscribers or to a distribution list. In the addressing information, it may be indicated whether a recipient address is meant for informational purposes only or to be used for routing. In the addressing information, it may be indicated whether a recipient address has been encrypted or obfuscated. The originator of a submitted MM may be indicated in addressing-relevant information field(s) of the MM7_submit.REQ

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message Type: The type of message used on reference point MM7 indicating MM7_submit.REQ and MM7_submit.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within an MM7_submit.REQ. The MM7_submit.RES shall unambiguously refer to the corresponding MM7_submit.REQ using the same transaction identification.
Linked message identification: The VASP will supply a message identifier when submitting a message, that defines a correspondence to a previous message that was delivered by the MMS Relay/Server to the VASP 

Message class,  priority, and subject: The VASP may qualify the MM further by adding a message class, a priority and/or subject to the MM7_submit.REQ. 

Service code:  The VASP may mark the content of the message with a service code that may be transferred by the MMS Relay/Server in the form of charging information for use by the billing system to properly bill the user for the service being supplied.

Time stamping: The VASP may time stamp the MM.

Time constraints: The VASP may request an earliest desired time of delivery of the MM. The VASP may request a time of expiry for the MM

Reply-Charging: The originator VASP may indicate that it wants to pay for a reply-MM and convey the reply-charging limitations (e.g. the latest time of submission and/or the maximum size of a reply-MM) in the MM7_submit.REQ.

Delivery reporting: The VASP may request a delivery report for the MM

Read reporting: The VASP may request a read-reply report when the user has viewed the MM. 

Content adaptation restriction: The VASP may request that the content of the MM will not be subjected to content adaptation.

Content type: The MIME type of the multimedia content shall always be identified in the MM7_submit.REQ. 

Content: The VASP may add content in the MM7_submit.REQ.

Message identification: The MMS Relay/Server shall always provide a message identification for an MM, which it has accepted for submission in the MM7_submit.RES. 

Request status: The MMS Relay/Server shall indicate the status of the MM7_submit.REQ in the associated MM7_submit.RES. The reason code given in the status information element of the MM7_submit.RES may be supported with an explanatory text further qualifying the status. 

Charged-Party: The VASP may indicate in the MM7_submit.REQ which party is expected to be charged for an MM submitted by the VASP, e.g. the sending, receiving, both parties or neither.

Charged party ID: The address of the third party which is expected to pay for the MM.

Message Distribution Indication: The VASP may indicate whether the content of the MM is intended for redistribution.

Application-IDs: The Application-ID information element may be present to indicate that this abstract message is intended to be used by some entity/application other than an MMS User Agent or MMS Relay/Server. The Reply-To-Application-ID information element may be present to indicate a return path.

Channel-ID: This information element may be present to specify a particular logical channel in the application addressing scheme (e.g., a "discussion thread").

8.7.1.4
Information Elements

Table 2: Information elements in the MM7_submit.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_submit.REQ/ MM7_submit.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_submit request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	VASP ID
	Optional
	Identifier of the VASP for this MMS Relay/Server.

	VAS ID
	Optional
	Identifier of the originating application.

	Sender address
	Optional
	The address of the MM originator.

	Recipient address
	Mandatory
	The address of the recipient MM. Multiple addresses are possible or the use of the alias that indicates the use of a distribution list. It is possible to mark an address to be used only for informational purposes. It is possible to mark that a recipient address is provided in encrypted or obfuscated format. E.g. the address was originally provided in encrypted or obfuscated form in an associated MM7_deliver.REQ.

	Service code
	Optional
	Information supplied by the VASP which may be included in  charging information.  The syntax and semantics of the content of this information are out of the scope of this specification.

	Linked ID
	Optional
	This identifies a correspondence to a previous valid message delivered to the VASP.

	Message class
	Optional
	Class of the MM (e.g. advertisement, information service, accounting)

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Time of Expiry
	Optional
	The desired time of expiry for the MM (time stamp).

	Earliest delivery time
	Optional
	The earliest desired time of delivery of the MM to the recipient (time stamp).

	Delivery report
	Optional
	A request for delivery report.

	Read reply
	Optional
	A request for confirmation via a read report to be delivered as described in section 8.1

	Reply-Charging
	Optional
	A request for reply-charging.

	Reply-Deadline
	Optional
	In case of reply-charging the latest time of submission of replies granted to the recipient(s) (time stamp).

	Reply-Charging-Size
	Optional
	In case of reply-charging the maximum size for reply-MM(s) granted to the recipient(s).

	Priority
	Optional
	The priority (importance) of the message.

	Subject
	Optional
	The title of the whole multimedia message.

	Adaptations
	Optional
	Indicates if VASP allows adaptation of the content (default True)

	Charged Party
	Optional
	An indication which party is expected to be charged for an MM submitted by the VASP, e.g. the sending, receiving, both parties third party or neither.

	Content type
	Mandatory
	The content type of the MM’s content.

	Content
	Optional
	The content of the multimedia message

	Message Distribution Indicator
	Optional
	If set to “false” the VASP has indicated that content of the MM is not intended for redistribution.

If set to “true” the VASP has indicated that content of the MM can be redistributed.

	Charged Party ID
	Optional
	The address of the third party which is expected to pay for the MM

	Application-ID
	Optional
	The identifier of the application the content of this abstract message shall be conveyed to.

	Reply-To-Application-ID
	Optional
	The identifier of the originating application (“return-path”).

	Channel-ID
	Optional
	The identifier of a channel to allow a more detailed usage of the application addressing scheme.


Table 3: Information elements in the MM7_submit.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_submit.REQ/ MM7_submit.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_submit response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the MMS Relay/Server

	Message ID
	Conditional
	If status indicates success then this contains the MMS Relay/Server generated identification of the submitted message.  This ID may be used in subsequent requests and reports relating to this message.

	Request Status
	Mandatory
	Status of the completion of the submission, no indication of delivery status is implied.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status.


8.7.2
Delivery Request

…

8.7.2.3
Features

Authentication: The MMS Relay/Server may supply its own identifier as part of the request.

Addressing: All relevant address information for the delivery of the message to the VASP – including the addressing information from the original message and from the MMS Relay/Server should be included in the relevant information elements of MM7_deliver.REQ. In the addressing information, it may be indicated whether a certain recipient address is meant for informational purposes only or to be used for routing. In the addressing information, it may be indicated whether the sender address has been encrypted or obfuscated.

Previously-sent-by: The address(es) of the MMS User Agent(s) that submitted or forwarded the MM prior to the last forwarding MMS User Agent.  In the multiple forwarding case the order of  the provided addresses shall be indicated and the address of the originator MMS User Agent shall be marked, if present.

NOTE:
The address of the last forwarding MMS User Agent is carried in other addressing elements.

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message Type: The type of message used on reference point MM7 indicating MM7_deliver.REQ and MM7_deliver.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.

Message priority and subject: The MMS Relay/Server may qualify the MM further by adding a priority and/or subject to the MM7_deliver.REQ.  This information will originate from the end-user’s original request.

Linked message identification: The MMS Relay/Server will supply an identifier for the request that may be used by the VASP.

Service code:  The VASP may mark the response to the message with a service code that will be transferred to the charging information for use by the billing system to properly bill the user for the service being supplied.

Service Provider Identification: The MMS Relay/Server may provide the SPI (Service Provider Identification) for the sender. In case a message is delivered to a VASP based on the recipient address, the MMS Relay/Server may provide the SPI for the recipient. The SPI information can originate from e.g. a user profile or a MAP query.

Time stamping: The MM may include the date and time-of the most recent handling of the MM by an MMS User Agent (i.e. either submission or forwarding of the MM). In the case of forwarding the MM7_deliver.REQ may carry the date and time of the submission of the MM.

Reply-Charging: In case of reply-charging when the reply-MM is submitted within the MM7_deliver.REQ MMS Relay/Server should indicate that the message is free-of-charge reply.

Content type: The MIME type of the multimedia content shall always be identified in the MM7_deliver.REQ.

Content: The originator of the MM may supply content that is delivered to the VASP in the MM7_deliver.REQ.

Request status: The MMS Relay/Server shall indicate the status of the request in the associated response. The reason code given in the status information element of the response may be supported with an explanatory text further qualifying the status. 
Application-IDs: The Application-ID information element may be present to indicate that this abstract message is intended to be used by some entity/application other than an MMS User Agent or MMS Relay/Server. The Reply-To-Application-ID information element may be present to indicate a return path.

Channel-ID: This information element may be present to specify a particular logical channel in the application addressing scheme (e.g., a "discussion thread").

8.7.2.4
Information Elements

Table 4: Information elements in the MM7_deliver.REQ .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_deliver.REQ/ MM7_deliver.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_deliver request.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the MMS Relay/Server

	MMS Relay/Server ID
	Optional
	Identifier of the MMS Relay/Server

	Linked ID
	Optional
	Identifier that may be used by the VASP in a subsequent MM7_submit.REQ

	Sender address
	Mandatory
	The address of the MM originator. It is possible to mark that the sender address has been encrypted or obfuscated by the MMS Relay/Server.

	Recipient address
	Optional
	The address(es) of the intended recipients of the subsequent processing by the VASP or the original recipient address(es). It is possible to mark an address to be used only for informational purposes.

	Previously-sent-by
	Optional
	In case of forwarding this information element contains one or more address(es) of MMS User Agent(s) that handled (i.e. forwarded or submitted) the MM prior to the MMS User Agent  whose address is contained in the Sender address information element. The order of the addresses provided shall be marked. The address of the originator MMS User Agent shall be marked, if present.

	Previously-sent-date-and-time
	Optional
	The date(s) and time(s) associated with submission and forwarding event(s) prior to the last handling of the MM by an MMS User Agent (time stamps).

	Sender SPI
	Optional
	The SPI of the MM originator.

	Recipient SPI
	Optional
	The SPI of the intended MM recipient, in case the MM was delivered to VASP based on the recipient address.

	Date and time
	Optional
	The time and date of the submission of the MM (time stamp).

	Reply-Charging-ID
	Optional
	In case of reply-charging when the reply-MM is submitted within the MM7_deliver.REQ this is the identification of the original MM that is replied to.

	Priority
	Optional
	The priority (importance) of the message.

	Subject
	Optional
	The title of the whole MM.

	Content type
	Mandatory
	The content type of the MM’s content.

	Content
	Optional
	The content of the multimedia message

	Application-ID
	Optional
	The identifier of the application the content of this abstract message shall be conveyed to.

	Reply-To-Application-ID
	Optional
	The identifier of the originating application (“return-path”).

	Channel-ID
	Optional
	The identifier of a channel to allow a more detailed usage of the application addressing scheme.


Table 5: Information elements in the MM7_deliver.RES .

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_deliver.REQ/ MM7_deliver.RES pair.

	Message type
	Mandatory
	Identifies this message as a MM7_deliver response.

	MM7 version
	Mandatory
	Identifies the version of the interface supported by the VASP

	Service code
	Optional
	Information supplied by the VASP which may be included in charging information.  The syntax and semantics of the content of this information are out of the scope of this specification.

	Request Status
	Mandatory
	Status of the completion of the request.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status


8.7.4
Delivery reporting to VASP

This part of MMS service covers the generation of a delivery report from the MMS Relay/Server to the VASP. The involved abstract messages are outlined in Table 58 from type and direction points of view.

Table 6: Abstract messages for delivery reports to VASP

	Abstract Message
	Type
	Direction

	MM7_delivery_report.REQ
	Request
	MMS Relay/Server -> VASP

	MM7_delivery_report.RES
	Response
	VASP -> MMS Relay/Server


8.7.4.1
Normal Operation

The MMS Relay/Server shall create the MM7_delivery_report.REQ and send it to the VASP when the appropriate information is available.

Support for MM7_delivery_report.REQ and MM7_delivery_report.RES is mandatory for a MMS Relay/Server that supports MM7.

8.7.4.2
Abnormal Operation

In case the VASP cannot identify the MMS Relay/Server or the Message ID is not recognized, then the VASP shall respond with a MM7_delivery_report.RES including a status which indicates the reason the delivery report was not accepted.

8.7.4.3
Features

Addressing: Both the address of the VAS (which is the original MM originator) and the address of the recipient of the original MM shall be provided in the addressing-relevant information fields of MM7_delivery_report.REQ.

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message Type: The type of message used on reference point MM7 indicating MM7_delivery_report.REQ and MM7_delivery_report.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.

Time stamping: The MM7_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval, expiry, rejection).

Message identification: In the MM7_delivery_report.REQ the MMS Relay/Server shall always provide the original message identification of the MM that the delivery report corresponds to as generated in response to the associated MM7_submit.REQ. 
MM Status: The MM7_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired or indeterminate. 

Request Status: The VASP shall indicate the status of the MM7_delivery_report.REQ in the associated MM7_delivery_report.RES. The reason code given in the status information element of the response may be supported with an explanatory text further qualifying the status.

Application-IDs: The Application-ID information element may be present to indicate that this abstract message is intended to be used by some entity/application other than an MMS User Agent or MMS Relay/Server. The Reply-To-Application-ID information element may be present to indicate a return path.

Channel-ID: This information element may be present to specify a particular logical channel in the application addressing scheme (e.g., a "discussion thread").

8.7.4.4
Information Elements

Table 7: Information elements in the MM7_delivery_report.REQ.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_delivery_report.REQ/ MM7_delivery_report.RES pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7 “ MM7_delivery_report.REQ”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server 

	MMS Relay/Server ID
	Optional
	Identifier of the MMS Relay/Server

	Message ID
	Mandatory
	The identification of the original MM.

	Recipient address
	Mandatory
	The address of the recipient of the original MM.

	Sender address
	Mandatory
	The address of the VAS that submitted the original MM.

	Date and time
	Mandatory
	Date and time the MM was handled (retrieved, expired, rejected, etc.) (time stamp)

	MM Status 
	Mandatory
	Status of the MM, e.g. retrieved, expired, rejected

	MM Status Extension
	Optional
	Extension of the MM Status, to provide more granularity.

	MM Status text
	Optional
	Text description of the status for display purposes, should qualify the MM Status

	Application-ID
	Optional
	The identifier of the application the content of this abstract message shall be conveyed to.

	Reply-To-Application-ID
	Optional
	The identifier of the originating application (“return-path”).

	Channel-ID
	Optional
	The identifier of a channel to allow a more detailed usage of the application addressing scheme.


Table 8: Information elements in the MM7_delivery_report.RES.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_delivery_report.REQ/ MM7_delivery_report.RES pair.

	Message Type
	Mandatory
	The type of message used on reference point MM7: “MM7_delivery_report.RES”.

	MM7 Version
	Mandatory
	The version of MM7 supported by the VASP 

	Request Status 
	Mandatory
	The status of the associated MM7_delivery_report.REQ.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status


8.7.5
Read-Reply Report for VASP

This part of MMS service covers the delivery of a read-reply report from the MMS Relay/Server to the VASP. The involved abstract messages are outlined in Table 61 from type and direction points of view.

Table 9: Abstract messages for sending and receiving read-reply reports in MM7

	Abstract messages
	Type
	Direction

	MM7_read_reply.REQ
	Request
	MMS Relay/Server -> VASP

	MM7_read_reply.RES
	Response
	VASP -> MMS Relay/Server


8.7.5.1
Normal Operation

If the VASP requested a read-reply report then the recipient MMS User Agent may create and send a read-reply to the MMS Relay/Server. The MMS Relay/Server must identify that this read-reply report is associated with a MM originating from the MM7 reference point and must create the MM7_read_reply.REQ and send it to the VASP.  The VASP shall return a MM7_read_reply.RES that reflects the successful reception of the read-reply report.

Support for MM7_read_reply_report.REQ and MM7_read_reply_report.RES is optional for a MMS Relay/Server that supports MM7.

8.7.5.2
Abnormal Operation

In case the VASP cannot identify the MMS Relay/Server or the Message ID is not recognized, then the VASP shall respond with a MM7_read_reply.RES including a status which indicates the reason the read reply report was not accepted.

8.7.5.3
Features

Addressing: Both, the address of the VASP (which is the MM originator), and the address of the originator (which is the MM recipient) of a read-reply report shall be provided in the addressing-relevant information fields of MM7_read_reply_report.REQ.

Version: The MM7 protocol shall provide unique means to identify the version supported by both the MMS Relay/Server and VASP. 

Message Type: The type of message used on reference point MM7 indicating MM7_read_reply.REQ and MM7_read_reply.RES as such.

Transaction Identification: The VASP shall provide an unambiguous transaction identification within a request. The response shall unambiguously refer to the corresponding request using the same transaction identification.

Message identification: In the MM7_read_reply_report.REQ the MMS Relay/Server shall always provide the original message identification of the MM that the read-reply report corresponds to as generated for the MM7_submit.RES. 
Time Stamping: The MM7_read_reply_report.REQ shall carry the time-stamp associated with the read-reply report. 

Read Status: The MM7_read_reply_report.REQ shall carry the status of the MM retrieval, e.g. read or deleted without being read.

Request Status: The VASP shall indicate the status of the MM7_read_reply.REQ in the associated MM7_read_reply.RES.  The reason code given in the status information element of the response may be supported with an explanatory text further qualifying the status.

Application-IDs: The Application-ID information element may be present to indicate that this abstract message is intended to be used by some entity/application other than an MMS User Agent or MMS Relay/Server. The Reply-To-Application-ID information element may be present to indicate a return path.

Channel-ID: This information element may be present to specify a particular logical channel in the application addressing scheme (e.g., a "discussion thread").

8.7.5.4
Information Elements

Table 10: Information elements in the MM7_read_reply_report.REQ.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_read_reply_report.REQ/ MM7_read_reply_report.RES pair.

	Message Type
	Mandatory
	Identifies this message as a MM7_read_reply_report request.

	MM7 Version
	Mandatory
	The version of MM7 supported by the MMS Relay/Server.

	MMS Relay/Server ID
	Optional
	Identifier of the MMS Relay/Server

	Recipient address
	Mandatory
	The address of the MM recipient of the original MM, i.e. the originator of the read-reply report.

	Sender address
	Mandatory
	The address of the VASP (originator of the original MM) i.e. the recipient of the read-reply report.

	Message ID
	Mandatory
	The message ID of the original MM. 

	Date and time
	Mandatory
	Date and time the MM was handled (read, deleted without being read, etc.) (time stamp)

	Read Status 
	Mandatory
	Status of the MM, e.g. Read, Deleted without being read

	Read Status text
	Optional
	Text description of the status for display purposes, should qualify the Read Status

	Application-ID
	Optional
	The identifier of the application the content of this abstract message shall be conveyed to.

	Reply-To-Application-ID
	Optional
	The identifier of the originating application (“return-path”).

	Channel-ID
	Optional
	The identifier of a channel to allow a more detailed usage of the application addressing scheme.


Table 11: Information elements in the MM7_read_reply_report.RES.

	Information element
	Presence
	Description

	Transaction ID
	Mandatory
	The identification of the MM7_read_reply_report.REQ/ MM7_read_reply_report.RES pair.

	Message Type
	Mandatory
	Identifies this message as a MM7_read_reply_report response.

	MM7 Version
	Mandatory
	The version of MM7 supported by the VASP.

	Request Status 
	Mandatory
	The status of the associated MM7_read_reply_report.REQ.

	Request Status text
	Optional
	Text description of the status for display purposes, should qualify the Request Status.
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