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1. Overall Description:

3GPP TSG T2 thanks OMA Requirements Working Group for sharing the final draft of the OMA Device Management Requirements Document. 

While looking into the document, TSG T2 noted that it contains a list of application-specific parameters for MMS in terms of resource categories connectivity, security and user preferences. TSG T2 would like to point out that there is a detailed list of such MMS-specific parameters in the Annex F of the 3GPP TS 23.140 v6.2.0 – see annex to this LS or ftp://ftp.3gpp.org/specs/archive/23_series/23.140/ . (Please note that work on MMS REL-6 is not yet completed.) TSG T2 is happy to point out that the list in the draft OMA Device Management Requirements Document is in line with the list in the TS 23.140, though the list in the OMA document is not that detailed to be exactly matched with the list in the 3GPP specification.

TSG T2 wishes to continue the fruitful co-operation with the OMA Requirements Working Group on MMS provisioning.
2. Actions:

To OMA Requirements Working Group.

ACTION: 
T2 asks OMA Requirements Working Group to consider the list of MMS-specific parameters in the attached 3GPP specification while working further on the list in future.

3. Annex - Annex F of the 3GPP TS 23.140 v6.2.0:

Annex F (normative):
Configuration of MMS-capable UEs

An MMS-capable UE may be configured with information about MMS connectivity and user preferences. A configured MMS-capable UE requires minimum user interaction for different MMS-specific purposes, e.g. accessing network infrastructure, composing mobile-originated MMs. MMS connectivity information and user preferences are described below. 

F.1
MMS Connectivity Information

MMS connectivity information consists of a set of information elements needed to access network infrastructure for the MMS purpose. This includes bearer, protocols, and addresses of related access points. Two possible ways to provision an MMS-capable UE with MMS connectivity information are via the (U)SIM, cf. clause 7.1.14, and via over the air provisioning according to [55].

A list of information elements concerning MMS connectivity information is outlined below. Some of the connectivity information elements can also be used for purposes other than MMS. An MMS-capable UE can be configured with all or a subset of the listed elements depending on the provided service in terms of e.g. bearer, security, implementation protocol. Moreover, an MMS-capable UE can be configured with more than one sets of connectivity information for multiple access mechanisms, e.g. bearer, access type. Further information about the listed information elements for WAP MMS implementation can be found in [55] and [56].

MMS Relay/Server

· address: the address of the associated MMS Relay/Server as defined in [56]

WAP Gateway for WAP implementation of MMS (the terminology of the information elements as defined in chapter 5.6 in [55] is given in parenthesis)

· address: the address of the associated WAP Gateway. The address can be of different types, as indicated by the "type of address" (PXADDR) 

· type of address: indicates the type (e.g. IPv4, IPv6) of the "address" of the WAP Gateway (PXADDRTYPE)

· port: indicates the port number specific to the address of the WAP Gateway (PORTNBR)

· service: specifies available service, e.g. connection-less, secured (SERVICE)

· authentication type: indicates the authentication method used by the WAP Gateway (PXAUTH-TYPE)

· authentication id: indicates the authentication identifier used for authentication by the WAP Gateway (PXAUTH-ID)

· authentication pw: indicates the authentication secret used for authentication by the WAP Gateway (PXAUTH-PW)

Interface to core network including access point for the core network (e.g. GGSN) and required bearer (the terminology of the information elements as defined in chapter 5.6 in [55] is given in parenthesis)

· bearer: indicates the type of network (e.g. CSD, GPRS) (BEARER)

· address: the address of the associated access point. The address could be of different types depending on the bearer, as indicated by the "type of address" (NAP-ADDRESS)

· type of address: indicates the type (e.g. MSISDN for CSD, APN for GPRS) of the "address" of the access point (NAP-ADDRTYPE)

· speed: indicates the speed of the connection for circuit switched bearers (LINKSPEED)

· call type: indicates type of call for specific bearer (e.g. analogue for CSD) (CALLTYPE)

· authentication type: indicates the authentication protocol used by the access point (AUTHTYPE)

· authentication id: indicates the authentication id used for authentication by the access point (AUTHNAME)

· authentication pw: indicates the authentication secret used for authentication by the access point (AUTHSECRET)

For the storage of WAP Gateway Information and Interface to Core Network and Bearer Information on the (U)SIM only the binary encoding of information elements as defined in chapter 8 of [55] shall be taken into account, i.e. for each  information element (“attribute name” according to [55]) and for each predefined attribute value according to [55] the equivalent tokens shall be used. Non-predefined attribute values shall be represented by ASCII string encoding with NULL character termination in order to indicate the end of the attribute value. The “connectivity document” structure as defined in previous chapters of [55] shall not be used for the storage of WAP Gateway Information and Interface to Core Network and Bearer Information on the (U)SIM.

F.2
User Preferences

User preferences consist of a set of information elements with user-defined values. The set is a subset of information elements required for composing an MM. User preferences include following information elements.

For the WAP implementation of MMS the corresponding header field names and their equivalent binary tokens as defined in [56] are given in parenthesis. For the storage of MMS User Preferences on the (U)SIM only these binary tokens shall be taken into account. The header field encoding according to [23] shall not be used for that purpose.

· Delivery report (Delivery-Report, encoded as 0x06)

· Read reply (Read-Reply, encoded as 0x10)

· Sender visibility (Sender-Visibility, encoded as 0x14)

· Priority (Priority, encoded as 0x0F)

· Time of expiry (Expiry, encoded as 0x08)
· Earliest delivery time (Delivery-Time, encoded as 0x07)
Further information about the information elements, listed here, can be found in section 8.1.3 (Submission of Multimedia Message) of this specification.
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