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6.5
MM3: MMS Relay/Server – External Servers

Reference point MM3 is used by the MMS Relay/Server to send Multimedia Messages to and retrieve MMs from servers of external (legacy) messaging systems that are connected to the service provider's MMS Relay/Server. 

This reference point is further elaborated in clause 8.3. In addition, several examples of realisations of reference point MM3 between the MMS Relay/Servers and External Servers can be found in Annex A. 

7.2.1
Address Formats on MM1

The MMS addressing model on MM1 contains three addresses: the address of the MMS Relay/Server, the address of the recipient and the address of the originator. The address of the MMS Relay/Server shall be the URI of the MMS Relay/Server given by the MMS service provider. Thus, the URI needs to be configurable in the MMS User Agent.

The originator's a address could be either a user's address or a user's terminal address. The recipient’s address can be a user’s address, a user’s terminal address, or a short code. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The MMS User Agent's responsibility is to format these addresses before it submits the message to the originator MMS Relay/Server.

The user’s address can be either an E.164 (MSISDN) or RFC822 address.

The MMS User Agent and MMS Relay/Server shall support both E.164 (MSISDN) and RFC822 addressing formats. The reference point MM1 should support a way to indicate the used address type to enable future extension. The encoding of the addressing is up to the corresponding implementation.

E.g. the originator MMS User Agent may specify each of the address fields in one of the following formats:

1) RFC 822 address (FQDN or unqualified) ["/TYPE= rfc822"]
2) PLMN address:   [ “+” | “*” | “#” ] [digit | “*” | “#” ] … ["/TYPE= PLMN"]
3) Other "/TYPE= "
The "/TYPE= " field specifies the address type. When PLMN or RFC822 formats are used the type is optional. The "/TYPE= " convention provides flexibility for future enhancements. 

When the “/TYPE=” qualifier is absent, the MMS Relay/Server should resolve potential ambiguities by applying the following logic to the address in the following order:

1. if it contains the “@” character, the address should be interpreted as an FQDN RFC822 address

2. if it is completely numeric, except possibly including “+”, “*”, or “#”, it should be interpreted as "/TYPE= PLMN", e.g. an E.164 address, a local telephone number, or a numeric short code,

3. otherwise, it should be interpreted as an unqualified RFC822 address (alphanumeric short code)

7.2.3
Address Formats on MM7

The MMS addressing model on MM7 contains two addresses: The address of the originator MMS User Agent or VAS/VASP and the address(es) of the recipient MMS User Agent(s) or VAS/VASP.

The reference point MM7 shall support E.164 (MSISDN) addresses and e-mail addresses (RFC2822). In addition Short Codes should be supported.

In the case of a multimedia message terminated at the VAS/VASP, the recipient(s)' address(es) may be the VAS/VASP address or the intended recipient(s)’ address and the originator's address shall be user's address (e.g. MSISDN address) or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The VASP will identify itself using one (or more) of three possible identifiers – the VASP identification number, the VAS identification number, or an address MM1 compliant to MM1 address format.  The MMS Relay/Server shall translate the identification of the VASP to an appropriate address format for transfer across other reference points, e.g. address as defined in section 7.2.2 for messages sent on MM1.

The MMS Relay/Server shall also translate addresses that originate from the MM1 interface into the appropriate URL of the VASP, for example when an MM7_deliver.REQ  results from an MM1_submit.REQ from the MMS User Agent.  The format of the MM1 address is defined in section 7.2.2 of this specification.

In the case of a multimedia message originated from the VAS/VASP, the originator's address may be the VAS/VASP address and the recipient(s)' address(es) shall be either a user's address or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The VASP's responsibility is to format these addresses before it submits the message to the MMS Relay/Server. The user’s address shall be E.164 (MSISDN) address or e-mail address (RFC2822). Additionally, it shall be possible to control which recipient(s) address(es) are utilized for actual routing and which are conveyed as informational only to be displayed to the recipient MMS User Agent.

The reference point MM7 defines also other addressing like information elements: VASP ID, VAS ID and MMS Relay/Server ID. These fields are used only to identify VASP, VAS and MMS Relay/Server and are not used for addressing purpose.

NOTE: 
The users’ addresses refered to above may be replaced by appropriate coded addresses in order not to harm the users’ privacy.
8
MMS Application Protocol Framework and Technical Realisation of MMS Service Features

This clause defines the application protocol framework and describes the technical realisation of MMS service features in terms of abstract messages. The abstract messages can be categorised into transactions consisting of requests and responses. The labelling of the MMS abstract messages follows these conventions: 

· the transactions between the MMS UA and MMS Relay/Server are prefixed with "MM1";

· the transactions between the MMS Relay/Servers are prefixed with "MM4";

· the transactions between Value-Added Service Providers and the MMS Relay/Server are prefixed with “MM7”;
· requests are identified with ".REQ" as a suffix;

· responses are identified with the ".RES" suffix.

Each abstract message carries with it certain information elements, which may vary according to the specific message. All messages shall carry, as information elements, a protocol version and message type, in order that the MMSE components may be able to properly identify and manage the message contents.

Specific information regarding the message encapsulation, including order, possible values, and encoding are beyond the scope of this clause. These details will be defined within each MMSE protocol environment.

The mapping of abstract messages to specific protocols is not necessarily a one-to-one relationship. Depending on the MMS Implementation (WAP etc.), one or more abstract messages may be mapped to a single lower layer PDU, and a single abstract message may be mapped to multiple lower layer PDUs, if the information carried in the PDU(s) serve the purpose of required information in the subjected abstract message(s).
In MM1 responses that provide a status information, the status information returned has no correspondence to the Status information returned in MM4 responses; they are independent of each other.

The MM1 response status, which are limited by design to as small a set of values as possible, may correlate to status and errors occurring within the communications protocols underlying the implementation of the MM4 abstract messages. Similarly, the MM4 status may correlate to those occurring within the communications protocols underlying the implementation of the MM1 abstract messages. The definition of these correlations is out of scope of the present document, and should be provided by the MMS implementations.
The MMS application protocol shall provide means to uniquely identify the version number and message type in each abstract message defined here. The order, possible values and encoding of the information elements for each abstract message are beyond the scope of this clause, and shall be dictated by the protocol environment.

The following figure shows an example abstract message flow when a multimedia message is sent from an originator MMS User Agent to a recipient MMS User Agent. The scope of this figure is limited to abstract messages on reference points MM1 and MM4 only.

Delivery reports are sent by the recipient MMS Relay/Server. Read-reply reports are sent by the recipient MMS User Agent.

Below are Figures 6 and 7.  Figure 6 shows a typical transaction for an MMS User Agent submitting an MM addressed to an MMS User Agent serviced by another MMS Relay/Server.  Figure 7 shows the abstract messages that may involve the MMBox.  These figures are only examples, and do not show all possible transactions between a MMS User Agent and the MMS Relay/Server.
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Figure 6: Example Abstract Message Flow
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Figure 7: Example Abstract Message Flows with Persistent Storage

8.3
Technical realisation of MMS on reference point MM3

This clause defines the interworking between MMS Relay/Servers and External Messaging Servers. The interworking with these External Servers may be based on the Internet Protocol, IP. 

Reference point MM3 should be based upon existing standards e.g. HTTP, SMTP. Several examples of realisations can be found in Annex A. In addition, MMS service providers or network operators may develop solutions for their particular needs. 

8.3.1 Sending of MMs

For the purpose of sending an MM to an external messaging system the originator MMS Relay/Server should convert the MM into a format appropriate for the external messaging system.  This is further elaborated in Annex X 

. When converting the MM to the format used by the external messaging system, the MMS Relay/Server should use the information elements associated with the MM and differentiating between those information elements that are needed for the transfer protocol and those elements that should be conveyed as part of the converted message.
E.g., the originator MMS Relay/Server should use the recipient's address(es) as indicated in the corresponding MM to route the converted message towards its recipient(s). In addition to this, it may convey message class, priority and subject of the associated MM as part of the converted message. 

8.3.2 Receiving of messages

For the purpose of receiving a message from an external messaging system the recipient MMS Relay/Server should convert incoming messages to the MM format in use by the recipient(s) that form part of the recipient MMS Service Provider's domain.

The recipient MMS Relay/Server may convert control information received from the External Server into appropriate information elements of an MM.

E.g., the recipient MMS Relay/Server should use the MSISDNs associated with an SMS-Short Message to define the sender's and recipient's addresses of the MM. In addition to this, it may e.g. map a priority assigned to an incoming SMS-Short Message to the MM's priority.

8.3.3 Discovery of new messages on External Servers

For discovery of incoming messages from external messaging systems different mechanisms may be utilised, e.g.:

· forwarding of messages from External Server to MMS Relay/Server, based on criteria defined by the user or application;

· notification of messages from an External Server, followed by retrieval by the MMS User Agent via the MMS Relay/Server;

· periodic polling for messages on External Server, followed by retrieval by the MMS User Agent via the MMS Relay/Server.

More detailed specification of these mechanisms should be further elaborated in future versions of the present document.

Annex A (informative):
Examples of MMS architectural implementations

A.5
Example of MMS interaction with 2G/3G Voice Mailboxes

MMS interaction with voice mailbox systems should be performed on a non-realtime basis. Figure A.4 illustrates an example architecture for the incorporation of voice mailboxes.
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Figure A.4: First Example of MMS interaction with 2G/3G Voice Mailbox based on VPIM

The Voice Profile for Internet Mail Version 2, VPIMv2, provides format extensions for MIME supporting the transmission of voice messages over standard Internet E-Mail systems. The VPIM concept was developed by the Electronic Messaging Association (EMA). After VPIMv2 had been reviewed by the IETF it became RFC 2421 [33].

The VPIM specification allows voice records to be MIME encapsulated and sent as Internet mail attachments via ESMTP or retrieved as Internet mail attachments via POP3 [34] or IMAP4[35]. The MIME type used for voice messages is ”multipart/voice-message” that includes an “audio/*” part and possibly additional parts for a voice signature or Vcard .

For the interaction of MMS with voice mailboxes, the voice mailbox may forward received voice records as VPIM messages via SMTP to the MMS Relay/Server. This implies that voice messages' download is always done via the MMS service. In this case the protocol to be used on the interface between MMS-Relay/Server and the voice mailbox is ESMTP and thus identical to the one used between different MMS Relay/Servers as specified in clause 6.6.  The message conversion that is necessary for this transfer is specified in Annex X.
Alternatively, the MMS Relay/Server may poll the voice mailbox via POP3 or IMAP4 for new messages received. Messages the user wants to retrieve via the MMS service can then be downloaded via POP3/IMAP4 from the voice mailbox to the MMS Relay/Server from where they are delivered to the MMS User Agent. This enables the user to do both, retrieve voice messages via today's realtime voice mail services or as an MM. In any case it is expected that the voice mailbox is still the owner of the message and as a consequence responsible for the storage.

As an alternative the MMS interworking with a 2G/3G Voice Mailbox System could be envisaged via an HTTP interface as depicted in figure A.5.
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Figure A.5: Second example of MMS interaction with 2G/3G Voice Mailbox based on HTTP

A.6
Example of interaction with Internet E-Mail Messaging
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Figure A.6 Example of interaction with Internet E-Mail messaging

In this architecture the server will be an E-Mail server providing post office services which are accessible e.g. via POP3 [34] or IMAP[35] for Internet E-Mail retrieval in the MMSE or are accessible to the MMS Relay/Server using SMTP. The MMS Relay/Server will send messages that are to be transmitted as Internet E-Mail via SMTP.

In the case of retrieval and sending of MMs from and to the Internet Email service is done via SMTP, the protocol to be used on the interface between MMS Relay/Server and the Mail Transfer Agent, MTA/Email Server is identical to the one used between different MMS-Relays as specified in clause 6.6.

Annex D (informative):
MM3 principles

D.1
Sending of MMs

On sending an MM to an external server the MMS Relay/Server:

· should map as many fields as possible to corresponding fields of the message format or protocol of the external server while suppressing MMS-only relevant fields (e.g. MMS-version) or sensitive fields (e.g. originator Address when address hiding is requested) and fields that cannot be mapped (e.g. Content-type in case fax gateway).

· In the case the external server uses RFC 822 formatted messages the mapping should be according to the mapping on MM4 under consideration of the above mentioned constraints.

· May add relevant fields that cannot be mapped to fields of the message format or protocol of the external server to the content body of the message if suitable (e.g. Print Content-Type, Priority, etc. on fax).

· should convert the content itself into the appropriate format used by the external server (e.g. WAV(G.723) attachment to AMR attachment for voice mail system).

D.2 
Receiving of messages

On receiving a message from an external server the MMS Relay/Server should be able to handle the following on MM3:

· The external server may send a message with RFC 2822 formatted header and a body with encapsulated message type of the external server (e.g. e-mail with attachment application/sms). In that case the MMS Relay/Server should map as many fields of the RFC 2822 header to the corresponding header fields of an MM. Additionally the MMS Relay/Server may be able to copy MMS relevant information from the MIME encapsulated body and map them to the corresponding header fields and body of an MM. The attachment itself should be forwarded unaltered as attachment of the generated MM to the recipient.

· The MMS Relay/Server should be able to interpret MMS specific fields in the RFC 2822 header of a message from an external server (e.g. voice mail can specify expiry date).

· The external server may send a message with regular RFC 2822 formatted header and MIME encapsulated attachments which may comprise content and/or profile information (e.g. VPIM multipart/voice-message). The MMS Relay/Server should be able to map as many fields of the RFC 2822 header to the corresponding header fields of an MM. Additionally in the case the attachments contain some message profile information the MMS Relay/Server should be able to map those to the corresponding header fields of an MM. The attachments/parts of the attachments with message content may be converted to another media type or format subject to the capabilities of the MMS User Agent. In most cases the attachments might be forwarded unaltered to the recipient.

· The external server may send a message with a format different from RFC 2822. In this case the MMS Relay/Server should be able to extract as many information from the external message format and protocol and map them to corresponding fields of the MM header. The content of the message from the external server should be mapped to an appropriate MIME type/subtype and attached to the MM. (e.g. SMS via 3GPP TR 23.039 -> MM with text/plain)

Annex I (normative):
MM1 <-> MM4 header mapping

This annex maps the information elements found on MM1 onto the STD 11 header fields of MM4. 

The tables below are provided to give a normative end-to-end description of MMS. There is a table for each MM1 abstract message with all its information elements in the left column, the right column shows how the MM1 information elements are mapped onto the STD 11 headers of MM4. 

In many cases there is no mapping between MM1 information elements and MM4 STD 11 header fields, this is according to specifications. These information elements are included in the tables below in order to give a complete picture of how the MM1 information elements are handled.

Table I.1: Mapping MM1_submit.REQ -> MM4_forward.REQ

	Information elements in MM1_submit.REQ
	STD11 Header fields in 
Egress MM4_forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Recipient address
	To:, Cc:, Bcc: (NOTE 1, NOTE 2)

	Content type
	Content-Type:

	Sender address
	From:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Time of Expiry
	X-Mms-Expiry:

	Earliest Delivery Time
	-

	Delivery report
	X-Mms-Delivery-Report:

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Priority
	X-Mms-Priority:

	Sender visibility
	X-Mms-Sender-Visibility:

	Store
	-

	MM State
	-

	MM Flags
	-

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Reply-Charging-ID
	-

	Content
	<message body>

	NOTE 1: A "Bcc:" field is created on MM4 only when the original MM on MM1 contains only blind-carbon-copy recipient(s). In this case the "Bcc:" field is left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy recipient(s) on MM1 are mapped onto <RCPT TO:> commands on SMTP level on MM4.


Table I.2: Mapping MM1_submit.RES -> MM4_forward.REQ

	Information elements in MM1_submit.RES
	STD11 Header fields in 
Egress MM4_forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Request Status
	-

	Request Status Text
	-

	Message ID
	X-Mms-Message-ID:

	Store Status
	-

	Store Status Text
	-

	Stored Message Reference
	-


Table I.3: Mapping MM1_notification.REQ <- MM4_forward.REQ

	Information elements in MM1_notification.REQ
	STD11 Header fields in Ingress MM4_forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Message class
	X-Mms-Message-Class:

	Message size
	-

	Time of expiry
	X-Mms-Expiry:

	Message Reference
	-

	Subject
	Subject:

	Priority
	X-Mms-Priority:

	Sender address
	From:

	Stored
	-

	Delivery report
	X-Mms-Delivery-Report:

	Reply-Charging
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Reply-Charging-ID
	-

	Element-Descriptor
	-


Table I.4: Information elements in the MM1_notification.RES. 

	Information elements in MM1_notification.RES
	MM4 STD 11 Header fields

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	MM Status
	-

	Report allowed
	-


Table I.5: Information elements in the MM1_retrieve.REQ

	Information elements in MM1_retrieve.REQ
	MM4 STD 11 Header fields

	Message Reference 
	-


Table I.6: Mapping MM1_retrieve.RES <- MM4_forward.REQ

	Information elements in MM1_retrieve.RES 
	STD11 Header fields in Ingress MM4_Forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Message ID
	X-Mms-Message-ID:

	Sender address
	From:

	Content type
	Content-type:

	Recipient address
	To:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Delivery report
	X-Mms-Delivery-Report:

	Priority
	X-Mms-Priority:

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Request Status
	-

	MM State
	-

	MM Flags
	-

	Request Status Text
	-

	Reply-Charging
	-

	Reply-Charging-ID
	-

	Reply-Deadline
	-

	Reply-Charging-Size
	-

	Previously-Sent-By
	X-Mms-Previously-Sent-By

	Previously-Sent-Date
	X-Mms-Previously-Sent-Date

	Content
	<message body>


Table I.7: Information elements in the MM1_acknowledgement.REQ

	Information elements in MM1_acknowledgement.REQ
	MM4 STD 11 Header fields

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Report allowed
	-


Table I.8: Mapping MM1_forward.REQ -> MM4_forward.REQ

	Information elements in MM1_forward.REQ
	STD11 Header fields in  Egress MM4_Forward.REQ

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Recipient address
	To:, Cc:, Bcc: (NOTE 1, NOTE 2) 

	Forwarding address
	From:

	Date and time
	Date:

	Time of Expiry
	X-Mms-Expiry:

	Earliest delivery time
	-

	Store
	-

	MM State
	-

	MM Flags
	-

	Delivery report
	X-Mms-Delivery-Report:

	Read reply
	X-Mms-Read-Reply:

	Message Reference
	-

	NOTE 1: A "Bcc:" field is created on MM4 only when the original MM on MM1 contains only blind-carbon-copy recipient(s). In this case the "Bcc:" field is left blank, see clause 8.4.4.2.

NOTE 2: Recipient addresses for blind-carbon-copy recipient(s) on MM1 are mapped onto <RCPT TO:> commands on SMTP level on MM4.


Table I.9: Information elements in the MM1_forward.RES.

	Information elements in MM1_forward.RES
	MM4 STD 11 Header fields

	Message Type
	-

	MMS Version
	-

	Transaction ID
	-

	Request Status
	-

	Request Status Text
	-

	Message ID
	-

	Store Status
	-

	Store Status Text
	-

	Stored  Message Reference
	-


Table I.10: Mapping MM1_delivery_report.REQ <- MM4_delivery_report.REQ

	Information elements in MM1_delivery_report.REQ
	STD11 Header fields in Ingress MM4_delivery_report.REQ

	Message Type
	-

	MMS Version
	-

	Message ID
	X-Mms-Message-ID

	Recipient address
	From:

	Date and Time
	Date:

	MM Status
	X-Mms-MM-Status-Code

	-
	X-Mms-MM-Status-Extension


Table I.11: Mapping MM1_read_reply_recipient.REQ -> MM4_read_reply_report.REQ

	Information elements in MM1_read_reply_recipient.REQ
	STD11 Header fields in Egress MM4_read_reply_report.REQ

	Message Type
	-

	MMS Version
	-

	Recipient address
	From:

	Originator address
	To:

	Message ID
	X-Mms-Message-ID:

	Date and Time
	Date:

	Read Status
	X-Mms-Read-Status:


Table I.12: Mapping MM1_ read_reply_originator.REQ <- MM4_ read_reply_report.REQ

	Information elements in MM1_read_reply_originator.REQ
	Ingress STD11 Header fields in MM4_read_reply_report.REQ

	Message Type
	-

	MMS Version
	-

	Recipient address
	From:

	Originator address
	To:

	Message ID
	X-Mms-Message-ID:

	Date and Time
	Date:

	Read Status
	X-Mms-Read-Status:


Annex X (normative):
Mapping of IE to MM3 protocols

This annex maps the information elements found on MM1 and MM4 to the relevant fields to transfer over MM3 to Internet Email (based on ESMTP and MIME) or voicemail systems (based on VPIMv2). 

The tables below are provided to give a normative end-to-end description of the interface between MMS and external messaging services. The first table indicates how to transform a MM, that originates from either MM1_submit.REQ or from MM4_forward.REQ, to a corresponding Internet Email message to be transferred to an email address.  The second table indicates how to transform a MM, that originates from either MM1_submit.REQ or from MM4_forward.REQ, to a corresponding VPIM message to be transferred to a voicemail server. In each table the MMS information elements appear in the left column, the middle column indicates the corresponding standard header field, the right column gives special explanations for the transformation.
As Indicated in Annex D – many of the MMS Information Elements should not be transferred to external messaging systems and should be suppressed.  This will be indicated in the tables by the word “suppressed” 
Table ‎0.1 Mapping of Submitted MM to Internet Email

	MMS Information Element 
	Internet Email Header
	Notes

	Message Type
	suppressed
	

	MMS Version
	suppressed
	

	Transaction ID
	suppressed
	

	Recipient address
	SMTP -  RCPT TO
MIME - To:, Cc: 
	Bcc recipients should only appear in the SMTP RCPT TO part of the transfer and not part of the MIME content.

	Content type
	MIME - Content-Type:
	

	Sender address
	SMTP - MAIL FROM
MIME - From:
	see Note 1: below

	Message class
	suppressed
	If Message class is “auto” this should affect the MAIL FROM field, see Note 1: below

	Date and time
	MIME - Date:
	

	Time of Expiry
	SMTP – DELIVER-BY parameter of RCPT TO
	As defined in RFC 2852

	Earliest Delivery Time
	suppressed
	There is currently an IETF draft that suggests use of the SMTP AFTER parameter

	Delivery report
	SMTP – DSN
	As defined in RFC 3461, dependent on ENVID, see below.

	Reply-Charging
	suppressed
	

	Reply-Deadline
	suppressed
	

	Reply-Charging-Size
	suppressed
	

	Priority
	MIME - X-Priority:
	

	Sender visibility
	suppressed
	

	Store
	suppressed
	

	MM State
	suppressed
	

	MM Flags
	suppressed
	

	Read reply
	MIME – Disposition-Notification-To:
	As defined in RFC 2298

	Subject
	MIME - Subject:
	

	Reply-Charging-ID
	suppressed
	

	Content
	<message body>
	

	Message ID
	SMTP – ENVID

MIME – Message-ID:
	As defined in RFC 3461, used to return DSN, this Message ID should be generated by the MMS Relay for MM that come from MM1_submit.REQ and should use the X-Mms-Message-ID from the MM4_forward.REQ


Table ‎0.2 Mapping of  Submitted MM to Voicemail via VPIM

	MMS Information Element 
	Internet VPIM Header
	Notes

	Message Type
	suppressed
	

	MMS Version
	suppressed
	

	Transaction ID
	suppressed
	

	Recipient address
	SMTP -  RCPT TO

MIME - To:, Cc: 
	Bcc recipients should only appear in the SMTP RCPT TO part of the transfer and not part of the MIME content.

	Content type
	MIME - Content-Type:
	see Note 2: below

	Sender address
	SMTP - MAIL FROM

MIME - From:
	see Note 1: below

	Message class
	suppressed
	If Message class is “auto” this should affect the MAIL FROM field, see Note 1: below

	Date and time
	MIME - Date:
	

	Time of Expiry
	SMTP – DELIVER-BY parameter of RCPT TO
	As defined in RFC 2852

	Earliest Delivery Time
	suppressed
	There is currently an IETF draft that suggests use of the SMTP AFTER parameter

	Delivery report
	SMTP – DSN
	As defined in RFC 3461, dependent on ENVID, see below.

	Reply-Charging
	suppressed
	

	Reply-Deadline
	suppressed
	

	Reply-Charging-Size
	suppressed
	

	Priority
	MIME - Importance:
	

	Sender visibility
	suppressed
	

	Store
	suppressed
	

	MM State
	suppressed
	

	MM Flags
	suppressed
	

	Read reply
	MIME – Disposition-Notification-To:
	As defined in RFC 2298

	Subject
	MIME - Subject:
	

	Reply-Charging-ID
	suppressed
	

	Content
	<message body>
	see Note 3: below

	Message ID
	SMTP – ENVID

MIME – Message-ID:
	As defined in RFC 3461, used to return DSN, this Message ID should be generated by the MMS Relay for MM that come from MM1_submit.REQ and should use the X-Mms-Message-ID from the MM4_forward.REQ

	
	MIME – MIME Version: 1.0 (Voice 2.0)
	This field should be added to all MM transferred to VPIM


Note 1: When Address Hiding was requested then the MIME From: field should not contain the originator’s address, but some string, e.g. “Anonymous”, that indicates that the address is being suppressed.  If the Message-class of the MM is “auto”, i.e. this MM was automatically generated by the MMS Relay then the SMTP MAIL FROM field should be set to null (“<>”) to prevent attempts to respond to the message.

Note 2: RFC 2421 (VPIMv2) requires that the content of the voice message be packaged in a “multipart/voice-message” content-type that may contain the actual message within a “audio/*” part of the multipart.
Note 3: The actual content must be filtered to transfer only a voice part of the message with possibly a vCard or voice signature.  In addition, the content should be encoded in binary if supported by the SMTP servers and if not shall be encoded in Base64 encoding.  The transfer encoding must be indicated for each part of the multipart using the Content-Transfer-Encoding: header field.
When receiving a message from an external messaging service, the MMS Relay/Server should use the available information in the transport and message headers to generate appropriate MMS information elements.  The following tables indicate what header information should be used when receiving messages from either Internet Email or Voicemail via VPIM.

	MM1 Notification or Retrieve Information Element 
	Internet Email/VPIM Header
	Notes

	Message Type
	
	Created by MMS Relay/Server

	MMS Version
	
	Created by MMS Relay/Server

	Transaction ID
	
	Created by MMS Relay/Server

	Recipient address
	MIME - To:, Cc: 
	

	Content type
	MIME - Content-Type:
	

	Sender address
	MIME - From:
	

	Message class
	
	Should be set to “personal”

	Date and time
	MIME - Date:
	

	Time of Expiry
	SMTP – DELIVER-BY parameter of RCPT TO
	Note that the DELIVER-BY is always a relative time

	Delivery report
	SMTP – DSN
	

	Reply-Charging fields
	
	These will not appear – as they are Optional and are not supported in originating messaging system.

	Priority
	MIME - Importance: or X-Priority:
	

	Read reply
	MIME – Disposition-Notification-To:
	As defined in RFC 2298

	Subject
	MIME - Subject:
	

	Content
	<message body>
	

	Message ID
	SMTP – ENVID

MIME – Message-ID:
	As defined in RFC 3461, used to return DSN, this Message ID should be generated by the MMS Relay for MM that come from MM1_submit.REQ and should use the X-Mms-Message-ID from the MM4_forward.REQ

	Stored

MM State

MM Flags

Request Status

Request Status Text


	
	All of these fields are dependent on MMS Relay/Server settings


X.2 Delivery Reports
The MMS Relay/Server should be prepared to receive delivery reports from external messaging services that such reports were requested from. In addition the MMS Relay/Server should support generation of Delivery Status Notification messages (as specified in RFC3461) when requested from external messaging services. The following table indicates the transformation of a received Delivery Report as defined in RFC 3461 and RFC 1892 to the corresponding MM1-deliveryReport.req PDU.
Note that the DSN as defined in the relevant RFC consists of three content parts in addition to the set of MIME headers.  Each of the three parts may contain information necessary for the transformation from DSN to MM1-deliveryReport.
	MM1 DeliveryReport Information Element 
	RFC3461 DSN report message
	Notes

	Message Type
	DSN top-level :  multipart/report, report-type=delivery-status

second-part : message/delivery-status

	Created by MMS Relay/Server

	MMS Version
	
	Created by MMS Relay/Server

	Transaction ID
	
	Created by MMS Relay/Server

	Message-ID
	Original-Envelope-ID field of per-message fields
	This is an optional field in the DSN but “should” appear if ENVID was supplied as specified in tables above.

	Recipient address
	Final-Recipient field
	This is a mandatory field in the DSN per-message section of the second-part

	Sender address
	top-level: To: header field value
	In addition, this may be available from the SMTP RCPT TO: field.

	Date and Time
	top-level: Date: header field value
	

	MM Status
	Action and Status fields of the per-message section of second-part
	The DSN Action field may have one of the following values:

· delivered (should correspond to the retrieved).

· failed (may correspond to the expired status – depending on the Status field value.

· delayed (should not be transferred to user)

· relayed (should correspond to the indeterminate status of MMS)
· expanded (should not be transferred to user)              

	MM Status Text
	Text from first part of DSN content
	


Note 1: When the DSN Action field indicates that the action taken by the external messaging service was either “delayed” or “expanded” then the MMS Relay/Server should not forward a delivery-report to the MM originator.
When an external messaging service requests, via DSN request in SMTP envelope, a delivery report the MMS Relay/Server should generate a DSN with the following information:

· MIME message of content-type: multipart/report with parameter “report-type=delivery-status” 
· MIME field To: should be originator of the message that is being delivered according to the address format that appeared in the From; field as it was received at the MMS Relay/Server.
· MIME field From: should be the address of the recipient that the delivery-report is relating to.

· The content of the DSN should be a two-part multipart/report in which the first part is a plain/text part that includes the MM Status Text field that would have been generated for a MM1 delivery-report.

· The second-part of the content should be a message/delivery-status content that should include the following information:

· Original-Envelope-ID field with the Message-ID that appeared in the ENVID field of the SMTP envelope that was conveyed to the MMS Relay/Server by the external service.

· Final-Recipient field whose value should be the MMS address of the recipient

· Action field should indicate if the message was delivered.

· For failed delivery an appropriate Status value should be included.
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