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1. Introduction

TSG-T2 SWG2 started an evaluation of Terminal aspects related to the GUP architecture. Objective of this work is the identification of specific UE requirements that need to be considered for the SA2 GUP specification TS 23.240. As an initial basis some use cases were presented at last T2 meeting and sent to SA2 as first guidance. SA2 discussed the document and sent LS T2-030221 as a reply. This document gives some answers on the SA2 comments and questions. Furthermore the document intends to support further discussions on this topic.

2. Discussion

For the T2 discussion it may be beneficial to have a layer diagram for the GUP data processing in the UE. The following picture shows the layer diagram related to the UE architecture in the use case document T2-030035.
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Remarks to the picture:

· The requirements of the RAF block (as specified in TS 23.240) must be met by the lower layers regardless of a particular UE architecture.

· The Data Agent terminates the protocol between two devices that is used for the data operations. In SyncML the Data Agents are called Sync Server Agent and Sync Client Agent. These SyncML Agents use the SyncML sync protocol and the SyncML representation protocol to communicate with each other.

· The Data Manager is located above the Data Agent in the layer hierarchy. The Data Manager is responsible for data operations that are required to provide the input (control, data) for the Data Agent and to process the results of the Data Agent operations.

· The GUP Agent is an additional module for the higher level data management. In contrast to the Data Manager the GUP Agent executes only GUP-specific tasks. At least for the discussions it may be beneficial to have a clear differentiation between GUP-specific functions and functions that are already implemented in a system without GUP. The required functionality of the GUP Agent is not yet discussed.

Short answers to SA2 comments: (which express my intentions and thougths when I wrote the use cases)
a) SA2: “General: The relationship between the Rp reference point and SyncML DM is not understood.”

Definition of the Rp reference point in TS 23.240: “This reference point shall allow the GUP Server or applications, excluding third party applications, to create, read, modify and delete user profile data using the harmonized access interface.”
From the UE point of view the Rp reference point is the data interface between the UE and either the GUP Server or applications. SyncML provides a protocol that may be utilized to perform the required GUP data operations on this interface. As SyncML will be implemented in many future mobile devices the SyncML protocol should be used if applicable. This means that we must check the applicability of SyncML for GUP before new procedures are specified.

b) SA2: “Use Case 2: There is no GUP Data Repository specified in UICC (NB. SA2 are specifying GUP con-cretely for Rel6), and also concerns were expressed about the different formats of the GUP data in the UICC and the MT. Also the functionality is not understood, if the same data resides both in the UICC and the MT.”

GUP data like MMS parameters are stored on the UICC. In the future the amount of user-related data on the UICC may grow rapidly. First the UICC offers a good opportunity to store GUP data independent of an MT. Second the memory capacity on UICC’s could be even used to allow the storage of proprietary device data.
Because of memory restrictions the formats of the GUP data on the UICC and in the MT can be different. This is the reason why the data on the UICC should not be neglected in the analysis.

If UICC GUP data are copied to the MT is a matter of implementation. This is possible but it may depend on the data. For instance, an MMS UA shall use the MMS parameters on the USIM and it would be technically critical to work with an MT copy of these parameters.

c) SA2: “Use Case 3: If the TE tries to access the data residing in the UICC, what are the requirements for API? In the flow, it is not clear in item 2) which Data Manager must determine the current location of the data.”

Open for discussion at a later stage of the T2 analysis. (I propose to handle the other use cases first and to verify the resulting solution with this use case.)

d) SA2: “Use Case 4: In the leading paragraph a second Data Manager is referred to, where it is located and what are its requirements? Additionally, it is not clear how the security of the TE applications can be guaranteed.”

MT and TE contain Data Managers for the management of the internal and external data processing. The functions may differ very much depending on the complexity of the device. For instance, a SyncML client may be implemented within the devices. In case of SyncML the security of an external data exchange have to be guaranteed by the mechanisms of the SyncML protocol.

e) SA2: “Use Case 5: Security check seems to be missing in this use case. In the flow, it is not understood in item 3) which Data Manager checks the data location together with the UE GUP Agent. Additionally, it was not understood in item 4) how the UICC and the MT GUP stores can be accessed directly by the UE GUP Agent. Furthermore the MT GUP store (i.e. data repository) is not specified.”

Security is not yet covered by the use case descriptions. The functional split between GUP Agent and Data Manager is for further study as well but the layer diagram in this document may help to clarify the main functions.

The term “direct access” in use case 5 is misleading. The intention was to highlight the difference in accessing device-internal and device-external data.




















































