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7.1.5
Delivery Report

The MMS Relay/Server shall support the delivery reporting service. Delivery reports shall only be generated for MMs.

The originator MMS User Agent or VASP may be able to request a delivery report for a specific MM.

Within an MM notification or upon MM retrieval the recipient MMS User Agent may receive an indication that a delivery report is requested for the MM.

Within either a response to a notification or a response to an MM’s delivery, the recipient MMS User Agent may request a delivery report not to be generated by the MMS Relay/Server. When a VASP has requested the delivery report the MMS Relay/Server must send the delivery report regardless of the MMS User Agent’s request.

The originator MMS Relay/Server shall generate a delivery report if a delivery report has been requested by the originator MMS User Agent or VASP

· upon routing forward the MM, in case the peer entity is not known by the MMS Relay/Server;

· upon routing forward the MM, in case that originator is VASP.

The originator MMS Relay/Server may generate a delivery report if a delivery report has been requested by the originator MMS User Agent

· upon failure of routing forward the MM.
The recipient MMS Relay/Server shall generate a delivery report and send this delivery report to the originator  MMS Relay/Server in order to inform  the originator MMS Relay/Server  the MM status  no matter whether the  delivery report has been requested by the originator MMS User Agent (or VASP) and refused by the recipient MMS User Agent (or  VASP). 
· upon receipt of a response to a notification, in case the MM is rejected by the recipient MMS User Agent ;
· upon receipt of a forwarding request, in case the MM is forwarded  by the recipient MMS User Agent to other MM recipient(s), without prior retrieval;
· upon receipt of a response to an MM’s delivery, in case the MM is retrieved by the MM recipient;

· upon expiry of the MM, in case the MM is not rejected and not retrieved by the MM recipient before the expiry.

The originator MMS User Agent or VASP, i.e. the MMS User Agent or VASP receiving the delivery report, may match the delivery report to the sent MM by retaining the message identification of the sent MM and comparing it to the received delivery report, which shall contain the message identification of the original MM. In case of multiple MM recipients, it is necessary for the originator MMS User Agent or VASP to retain the MM recipient addresses as well, to match the delivery report to the sent MM.

Regardless of  the originator MMS User Agent’s request for the delivery report and the recipient MMS User Agent ‘s refuse of sending the delivery report , the recipient MMS Relay/Server
· shall generate the delivery report;

· shall deliver the delivery report to the originator MMS Relay/Server;

· shall store delivery reports in the network until the originator MMS Relay/Server becomes reachable or until the delivery report expires.

Within the delivery report the recipient MMS Relay/Server
· shall provide the MM originator address to the originator MMS Relay/Server;

· shall provide the MM recipient address to the originator MMS Relay/Server;

· shall provide the identification of the original MM for which the delivery report has been generated to the originator MMS Relay/Server;

· shall provide status information how the MM was handled (e.g. expired, rejected, delivered, forwarded or indeterminate) to the originator MMS Relay/Server;
· shall provide a time stamp when the MM was handled to the originator MMS Relay/Server.
For each MM recipient of the original MM for which the delivery report has been generated and becomes available at the originator MMS Relay/Server, the originator MMS Relay/Server 

shall firstly judge if this delivery report is requested by the originator MMS User Agent or VASP, and then deliver the delivery report to those who request it.
Within the delivery report the originator MMS Relay/Server
· shall provide the MM recipient’s address to the originator MMS User Agent (the recipient MMS User Agent of the delivery report) or VASP;

· shall provide the identification of the original MM for which the delivery report has been generated to the originator MMS User Agent (the recipient MMS User Agent of the delivery report) or VASP;

· shall store delivery reports until the originator MMS User Agent becomes reachable (e.g. user moves back into coverage, switches MMS User Agent on) or until the delivery report expires;

· should store delivery reports until the VASP becomes reachable (e.g. in case of transport failure towards the VASP) or until the delivery report expires.

8.4.2.3
Features

Addressing: Both the address of the recipient (which is the MM originator) and the address of the originator (which is the MM recipient) of a routed forward delivery report shall be provided to the originator MMS Relay/Server in the addressing-relevant information field of MM4_delivery_report.REQ.

Identification: In the MM4_delivery_report.REQ the recipient MMS Relay/Server shall always provide the original message identification of the MM that the delivery report corresponds to as obtained from the associated MM4_forward.req. 
MM Time stamping: The MM4_delivery_report.REQ shall carry the time and date of handling of the MM (e.g. retrieval, expiry, rejection).

MM Status: The MM4_delivery_report.REQ shall carry the status of the MM delivery, e.g. retrieved, rejected, expired or indeterminate. 

Acknowledgement Request: The recipient MMS Relay/Server may request a MM4_delivery_report.RES from the originator MMS Relay/Server acknowledging the successful reception of the delivery report.

Request Status: The originator MMS Relay/Server shall indicate the status of the MM4_delivery_report.REQ in the associated MM4_delivery_report.RES if requested. 

Version: The MMS protocol shall provide unique means to identify the current version in the particular protocol environment. 

Message Type: The type of message used on reference point MM4 indicating MM4_delivery_report.REQ and MM4_delivery_report.RES as such.

Transaction Identification: If the originator MMS Relay/Server requests an MM4_delivery_report.RES from the recipient MMS Relay/Server it shall provide a transaction identification within an MM4_delivery_report.REQ. The MM4_delivery_report.RES shall unambiguously refer to the corresponding MM4_delivery_report.REQ using the same transaction identification. 
Delivery report type: It defines   the type of   the delivery report in the reference point MM4 whether the delivery report  is requested by the originator MMS User Agent and VASP or just used between originator MMS Relay/Server and the recipient MMS Relay/Server.
8.4.2.4
Information Elements

Table 35: Information elements in the MM4_delivery_report.REQ.

	Information element
	Presence
	Description

	3GPP MMS Version
	Mandatory
	The MMS version of the recipient MMS Relay/Server as defined by the present document.

	Message Type
	Mandatory
	The type of message used on reference point MM4: “ MM4_delivery_report.REQ”.

	Transaction ID
	Mandatory
	The identification of the MM4_delivery_report.REQ/ MM4_delivery_report.RES pair.

	Message ID
	Mandatory
	The identification of the original MM.

	Recipient address
	Mandatory
	The address of the MM recipient of the original MM.

	Sender address
	Mandatory
	The address of the MM originator of the original MM.

	Date and time
	Mandatory
	Date and time the MM was handled (retrieved, expired, rejected, etc.) (time stamp).

	Acknowledgement Request
	Optional
	Request for MM4_delivery_report.RES

	MM Status
	Mandatory
	Status of the MM, e.g. retrieved, expired, rejected

	MM Status text
	Optional
	Status text corresponding to the MM Status

	Delivery report type
	Mandatory
	Type of the delivery report in the  reference point  MM4 


Table 36: Information elements in the MM4_delivery_report.RES.

	Information element
	Presence
	Description

	3GPP MMS Version
	Mandatory
	The MMS version of the recipient MMS Relay/Server as defined by the present document.

	Message Type
	Mandatory
	The type of message used on reference point MM4: “MM4_delivery_report.RES”.

	Transaction ID
	Mandatory
	The identification of the MM4_delivery_report.REQ/ MM4_delivery_report.RES pair.

	Message ID
	Mandatory
	The Message ID of the MM which caused the delivery report

	Request Status
	Mandatory
	The status of the associated MM4_delivery_report.REQ.

	Request Status text
	Optional
	The text explanation corresponding to the Request Status


8.4.4.4
MM4_Delivery_report.REQ Header Mappings

The mappings of the MM4_Delivery_report.REQ information elements to STD 11 headers is detailed in the table below.

Table 42: MM4_Delivery_report.REQ Information Elements to 
STD 11 Header Mappings

	Information element
	STD 11 Header

	3GPP MMS Version
	X-Mms-3GPP-MMS-Version:

	Message Type
	X-Mms-Message-Type:

	Transaction ID
	X-Mms-Transaction-ID:

	Message ID
	X-Mms-Message-ID:

	Recipient address
	From:

	Sender address
	To:

	Date and time
	Date:

	Acknowledgement Request
	X-Mms-Ack-Request:

	Delivery-report-type
	X-Mms-Delivery-report-type：

	MM Status
	X-Mms-MM-Status-Code:

	MM Status Text
	X-Mms-Status-text:

	-
	Sender:

	-
	Message-ID:


The meaning of Recipient address is that of the original MM, from whose MMS User Agent this Delivery-report is being generated. The meaning of Sender address is that of the original MM, to whom the Delivery-report is being sent.

The value of the STD 11 "Sender:" header is a system administration address, to which the corresponding response will be sent.

The STD 11 "Sender:" header value is automatically set to the system address of the MMS Relay/Server.

The STD 11 "Message-ID:" value is automatically generated by the MMS Relay/Server, in conformance to STD 11 [5].

The other header mappings from information elements are similar to those already described above. 

8.4.4.8
Header Field Value Range

MMS information elements that are mapped to standard STD 11 "header fields", i.e. which do not have an "X-Mms-" prefix, should be used according to [5]. 

The rest of the header definitions used in this clause, including the mechanisms and pre-defined tokens, are described in an augmented Backus-Naur Form (BNF) defined in [48], similar to that used by RFC 822 [5]. Implementers will need to be familiar with the notation in order to understand these definitions.

For the residual MMS information elements the following applies:

X-Mms-3GPP-MMS-Version:

3GPP-MMS-Version = "X-Mms-3GPP-MMS-Version" ":"  1*DIGIT "." 1*DIGIT "." 1*DIGIT

Note that the numbers MUST be treated as separate integers and that each may be incremented higher than a single digit. Thus, 2.1.4 is a lower version than 2.1.13, which in turn is lower than 2.3.0 Leading zeros shall be ignored by recipient MMS Relay/Server and shall NOT be sent. The version is according to the version of the present document (see also clause "Foreword").

X-Mms-Message-Type:

Message-type = "X-Mms-Message-Type" ":" ( "MM4_forward.REQ" | "MM4_forward.RES" | "MM4_delivery_report.REQ" | "MM4_delivery_report.RES" | "MM4_read_reply_report.REQ" | "MM4_read_reply_report.RES" )

X-Mms-Transaction-Id:

Transaction-id =  "X-Mms-Transaction-ID" ":" quoted-string

X-Mms-Message-Id:

Message-id =  "X-Mms-Message-ID" ":" quoted-string

X-Mms-Message-Class:

Message-class = "X-Mms-Message-Class" ":" ( Class-identifier | quoted-string )

Class-identifier = "Personal" | "Advertisement" | "Informational" | "Auto"
X-Mms-Expiry:

Expiry-value = "X-Mms-Expiry" ":" ( HTTP-date | delta-seconds )

X-Mms-Delivery-Report:

Delivery-report =  "X-Mms-Delivery-Report" ":" ( "Yes" | "No" )

X-Mms-Priority:

Priority = "X-Mms-Priority" ":" ( "Low" | "Normal" | "High" )

X-Mms-Sender-Visibility:

Sender-visibility = "X-Mms-Sender-Visibility" ":" ( "Hide" | "Show" )

X-Mms-Read-Reply:

Read-reply = "X-Mms-Read-Reply" ":" ( "Yes" | "No" )

X-Mms-Ack-Request:

Ack-Request = "X-Mms-Ack-Request" ":" ( "Yes" | "No" )

X-Mms-Request-Status-Code:

Request-status-Code =  "X-Mms-Request-Status-Code" ":" ( "Ok" | "Error-unspecified" | "Error-service-denied" | "Error-message-format-corrupt" | "Error-sending-address-unresolved" | "Error-message-not-found" | "Error-network-problem" | 
"Error-content-not-accepted" | "Error-unsupported-message" )

The meaning of the X-Mms-Request-Status-Code header field is further described in section 8.4.4.10 of this specification.
X-Mms-MM-Status-Code:

MM-Status-Code = "X-Mms-MM-Status-Code" ":" ( "Expired" | "Retrieved" | "Rejected" | "Deferred" | "Indeterminate" | "Forwarded" | "Unrecognised" )

X-Mms-Read-Status:

Read-Status = “X-Mms-Read-Status” “:” ( “Read” | “Deleted without being read” )

X-Mms-Forward-Counter

Forward-Counter = "X-Mms-Forward-Counter" ":" 1*DIGIT

X-Mms-Previously-sent-by

Previously-sent-by = “X-Mms-Previously-sent-by” “:” 1*DIGIT “,” mailbox

The address should be machine-usable, as defined by "mailbox" in RFC 2822 [5].

NOTE:
The number indicates the chronological order of the submission and forwarding event(s). The number “0” is associated with the submission of the MM. A higher number indicates an event at a later point in time.

X-Mms-Previously-sent-date-and-time

Previously-sent-date-and-time = “X-Mms-Previously-sent-date-and-time” “:” 1*DIGIT “,” HTTP-date
X-Mms-Delivery-report-type
Delivery-report-type=” X-Mms-Delivery-report-type””:” ("Yes"|"No")
The date should be machine-usable, as defined by "HTTP-date" in RFC 2616 [48].

NOTE:
The number indicates the chronological order of the submission and forwarding events. The number “0” is associated with the submission of the MM. The number indicates the correspondence to the MMS User Agent’s address in the “X-Mms-Previously-sent-by” header field with the same number.
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