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Background

This document was driven by the needs of operators to close open issues with the MMS service as identified in doc. E2E005/02 rev. 6 MMS Gaps and Bottlenecks. The Gaps and Bottlenecks were collated after discussions within SerG, other GSMA Working groups and a MMS summit held in April 2002, which was attended by 16 operators.

These gaps and bottlenecks were prioritised within the SerG group. It was then agreed to make a subgroup that particularly addresses the issues prioritised and write this resulting PRD.  

Not all gaps and bottlenecks identified were specific standardisation issues, but also issues regarding implementation and usability of MMS to the customer, for example client provisioning. Some issues have not been touched by standardisation for example, security against SPAM. 

The MMS Gaps and Bottlenecks document will continue to be maintained by the 
E2E-MMS taskforce.

1. Objective

This Information Document should be read in conjunction with SE.32 and seeks to expand and update operator requirements for MMS and provide information about the MMS service. 

This is a Services expert Group (SerG) document, but reference is made to other issues that are to be resolved by other Working Groups.

2. Terms and Abbreviations

API
Application Programming Interface

EMA 
Electronic Message Association

E-Mail 
Electronic Mail

GW 
Gateway

HTTP 
Hypertext Transfer Protocol

IMAP4 
Internet Message Access Protocol
LDAP
Lightweight Directory Access Protocol

MIME 
Multipurpose Internet Mail Extensions

MM 
Multimedia Message

MMSE 
Multimedia Message Service Environment

MMSC
Multimedia Message Service Centre

MMS 
Multimedia Messaging Service

MTA 
Mail Transfer Agent

OSS
Operations Support Subsystem

PDU 
Protocol Data Unit

POP3 
Post Office Protocol Version 3

SMSC
Short Message System Centre

SMTP
Simple Mail Transfer Protocol


SMIL 
Synchronised Multimedia Integration Language

SMPP 
Short Message Peer-to-Peer Protocol

SMTP 
Simple Mail Transfer Protocol

UA 
User Agent

UAProf 
User Agent Profile

UI
User Interface


WAP 
Wireless Application Protocol

3. MIME types

This document proposes a minimum list of MIME types to be supported by all MMSCs. This list supplements the handset requirements stated in SE.25, “M-Services Phase II Requirements”.

For MMS to become a success, it is important that users as well as content providers can rely on a minimum set of functionality provided by MMS. An important part of the functionality is the support of various media types that can be sent using MMS. That is why M-Services Interest Group (MSIG) has listed a minimum set of media types that must be supported by handsets complying to M-Services Phase II Requirements. 

For interoperability and legacy purposes, MMS Relay/Servers must be able to handle those media types, in order to allow users of handsets that do not support these media types to still access the content in the most appropriate way: This could for example be achieved by transforming the content to a more simple format, or by allowing the user to access such content using the Internet.

The list of MIME types that all MMSCs must support should therefore be the same as the list of MIME types that handsets are required to support. In order to avoid confusion in the market place, it is of crucial importance that requirements for network infrastructure are aligned with handset requirements. Therefore the following list is based on SE.25, the M-Services Phase II Requirements.

	MIME/file type
	Codec Specification
	MMS IOP

	Sept 02
	Apr 03

	Application
	
	
	
	

	Application/xhtml+xml


	UTF-8 and UTF-16 
	
	R
	M

	Application/xhtml+xml;

profile="http://www.wapforum.org/xhtm

l"
	UTF-8 and UTF-16
	
	R
	M

	application/vnd.wap.xhtml+xml
	UTF-8 and UTF-16
	
	R
	M

	application/x‑sms
	SMS 3GPP TS 24.011 [11] RP-DATA RPDU
	
	M
	M

	Text
	
	
	
	

	Text/css
	UTF-8 and UTF-16
	
	R
	M

	Text/html
	UTF-8 and UTF-16
	
	R
	M

	Text/plain
	UTF-8, UTF-16 and US-ASCII

	M
	M
	M

	Text/x-vCalendar
	VCalendar version 1.0
	M
	M
	M

	Text/x-vCard
	VCard version 2.1
	M
	M
	M

	Audio / Speech
	
	
	
	

	Audio/iMelody
	IMelody v1.2, specs for IrMC, Infrared Data Association (IrDA)
	
	M
	M

	Audio/mid
	Scalable MIDI specification SMF-0 (this file format guarantees no interoperability)
	
	M
	M

	Audio/mp4
	MPEG 4 Audio AAC ISO/IEC 14496-3 (1999)
	
	R
	M

	Audio/mp3 (or /mpeg or /mpg)
	MPEG 1 Level 3 audio
	
	R
	R

	Audio/wav
	At minimum PCM codec (codec=1
)
	
	O
	O

	Audio/amr
	AMR R4 3GPP PSS spec 26.234
	M
	R
	M

	Images
	
	
	
	

	Image/jpeg
	JPEG. Baseline DCT, non-differential, Huffman coding, as defined in Table B.1, Symbol ‘SOF0’
	M
	M
	M

	Image/gif
	GIF 87 , 89a (animated)
	M
	M
	M

	Image/png
	Recommended encoders/decoders can be found in RFC 2083.
	
	R
	M

	Image/vnd.wap.wbmp
	WBMP level 0 [WAP-190-WAESpec-20000329-a]
	M
	M
	R

	Image/tiff
	TIFF 6
	
	O
	O

	Image/bmp
	Windows bitmap
	
	O
	O

	Rich Media

	
	
	
	

	Vector Graphics
	To be addressed in future M-Services documents. 
	
	Open
	Open

	Real-time video
	The video codec shall be H.263 baseline (Profile 0, level 10)
	
	O
	M 

	Video/H263
	H.263 baseline (Profile 0, level 10)
	
	O
	M

	Video/mpeg
	ISO/IEC 14496-2 MPEG-4 video, Simple Visual Profile, Level 0.+ 3GPP R4 26.234
	
	O
	R

	Video/mpg
	As above Video/mpeg
	
	O
	R

	Miscellaneous
	
	
	
	

	Other
	Non standard, non 3GPP endorsed, proprietary solutions
	
	O
	O


Priority of requirements:

Based upon industry comments received regarding M-Services, Phase I, the following vocabulary has been implemented and is used to express the level of priority and importance of particular features requested by operators.

· Mandatory (M) : the feature is extremely important and a top priority to operators.

· Recommended (R): the feature is important. Such a position is considered in the above table with reference to the timeline and accompanying features.

· A "Recommended" marking usually means that the feature will be given top priority in the next release (based on the status of the specification for the next phases).

· For a given requirement where a feature is marked  "Recommended" when other features are optional this means that this is a technology trend or position which may not be mature enough to be mandated but will be the way forward

· Optional (O): the feature has been considered as an option, but is not required on the products. This may also mean that the feature will not be supported or deployed by many operators.

4. SMIL Subset Definition

The following table defines the subset of SMIL required by operators to support the MMS service:

	#
	SMIL tag
	Description
	MMS IOP


	Structure modules

	ST-01 
	<smil>
	Required tag for the entire SMIL definition
	(

	ST-02 
	<head>
	Required tag for the Head section
	(

	ST-03 
	<body>
	Required tag for the Body section
	(

	Meta information modules

	ST-04 
	<meta name=”name” content=”content”>
	Optional tag.  The client can parse these tags but, unless required, will ignore them.
	(

	Layout modules

	ST-05 
	<layout>
	Defines the documents body
	(

	ST-06 
	<root-layout background-color="RGB" width=”x” height=”y” >
	Determines the size of the window in which the SMIL presentation is displayed.  The background-colour can be in either #FFFFFF or named format.  width and height are pixel values that set the height and width of the root layout.
	(

	ST-07 
	<region_id=”name” top="x" left="y" height="x" width="y” fit=”f”>
	Tag for a region element controlling the position, size and scaling of media object elements.  Valid values for id are image and text.  id labels the region and is referenced from within the <body>.  top & left determine the starting position of the region in % or pixels.  height and width determine size of the region in % or pixels.  fit determines what should be done if a media object height and width differ from the region height and width.  The Client will parse any of the valid values for fit (fill, hidden, scroll, meet, slice) but apply hidden only. 
	(

	Timing and Synchronization modules

	ST-08 
	<seq repeatcount=x>
	<seq></seq> delimits a sequence of slides.  repeatcount is optional and results in the slides between the seq tags to be repeated.
	

	ST-09 
	<par dur=”x”>
	<par></par> delimits each slide.  dur is optional and determines the amount of time that will elapse between each slide measured in milliseconds (ms) or seconds (s).  If ms or s is not defined then the default is ms.
	(

	Media object modules

	ST-010 
	<img src=”name” alt=”text” begin=”x” end=”y”  region=”image”>
	Tag for the only image region in any one slide.  src names the image file.  If the src image type is not supported by the terminal then the alt text is displayed in place of the image.  The begin and end attributes are relative to the beginning of the display of a slide and determine when the image should be displayed and when it should stop being displayed.  begin and end values are measured in milliseconds (ms) or seconds (s).  If ms or s is not defined then the Client defaults to ms.  If there is no end to accompany a begin then the image is displayed until the end of the slide display.  Note that the region name must be image.
	(

	ST-011 
	<text src=”name” alt=”text” begin=”x” end=”y” region=”text”>
	Tag for the only text region in any one slide.  src names the text file.  If the src text type is not supported by the terminal then the alt text is displayed in place of the text in the named file.  The begin and end attributes are relative to the beginning of the display of a slide and determine when the text should be displayed and when it should stop being displayed.  begin and end values are measured in milliseconds (ms) or seconds (s).  If ms or s is not defined then the Client defaults to ms.  If there is no end to accompany a begin then the text is displayed until the end of the slide display.  Note that the region name must be text.
	(

	ST-012 
	<audio src=”name” alt=”text” begin=”x” end=”y”>
	Tag for the sound played in a slide.  src names the sound file.  If the src sound type is not supported by the terminal then the alt text is displayed in place of the sound.  The begin and end attributes are relative to the beginning of the display of a slide and determine when the sound should be played and when it should stop being played.  begin and end values are measured in milliseconds (ms) or seconds (s).  If ms or s is not defined then the Client defaults to ms.  If there is no end to accompany a begin then the sound is played until the end of the slide display.
	(

	ST-013 
	<ref src=”URI” alt=”text” begin=”x” end=”y” region=”name”>
	Tag for a generic media reference.  URI is a Uniform Resource Identifier indicating where a media object is located.  If the object addressed by src is not supported by the terminal then the alt text is displayed in place of the object.  The begin and end attributes are relative to the beginning of the display of a slide and determine when the object should be rendered and when it should stop being played.  begin and end values are measured in milliseconds (ms) or seconds (s).  If ms or s is not defined then the Client defaults to ms.  If there is no end to accompany a begin then the object is rendered until the end of the slide display.  Note that region should be set to either text or image.
	(

	ST-014 
	<param name="foreground-color" value="RGB">
	Optional for use between <text></text> tags to set the foreground text colour.
	

	ST-015 
	<param name=”textsize” value=”x”>
	Optional for use between <text></text> tags to set text size.  Valid values for value are small, normal and large.
	


The MMS vendors Interoperability Group, has defined a subset of SMIL as an initial minimum set of requirements for interoperability between terminals and MMSC infrastructure. The operator requirement is for the above table to be completely supported by the end of 2002.

5. Receipt of MMS during a data session

If MMS is truly to be the “next generation SMS” or “SMS with pictures and sound” than it would be preferred that MMS could also be received while actively in a data session. The following is a list of requirements for the receipt of MMS.

1. GPRS Class A: MMS could be received concurrently with either a voice or data session – if configured by the user in the handset.

2. GPRS Class B: A notification of the receipt of a MMS could be received during a voice call. As soon as the voice call is finished the MMS shall be retrieved automatically – if configured by the user in the handset.

3. MMS handsets shall support multiple WSP (Wireless Session Protocol) session and Multiple PDP context in order to allow an automatic download during a WAP or Web Session simultaneously. 

As an interim solution it is possible to receive and send MMS while in a WAP session, with GPRS Class B handsets. This is only possible if the same APN is used for WAP and MMS. If an Operator wishes to distinguish MMS and WAP traffic (e.g. for billing purposes) separate IP addresses will need to be allocated to WAP and MMS (although it should be noted that not all current GPRS charging mechanisms may be able to generate approriate CDR’s showing the correct IP addresses).

Further investigation of the validity of such a solution is required.

6. Support for non MMS-capable handsets

6.1. Minimum Service Definition

The following “minimum service definition for MMS” is proposed:-

· MMS messages will result in at least an attempt to send an SMS message to the mobile addressed (target is a single SMS), containing 
· Sender of the message, if available.

· Subject of message, if available. (Optional)

· Indication that this was a “Multimedia Message”

· Text of original message (optional)

· Information on how to access full MMS message 
· The sender may be informed if only a partial delivery of the MMS is possible (Optional) (Note:- The content of the message is operator specific.)

Note: MMS service logic, such as, filtering and SPAM rules, must still be applied.
6.2. Support for non-MMS Phones 
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Note

· MMBox is the Multimedia Messaging Mailbox maintained by the MMSC

· MMS incompatibility with sender could mean types of devices with limited MMS support, e.g. file size, animation, colour, etc. 

· For EMS, WAP and I-mode, which do not support SMIL, the MMS experience is incomplete e.g. no simultaneous sound or pictures/ text may not sequence as the originator defined.

· “Automatic Download” is assumed to be the default option, but individual users are able to change this setting in their phone. “Automatic Download” provided the best user experience as a MM is downloaded to the phone before the user is notified and can therefore be played immediately.

Please note that to implement the above table the MMSC will need connectivity to other network elements and additional capabilities to decide on the current capabilities of the end user device. The implementation of this is outside of the scope of this document. 

There may be an  issue relating  to users with multiple devices some of which are MMS capable and others that are not. A user may receive a notification on a device not capable of receiving an MMS and may want to switch to his/her MMS capable device to retreive the MM. The exact implications of this are extremely dependent on the treatment of legacy devices, and are therefore very operator specific. Further study by SerG may be required.

6.3. Recipient Network does not support MMS

There are two scenarios to consider

The first scenario is that the MMSC in the recipient network cannot be reached – potentially due to a network fault or MMSC downtime. In this case the originating MMSC should follow conventional re-delivery attempts as already used with mail servers, send interim status reports to the originator MMSC to inform of delivery delays and, when eventually the recipient MMSC is reached normal operation is resumed.

Secondly if after a number of retries there is no response then it should be assumed that the recipient network does not support MMS. In this case the originating MMSC should send an SMS to the recipient end user. Depending on the capability SMSC, there will be a failed response message as soon as an MMS is attempted

7. Internet Openness and Security

7.1. Overall Description:

MMS allows the mobile customer to receive E-mails, the most common source of this will be from the Internet. 

For any operator allowing the receipt of e-mails from the Internet, the prevention of SPAM is an issue. 

To prevent widespread abuse from SPAM e-mail senders it is also required that the MMS features blacklisting capabilities which are administered centrally by the network operator. Such a blacklist would allow the operator to handle a customer complaint against SPAM generators in one move to the benefit of all of their subscribers. Requirements would be

· Blacklisting of an originator by e-mail address where messages are transparently erased

· Blacklisting of an originator by e-mail address where messages are delivered to recipient MMBox with no notification and no automatic delivery to the recipient

· Blacklisting of a “rogue” domain so that any message originating from the domain is transparently erased

· Blacklisting of a “rogue” domain so that any message originating from the domain is simply delivered to recipient MMBox with no notification and no automatic delivery to the recipient

It is noted that bulk e-mail senders create the greatest situation of free service access as well as annoyance to the end user. Although individual users could in theory use the free gateway from e-mail to MMS it is likely that such communications would be two way and therefore the operator would collect revenues on the response. For bulk e-mail senders it would be possible to bar access by the blacklisting capabilities described above. Further work to identify automated SPAM filters would be a useful “value add” in this area though the blacklists would be the main mechanism for implementing SPAM restriction. One simple approach is to automatically block sending access from a specific e-mail address or sender IP address if a defined threshold of messages per day is exceeded – say 20 – this has been implemented to useful effect in free SMS gateways.

8. Support for Value Added Services

8.1. Restricting when MMS are sent on behalf of a Content Provider

A proposal has been made that Content Providers can limit delivery of an MMS to prevent this occurring if the recipient is roaming.

This is to be defined fully in a future revision of this document.

8.2. VAS/ API/ MM7

A review of the 3GPP MMS specification 23.140 Release 5.30 (draft) has been made to assess the capabilities for value added service providers. SerG believes that the defined MM7 specification will meet most of the requirements for the support of Value Added Services.

However, the following are additional items that SerG note which should be addressed to improve the support for Value Added Service Providers in the creation of services. 

Network queries - it would help a VASP to be able to make certain queries on the network/ user to help in the decision making process about delivering a service

· Is the subscriber currently reachable on their home network i.e. does the HLR/ VLR recognise the mobile as on 

· Is the subscriber reachable on a roamed network (as far as can be possibly determined)

· Is the content type to be delivered permitted by network/ user settings
Please note that any such queries would have to be in full compliance with the applicable/relevant data protection rules.
User location services (There should be synergy between a VASP using the MM7 interface to a MMSC and a VASP using a GMLC application interface).
Please note that all interfaces to a GMLC are assumed to incorporate privacy controls as detailed in SE.23 – Location Based Services. It is important that the classes of MMS service which are location based will work efficiently:-

· Through a GMLC based location capability, gain authorisation to use user location as part of MMS delivery

· An option to impose a geographical limitation over whether a user is delivered a message

· Obtain a trigger from the GMLC when a user enters a specific zone so that MMS can be delivered - would be relevant to location based advertising MMS services. This might offer system efficiency over GMLC notifying VASP of each user entering a zone and it then dispatching an MMS e.g. consider notifying all users arriving at an airport that there is an offer available from a certain shop/ restaurant.
Gain access to user profile details to simplify provisioning - ideally there is a user "passport" which can be shared to authorised applications to simplify service provisioning and billing. The user might protect their passport using a PIN code in which case the interface would need to support verification of permission. Note permission and authentication issues could be handled outside the MMSC/MM7 interface. 

VASP might want to inject billing events asynchronously from the delivery of MMS messages. For example it may be that the user subscribes to a subscription MMS service and billing is to take place on a certain day of the month/ year. Since there is no guarantee that an MMS would be transmitted/ billed on that day it must be necessary to implement charging/ billing separate from MMS delivery. Though there may be a separate interface to a billing system this is not standardised and using the MMSC as an intermediary may help in unifying billing/ charging for MSM services.

The content provider may want to obtain current information about the device in use by the subscriber either to adapt content appropriately or to decide not to deliver a message if the device is not sufficiently capable. Again note that there will be no guarantee of fully up to date information but best effort would be good.

The VASP may want to provide a reply to address when originating a message different from the actual originator of a message e.g. a customer service agent might originate a message but the dialogue would continue with the regular subscriber to machine interface.

For high priced services/ goods purchases a non repudiation mechanism may be needed to ensure the subscriber specifically authorises the application and verifies their permission e.g. through a PIN or response to a personal question.  The VASP would verify authorisation so that user cannot challenge transaction at a later date as non-authorised.

A customer care interface is required where VASP can query for example relevant parts of a subscriber's bill/ charging record to allow their own customer services agents can handle customer queries/ complaints. A mechanism may also be needed to back out an errant transaction.

8.3. VASP ID

A Value Added Service Provider ID is loosely documented as a way of VASP’s indicating their identity to carriers as part of delivering value added services. 

It is requested that a tighter definition is given to VASP ID and solution proposed to simplify a number of issues

· There is no universal “naming” scheme for creating a VASP ID. Each carrier may create its own ID format for its VASP customers. 

· As each carrier may create its own ID format a VASP may have to adapt to multiple formats according to the carriers it’s end users are using. Users switching carriers and Mobile Number Portability further complicate this.

Two suggestions are offered

Firstly a VASPID could be user such as


Housebuyer@carrier1.com


Housebuyer@carrier2.com

Authentication requests can then be easily forwarded to the appropriate carrier’s authentication server (e.g. RADIUS server).

Secondly potentially basing a naming scheme on the VASP fully qualified domain name (FQDN) provides a way of ensuring global uniqueness. Additionally some way of adding a service identification would also assist e.g. in the way socket numbers added to an FQDN do for web services or the use of a URL which includes an FQDN. 

In the first example it is implicitly easy to determine the mobile network that has the gateway to the VASP. This is recommended as the initial approach. The second approach is seen as preferable in the longer term and further study is recommended over its implementation.

8.4. End User Authentication
No direct end user authentication/ authorization scheme is defined for the MMSC (implicit for mobile users is authorization via the mobile network access but what about Internet access). Each MMSC has to develop a proprietary scheme to create an interface to end-users.

This may be addressable using standard Internet authentication systems – documentation and adoption of a best practice approach is requested including use of an API.

8.5. Security of MM7 Interface

The architecture of an MMSC connecting direct to VASPs implies a need for carrier firewall to be opened up to every VASP and (non mobile) user. This is seen as a source of administrative complexity and potential security risk to a key network component.

If VPN is required for each VASP to access MSC the effort to deploy and maintain the VPN will likely become unbearable as business grows.

The request is to add a separate MMS “Access Gateway” which sits beyond the carrier’s firewall containing the MMSC. This can then be authorised for access to the MMSC and creates a containment point. Its key features would be

· Provide MM7 interface to VAS and VASP

· Provide MM7 interface to MMSC (potentially also MM4) – meaning no change to existing protocols/ system architecture

· Provide standard mechanism for authentication and authorization of VASP and end users

· Unified interface to charging/ billing systems for contract and pre-pay customers

8.6. Content Filtering
It is required that content filtering for both text and images coming from the Internet can be policed from the MM7 interface – this might be to notify or block obscene or pornographic materials originating via E-mail reaching mobile destinations. Again it is suggested this may not be best placed functionality at the MMSC (although if it was an integral function of the MMSC it would work globally for all users) – a filter before the MMSC would prevent MMSC saturation from inappropriate content.

8.7. Anti SPAM
Receiving mobile user should be able to block message origination from VASP and particularly from Internet/ e-mail origination for unsolicited bulk e-mail. Ideally for VASP when a user blocks access the MM7 interface informs the VASP the user no longer wants a service and it is terminated at point of origin. 

Blacklists are required both for system administrator controlled blacklists and personal (i.e. end user) blacklists. 

Policing blacklists in front of the MMSC again reduces the potential risk to availability/ loading of the MMSC.

9. Transcoding
A liaison statement to 3GPP T2 has been created & distributed describing requirements for a MMSC Multimedia Transcoding Interface for consideration by T2.  The text of this contribution (MMS 056/02 rev 1) is included here for reference. 

SerG has identified the need for transcoding functions with MMS services.  It has concluded that this is a very necessary function.  Transcoding is required to:

· Adapt content to match recipient terminal capabilities

· Improve the user experience by enhancing and reducing the size of the transmitted file

SerG notes that it is likely that there will be a number of vendors providing such transcoding capabilities and SerG asks that 3GPP consider the standardisation of an interface between the MMSC and the transcoding platform.

The requirements identified by the MMSG are:

· Discretionary transcoding operations by the MMSC (i.e. not all media elements require transformation by the transcoding platform)

· Standard, common protocol for the Interface (preferably similar to the MM7) to minimize the number of different MMSC protocols used. (e.g. SOAP 1.1  XML over HTTP)

· Multimedia transcoding platform is a slave to the MMSC

· Common Interface for both data and control transfer between the MMSC and the transcoder (e.g. SOAP over HTTP interface).

· Other applications may utilize the transcoding resource using the same interface.

· Actual source and transcoded Rich-Media shall be delivered as attachments (e.g. SOAP attachments).

· Include usage statistics as part of a transaction result to enable MMSC charging based on specific transcoding operations.

· Multithreading transcoder to enable handling of concurrent requests with a new connection (e.g. HTTP).

· Modular schema, to allow hiding of implementation details, and reuse of common components,

· Extensible schema, to allow future enhancements and extensions,

· Open schema to promote interoperability,

Transcoding Diagram
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9.1. SMIL <-> e-mail transcoding

SMIL incorporates a dynamic aspect to content, which is not paralleled in e-mail clients. Rendering of an MMS message generated in SMIL may actually be better using a web browser based viewer, which can show the dynamic aspect. Overall this subject is felt best addressed as a future topic. 

10. Items for further study

This section lists the items that have been considered by SerG, but require further study before inclusion in this document.

· Digital Rights Management

· Video and Audio Streaming

· SPAM Protection 

· Support of incoming e-mails from the Internet

· Differentiation between e-mail and MMS

11. References to other Working Group Activities on MMS

This section lists current activity on MMS within other GSMA groups. It is intended only as a guide to other ongoing activity and is informative only.

11.1. Test plan for IP Interworking

Please refer to the following PRD’s for recemmendation on how to test for IP interworking:

· IR.52 – MMS Interworking Guidelines

· IR.53 – MMS End to End Interworking Tests

11.2. “Reply Charging” – proposal to update to MMS Charging Principles 

The 3GPP MMS specification introduces a new concept in the form of “Reply charging”. In this scenario user 1 sends an MMS to user 2, which includes a flag saying reply charging is allowed. User 2 can send a message back to user 1 (and only user 1) which user 1 pays for. Either user can be a prepay user. 

The Operator requirement for this feature, and the mechanisms to implement it, need to be considered by the Charging Principles Working Party (CPWP). 

11.3. E2E MMS Service Testing 

IREG have started work on an E2E MMS testing document – but this is not yet completed.

11.4. Charging Principles for Streaming MMS media 

SerG has determined that streaming within an MMS is not a priority at the moment, and should be considered at a future date. 

11.5. MMS Volume Classes 

CPWP failed to get a consensus agreement to the proposal to implement a number of volume classes. This idea is to be reviewed again later this year when Operators have had some experience of the operation of an MMS service. 

11.6. Identification of charge before sending MMS 

CPWP has sent an LS to 3GPP requesting this capability. The CPWP MMS Charging Principles Handbook will be updated if necessary.

11.7. MMS Charging transparency during roaming of the Recipient

CPWP & BARG have sent an LS to 3GPP asking for the user to be able to suspend the automatic downloading of a MM until the user is connected to the HPLMN. This LS is documented in 
BARG Doc 120/02.
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� This column refers to MMS IOP Group conformance document revision 2.0


� A tick in this column indicates that this element of SMIL is supported by the MMS IOP Conformance Specification revision 2.0.0


� Initially, many subscribers will not have phones that are capable of receiving a MM. In order to inspire a similar degree of confidence to the sender of an MMS as is currently accepted by the sender of an SMS, it is proposed that this “Minimum Service Definition” is utilised to guide operators on what should happen if they accept an MM that is destined for a user that has a phone that is not capable of receiving an MM.
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