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It is important to find use cases to focus and identify the initial requirements of the GUP (Generic User Profile) (DDF and Common Objects). With the stage 1 use cases as a basis, have these stage 2 use cases been developed and they can serve as test pilots in a living document for Rel-6, which tries to identify some different types of GUP use cases for discussion (e.g. MMS on-line provisioning, UEM (User Equipment Management), and SuM (Subscription Management). After discussion and agreement the new text may be added to the annex in TS 23.241.

Use cases for 3GPP GUP (DDF and Common Objects)

The following examples describe GUP use cases when the user has a unique identity and one 3GPP subscription, and also a group of users with several unique identities and one 3GPP subscription. The home network allows inter- and intra network usage of data and has roaming agreement with roamed-to operators and commercial relationships with value added service providers (VASP). Mobile Virtual Network Operators (MVNO) and visited networks are treated as value added service providers in terms of GUP data exchanges with mobile operator’s network.
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Figure 1: Involved parts in the use cases

The GUP (DDF and Common Objects) use cases include:

1. Subscription Management (SuM): Create a new subscription

2. Service configuration: MMS on-line provisioning

3. User Equipment Management (UEM): UE Reconfiguration capability
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Figure 2: Involved (and potential) functions or services in the use cases
1. Subscription Management (SuM): Create a new subscription
· Precondition

· A subscriber (a user or a list of users) wants a mobile phone(s) that works from the beginning, including all its services (e.g. subscription, SMS, GPRS, MMS, MMS Value Added Services (VAS) etc)
· Different users have accesses from a number of networks and network types

· Different users have different user terminals (UE) and user terminal types that have different methods of configuration and a widely varying capabilities
· Operators using multiple vendors’ equipment and have problem with proprietary interfaces and the need to support different access-, configuration methods etc in parallel
· Operators have problem to introduce new subscription and services without complicated user configurations in a secure manner
· Operators have problem to create customer self care centre applications (e.g. SuM)
· The operator (service– or value added services provider) use a standardised GUP mechanism to create-, access-, and manage user-related data in different entities
· Virtual Network Operators, VASPs, and content providers etc requiring standardised interfaces amongst them
· No settings or commercial relationships are made between the subscriber and Network Operator.
· The data description is standardized and can be shared (used) by many applications without manual mapping between different data formats of the same information
· Actions

· An one-line service registration or customer care centre sets up a subscriber service registration

· The user preferences for subscription and services are established

· One master GUP (one per subscription) is created
· One associated master Subscription Profile instance is created and historical logged for the new subscriber (a user or a list of users).

· New Subscription Profile GUP components containing the working subscription parameters are created.
· New “Common Objects” are created of common GUP and Subscription Management GUP components
· GUP and Subscription Profile content is downloaded over the air, via local link or similar to the terminal (using WAP UAProf, SyncML Device Management etc)
· An alias (public user identity) is created as a key to access user profile information
· The GUP and Subscription Profile are stored in the home network environment and additionally storage can be extended to the UE.
· The subscription GUP components may (based on rules, and local privacy regulations) be replicated and distributed across several administrative domains (e.g. roamed-to network, VASP)
· A backup of the GUP and Subscription Profile may be created
· User Data

· The collection of subscriber related data in the user profile (described by DDF) includes general subscriber (a user or a list of users) information (e.g. Name, bill info, users)

· The collection of user related data in the user profile (described by DDF) includes general user (a user or a list of users) information (e.g. Name, address, age, sex, ID), access capabilities, privacy- and billing policy.

· Post-condition

· The user experience that the terminal is ready to use for calls and SMS without major user complicated configurations

· The user can check their subscription configuration

· The new subscriber (a user or a list of users) may be addressed. The new Public User Identity is set to the user. Note that a user may have several Public User IDs.

· The subscription is ready to including other services (e.g. GPRS, MMS, MMS VAS)
· The access to subscription GUP components is permitted in a authorized and secure manner

Note: Other similar SuM use cases involve read, modify, and delete Subscription Profile data.
2. Service configuration: MMS on-line provisioning

· Precondition

· A subscriber (a user or a list of users) wants a mobile phone(s) that works from the beginning, including all its services (e.g. subscription, SMS, GPRS, MMS, MMS VAS)

· Different users have accesses from a number of networks and network types

· Different users have different user terminals (UE) and user terminal types that have different methods of configuration and a widely varying capabilities
· Operators have problem with non-configured or faulty mobile phones
· Operators using multiple vendors’ equipment and have problem with proprietary interfaces and the need to support different access-, configuration methods etc in parallel
· Operators have problem to introduce new services (and new VAS) without complicated user configurations in a secure manner
· Operators have problem to create customer self care centre applications (e.g. MMS on-line provisioning) 
· Virtual Network Operators, VASPs, and content providers etc requiring standardised interfaces amongst them
· Subscription settings and commercial relationships are made between the subscriber and Network Operator.
· The data description is standardized and can be shared (used) by many applications without manual mapping between different data formats of the same information
· The operator (service– or value added services provider) use standardised GUP mechanism to create-, access-, and manage user-related data in different entities to avoid to support access-, configuration methods etc in parallel

· A default “MMS data component” contain the working parameters
· Actions

· An one-line service registration or customer care centre set up a MMS service registration

· The user preferences for MMS, partly based on GUP, are established and may include the user’s security- and privacy policy

· New MMS GUP components containing the working MMS parameters are created
· One associated master MMS user profile instance is created and historical logged for the new user (a user or a list of users).

· New “Common Objects” are created of common GUP and MMS GUP components
· GUP and MMS GUP user profile content is downloaded over the air, via local link or similar to the terminal (using WAP UAProf, SyncML Device Management etc) 
· Network Operator provides access to MMSE, message termination and routing, MMS on-line provisioning, billing relationship (types and content as well as volume based) 
· The GUP and MMS Profile are stored in the home network or service provider’s environment and additionally storage can be extended to the UE.
· The MMS GUP components may (based on rules, and local privacy regulations) be replicated and distributed across several administrative domains (e.g. roamed-to network, VASP)
· A backup of the MMS Profile may be created
· User Data

· The collection of service related data in the user profile (described by DDF) includes MMS connectivity information (e.g. MMS Relay/Server address, WAP gateway information, and core network information). 

· The collection of user related data in the user profile (described by DDF) includes MMS user preferences (service customisation) and user message data (e.g. profile name, sender visibility, notifications with associated status like not read).

· Post-condition

· The user experience that the terminal is ready to use for MMS without major user complicated configurations

· The user can check their MMS configuration

· The access to MMS GUP components is permitted in a authorized and secure manner

· MMS is ready to including other services (e.g. MMS VAS)
Note: Another similar provisioning use case involve WAP/GPRS provisioning.

3. User Equipment Management (UEM): UE Reconfiguration capability

· Precondition
· The user has a terminal with a downloaded application that had caused faults on the UE and lacks the knowledge (and interest) of UE parameters. The user does not really care how the reconfiguration is managed, as long as it works and does need as little interaction as possible
· The user has one Generic User Profile (GUP), an alias that servers as the unique common key into the profile, and obtained a permission, a security/privacy policy in GUP, to change the UE parameters remotely

· Different users have accesses from a number of networks (e.g. roaming) and network types

· Different users have different user terminals (UE) and user terminal types that have different methods of configuration and a widely varying capabilities
· Operators using multiple vendors’ equipment and have problem with proprietary interfaces and the need to support different access-, configuration methods etc in parallel
· The network operators and service providers have problem with increasing needs and costs for customer support of UE with a widely varying capabilities, methods of configurations and requiring standardised interfaces amongst them
· Operators have problem to create customer self service applications (e.g. UEM)
· The operator (service– or value added services provider) use a standardised GUP mechanism to create-, access-, and manage user-related data in different entities 
· The network operator, service provider and/or UE manufacturer etc (UE manager) can remotely manage the user equipment over-the-air (OTA) in a secure manner
· Subscription settings or commercial relationship are made between the subscriber and Network Operator.
· The UE Profile is stored in the home network environment
· The data description is standardized and can be shared (used) by many applications (in ME, USIM etc) without manual mapping between different data formats of the same information
· Actions

· The user contacts the network operator or service provider to register and fix the faults via a customer self care service
· The UE manager checks remotely and quick the user alias, request and receive all UE configuration information (e.g. IMEI, model, software version, last error, and configuration parameters like language settings, and service related settings)

· The user is asked if it is OK (by voice or on the UE screen) to reconfigure the UE

· The user reply is yes (by voice or user key)

· The UE manager remotely reconfigure the UE in a secure manner (e.g. UE Profile content is downloaded, partly based on the GUP, over the air, via local link or similar to the terminal and using signing and/or encryption)
· The UE confirm to the UE manager that the UE is reconfigured and may report that faults are fixed

· User Data

· The UE parameters are updated. The user customised data remains unaffected.

· Post-condition
· The user experience that the fault is promptly resolved and the UE (and services) is ready to use
· The user may be charged for the UEM interaction
Note: Other similar UEM use cases involve application- and service reconfiguration.
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