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1. Overall Description:

CN5 thanks T-2 for their Liaison Statement N5-011110 (T2-010905) on VASP MMS Connectivity. Furthermore, CN5 thanks Rami Neudorfer for his presentation "Multimedia Messaging Service (MMS) -  Presentation to CN5" (N5-011227). In the LS from T2, CN5 is requested to confirm which of the mentioned functions are supported in the upcoming OSA specifications, as well as to verify whether T2 is right in their assumptions of the functionality that is termed “Framework” functionality, can be supported today by OSA. Additionally, T2 asks whether it would be possible to enhance OSA API’s in order to enable the interoperability of VASP and MMS for post-REL5.

CN5 wishes to point out that this LS is merely an initial response to the questions raised by T2, given the need to provide a response for the T2 plenary session in the Cancun meeting (Thursday the 29th of November).

1.1 Can OSA support the functionality termed Framework?

In order to make sure we have a common understanding about the term "Framework", CN5 would like to point out that Framework is a well-defined term in OSA. The OSA Framework provides the functionality needed for authentication, authorization, registration, discovery, and integrity management. This is an essential part to provide access to Service Capabilities. The remarks below are based on this interpretation of the term "Framework".

The following table, taken from T2-010905, has been modified in the last column. In red comments are added to the OSA related functionality. In addition, in some instances revision marks are used to indicate that the categorization of Framework/Messaging is incorrect from the point of view of CN5. 

	Functionality
	Description
	REL-5 / later
	Type
	Comments

	Authentication
	Two-way between VASP and MMS Relay/Server
	REL-5
	Framework
	The two-way authentication between an OSA Application Server and the OSA Framework, is supported in OSA.

	Authorization of VASP
	Is VASP allowed to access MMS Relay/Server?
	REL-5
	Framework
	Supported by the current OSA Framework.

	Authorization of MMS User with VASP
	Is VAS allowed to access MMS User, i.e. send MM to specific user
	REL-6 or Later
	Framework


	The OSA mechanisms to support this functionality are available. However they would need to be specialized to be applicable for this specific MMS Service Capability Feature.

	Security - Encryption
	Encryption of transport between VASP and MMS Relay/Server
	REL-5
	Messaging
	Key management outside scope of Relay/Server for REL-5

	Security – End-to-end Encryption
	Encryption of messages between VASP and MMS User Agent
	 Under discussion in T2 SWG3
	Messaging
	

	Security – Preventing the VASP from exceeding SLA
	MMS Relay/Server prevents VASP from exceeding or violating SLA
	REL-6 or Later
	Messaging  
	Controlling access to Service Capability Servers and ensuring compliance with the SLA is the functionality of the OSA SCS.

	Charging – Creating CDR by MMS Relay/Server
	VAS, volume and content based
	REL-5 / Out of scope of MM7
	Basic MMS functionality
	

	Charging Creating CDR by VASP
	“
	Out of scope of MM7
	
	Creating CDR's is out of scope for OSA. However,

there is the OSA Charging API specifically designed to perform content based charging. Furthermore, other OSA API's such as Data Session Control provide the means to perform volume based charging.

If the intention is to charge the end user for actions performed by the VASP, then OSA supports this.

	Service Codes – transferring service codes (as container) between VASP and MMS Relay/Server
	
	REL-5
	Messaging
	Service code is transferred from MMS Relay/Server to the billing system

Service codes: type of service indicators

	Charging – support for prepaid costumers
	
	 Under discussion in T2 SWG3
	Messaging
& OSA Charging capabilities
	OSA is prepaid/postpaid agnostic, thus by default this functionality is supported by OSA.

	Sending MMs from MMS Relay/Server to VASP
	
	REL-5
	Messaging
	Given SA1 requirements for this functionality, CN5 can develop an appropriate SCF.

	Sending MMs from VASP to MMS Relay/Server
	
	REL-5
	Messaging
	See previous.

	MASS Distribution from VASP to MMS Relay/Server
	To subscriber list via alias name
	REL-5
	Messaging
	distribution list is resolved by MMS Relay/Server

	Adding or changing addresses in distribution lists by VASP
	
	REL-5
	Messaging
	

	Signing SLA
	Just electronic signature!!
	REL-5 / Out of scope of MM7
	Framework
	Signing SLA's is standard functionality of the OSA Framework

	One to many relationship
	Single VASP can have several VAS and single VAS can have several SLAs
	Out of scope of MM7
	Framework
	Supported.

	Request for individual “Status” report by VASP
	Status report: 

report on status of individual message per recipient
	REL-5
	Messaging
	Status report requested upon VASP sending of MM

Status report is generated by relay where recipient user CAN NOT refuse its creation; no indication is sent to user



	request by VASP for individual Read report
	Read report (per message & per recipient):

Generated by recipient MMS user agent; creation might be refused by user
	REL-5
	Messaging
	Read report requested upon VASP sending the MM



	request by VASP for mass status report
	Mass status report: 

(might be AGGREGATE) report on status of individual message for all recipients
	REL-5
	Messaging
	Mass report requested upon VASP sending of MM

Configurable whether periodic report, event-based report or report at certain time

	Query by VASP for status of messages by list of message-Ids
	Interrogation restricted to pending messages
	REL-5
	Messaging
	Query done AFTER VASP sent the MM

	Delivery Reports from MMS Relay/Server to MMS UA 
	in case MM is sent from UA to VASP
	REL-5
	Messaging
	No new delivery report PDU from VASP to UA over MM7

	“transaction completed” Reports from VASP to MMS UA 
	in case MM is sent from UA to VASP

“transaction completed” report
	REL-6 or Later
	Messaging
	

	VASP Profile Provisioning
	MMS Relay maintains VASP profiles and VASP can readhis associated profile 
	Under discussion in T2 SWG3
	Framework
	Depends on (future) definition of VASP Profile.

Where is VASP profile supposed to be defined?

	Capability negotiation over MM7
	relay/server MMS-specific functionality, 
VASP server MMS-specific functionality
	REL-5
	Framework
	Supported.


	Multimedia Message processing
	e.g. MMS Relay/Server sends message to VASP and VASP adds multimedia element(s)
	REL-5
	Messaging
	Might have impact on MM1 (if decided that MMS User Agent controls that processing)

	MM Notification from VASP
	VASP sends Notification only (which is passed on to MMS User Agent), MM stays on VASP until user retrieves it
	REL-6 or Later
	Messaging
	Alternative distribution model. Rel.6

Implies different security issues

	Replace
	Replacement of previously sent MM (from VASP to MMS Relay/Server)
	REL-5
	Messaging
	Scope of MM replace:

INSIDE SCOPE:

· MM not yet notified

· MM notified but not yet delivered

· MM delivered

· MM read

	Cancel of messages
	Deletion of previously sent MM (from VASP to MMS Relay/Server)
	REL-5
	Messaging
	Scope of MM cancel: 

INSIDE SCOPE:

· MM not yet notified

· MM notified but not yet delivered

OUTSIDE SCOPE:

· MM forwarded after notification

· MM delivered

· MM read

	Media type/format conversion deny
	VASP indicates that e.g. sent content MUST NOT be converted/changed
	REL-5
	Messaging
	

	MM7 restricted to a single MMSE
	MM7 functionality not supported beyond the border of one MMSE 
	REL-5
	Messaging + Framework
	Requires further clarification.

	MM7 NOT restricted to a single MMSE
	MM7 functionality supported beyond the border of one MMSE 
	REL-6 or Later
	Messaging + Framework
	See previous

	Error handling on MM7
	
	REL-5
	Messaging + Framework
	Error handling of MMS should be integral part of MMS. The reporting of errors occurring in the network related to MMS to the VASP could be part of OSA API interface.

	DRM
	Digital rights management
	Out of scope of MM7
	Messaging
	A generic (not MMS specific) 3GPP solution to be adopted for content protection


1.2 Is it possible to enhance OSA API’s enabling VASP MMS Connectivity for post-REL5?

Provided that OSA requirements for VASP MMS Connectivity are submitted to SA1 and included in the OSA Service Requirements specification 3GPP TS 22.127 for post-REL5, and provided that the architecture for MMS (MM7) has progressed to a stable state, CN5 considers it feasible to work on and complete a Service Capability Feature for this functionality.

2. Actions:

To the T2 group:

ACTION: 
CN5 asks T2 group to consider this initial response from CN5. In case follow up or elaboration is required, then CN5 welcomes further Liaison Statements.

3. Date of Next CN5 Meetings:

CN5_16
4 – 8 February 2002
Hong Kong, CHINA.

CN5_17
TBD.

