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7.1.1
Submission of a Multimedia Message in the originator MMSE

When a user intends to send an MM to one or several destinations the MM shall be submitted to the originator MMS Relay/Server. 

The support for submission of MMs is optional for MMS User Agents. The support for submission of MMs is mandatory for MMS Relay/Servers. 

If an MMS User Agent supports submission of MMs the MMS User Agent shall be able to:

· Indicate the address of the MM recipient

· Identify the MIME content type of the message.

If a MMS User Agent supports submission of MMs the MMS User Agent may be able to:

· Request a delivery report for the message

· Request a read-reply report for the message

· Provide a time stamp for the time of submission of the message

· Set the earliest desired time of delivery for the message

· Set the desired time of expiry for the message

· Indicate the address of the MM originator

· Set further message qualifications (e.g. priority, message class, subject)

· Request the MM originator’s address being hidden from the recipient MMS User Agent.

· Inquire the originator MMS Relay/Server about supported functionality.
Upon reception of an MM from an originator MMS User Agent the originator  MMS Relay/Server
· shall assign a Message Identification to the MM and immediately provide the originator MMS User Agent with this Message Identification 

· is responsible for retaining the MM until the earliest desired time of delivery, if the optional feature of earliest time of delivery is supported by the originator  MMS Relay/Server. If this feature is not supported then the MM is immediately routed forward.

· may provide a time stamp, i.e. it may also override the MMS User Agent’s time stamp,

· shall insert the originator’s address into the MM if not yet provided by the originator MMS User Agent

· shall pass the originator’s address to the peer entity if the peer entity is known to be a MMS Relay/Server
· shall route forward the request for address hiding unaltered to the recipient MMS Relay/Server if the peer entity is known to be an MMS Relay/Server .

· shall pass the originator’s address to the peer entity if the peer entity is not known to be an MMS Relay/Server and address hiding has not been requested by the originator MMS User Agent 

· shall not pass the originator’s address to the peer entity and should override the address provided by the originator MMS User Agent in the MM to an "anonymous" address if the peer entity is not known to be an MMS Relay/Server and address hiding has been requested by the originator MMS User Agent 

· may override the address provided by the originator MMS User Agent in the MM (subject to MMS service provider’s preferences) 

· is responsible for resolving the MM recipient’s address(es),

· is responsible to route the MM towards the MM recipients.

· should pass the indication whether or not a delivery report is requested unaltered when routing the MM towards the MM recipient(s)

· shall pass the indication whether or not a read-reply report is requested unaltered when routing the MM towards the MM recipient(s)

· shall pass the indication about MIME content type of the message and message qualifications (e.g. priority, message class, subject) unaltered when routing the MM towards the MM recipient(s)

· shall generate a delivery report indicating “indeterminate” status of the MM’s delivery if a delivery report was requested by the originator MMS User Agent and if the peer entity the MM is routed forward to is not known by the originator MMS Relay/Server.

A special case is where the recipient MMS Relay/Server is also the originator MMS Relay/Server. In this case the MM does not have to be routed forward.

7.1.9
Address Hiding in MMS

Address hiding is the capability of the MMS UA to send anonymous MMs. Before submitting an anonymous MM the originator MMS UA should make sure that the originator MMS Relay/Server supports address hiding. This can dynamically be done through a, possibly cached, functionality inquiry. If it is known by the originator MMS UA that the originator MMS Relay/Server does not support address hiding, the originator MMS UA shall not attempt to submit an anonymous MM.
If the originator MMS Relay/Server does not allow address hiding all anonymous MMs shall be rejected upon submission and the originator’s MMS Relay/Server shall return an error information to the originator MMS User Agent. 

In the case of originator's MMS Relay/Server rejects the message because it does not allow address hiding the rejection information shall be delivered in a submit response together with optional status text. 

In case the recipient MMS Relay/Server signals the originator MMS Relay/Server that is does not support address hiding and the originator MMS UA has requested a delievery report, then the originator MMS Relay/Server shall inform the originator MMS UA of the message rejection within the delivery report.
In case the recipient MMS Relay/Server signals the originator MMS Relay/Server that is does not support address hiding and the originator MMS UA has not requested a delievery report, then the originator MMS Relay/Server may inform the originator MMS UA by generating a new MM which is sent back to originator MMS UA. 
In case the recipient MMS Relay/Server rejects the message because it does not allow address hiding and the originator MMS User Agent has requested a delivery report, then the recipient MMS Relay/Server shall inform the originator of the message rejection within the delivery report. 

In case the recipient MMS Relay/Server rejects the message because it does not allow address hiding and the originator MMS User Agent has not requested a delivery report, then the originator MMS Relay/Server may inform the MM originator by generating a new MM which is sent back to the MM originator.

The originator MMS Relay/Server may have the possibility to override the originator's requirement of address hiding without informing the originator.

Independent of whether or not the originator's address is shown or hidden to the recipient, the originator may be able to ask for a delivery report to an MM and also receive the delivery report according to the normal behaviour of the MMS framework.

If the originator MMS User Agent has requested both its address to be hidden and a read-reply report the originator MMS User Agent might not receive the read-reply report.

If the recipient forwards the MM outside the MMSE and the peer entity is unknown to the forwarding MMS Relay/Server the recipient MMS Relay/Server shall not transfer the originator's address but replace it with either appropriate coded address or leave the originator address field blank.

7.1.10
Support for Reply-Charging in MMS

The MMS User Agent may support reply-charging. If the MMS User Agent supports this feature it is expected that the MMS User Agent supports the following behaviour.

The MMS Relay/Server may support reply-charging. If the MMS Relay/Server supports this feature it is expected that the MMS Relay/Server supports the following behaviour.
Before submitting a reply-charging MM the originator MMS UA SHOULD make sure that the originator MMS Relay/Server supports reply-charging. This can dynamically be done through a, possibly cached, functionality inquiry. If it is known by the originator MMS UA that the originator MMS Relay/Server does not support reply-charging, the originator MMS UA shall not attempt to submit a reply-charging MM.
A User of the MMS may be able to take over the charge for the sending of a reply-MM to their submitted MM from the recipient(s). Therefore the originator of an MM should be able to mark the MM as reply-charged. The originator’s MMS Relay/Server could either accept the user’s settings for reply-charging or not and should be able to convey feedback to the originator. It should be possible to take over the charge for reply-MMs from different recipients.

The recipient should be notified that the originator is willing to pay for a reply-MM to this particular MM. However, the indication of reply-charging covers only the willingness to pay for a reply-MM to an original MM, not for the retrieval of the original MM marked as reply-charged. Both the originator and the recipient MMS Relay/Server shall be able to control that not more than one reply-MM per recipient is charged to the originator. The MMS User Agent may indicate to the user if an MM has already been replied to.

The request for reply-charging shall not be passed on to the recipient 

· if the recipient is not known to belong to an MMSE peer entity or

· in the case the MM is forwarded.

NOTE: 
For this release the following limitations apply: Support for reply-charging in MMS is restricted to MMS User Agents belonging to the same MMSE, i.e. originator and recipient MMSE are identical. Reply-charging allows only one reply-MM per recipient, i.e. reply-charging applies to the first successful submission of an MM sent as a reply. Furthermore, a reply-MM is restricted to text only. These limitations may be elaborated further in future releases.

In addition to the service behaviour described in previous sections the following behaviour is expected to support reply-charging in MMS.

Within the submission of an MM the MM originator may indicate a willingness to pay the charge for one reply-MM per MM recipient. In this case the originator MMS User Agent:

· shall indicate the sender’s willingness to pay the charge for one reply-MM per MM recipient

· may define a reply-charging limitation request (e.g. may specify the latest time of submission of the reply-MMs or a maximum size of reply-MMs)

In a response to the MM submission the originator MMS Relay/Server shall inform the originator MMS User Agent whether or not it accepts 

· the originator’s request for reply-charging in the original MM

· the reply-charging limitations set by the originator MMS User Agent in the original MM

Upon reception of an MM from an originator MMS User Agent the originator MMS Relay/Server

· may provide reply-charging limitations, i.e. it may also override the MMS User Agent’s reply-charging limitations

· shall pass the indication whether or not a reply-MM is requested unaltered when routing the original MM towards the MM recipient(s) if the peer entity is known to be the same MMS Relay/Server.

· shall pass the latest time of submission for the reply-MM unaltered when routing the original MM towards the MM recipient(s) if the peer entity is known to be the same MMS Relay/Server.

If the MM recipient has requested the original MM to be forwarded to some other address the recipient MMS Relay/Server

· shall not pass any information about the reply-charging request towards the addressee(s) of the forwarding request

If reply-charging has been requested by the MM originator the recipient MMS Relay/Server should inform the recipient MMS User Agent with the MM notification and upon MM delivery

· that the MM originator is willing to pay for reply-MM to this original MM.

· It may also notify the recipient about the reply-charging limitations set by the orginator (e.g. the latest time of submission of a reply-MM to the original MM).

When a user intends to send a reply-MM to the MM originator the recipient MMS User Agent (which is the originator MMS User Agent of the reply-MM): 

· shall mark the MM as a reply-MM. 

· shall provide the message-ID of the original MM which it replies to (if it is the reply-MM)

· shall submit the reply-MM to the recipient MMS Relay/Server 

· may be able to indicate to the user whether this MM has already been replied to

· may be able to indicate to the user if the reply-charging limitations can not be met

Upon submission the recipient MMS Relay/Server

· shall reject the reply-MM and should convey this information back to the recipient MMS User Agent if the reply-MM does not meet the limitations set by the originator MMS User Agent 

· shall be able to uniquely map the reply-MM to the original MM

8.1.7 Functionality Inquiry
This part of the MMS service describes how an MMS UA can inquire its corresponding MMS Relay/Server for supported functionality. 

Involved abstract messages are outlined in Table X from type and direction points of view.

Table X: Abstract messages for functionality inquiery

Abstract Message
Type
Direction

MM1_func_inquiry.REQ
Request
MMS UA -> MMS Relay/Server

MM1_func_inquiry.RES
Response
MMS Relay/Server -> MMS UA

8.1.7.1 Normal Operation
An MMS UA may at any time issue an MM1_func_inquiry.REQ to which the MMS Relay/Server shall respond with an MM1_func_inquiry.RES that lists all the MMS specific functionality it supports and has enabled. It’s an implementation issue to decide how often and when the MMS UA does a functionality inquiry. 
8.1.7.2 Abnormal Operation
If the MMS Relay/Server is not able to provide the MM1_func_inquiry.RES, e.g. due to it being of an earlier release, a lower layer error message shall be sent back to the MMS UA. The MMS UA shall be able to recover from this error condition without making any assumptions of what functionality the MMS Relay/Server supports. 
8.1.7.3 Features

Functionality Listing: The MMS Relay/Server shall be able to provide a complete list of what MMS specific functionality it supports and has enabled. The MMS UA shall be able to receive the list but does not have to be able to interpret the elements of the list.
8.1.7.4 Information Elements

Table XX: Information elements in the MM1_func_inquiry.REQ

Information element
Presence
Description

Inquierer address
Mandatory
The address of the MMS UA that issues the inquiery.

Table XX: Information elements in the MM1_func_inquiry.RES

Information element
Presence
Description

Functionality List
Mandatory
A list of what functionality the MMS Relay/Server supports and has enabled.

8.4.5
Message Transfer Protocol on MM4

Interworking between different MMSEs shall be based on SMTP according to STD 10 [22] as depicted in figure 5.

The originator MMS Relay/Server should use an SMTP connection to transfer MMs/abstract messages. The originator MMS Relay/Server should use the sender's address as indicated in the corresponding MM/abstract message in the SMTP "MAIL FROM:" command (subject to the sender's visibility) and should use the recipient's address(es) as indicated in the corresponding MM/abstract message in the SMTP "RCPT TO:" command. The originator MMS Relay/Server should use SMTP "DATA" command to transfer the message.

Private agreements may utilise additional connection and security (e.g. IPSec) methods. Such methods are out of the scope of standardisation for this release.

8.4.5.1 Address Encoding

In the case where E.164 addressing is used and the address resolution returns the domain of the recipient MMSE, the addresses shall be encoded in the following way:

SMTP protocol level:

SMTP-address = MMS-address "@" domain

MMS-address = "+" E.164 "/TYPE=PLMN"

E.164 = 1*DIGIT

domain = dom-fragment *( "." dom-fragment )

dom-fragment = ( ALPHA | DIGIT ) *( ALPHA | DIGIT | "-" )

Example:

If the originator's address was an E.164 address, the address fields used in RCPT shall be converted to the following format by the sender's MMS Relay/Server:

+E.164/TYPE=PLMN@recipient-mmse
where recipient-mmse is a FQDN of the recipient's MMS Relay/Server, e.g.

 +358401234567/TYPE=PLMN@mmse.sonera.net
SMTP commands:

SMTP commands should be then used in the following way:



MAIL FROM: SMTP-address



RCPT TO: SMTP-address



DATA

X-MMS-3GPP-MMS-version: 4.2.0

X-MMS-Message-Type: MM4_forward.REQ

X-MMS-Transaction-ID: “ABCDEFGHIJ0123456789”

X-MMS-Message-ID: “originator-mmse/originator-username/123456789”

Date: Wed, 16 May 2001 10:35:00 +0800



From: MMS-address



To: MMS-address



Subject: Greetings from Greece

Content-Type: text/plain



Hi, …


.

NOTE:
 In the example above the "X-MMS-3GPP-MMS-version" header may not refer to the current version of the present document. 

8.4.5.2 Supported MMS Functionality

An indication of what MMS functionality the recipient MMS Relay/Server supports and has enabled should be carried out by including locally supported extensions in the 250 response(s) to a EHLO command issued by the originator MMS Relay/Server. When this signalling is used, ESMTP [54] shall be supported by the recipient and the originator MMS Relay/Server. Additionally, there must be a direct SMTP connection (i.e. no MTAs or hops) between the recipient and the originator MMS Relay/Server.
The keywords that can be used for functionality handling in the 250 response(s), and their meaning, are shown in table X below. Other keywords shall not be used for functionality handling in this release. 
Table X: MMS Functionality Handling keywords

Key word
Meaning

X-Mms-AddressHiding
The recipent MMS Relay/Server supports the address hiding functionality, as decribed in section 7.1.9 of this specification.

X-Mms-ReplyCharging
The recipent MMS Relay/Server supports the reply charging functionality, as described in section 7.1.10 of this specification.

X-Mms-NoXtraFunc
The recipient MMS Relay/Server does not support any of the functionalities listed in this table.  

The example below shows how a SMTP connection is set up and how the recipient MMS Relay/Server indicates what MMS specific functionality it supports.

Originator MMS R/S: 
EHLO originator.MMSE.operatorA
Recipient MMS R/S:

250 recipient.MMSE.operatorB says hello
Recipient MMS R/S: 
250-EXPN
Recipient MMS R/S: 
250-HELP
Recipient MMS R/S: 
250-8BITMIME
Recipient MMS R/S: 
250-X-Mms-ReplyCharging

Recipient MMS R/S: 
250-X-Mms-AddressHiding
 …
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