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T2 would like to thank SA3 for forwarding its identified concerns with User Equipment Management.

T2 would like to call SA3’s attention to the security needs associated with all such externally-defined specifications.  The initial identified areas of concern are related to the use of the SyncML initiative’s data synchronization technology and its existing use in 3GPP’s synchronization specification and in its potential use in 3GPP’s device management and user profile specifications currently in process.  T2 would like SA3 to address these areas at SA3’s earliest possible convenience.

T2 thanks SA3 for SA3’s attention to these security needs and looks forward to working with SA3 on these issues.
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At their meeting in Phoenix 21- 24th May, TSG SA WG3 considered the above liaison statement from SA5 on the new work item for User Equipment Management and the possible involvement of TSG SA WG3. 



TSG SA WG3 recommends that this be initially addressed via the joint work item with MExE on “MExE Security Analysis”. 



TSG SA WG3 has suggested some changes to the current MExE Security Analysis Work Item Description, to include this, and would appreciate if these changes could be agreed, so that the revised work item can be submitted to the SA plenary.           






