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3GPP TSG-T2 MExE Meeting Report
Whistler, Canada

27th-29th March, 2001

Chairman: Mark Cataldo (Motorola)

Secretary: Tim Costello (BT)

Opening of the meeting

The Chairman (Mark Cataldo, Motorola) opened the meeting, with the secretary (Tim Costello, BT) welcomed delegates and thanked the hosts for their kind invitation.

1 Introductions

Delegates introduced themselves, and are listed in the participants annex.

2 Approval of draft Agenda

TDOC
Subject
SOURCE

T2-MExE-010001
Draft MExE agenda
Chairman

Chairman proposed changes to the agenda, Satu Mäkelä / Mike Smith proposed to prioritise R4 CR's.

Conclusion:

The agenda was agreed with proposed amendments.

3 Registration of Input Documents

TDOC
Subject
SOURCE

T2-010207
Certificate chain verification diagram

Updated T2-010201
T2 MExE

T2-010071
CR 23.057: Administrator mechanism
Motorola/Nokia

T2-010078
Discussion Terminal behaviour on power up
Nokia

T2-010080
CR 23.057: ME actions on SIM insertion
Nokia

T2-010179
Signed Content
WAP Forum

T2-010224
ORPK selection - DRAFT
T2 MExE

T2-010219
Responses to comments on Virtual PalmTop presentation
Media Farm

T2-010081
CR 23.057: High level architecture
Nokia

T2-010227
LS to T1 on conformance testing
Siemens

T2-MExE-010001
Draft MExE agenda
Chairman

T2-MExE-010002
Report of the MExE Whistler meeting
BT

T2-MExE-010003
LS from WAP Forum EFI
WAP Forum

T2-MExE-010004
S3 MExE Presentation
Chairman

T2-MExE-010005
LS from S2 Reply LS on Support of VHE User Profiles (S2-001361)
TSG-S2

T2-MExE-010006
LS from S5 on provisionally approved WID ”Subscription Management (S5-000464)
TSG-S5

T2-MExE-010007
LS from S5 on SA5 WID ”Subscription Management (S5-000568)
TSG-S5

T2-MExE-010008
CLI Classmark 4 references (non-security)
Microsoft

T2-MExE-010009
Classmark 4 capability negotiation (non-security)
Microsoft

T2-MExE-010010
CLI MExE devices (non-security)
Microsoft

T2-MExE-010011
Classmark 4 charging support(non-security)
Microsoft

T2-MExE-010012
Classmark 4 generic security (security)
Microsoft

T2-MExE-010013
Classmark 4 security domains (security)
Microsoft

T2-MExE-010014
Classmark 4 security domains (security)
Microsoft

T2-MExE-010015
Classmark 4 executable integrity (security)
Microsoft

T2-MExE-010016
.NET Compact Framework architecture presentation
Microsoft

T2-MExE-010017
Visual Studio.NET and .NET Compact Framework app. development
Microsoft

T2-MExE-010018
CM1 WAP WTA
Motorola/Nokia

T2-MExE-010019
Correction of SIM insert/remove terminology - WITHDRAWN
Motorola

T2-MExE-010020
Status of applications when valid RPK not available
Motorola

T2-MExE-010021
Virtual PalmTop IETF Draft Memo
Media Farm

T2-MExE-010022
Post RFC Presentation for VP
Media Farm

T2-MExE-010023
Clarification of root public keys - WITHDRAWN
Motorola

T2-MExE-010024
Clarification of ORPK and operator applications - WITHDRAWN
Motorola

T2-MExE-010025
Manufacturer RPK
Nokia

T2-MExE-010026
SIM removal
Nokia

T2-MExE-010027
CCVD 2
Nokia

T2-MExE-010028
Sharing of RPKs - WITHDRAWN
Vodafone

T2-MExE-010029
LS from TSG-S5 on MExE and User Equipment Management
TSG-S5

T2-MExE-010030
Clarification of note 10 in table 6
Ericsson

T2-MExE-010031
Clarification of root public keys
Motorola

T2-MExE-010032
Clarification of ORPK and operator applications 
Motorola

T2-MExE-010033
Data exchange for untrusted applications
Vodafone

T2-MExE-010034
RSA Presentation
RSA Security

T2-MExE-010035
Correction of SIM insert/remove terminology
Motorola

T2-MExE-010036
Report of the e-mail process following the Beverly Hills meeting
Siemens

T2-MExE-010037
Report of the Beverly Hills meeting
BT

T2-MExE-010038
LS to T1 on conformance testing
Nokia

T2-MExE-010039
TSG-S5 presentation on User Equipment Management
TSG-SA5

T2-MExE-010040
LS to WAP Forum on support of signed content
Vodafone

T2-MExE-010041
Certificate chain verification
Nokia

T2-MExE-010042
CR 23.057: Administrator mechanism
Motorola/Nokia

T2-MExE-010043
Status of applications when valid RPK not available
Motorola

T2-MExE-010044
Clarification of root public keys
Motorola

T2-MExE-010045
Clarification of root public keys
Motorola

T2-MExE-010046
Clarification of note 10 in table 6
Ericsson

T2-MExE-010047
Routing MExE applications to specific security domains
BT

4 Approval of the previous MExE meeting report

TDOC
Subject
SOURCE

T2-MExE-010037
Report of the Beverly Hills meeting
BT

Presented by Mark Cataldo.

Conclusion:

Tdoc T2-MExE-010037 was noted

5 Report on the e-mail process activity since last meeting

TDOC
Subject
SOURCE

T2-MExE-010036
Report of the e-mail process following the Beverly Hills meeting
Siemens

Presented by Mark Cataldo.

Tim Costello to generate email approval report process in absence of Lars Brenk

Conclusion:

Tdoc T2-MExE-010036 was noted.

Action - Tim Costello to maintain email approval status report.

6 Liaison statements

6.1 TSG-S2

TDOC
Subject
SOURCE

T2-MExE-010005
LS from S2 Reply LS on Support of VHE User Profiles (S2-001361)
TSG-S2

Presented by Mark Cataldo.

This LS copied to MExE.  The LS has already been answered by S1.  No questions or comments.

Conclusion:

Tdoc T2-MExE-010005 was noted

6.2 TSG-S3

TDOC
Subject
SOURCE

T2-MExE-010004
S3 MExE Presentation
Chairman

No formal presentation.  The MExE presentation at the recent S3 meeting was postponed.

This is a summary of MExE, for the benefit of S3, together with a list of R4 issues and planned R5 work.

Conclusion:

Tdoc T2-MExE-010004 was noted.

6.3 TSG-S5

TDOC
Subject
SOURCE

T2-MExE-010006
LS from S5 on provisionally approved WID ”Subscription Management (S5-000464)
TSG-S5

T2-MExE-010007
LS from S5 on SA5 WID ”Subscription Management (S5-000568)
TSG-S5

Tdoc 006 presented by Hung Tsang (S5 delegate)

This LS is copied to MExE.  SA5 recognise the overlap with MExE on UE and subscription management and the need to work together.

No comments or questions.

Conclusion:

Tdoc T2-MExE-010006 was noted.

Tdoc T2-MExE-010007 was noted

TDOC
Subject
SOURCE

T2-MExE-010029
LS from TSG-S5 on MExE and User Equipment Management
TSG-S5

T2-MExE-010039
TSG-S5 presentation on User Equipment Management
TSG-SA5

Tdoc 029 was presented by Hung Tsang, Motorola.

The S5 response to an earlier MExE response.

This include Tdoc S5-010070 -UE management service description paper.  Review the requirements from a MExE perspective.  Hung Tsang noted that this is MExE first view of the Tdoc and should have more time before expected to comment, and took comments which he will issue on the MExE reflector for comment.

comments:

cannot guarantee that IMSI will ide the subscriber uniquely -> split information types for subscription and device that users use.  May wish to poll the device to see if a particular application is already supported or able to be supported.

The download mechanism could be read as a requirement for PUSH.  There could be other security implications, which the MExE security analysis proposal should investigate.

SA5 may require security restrictions of the operator domain to be changed, to meet their requirements.  User rights over the device, applications and information is handled by the user permissions.  Reference to SAT apps on the SIM which monitor network performance and communicate to a network host without the users knowledge.

Some of this information may be available through capability negotiation, MExE should avoid duplication.

It was too early to respond to the next SA5 meeting, the Chairman encouraged SA5 to refine and elaborate the requirements in the light of available MExE capability.

Tdoc 039 was presented by Hung Tsang, Motorola.

Diagnostic applications in the terminal are through a set of API's (rf/ baseband /OS /applications) are of interest to MExE.  SA5 are interested in co-operating with MExE and perhaps prototyping, in this area.  The Telemanagement Forum (TMF) focus on high level use cases.  The SA5 work is just starting in this area.

comments

Mark Cataldo reported back from interactions with SA5 and TMF, who both see MExE as a key enabling technology for client server download and interaction with the device

Chairman encouraged review of this document at home, particularly the highlighted requirements, to see how they can be supported in MExE.

Conclusion:

T2-MExE-010029 was noted, and will be reviewed again at the next MExE meeting, when a draft correspondence/liaison with SA5 will be produced.

T2-MExE-010039 was noted

6.4 TSG-T1

TDOC
Subject
SOURCE

T2-010227
LS to T1 on conformance testing
Siemens

T2-MExE-010038
LS to T1 on conformance testing
Nokia

Tdoc T2-010227 was presented by Mark Cataldo.

A proposed LS on conformance testing, re-submitted with minor changes as Tdoc T2-MExE-010038.

Tdoc 038 presented by Satu Mäkelä, Nokia.

Conclusion:

Tdoc T2-010227 was noted

Tdoc T2-MExE-010038 was agreed.  Will be submitted to the T2 reflector for a 2 week approval.

6.5 WAP Forum

TDOC
Subject
SOURCE

T2-MExE-010003
LS from WAP Forum EFI
WAP Forum

Tdoc 003 was presented by Mark Cataldo.

A reply from the WAP Forum EFI DC to earlier questions on security from MExE.

no comments were made.

Conclusion:

Tdoc T2-MExE-010003 was noted.

TDOC
Subject
SOURCE

T2-010179
Signed Content
WAP Forum

T2-MExE-010040
LS to WAP Forum on support of signed content
Vodafone

T2-MExE-010034
RSA Presentation
RSA Security

Tdoc T2-010179 was presented by RSA Security.

comments:

Note, no OTA mechanism for updating certificate/hash list.  MExE already has access restriction certificates.

Pubudu Chandrasiri - MExE public keys that cannot be shared between domains is inflexible and should change (wish to add finer granularity to certificates, while maintaining the domain structure), need to consider more in depth before make a decision.

Chairman noted the requirement for feedback from WAP WSG on the issues from Vodafone and RSA presentation.  MExE will generate a response (LS from Pubudu Chandrasiri) and consider where the advantages are to updating the MExE security model.  MExE will interact with WAP WSG to reach a good signed content model.

Note: attribute certificates are a different model to adding an attribute to a certificate.

Tdoc T2-MExE-010034 was presented by RSA Security.

No major comments were made.

Conclusion:

Tdoc T2-010179 was noted.

Action Pubudu Chandrasiri to generate an LS (Tdoc T2-MExE-010040) for email approval by 6th April.  Note, this can only be sent if there are NO objections on the email reflector.

Tdoc T2-MExE-010040 to be approved by email process by 6th April.

Tdoc T2-MExE-010034 was noted.

7 MExE Security Analysis Activity

No input documents at this meeting.  The Chairman encouraged inputs and discussions with own SA3 delegates.

8 MExE contributions and change requests

8.1 Security

8.1.1 Integrity of signature and certificate chain

TDOC
Subject
SOURCE

T2-010207
Certificate chain verification diagram

Updated T2-010201
T2 MExE

T2-MexE-010027
CCVD 2
Nokia/Vodafone

T2-MExE-010041
Certificate chain verification
Nokia/Vodafone

Tdoc T2-010207 was not available at this meeting, the same content is in Tdoc 027

Tdoc 027 presented by Satu Mäkelä, Nokia.

Updated certificate chain verification diagram.

comments:

Motorola email comments, via Mark Cataldo were accepted.

Satu Mäkelä - the user should be in control of the device and should be able to see where an app comes from.

This is part of section 8.4, and is optional if all the domains are not present.  Need to clarify if and why are testing for secure domains

This CR potentially makes a new requirement for mandatory user notification -> Satu Mäkelä agree could change text to optional to conform to existing requirements.  It applies at application launch time - not just download time.

Olof Wickström - the viewing of success certificate should be implementation dependent (ie optional).

Pubudu Chandrasiri - should only do this certificate verification for download and install (not for every launch time), should have a new section for launched apps.  -> the requirement for a whole new section was questioned and thought unnecessary. 

Tdoc 041 was presented by Satu Mäkelä.

Use this CR as the baseline document.

comments:

This CR has undergone many iterations, the group now has general agreement on it, but should consider this CR as a baseline on which may be improved on later.

Conclusion:

Tdoc T2-010207 was not available.

Tdoc T2-MExE-010027 was noted, updated in Tdoc 041.

Tdoc T2-MExE-010041 was agreed.

TDOC
Subject
SOURCE

T2-MExE-010047
Routing MExE applications to specific security domains
BT

Tdoc T2-MExE-010047 was presented by Andrew Myers, BT.

The updated certificate chain verification diagram does not explicitly specify which secure domain is assigned.

comments:

An executable can only run in a domain where it has a certificate chain back to the RPK.  Tdoc 041 implies this, but not state it explicitly.

Conclusion:

Tdoc T2-MExE-010047 was noted.

Action: Andrew Myers to supply a CR to add text to section 8.4 to explicitly state this.

8.1.2 Administrator mechanism

TDOC
Subject
SOURCE

T2-010071
CR 23.057: Administrator mechanism
Motorola/Nokia

T2-MExE-010042
CR 23.057: Administrator mechanism
Motorola/Nokia

Tdoc T2-010071 was presented by Satu Mäkelä, Nokia.

No comments made.  Agreed in principle, a new version to be created based on v4.1.0 (T2-MExE-010040)

Tdoc 042 was presented by Satu Mäkelä.

Editorial changes may be made at the next meeting if required.

Conclusion:

Tdoc T2-MExE-010071 was noted, updated in Tdoc 042.

Tdoc T2-MExE-010042 was agreed.

8.1.3 Terminal power-up

TDOC
Subject
SOURCE

T2-010078
Discussion Terminal behaviour on power up
Nokia

Tdoc T2-010078 was presented by Satu Mäkelä, Nokia.

A discussion paper which will result in CR's (Nokia and Motorola) at the next meeting.

comments:

Pubudu Chandrasiri - question how to decide if have the ORPK on the UE and USIM.

Conclusion:

Tdoc T2-MExE-010078 was noted.

8.1.4 (U)SIM insertion/removal

TDOC
Subject
SOURCE

T2-010080
CR 23.057: ME actions on SIM insertion
Nokia

Tdoc T2-010080 was presented by Satu Mäkelä, Nokia.

comments:

Pubudu Chandrasiri, Vodafone  had objected to this CR previously.

Conclusion:

Tdoc T2-010080 was noted

TDOC
Subject
SOURCE

T2-MexE-010035
Correction of SIM insert/remove terminology
Motorola

Tdoc 035 was presented by Mark Cataldo.

CR to correct the terminology of USIM insertion/removal (change text to 'valid/invalid USIM application').  CR changes only the terminology, there are no changes to the process.

comments:

Pubudu Chandrasiri - should consider changing all 'USIM' references to 'MExE USIM'.  -> reply: MExE USIM is a USIM with MExE certificates on it.

Conclusion:

Tdoc T2-MExE-010035 was agreed.

TDOC
Subject
SOURCE

T2-MexE-010019
Correction of SIM insert/remove terminology - WITHDRAWN
Motorola

T2-MexE-010026
SIM removal
Nokia/Vodafone

T2-MExE-010043
Status of applications when valid RPK not available
Motorola

Tdoc 026 was presented by Satu Mäkelä, Nokia.

See also Tdoc 020 from Motorola, which modifies the same section.

comments:

Pubudu Chandrasiri  -wanted an explicit statement on USIM removal.

combine in the meeting with CR Tdoc 020 (new Tdoc T2-MExE-010043).

Conclusion:

Tdoc 026 was noted

Tdoc 043 was agreed

8.1.5 Root public keys

TDOC
Subject
SOURCE

T2-MexE-010020
Status of applications when valid RPK not available
Motorola

Tdoc 020 was presented by Mark Cataldo.

Consider alongside Tdoc 026 and combined online into a new CR's  (T2-MExE-010043)

Conclusion:

Tdoc T2-MExE-010020 was noted

TDOC
Subject
SOURCE

T2-010224
ORPK selection - DRAFT
T2 MExE

Tdoc T2-010224 was presented by Mark Cataldo.

A document detailing the results of an offline discussion during the Beverly Hills meeting.  

Note: These notes can be used by others when considering ORPK selection CR's.

Conclusion:

Tdoc T2-010224 was noted.

TDOC
Subject
SOURCE

T2-MexE-010031
Clarification of root public keys
Motorola

T2-MExE-010044
Clarification of root public keys
Motorola

T2-MExE-010045
Clarification of root public keys
Motorola

Tdoc T2-MExE-010031was presented by Mark Cataldo.

A RPK on the UICC has priority over one on the device - always.

comments:

when removing the UICC again, it does not re-validate the RPK on the device - need to go through a secure mechanism to make a secure RPK valid.  Mike Smith/Olof Wickström - should be able to revert to the original state, on removal of UICC.  Insertion of a temporary USIM will invalidate apps on the device.

Could use a CCM message (cf Third Party domain) to reconfigure and return to the original state.

Satu Mäkelä , Nokia - strongly disagreed with manufacturer and operator being named as able to mark a new administrator RPK as valid.  Does not want to see an entity named.

The secure mechanism used is outside the scope of MExE spec.

Changes to Tdoc 031:-  must deactivate before can replace RPK.  updated in Tdoc 044

Action - All to take inputs for the next meeting.

Tdoc T2-MExE-010044 was presented by Mark Cataldo

Quite a lot of debate on this CR

comments:

Pubudu Chandrasiri - concern that a non operator can use the secure mechanism to download the ORPK.

Pubudu Chandrasiri - was concerned that operator can store ORPK on the UE and no detail of the secure mechanism by which the ORPK is downloaded, which could lead to infiltrators downloading an ORPK to the UE.  Vodafone consider the mechanism could be made insecure by manufacturers - no objections from Telia/BT/Sonera.  Vodafone request to defer this CR till next meeting, on basis that the 'secure mechanism' is not defined.  Olof Wickström highlighted methods for the secure mechanism.  Satu Mäkelä said that 'secure mechanism' appears throughout the specifications and is acceptable elsewhere.

Chairman invited Pubudu Chandrasiri to submit a paper detailing their concerns or suggesting an alternative mechanism for ORPK loading.

New functionality added for when user removes the UICC and invalidates the previous operator domain (see also Tdoc 031).

Pubudu Chandrasiri - concerned that the owner of the operator domain is also the owner of the USIM and not the issuer of the ORPK, Vodafone wants to disable the operator domain when the USIM is removed.  - Much debate on this topic, over the potential of restricting multiple operators into the market, and use of legacy SIM's.

Olof Wickström/Satu Mäkelä - raised the point that the discussion was moving from the original CR, which was to overcome the problem of removing a temporary UICC and invalidating the original Operator domain, noting that the issue was discussed in depth on day one, with a general consensus in the group, that the group should agree this CR, based on the large support and enough time before the next T2 plenary to the addition remove if required.

Mark Cataldo noted this is a repair of loophole in standards.  BT support this repair.

Satu Mäkelä noted that the text now reflected what is in figure 8.5.1.1, any changes should be made there also.

Chairman proposed that the group accept this CR with minor changes to the text.  That Vodafone propose input text at the next meeting highlighting the Vodafone issues and proposing a solution.  There was general agreement in the group for this.

Update online in Tdoc 045

Conclusion:

Tdoc T2-MExE-010031 was noted updated in Tdoc 044

T2-MExE-010044 was noted, updated in Tdoc 045

T2-MExE-010045 was agreed.

TDOC
Subject
SOURCE

T2-MExE-010032
Clarification of ORPK and operator applications 
Motorola

Tdoc 032 was presented by Mark Cataldo.

CR to address the action to take on insertion of the USIM with reference to operator applications.  CR generated from Nokia / Vodafone comments at last meeting.  Quite a lot of debate on this CR, finally a request waas made to move this offline, and continue with other work.

comments:

Pubudu Chandrasiri- concerned over the text.  Wants the operator domain to belong to the owner of the USIM and not the owner of the ORPK.  Wants consistent behaviour when the ORPK is on the USIM as well as on the UE.  Vodafone prefer ORPK on USIM and not on the device.  BT / Telia / Sonera accept dual storage of ORPK on USIM and on UE.  A long discussion followed, concerning removing the ability to store the ORPK on the device.  Chairman noted that this would break backward compatibility with R98.

Vodafone say that want USIM to be present and match the ORPK in the device. - this is already covered in the current version of the CR/spec.  To avoid a hoax ORPK getting into the device, Vodafone want to invalidate the operator domain if no USIM present at power up, (this CR/diagram is for power up + SIM insertion).

Mike smith - this is implementation issue with the manufacturer, who should provide a secure mechanism of key transfer and installation, so this should not be an issue.

Chairman proposed to defer this to the next meeting, inviting those with concerns and objections to be more explicit and detail how this proposed figure will be harmful.  Proposal to accept this CR and generate other CR's was rejected by Vodafone.

Conclusion:

Tdoc T2-MExE-010032 was deferred until the next meeting.

Note - update figure 7 in the next version as in Tdoc T2-010061.

TDOC
Subject
SOURCE

T2-MexE-010025
Manufacturer RPK
Nokia/Vodafone

Tdoc 025 was presented by Satu, Nokia.

CR for when have no manufacturer RPK, also have no manufacturer domain and executables marked as untrusted.

Conclusion:

T2-MExE-010025 was agreed

8.1.6 MExE server support in the network

Chairman highlighted that MExE servers are referred to throughout the 3GPP specs.  Suggested MExE should expand the specifications to cover the server side and network impact of the MExE network architecture (see also Tdoc 081).

comments:

Satu Mäkelä supports this view and requested a short presentation of the SA2 architecture model.

Chairman encouraged inputs for the next meeting, showing the client server architecture for 3GPP.

8.1.7 CLI

The CLI non-security CR's will be rolled into one rolling CR and presented before the end of the release year.  The 

security CR's are either not needed or will be used as new baseline (Tdoc 015)

TDOC
Subject
SOURCE

T2-MExE-010012
Classmark 4 generic security (security)
Microsoft

Tdoc 012 was presented by Mike Smith.

comments:

This is not needed in v4.1.0

Conclusion:

Tdoc T2-MExE-010012 was noted (not needed)

TDOC
Subject
SOURCE

T2-MExE-010013
Classmark 4 security domains (security)
Microsoft

Tdoc 013 was presented by Mike Smith

comments:

There is already nothing in the spec to prohibit aggregating user permission requests, it applies equally to all classmarks.  Classmark specific details should not be in the in a generic section.

Conclusion:

Tdoc T2-MExE-010013 was noted (not needed)

TDOC
Subject
SOURCE

T2-MExE-010014
Classmark 4 security domains (security)
Microsoft

Tdoc 014 was presented by Mike Smith

comments:

The proposed classmark 4 changes could be made into generic ones.  Should explicitly state that no Write permission is granted

Microsoft will re-submit with text changes

Conclusion:

Tdoc T2-MExE-010014 was noted

TDOC
Subject
SOURCE

T2-MExE-010015
Classmark 4 executable integrity (security)
Microsoft

Tdoc 015 was presented by Mike Smith

comments:

Satu Mäkelä - likes this proposal, should make this into a generic requirement.

Olof Wickström / Pubudu Chandrasiri support Satu Mäkelä 

this is acceptable as a R4 CR - remove relationinship with CM 4, remove integrity clause and submit based as v4.1.0

Conclusion:

Tdoc T2-MExE-010015 was noted.

8.1.8 Others

TDOC
Subject
SOURCE

T2-MexE-010030
Clarification of note 10 in table 6
Ericsson

T2-MexE-010046
Clarification of note 10 in table 6
Ericsson

presented by Olof Wickström

comments:

text should read: 'access request requires no user permission'.  All three should have the same, propose to delete 'note 10'

update with new text in Tdoc 046

Tdoc 046 presented by Olof Wickström.

no comments made

Conclusion:

Tdoc T2-MExE-010030 was noted, updated in T2-MExE-010046.

Tdoc T2-MExE-010046 was agreed.

TDOC
Subject
SOURCE

T2-MExE-010033
Data exchange for untrusted applications
Vodafone

Tdoc 033 was presented by Vodafone

comments:

concern over the usability and that are sending data to the server in two places (application and network), preferring that all data is transmitted in one place.  Eg 'user data' could refer to HTTP attributes.  The CR should clarify what is meant by the terminology 'data'.  Suggestion to do the work offline, Vodafone did not object to this.

Take this CR offline, present a new proposal at the next meeting.

Conclusion:

Tdoc T2-MExE-010033 was noted

8.2 Non-security

8.2.1 CLI

Also generate a CLI CR for stage 1.

Combine all non-security CR's into one rolling CR.

TDOC
Subject
SOURCE

T2-MExE-010016
.NET Compact Framework architecture presentation
Microsoft

Presentation from Mike Smith, Microsoft.

Presentation was well received.  Questions followed.

Conclusion:

Tdoc T2-MExE-010016 was noted

TDOC
Subject
SOURCE

T2-MExE-010008
CLI Classmark 4 references (non-security)
Microsoft

Tdoc 008 was presented by Mike Smith.

This CR will form part of a rolling CR to be presented for approval at the end of R5 year.

This CR is re-submitted from the last meeting.

comments:

concern that MExE Classmarks should be based on open standards, currently the ECMA www site requires membership and a password.  Microsoft pointed out that the ECMA documents will enter the public feedback stage in April.

Some of the text should be less elaborate.

Mike Smith to re-submit at next meeting with comments noted and based on v4.1.0

Conclusion:

Tdoc T2-MExE-010008 was noted.

TDOC
Subject
SOURCE

T2-MExE-010009
Classmark 4 capability negotiation (non-security)
Microsoft

Tdoc 009 was presented by Mike Smith.

CR to propose use of UAProf for capability negotiation.  New CLI proposed parameters are at the end of the table.

comments:

'CLIPlatform' is a 'recommended property'.  This name can be changed to a more generic term, before gets adopted.

re-submit based on v4.1.0

Conclusion:

Tdoc T2-MExE-010009 was noted

TDOC
Subject
SOURCE

T2-MExE-010010
CLI MExE devices (non-security)
Microsoft

Presented by Mike Smith

Generic information on Classmark 4.

comments:

Application management aspect could be included in the service management section.  The Power management section is similar to Classmark 3.  The text does not exclude future, optional, components of the compact profile being included.

re-submit based on v4.1.0, with some of the comments included.

Conclusion:

Tdoc T2-MExE-010010 was noted

TDOC
Subject
SOURCE

T2-MExE-010011
Classmark 4 charging support (non-security)
Microsoft

Presented by Mike Smith

resubmit based on v4.1.0

Conclusion:

Tdoc T2-MExE-010011 was noted

TDOC
Subject
SOURCE

T2-MExE-010017
Visual Studio.NET and .NET Compact Framework app. development
Microsoft

Presented by Mike Zintel, Microsoft

The presentation was well received.

Conclusion:

Tdoc T2-MExE-010017 was noted

8.2.2 Virtual PalmTop

TDOC
Subject
SOURCE

T2-010219
Responses to comments on Virtual PalmTop presentation
Media Farm

T2-MExE-010021
Virtual PalmTop IETF Draft Memo
Media Farm

T2-MExE-010022
Post RFC Presentation for VP
Media Farm

Tdoc 022 was presented by Media Farm

comments:

applications this include:- multimodal browser in network, low end device, with most of intelligence in the network.  trade off use of bandwidth with handset power.  There is a large cost in maintaining and provisioning handsets.

Could implement a Virtual Palmtop on top of an existing classmark, but Media Farm want a smaller, more specific implementation.

The Chairman recommended that the other presentations be reviewed offline.

Conclusion:

Tdoc T2-MExE-010022 was noted.

Tdoc T2-010219 was noted

Tdoc T2-MExE-010021 was noted

8.2.3 Others

TDOC
Subject
SOURCE

T2-MExE-010018
CM1 WAP WTA
Motorola/Nokia

Presented by James Bothwell, Motorola.

Remove section 5.3 which is informative only, on how WTA enabled call control.  WTA cannot do signed content, so cannot do secure call control.

No comments were made

Conclusion:

Tdoc T2-MExE-010018 was agreed

TDOC
Subject
SOURCE

T2-010081
CR 23.057: High level architecture
Nokia

Tdoc T2-01081 was presented by Satu Mäkelä, Nokia

CR to clarify MSE high level architecture diagram.

comments:

the proposed diagram introduced ambiguity, it was thought that whatever diagram is used should be high level enough to be understood by architecture groups (SA2 etc.)

see also section 9.1.6 on MExE server support in the network.

Conclusion:

Tdoc T2-MExE-010081 was noted.

9 Review of agreed CRs

Some R4 CR's were agreed, to be included in the R4 next version.

R5 rolling CR's created and will be added to throughout this release year.

10 MExE Forum

A summary of MExE Forum activity presented by Gavin Stone.

Launch of a members only area on the www site, request for donations / contributions of technical overviews etc.

The popularity of the site has grown beyond expectations (approx double since last month).  Currently have 34 Company members and 150 individual members.

Conclusion:

There is lots of interest for MExE, request for provision of information to the site.

11 Any other business

TDOC
Subject
SOURCE

T2-MExE-010002
Report of the MExE Whistler meeting
BT

To be approved later.

12.1 Timeliness of contributions

Chairman request for contributions to be submitted in time before meetings, to allow all to review them.  A formal cut off date for submission was rejected by the meeting.

12 Future Meetings

Meeting
Date
Location
Host

MExE
April, 2001
No meeting planned

T2#13
14-18 May 2001
Korea
Samsung

MExE
June, 2001
No meeting planned

MExE
24-26 July 2001
Athens, Greece
University of Athens

MExE
August, 2001
No meeting planned

T2#14
3-7 Sep 2001
Scotland
BT

MExE
October 2001
Host invited to offer

T2#15
12-16 Nov 2001
no host
no host

13 Thanking the hosts

Chairman thanked Microsoft for kindly hosting the meeting and providing excellent facilities.

14 Close of Meeting

Annex

15 Output Liaison Statements

15.1 Agreed

TDOC
Subject
SOURCE

15.2 To be agreed by e-mail process

TDOC
Subject
SOURCE

T2-MExE-010038
LS to T1 on conformance testing
Nokia

T2-MExE-010040
LS to WAP Forum on support of signed content
Vodafone

16 MExE Stage 1 changes

16.1 Agreed

TDOC
Subject
SOURCE

16.2 To be agreed by e-mail process

TDOC
Subject
SOURCE

17 MExE Stage 2 Changes

17.1 Agreed

TDOC
Subject
SOURCE

T2-MExE-010018
CM1 WAP WTA 
Motorola/Nokia

T2-MExE-010025
Manufacturer RPK
Nokia

T2-MExE-010035
Correction of SIM insert/remove terminology
Motorola

T2-MExE-010041
Certificate chain verification
Nokia

T2-MExE-010042
CR 23.057: Administrator mechanism
Motorola/Nokia

T2-MExE-010043
Status of applications when valid RPK not available
Motorola

T2-MExE-010045
Clarification of root public keys
Motorola

T2-MExE-010046
Clarification of note 10 in table 6
Ericsson

17.2 To be agreed by e-mail process

TDOC
Subject
Source

18 Other Output Documents

18.1 Agreed

TDOC
Subject
Source

T2-MExE-010001
Draft MExE agenda
Chairman

18.2 Noted

TDOC
Subject
Source

T2-010071
CR 23.057: Administrator mechanism
Motorola/Nokia

T2-010078
Discussion Terminal behaviour on power up
Nokia

T2-010179
Signed Content
WAP Forum

T2-010081
CR 23.057: High level architecture
Nokia

T2-010080
CR 23.057: ME actions on SIM insertion
Nokia

T2-010207
Certificate chain verification diagram

Updated T2-010201
T2 MExE

T2-010219
Responses to comments on Virtual PalmTop presentation
Media Farm

T2-010224
ORPK selection - DRAFT
T2 MExE

T2-010227
LS to T1 on conformance testing
Siemens

T2-MExE-010003
LS from WAP Forum EFI
WAP Forum

T2-MExE-010004
S3 MExE Presentation
Chairman

T2-MExE-010005
LS from S2 Reply LS on Support of VHE User Profiles (S2-001361)
TSG-S2

T2-MExE-010006
LS from S5 on provisionally approved WID ”Subscription Management (S5-000464)
TSG-S5

T2-MExE-010007
LS from S5 on SA5 WID ”Subscription Management (S5-000568)
TSG-S5

T2-MExE-010008
CLI Classmark 4 references (non-security)
Microsoft

T2-MExE-010009
Classmark 4 capability negotiation (non-security)
Microsoft

T2-MExE-010010
CLI MExE devices (non-security)
Microsoft

T2-MExE-010011
Classmark 4 charging support (non-security)
Microsoft

T2-MExE-010012
Classmark 4 generic security (security)
Microsoft

T2-MExE-010013
Classmark 4 security domains (security)
Microsoft

T2-MExE-010014
Classmark 4 security domains (security)
Microsoft

T2-MExE-010015
Classmark 4 executable integrity (security)
Microsoft

T2-MExE-010016
.NET Compact Framework architecture presentation
Microsoft

T2-MExE-010017
Visual Studio.NET and .NET Compact Framework app. Development
Microsoft

T2-MexE-010019
Correction of SIM insert/remove terminology - WITHDRAWN
Motorola

T2-MexE-010020
Status of applications when valid RPK not available
Motorola

T2-MExE-010021
Virtual PalmTop IETF Draft Memo
Media Farm

T2-MExE-010022
Post RFC Presentation for VP
Media Farm

T2-MExE-010023
Clarification of root public keys - WITHDRAWN
Motorola

T2-MExE-010024
Clarification of ORPK and operator applications - WITHDRAWN
Motorola

T2-MexE-010026
SIM removal
Nokia

T2-MexE-010027
CCVD 2
Nokia

T2-MExE-010028
Sharing of RPKs - WITHDRAWN
Vodafone

T2-MExE-010029
LS from TSG-S5 on MExE and User Equipment Management
TSG-S5

T2-MexE-010030
Clarification of note 10 in table 6
Ericsson

T2-MexE-010031
Clarification of root public keys
Motorola

T2-MExE-010032
Clarification of ORPK and operator applications 
Motorola

T2-MExE-010033
Data exchange for untrusted applications
Vodafone

T2-MExE-010034
RSA Presentation
RSA Security

T2-MExE-010036
Report of the e-mail process following the Beverly Hills meeting
Siemens

T2-MExE-010037
Report of the Beverly Hills meeting
BT

T2-MExE-010039
TSG-S5 presentation on User Equipment Management
TSG-SA5

T2-MExE-010044
Clarification of root public keys
Motorola

T2-MExE-010047
Routing MExE applications to specific security domains
BT

18.3 To be agreed by e-mail process

TDOC
Subject
Source

19 Delegates

NAME
ORGANISATION
E-MAIL

Mark Cataldo
Motorola (chairman)
mcatald1@email.mot.com

Tim Costello
BT (secretary)
tim.costello@bt.com

Pubudu Chandrasiri
Vodafone Group
Pubudu.chandrasiri@vf.Vodafone.co.uk

Andrew Myers
BT
andrew.myers@bt.com

James Bothwell
Motorola
James.Bothwell@motorola.com

Thomas Rodestrand
Telia
thomas.x.rodestrand@telia.se

Olof Wickström
Ericsson LM
olof.wickstrom@ecs.Ericsson.se

Ernie Woodward
Intel Corporation
ernest.e.woodward@intel.com

Dave Gordon
Panasonic Mobile Development Office (PMDO)
dave.gordon@panasonic-pmdc.co.uk

Walter Bindrim
Materna GmbH
Walter.Bindrim@Materna.de

Mike D. Smith
Microsoft
Mdsmith@microsoft.com

Ileana Leuca
AT&T Wireless Services
Ileana.leuca@attws.com

Sebastian Linz
Materna GmbH
Sebastian.Linz@materna.de

Nick Alfano
Sierra Wireless Inc
nalfano@sierrawireless.com

Mike D. Smith
Microsoft Corporation
mdsmith@microsoft.com

Timo Oikarinen
Sonera Corporation
timo.oikarinen@sonera.com

Brad Diard
Ericsson - US
brad.diard@ericsson.com

Satu Mäkelä
Nokia
satu.m.makela@nokia.com

Hung Tsang
Motorola


Gavin Stone
Ronin Wireless
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