	3GPP TSG-T2 #9 / ETSI SMG4

Utrecht, NETHERLANDS

15 - 19 May 2000
	T2-000209



To:
TSG T2 SWG1 (MExE)

Source:
Ericsson
Contact:
Bo Johansson (bo.i.Johansson@ecs.ericsson.se)

Title:
Usage of the word user

Document for:
Discussion

Introduction

The word “user” is in the specification 23.057 sometimes meaning any user and sometimes a specific user, the “end-user”. Before creating a CR that clarifies this, I want some feedback.

Proposed changes and additions to “3.1 Definitions”

end-user: The end-user is the (human) user of the MExE device, using the device as “intended”. The end-user is the owner of the SIM PIN and is responsible for paying.

user: The user is a logical entity, which uses the MExE MS. It can be the end-user, the operator, the manufacturer, and an administrator.

administrator: The administrator of the MExE MS is the entity which has the control of the third party trusted domain, and all resources associated with the domain. The administrator of the device could be the end-user, the operator, the manufacturer, the service provider, or a third party as designated by the owner of the device.

owner: An owner of the MExE MS. An owner could be an end-user, operator (e.g. where the MS is obtained as part of a subscription and the cost of the MS is subsidised), service provider, or a third party (e.g. the MS is owned by the user’s company and this company wishes to control how the MS is used).

Related definitions from TR 21.905 V3.0.0 “Vocabulary for 3GPP Specifications”
Subscriber The responsibility for payment of charges incurred by one or more users may be undertaken by another entity designated as a subscriber. This division between use of and payment for services has no impact on standardisation.

User A logical, identifiable entity which uses UMTS services.

User An entity, not part of UMTS, which uses UMTS services. Example: a person using a UMTS mobile station as a portable telephone.

Examples of possible changes of the specification

4.4.1 Capability negotiation characteristics

It is not required that a MExE terminal shall send all the above properties together when sending a request, however it shall be possible for the MExE terminal to send one or more of the above properties if subsequently requested by the server, with end-user permission.

4.5 User profile
The user profile (which may consist of sub user profiles for a user) contains the characterisation of the MExE MS as defined by the end-user and service provider.
4.7.1 Service discovery

A MExE end-user is able to request (or be informed about), the range of MExE services available from the MExE server to which it is connected.

4.7.2 Service configuration

The end-user controls whether a service transferred to the MExE MS is also automatically configured in the MS.

4.10 Journalling of network events

To support the end-user in monitoring and maintaining a record of (potentially chargeable) network events initiated by services in the MExE environment, it shall be possible for the end-user to request the MExE MS to maintain a record of network events initiated by services on the MExE MS.

8.2.1 MExE executable Permissions for untrusted MExE executables

In addition to an untrusted MExE executable possibly displaying the number to be called to the end-user, the number to be called shall be presented to the end-user for permission by a provisioned functionality of the MExE MS and not by the MExE executable itself. (This facility would support, for example, "click to dial" button/links in an untrusted MExE executable, and a MExE MS provisioned functionality then represents the number to the end-user for confirmation.)

8.3 User permission types

The term "user permission" is defined to mean that the end-user can give permission for a specific action in one of the ways defined in Table 4.

3.1.1 Third party root public key

The ME shall support secure storage for at least one certificate containing a third party root public key. The ME shall support the use and management of Third Party root public keys on the SIM. The ME may contain root public key (s) generated by CA(s) implicitly trusted by the end-user.







