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Scope

The Wireless Application Protocol (WAP) is a result of continuous work to define an industry-wide specification for developing applications that operate over wireless communication networks. The scope for the WAP Forum is to define a set of specifications to be used by service applications. The wireless market is growing very quickly, and reaching new customers and services. To enable operators and manufacturers to meet the challenges in advanced services, differentiation and fast/flexible service creation WAP Forum defines a set of protocols in transport, security, transaction, session and application layers. For additional information on the WAP architecture, please refer to “Wireless Application Protocol Architecture Specification” [WAPARCH].

This document defines the files on a WIM card or on a SIM card that have to be used to store WAP provisioning data. This allows WIM and SIM cards to be manufactured in large quantities, and enables all WAP phones to interact with the storage provisioning framework.

1. Document Status

This document is currently a WAP internal draft. The status information below is not valid.

This document is available online in the following formats:

· PDF format at http://www.wapforum.org/.

1.1 Copyright Notice

© Copyright Wireless Application Protocol Forum, Ltd, 1998. All rights reserved.

1.2 Errata

Known problems associated with this document are published at http://www.wapforum.org/.

1.3 Comments

Comments regarding this document can be submitted to the WAP Forum in the manner published at http://www.wapforum.org/.

Normative References

[WAE]
WAP Wireless Application Group, Wireless Application Environment Specification 30-    April-1998

[WAP]
WAP Architecture Working Group “Wireless Application Protocol Architecture Specification”, version 1.0

[WSP]
WAP Session Protocol, WAP Forum, version 30-April-1998.  URL: http://www.wapforum.org/.

[WIM]
WAP Identity Module, WAP Forum, …, URL: http://www.wapforum.org/.

[PROVCONT]
“ WAP Provisioning Content Specification”, preliminary draft 0.16, 20-October-1999.

[GSM 11.11]
Digital cellular  Telecommunications system (Phase 2+); Specification of the Subscriber Identity  Module ‑ Mobile Equipment (SIM ‑ ME) interface (GSM 11.11 version 7.2.0 Release 1998)

[ISO 7816-4] 
Information Technology – Identification Cards – Integrated Circuit(s) Cards with Contacts – Part 4: Inter-industry commands for interchange.

[ISO 7816-5] 
Identification Cards – Integrated Circuit(s) Cards with Contacts – Part 5: Numbering system and registration procedure for application identifiers.

 [PKCS15]
PKCS #15: Cryptographic Token Information Standard”, version 1.0, RSA Laboratories, April 1999. URL: ftp://ftp.rsa.com/pub/pkcs/pkcs-15/pkcs15v1.doc
[GSM 02.17]
Digital cellular telecommunications system (Phase 2+); Subscriber Identity Modules (SIM); Functional characteristics (GSM 02.17 version 7.1.1 Release 1998)

Definitions and Abbreviations

1.4 Terminology

This specification uses the following words for defining the significance of each particular requirement:

MUST   

This word, or the terms "REQUIRED" or "SHALL", mean that the definition is an absolute requirement of the specification.

MUST NOT   

This phrase, or the phrase "SHALL NOT", mean that the definition is an absolute prohibition of the specification.

SHOULD   

This word, or the adjective "RECOMMENDED", mean that there may exist valid reasons in particular circumstances to ignore a particular item, but the full implications must be understood and carefully weighed before choosing a different course.

SHOULD NOT   

This phrase, or the phrase "NOT RECOMMENDED" mean that there may exist valid reasons in particular circumstances when the particular behaviour is acceptable or even useful, but the full implications should be understood and the case carefully weighed before implementing any behaviour described with this label.

MAY   

This word, or the adjective "OPTIONAL", mean that an item is truly optional.  One vendor may choose to include the item because a particular marketplace requires it or because the vendor feels that it enhances the product while another vendor may omit the same item.  An implementation which does not include a particular option MUST be prepared to inter-operate with another implementation which does include the option, though perhaps with reduced functionality. In the same vein an implementation which does include a particular option MUST be prepared to inter-operate with another implementation which does not include the option (except, of course, for the feature the option provides.)

1.5 Definitions

This section introduces a terminology that will be used throughout this document.

Connectivity Provisioning

The information in connectivity provisioning relates to the parameters and means needed to access a proxy. This includes network bearers, protocols, access point addresses as well as proxy addresses.

Trusted Proxy

The trusted (provisioning) proxy has a special position as it acts as a front end to a trusted provisioning server. The trusted proxy is responsible to protect the end user from harmful proxy navigation information. 

TPS

A TPS, Trusted Provisioning Server, is a source of provisioning information that can be trusted by the device. In some cases it is the only server allowed to configure the phone. In other configurations also the trusted proxy is allowed, by itself, to configure the phone.

1.6 Abbreviations

For the purposes of this specification the following abbreviations apply.

ME
Mobile Equipment

URI
Uniform Resource Identifier

SIM
Subscriber Identity Module 

ETSI
European Telecommunication Standardization Institute

WAP
Wireless Application Protocol

WIM
WAP Identity Module

ODF
Object Directory File
DODF
Data Object Directory File

AODF
Authentication Object Directory File

2. Architectural Overview

The compatibility between different browsers with respect to the infrastructure (including the Smart Card) is created by defining the file structures in a WIM or SIM card, and by defining the storage framework inside the actual files. 

A generic "WAP file system" solution is defined. It provides a very flexible framework that can be used to tailor the set-up to the needs of the carrier and the user. It can be used for both basic configurations as well as for a generic storage of persistent information. 

The provisioning files internally use a WSP content type encoding.

2.1 Configuration Concept

The WAP device is able to access a number of separate files. The files can have different content as well as different read/write access rights.

The files required to enable WAP provisioning storage on the Smart Card are the following:

· Bootstrap File: used to store information about TPS (Trusted Proxy Server) only. This file can only be modified by the card issuer.

· Config 1 File: used to store connectivity information that cannot be changed by the provisioning agent, i.e. by the device. Then, the user cannot modify connectivity parameters stored in this file.

· Config 2 File: used to store connectivity information that can be changed by the provisioning agent, i.e. by the device. Then, the user can modify connectivity parameters stored in this file.

The use of multiple files enables the use of the Smart Card file access features to protect part of the configuration data from change by the device (browser).

The bootstrap file is the only file on the smart card that is allowed to contain definition of the Trusted Provisioning Server (TPS). The Configuration files should contain only connectivity configuration data, i.e. define how the device is able to connect to a particular service, using a particular proxy. 

2.2 Support of Different Smart Card Capabilities

The specification supports a number of different capabilities from the Smart Card point of view. 

· Smart cards with WIM functionality 

· Smart cards with WIM functionality in addition to GSM SIM functionality

· Smart cards with only GSM SIM functionality

2.2.1 Generic Behaviour

The browser should check the availability of the default (operator) provisioning parameters in the following order : 

· first, a WIM physically present on the active SIM; 

· if there is no such WIM, then the active SIM; 

· if the above locations do not contain provisioning parameters, then the browser should look in the device. 

The active SIM is the SIM card selected as defined in GSM 02.17 [GSM 02.17].

Other provisioning data may be read from any available WIM, SIM or the device in an implementation dependent manner.


WAP provisioning data on WIM

2.3 WAP provisioning data on WIM card only

2.3.1 Introduction

The WIM is based on the PKCS#15 framework [WIM]. PKCS#15 specification [PKCS#15] defines a set of files. The starting point to access these files is the Object Directory File (ODF). It contains pointers to other directory files. These directory files contain information on different type of objects (keys, certificates, authentication objects (PIN), data objects). 

For the purposes of WAP provisioning, the ODF has a pointer to a specific Data Object Directory File (DODF), used for provisioning data. Indeed, the DF(PKCS#15) contains an AODF, a DODF, and a CDF related to the persistent data. There can be any number of DODFs in a PKCS #15 DF. Then, two different DODFs must be considered; one concerning the persistent storage related to WIM security functionality (DODF-pers), one regarding data for WAP provisioning (DODF-prov). 

The DODF-prov file, located at the same level as the DODF dedicated for persistence storage, is regarded as directories of data objects known to the PKCS #15 application. They contain general data object attributes such as identifiers of the application to which the data object belongs, whether it is a private or public object, etc. Furthermore, they contain pointers to the data objects themselves (e.g. bootstrap, config1, config2 concerning provisioning data for WAP). 

The WAP Identity Module (WIM) specification [WIM] defines service primitives for the WIM and information format based on PKCS#15. It also specifies a mapping of the service primitives to smart card commands, so that a WIM can be implemented e.g. as a smart card application in a GSM SIM card. The card operations that are relevant for provisioning include:

· Application selection

· Cardholder verification

· File access (select file, read, write)

The WAP provisioning data (provisioning documents) are stored as PKCS#15 opaque data objects and may reside anywhere on the card.

2.3.2 File Overview

2.3.2.1 Object Directory File, EF(ODF)

The EF(ODF) contains the record describing the DODF for provisioning data (note: other object directory files are omitted)

 (ID for DODF-prov to be defined or this is the default DODF selected in first).

Note: If a path starts with 3F00, it is an absolute path (starting from root).

2.3.2.2 Provisioning Data Object Directory File, EF(DODF-prov)

The specific DODF contains information on provisioning objects:

· Readable label describing the provisioning document (PKCS15CommonObjectAttributes. label). It is to be displayed to the user. 

· Flags indicating if the provisioning document is private (i.e., is protected with a PIN) and/or modifiable (PKCS15CommonObjectAttributes. flags). The card issuer decides if a file is private (it does not need to be if it does not contain any sensitive information)

· Reference to a PIN used to protect this object (PKCS15CommonObjectAttributes. authId)

· Object identifier indicating a WAP provisioning object and a type of the provisioning object (PKCS15CommonDataObjectAttributes.applicationOID)

· Pointer to the contents of the provisioning document (PKCS15Path.path, PKCS15Path.index, PKCS15Path.length)

The contents of the provisioning document is defined in [WAPPRCONT].

The DODF-prov contains three types of provisioning documents (indicated using object identifiers) include relevant types: 

· Bootstrap

· Config1 (file with ADMIN access)

· Config2 (file with USER access)

An Object Identifier (OID) is required for each provisioning file.

General data object attributes and associated pointers are located in the DODF-prov. The data objects themselves may reside anywhere on the card.
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Figure 1: File structure for WAP provisioning data on WIM card

2.3.3 Access method

WIM commands are used to access (read/update) WAP provisioning data as defined in [WIM]. 

2.3.4 Access Conditions

The card issuer may decides how the access to these data is protected. The ME is informed of the access conditions by reading the AODF file.

The access rights for provisioning files stored within a WIM card are granted in verifying the PING as defined in the WIM specification [WIM].

Access conditions are described in chapter 9.

2.4 WAP provisioning data on SIM-WIM card 

2.4.1 Introduction

The SIM-WIM provisioning is a special case of the WIM provisioning described in the previous section. The WAP data provisioning MUST be in the WIM application. The WAP provisioning data are located under the PKCS#15 directory allowing card issuer to decide identifiers and file location.

2.4.2 Files Overview

The files used for WAP provisioning on SIM-WIM card are the same as in the WIM provisioning.
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Figure 2: File structure for WAP provisioning data on SIM-WIM card
2.4.3 Access  Method

WIM commands are used to access (read/update) WAP provisioning data as defined in [WIM].

2.4.4 Access Conditions

The card issuer may decides which access conditions are assigned to each provisioning file. 

For the SIM/WIM card either a Global PIN or an application local PIN can be used to limit access to the provisioning files. The usage a card Global PIN allows the card issuer to avoid the introduction of an additional PIN that the user should remember. 

It is decided that the SIM/WIM card Global PIN is the GSM CHV1 and its pin reference is '01' (indicated in PKCS#15PinAttributes.pinReference).

A card PIN format is defined in [ISO7816-4] page 26 table 62 and is presented in the following table:

b8
b7
b6
b5
b4
b3
b2
b1
Meaning

0
0
0
0
0
0
0
0
--No information  is given

0
-
-
-
-
-
-
-
--Global reference data (e.g., card password)

1
-
-
-
-
-
-
-
--Specific reference data (e.g., DF specific password)

-
x
x
-
-
-
-
-
 00 (other values are RFU)

-
-
-
x
x
X
x
x
--Reference data number

Table 1: Coding of Reference P2

As described above, bit8 is set to 0 for a card Global PIN and is set to 1 for an application local PIN.

The ME is informed of the access conditions by reading the AODF file. The ME finds the PIN reference in the PKCS#15 AODF for provisioning (PKCS#15PinAttributes.pinReference). If the PIN reference is the card Global PIN and CHV1 was verified, access conditions are granted. 

The access rights for provisioning files stored within the WIM part of a SIM-WIM card may be granted by verifying the Global PIN which is in this specific case the CHV1, as defined in [GSM11.11] or by verifying the application local PING, as defined in [WIM]. 

Access conditions are proposed in chapter 9.

3. WAP provisioning data on GSM-SIM card

In order to fulfil short term market requirements, there is a need to provide WAP provisioning on a GSM-SIM card.

3.1 Introduction

The aim of this section is to describe the structure for storing provisioning and bootstrapping data on the SIM.

The information of presence of WAP service does not need to be mentioned in the SIM service table EFSST since the handset can scan the EF(DIR) file indicating the presence of the provisioning data application. The WAP light weight ODF & DODF can be used by the ME to see what WAP provisioning services are available on the SIM. 

WAP files will be located under the PKCS#15 DF, and EF(DIR) (ID 2F00) will be located under the master file as defined in ISO 7816-5; this file will contain  the path to DF(PKCS#15).

The phone will search for the EF(DIR) and then will access PKCS#15 DF using its file identifier (indirect application selection).

3.2 Files Overview

The file structure for the WAP provisioning data within the GSM-SIM card is described below.
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Figure 3: File structure for WAP provisioning data on GSM-SIM card

3.3 Access Method

SIM commands are used to access WAP Provisioning data (see GSM 11.11). 

3.4 Access Conditions

The card issuer may decides how the access to these data is protected. The access rights for provisioning files stored within a  GSM-SIM card are granted in verifying the CHV1 as defined in the GSM11.11 specification [GSM11.11]. 

Access conditions are proposed in chapter 9.

4. Files Description

All files defined are transparent files. These files are read and updated using the commands related to the application they depend either GSM application or WIM application. See respective access methods in chapters 6.3, 7.3 and 8.3.

The read and update privileges are defined by the card issuer within the manufacturing phase of the card. 

The file size proposed hereafter are recommended minimum file. These files can be created larger (or extended later) in order to cope with possible extension of the provisioning file content.

Description of the minimum size of files (recommendations)

The content of the files (XML) is defined separately in [PROVCONT].

4.1 EF Bootstrap

EF Bootstrap , x bytes, is used to store bootstrap information. 

EF Bootstrap is initialized by 7F,FF..FF.

Identifier: see DODF
Structure: transparent
Mandatory

File size: x bytes
Update activity: low

Access Conditions:


READ
CHV1 or PING    (See sections 6.1.4, 6.2.4, 7.4)


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length


See  [PROVCONT]

 

4.2 EF Config1

EF Config1 , x bytes, often used to define network access parameters controlled by the administrator. Parameters can also include proxy parameters untouchable by the user. 

EF Config1 is initialized by 7F,FF…FF

Identifier: see DODF
Structure: transparent
Mandatory

File size: x bytes
Update activity: low

Access Conditions:


READ
CHV1 or PING    (See sections 6.1.4, 6.2.4, 7.4)


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length


See  [PROVCONT]

 

4.3 EF Config2

EF Config2 , x bytes, is used to define network access parameters. Information can also be modified by the user. 

EF Config2 can be initialized by 7F,FF…FF

Identifier: see DODF
Structure: transparent
Optional

File size: x bytes
Update activity: low

Access Conditions:


READ
CHV1 or PING      (See sections 6.1.4, 6.2.4, 7.4)


UPDATE
CHV1 or PING      (See sections 6.1.4, 6.2.4, 7.4)


INVALIDATE
ADM


REHABILITATE
ADM



Bytes
Description
M/O
Length


See [PROVCONT]

 

5. Requirements for the ME

The first part of this section concerns the provisioning on the SIM-WIM, or on the WIM card , and the second one addresses the WAP provisioning on the GSM-SIM card. The ME must support both mechanisms.

It is required that the ME analyses the OID of objects in order to distinguish provisioning DODF from persistent DODF. It is recommended that the DODF provisioning is the first reference in ODF. 

An example of content for each logical record EF(DIR), EF(ODF) and EF(DODF-prov) is described in the table of appendix A (Informative notes) and implementations details are provided in appendix B (Static Conformance Requirement).

5.1 Requirements for provisioning on the WIM or SIM-WIM 

To support the WAP provisioning on the WIM and SIM-WIM, the ME must perform the following steps:

· Select WIM application (direct application selection), as defined in [WAPWIM],

· Read ODF,

· Read DODF provisioning to find location of provisioning files,

· Read the provisioning files,

After performing all operations described above, the ME may eventually update Config2 file.

The ME may also have to read the AODF in order to access objects as described in section 6.1.3 and 6.2.3. 

5.2 Requirements for provisioning on the GSM-SIM

To support the WAP provisioning on the SIM, the ME must perform the following steps:

· Read EF(DIR) to find the file identifier [and path of the PKCS#15 DF],

· Select PKCS#15 DF (indirect selection), as defined in [GSM11.11],

· Read ODF,

· Read DODF provisioning to find location of provisioning files,

· Read the provisioning files,

After performing all operations described above, the ME may eventually update Config2 file.

Appendix A. Informative Notes

A.1
Example of EF(DIR)

Example contents for a PKCS #15 application template on an IC card using indirect application selection. 

Value notation:

{

    aid   'A0000000635741504D57474C'H,

    label "PROVISIONING", -- UTF8 Encoded

    path  '3F007F80'H, 

}

A.2
Example of EF(ODF)

The ODF contains the following record describing the DODF for provisioning data (note: other object directory files are omitted)

myODF PKCS15ODF ::= {

    dataObjects  : path : {

        path '4405'H

    }

}

A.3
Example of EF(DODF-prov)

The DODF for provisioning data (file ID 4405) contains the following objects description:

myDODF PKCS15DODF ::= {

    opaqueDO : {

        commonObjectAttributes {

            label "ABC WAP Server",

flags  {private},

            authId '01'H

        },

        classAttributes {

applicationOID { joint-isu-itu-t(2) identified-organizations(23) wap(43)  provisioning(2) bootstrap(1)} 

        },

        typeAttributes indirect : path : {

            path '4431'H,

            index 0,

            length 234

        }

    },

    opaqueDO : {

        commonObjectAttributes {

            label "XY WAP Server ",

flags  {private},

            authId '01'H

        },

        classAttributes {

            applicationOID { joint-isu-itu-t(2) identified-organizations(23) wap(43)  provisioning(2) configuration_1(2)} 

        },

        typeAttributes indirect : path : {

            path '4432'H,

            index 0,

            length 345

        }

    },

opaqueDO : {

        commonObjectAttributes {

            label "Z WAP Server ",

flags  {private, modifiable},

            authId '01'H

        },

        classAttributes {

            applicationOID { joint-isu-itu-t(2) identified-organizations(23) wap(43)  provisioning(2) configuration_2(3)} 

        },

        typeAttributes indirect : path : {

            path '4433'H,

            index 0,

            length 345

        }

    }

}

Note: file IDs are examples, they are defined by card issuer.

A.4
Example of DER encoding for the Bootstrap File. 

30 31


30 17 


0C 0E 41 42 43 20 57 41 50 20 53 65 72 76 65 72 

-- "ABC WAP Server"



03 02 07 80
-- private 

04 01 01 –- authId 1 


30 06 



06 04 67 17 02 01 

-- joint-isu-itu-t(2) identified-organizations(23) wap(43)  provisioning(2) bootstrap(1)} 


A1 0E 



30 0C 




04 02 44 31 -- path '44 31' 




02 02 00 00 -- index 0




80 02 00 EA -- length 234

The second and third records are encoded in a similar way. Note that the outermost SEQUENCE is omitted.

A.5
Generic DER encoding of the provisioning Files

The table below describes the contents of each logical record. 

L is the length of ‘label’ field. It is required that the length is the same in each record. This way records have fixed length (L + 24hex).

It is an open issue if L can be 0 (no label). It may be useful for UI purposes to have a label here.

Bytes
Content (all numbers are hexadecimal)

1
30

1
L + 22

1
30h

1
L + 09

1
0C

1
L

L
label

2
03 02

2
07 80 – private

2
04 01 01 – authId 1

7
30 06 06 04 67 17 02

1
01 – bootstrap

02 – config1

03 – config2

6
A1 0E 30 0C 04 02

2
file ID

2
02 02

2
index (MSB first)

2
80 02

2
length (MSB first)

Note that the ME can determine the label length by reading the 6th byte of the file. Then, it is easy to find offsets for

· label

· type of file (bootstrap, config1, config2)

· file ID

· index

· length

The actual provisioning documents are contained in files with file IDs 4431, 4432 and 4433.

Appendix B. Static Conformance Requirement 

This static conformance requirement lists a minimum set of functions that can be implemented to help ensure that WAP provisioning implementations and ME implementations will be able to inter-operate. This section describes only set of functions needed to enable WAP data provisioning. 

The first part of this section addresses the static conformance requirement for the WAP data provisioning within a SIM-WIM and WIM cards.

The second part concerns the static conformance requirement for the WAP data provisioning within a GSM-SIM card.

The “Status” column indicates if the function is mandatory (M) or optional (O).

B.1
Provisioning on WIM or SIM-WIM

B.1.1

WIM or SIM-WIM Options

B.1.1.1
General WIM or SIM-WIM Options


Item
Function
Sub-function
Reference
Status

PROV-001
WAP data provisioning storage
PKCS#15 DODF-prov

M

PROV-002

Bootstrap read by the ME
8.1
M

PROV-003

Config1 read by the ME
8.2
M

PROV-004

Config2 read/update by the ME
8.3
O

B.1.1.2
SIM-WIM or WIM ICC Options


Item
Function
Sub-function
Reference
Status

PROV-101 
Application selection; at least direct method supported

[WIM]
M

PROV-102 

Direct application selection
[WIM]
M

PROV-103

Indirect application selection 
[WIM]
O

B.1.2

ME Options 


These options are related to MEs that are able to use the provisioning on the SIM-WIM or on the WIM. Options are related to ME-Smart card (SIM-WIM or WIM) interactions. For handsets that do not support the provisioning, the options are not applicable.

B.1.2.1
General ME Options


Item
Function
Sub-function
Reference
Status

MEPROV-001
WAP data provisioning storage
PKCS#15 DODF-prov

M

MEPROV-002

Read Bootstrap data
8.1
M

MEPROV-003

Read Config1 data
8.2
M

MEPROV-004

Read/Update Config2 data
8.3
M

B.1.2.2
ME Use of SIM-WIM or WIM ICC 


Item
Function
Sub-function
Reference
Status

MEPROV-101
Application selection
Direct application selection
[WIM] 
M

MEPROV-102

Indirect application selection 
[WIM]
O

B.2
Provisioning on GSM-SIM

B.2.1
GSM-SIM Options


B.2.1.1
General GSM-SIM Options

Item
Function
Sub-function
Reference
Status

PROV-001
Used for the indirect application selection
EF(DIR)
[ISO 7816-4]
M

PROV-002
WAP data provisioning storage
PKCS#15 ODF

M

PROV-003

PKCS#15 AODF

M

PROV-004

PKCS#15 DODF-prov

M

PROV-005

Bootstrap read by the ME
8.1
M

PROV-006

Config1 read by the ME
8.2
M

PROV-007

Config2 read/update by the ME
8.3
O

B.2.1.2
GSM-SIM ICC Options


Item
Function
Sub-function
Reference
Status

PROV-101
Application selection; indirect method supported

 
M

PROV-103

Indirect application selection 
[ISO 7816-4]
M

B.2.2
ME Options 


These options are related to MEs that are able to use the provisioning on the SIM. Options are related to ME-SIM interactions. 

B.2.2.1
General ME Options


Item
Function
Sub-function
Reference
Status

MEPROV-001
Used for the indirect application selection
EF(DIR)
[ISO 7816-4]
M

MEPROV-002
WAP data provisioning storage
PKCS#15 ODF

M

MEPROV-003

PKCS#15 AODF

M

MEPROV-004

PKCS#15 DODF-prov

M

MEPROV-005

Read Bootstrap data
8.1
M

MEPROV-006

Read Config1 data
8.2
M

MEPROV-007

Read/Update Config2 data
8.3
M

B.2.2.2
ME Use of GSM-SIM ICC 


Item
Function
Sub-function
Reference
Status

MEPROV-102
Application selection
Indirect application selection 
[ISO7816-4]
M
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Status
Comment

06-Jan-00
Draft Specification
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Contact Information

http://www.wapforum.org.

technical.comments@wapforum.org
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