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This contribution adds new material to the specification designed to enable more ubiquitous access to MMS by further adapting internet messaging protocols.  The additions are designed to define a flexible and widely encompassing framework for MMS that is intended to fulfil a higher proportion of the MMS requirements specified in 22.140.

This approach to the specification of MMS is intended to result in the rapid completion of the specification and allow the deployment of MMS to be as early as possible.

Two new internet based approaches have been added

1) Pure internet access based upon email protocols

2) Web based mail type access via HTTP.

Functions of the MMS relay are expanded to include an internet proxy function. 

An outline description of a Wireless Multimedia Messaging (WMM) protocol, based upon work from the paging world, that allows efficient encapsulation and control of MMS access from the mobile client is included.
New figures and other editorial enhancement have been incorporated.

1. Definitions and abbreviations

1.1 Definitions

xxxx : xxxx

1.2 Abbreviations

For the purposes of this document the following abbreviations apply in addition to those defined in [3]:

MIME
Multipurpose Internet Mail Extensions

MM
Multimedia Message


MMSE
Multimedia Message Service Environment

MMS
Multimedia Messaging Service
MTA
Mail Transfer Agent
PDU
Protocol Data Unit

SMIL
Syncronized Multimedia Integration Language

WAP
Wireless Application Protocol 

WMM
Wireless Multimedia Messaging protocol
WSP
WAP Session Protocol
2. General Architecture

2.1 Overview
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Figure1: General view of MMS provision within the different networks

Figure1shows a generalised view of the Multimedia Message Service architecture for a third generation messaging  system. It shall combine different networks and  network types and shall integrate messaging systems already existent within these networks. The terminal operates with  the Multimedia Messaging Service Environment, MMSE. This environment may comprise 2G and 3G networks, 3G networks with islands of coverage within a 2G network and roamed networks. The MMSE provides all the necessary service elements, e.g. delivery, storage and notification functionality. These service elements could be located within one network or distributed across several networks or network types. 

2.2 MMS Architectural Elements
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Figure2 : MMS Architecture Overview
2.2.1 The Role of the Internet in MMS
Figure 2 shows that multimedia messaging may encompass many different network types.  The basis of connectivity between these different networks shall be provided the internet protocol and its associated set of messaging protocols.  This approach will enable messaging in 3G wireless networks to be compatible with most common and popular systems found on the Internet. 

2.2.2 Multimedia messaging using internet protocols

It will be possible, if a network operator so desires, to implement MMS using an internet based approach.  This will entail using the Internet Protocol, or an equivalently mapped service, over the radio access network and terminated in the mobile device.  This will permit the mobile terminal to utilise existing messaging protocols to provide MMS access.  Therefore, it is expected that mobile terminals will be able to utilise the SMTP protocol to send messages and POP3 or IMAP4 protocols to retrieve messages from the user’s MMS server.

Figure 3 demonstrates how messages may be transmitted from a internet capable mobile terminal to other internet nodes. Where messages must be forwarded to non-internet messaging systems a gateway or interworking function must be provided.  It is realistic to expect that widely deployed access protocols could be implemented directly and made available to support efficient interworking.
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Figure3 Reception and transmission of MMs from an internet capable terminal

2.2.3 Internet based messaging using wireless optimised methods

It will be possible to provide an Internet based MMS by using the MMS relay.  In this case, the relay is effectively a proxy server that provides access to the full suite of IP based messaging protocols while at the same time giving efficiency across the air interface.   The use of this intermediary function also allows the flexible deployment of value added services to enhance a user’s experience of MMS in a wireless environment.  

Figure 4 illustrates how the mobile device is able to interact with the same entities as in figure 3 but via the MMS relay proxy.  In this example, the HTTP protocol is used to convey the MMS messaging protocol payload between the mobile terminal and the MMS relay, in a way that is similar to existing wireline proxy services.  When MMS is deployed in this manner, the Wireless Multimedia Messaging protocol (WMM) shall be used.  The WMM protocol supports all the required MMS functions while being optimised for efficient wireless transmission.
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Figure4 Messaging via wireless optimised protocols and MMS Proxy. 
2.2.4 Internet based messaging using a WAP gateway
Figure 5 shows basically the same scheme as figure 4, but in this case,  a WAP gateway is utilised in the path between the mobile terminal and the MMS relay.  In addition to providing an adaptation for the HTTP protocol via WSP, the WAP gateway provide some services aimed at maximising efficiency in the use of radio resources.  Some of these services are currently unique to WAP (e.g. UAProf) and should not be the basis of mandatory requirements of MMS unless alternate implementations could be developed for non-WAP systems. 
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Figure5 Messaging enabled by the use of WAP gateway
2.2.5 Interaction with legacy wireless messaging systems
It is the role of the MMS relay to facilitate connectivity of mobile terminals to messaging systems that operate in both the internet and telecom environments.  This will provide the important link to legacy messaging systems that will continue in service for 2G networks.

Figure 6 shows an approach to providing connectivity between the MMS Relay and legacy 2G messaging systems.  From a deployment consideration, such systems could be integrated directly but the functions may  still be considered separate.
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Figure6 Example of 2G Access- GSM SMS, Voice mail and Fax
2.2.6 MMS Provider Subscriber Databases

FFS – Profiles, HLR etc

· 
· 
· 
· 
· 
· 
· 
· 
3. MMS Messaging Framework

3.1 Protocol Layering



To provide implementation flexibility, integration of existing and new services together with interoperability across different networks and terminals, the MMS shall make use of the protocol framework outlined in Figure7.  In this framework, the MMS User agent communicates through the MMS Relay with the MMS Server.  This MMS Relay shall provide convergence functionality between server and MMS user agent and thus enabling the integration of different server types across different networks.  It should be possible to combine Server and Relay functionality into a single network element.
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Figure7: Protocol Framework to provide MMS


[NOTE:  It is not clear whether MExE is suitable for implementing the transfer protocols; however implementation of the user agent may be,  in which case, a sentence like this should be added in the appropriate place.  – SEE Section 6.1.3

 “The MMS user agent shall be implemented using a downloaded MExE application or be a provisioned functionality of the mobile terminal.  Downloaded applications supporting MMS shall conform to MExE specifications” ]

3.2 Addressing

MMS shall support the use of either E-Mail addresses (RFC 822) or MSISDN. In the case of E-Mail addresses, standard internet message routing could be used. 

Editors note: The use of E-Mail and MSISDN addressing schemes in combination needs further study

4. Functional Description of MMS Elements

4.1 Terminal (MMS User Agent)

4.1.1 MMS User Agent operations
The MMS user agent shall perform the following operations.

4.1.1.1 Communication with MMS Server

The MM User agent shall be able to communicate with the MMS Server to both submit messages for delivery as well as retrieve messages intended for the user.  The communication process required for MMS services is very high-level in nature and therefore will be possible over a variety of physical implementations.

The MMS User Agent may be configured to interface with the MMS Server directly and would require a TCP-like transport scheme to permit a implementation of SMTP, POP3 and IMAP4 using standard internet approaches.  In these cases, support for these protocols would be required by the User Agent to implement the MMS service.

As is traditional for wireless systems where over-the-air efficiency is desirable, the interface between the User Agent and the MMS Server may be implemented with an efficient protocol.  This protocol would connect the User Agent with MMS Relay Proxy.  This protocol would be used to provide the MMS Relay Proxy with sufficient information to carry out the messaging interface using the standard protocols.  In these cases, the User Agent will have to implement the  WMM protocol.

To send messages, the schemes that will be supported, either directly or via the MMS Relay Proxy would include those that support internet email (e.g. SMTP, POP3 and IMAP4) and appropriate telecom messaging interfaces.  PUSH technologies shall be used to provide support for automatic download and message notification services.

4.1.1.2 Composition of MM messages
The user shall be able to compose multimedia messages on the MMS mobile device.  Messages may be created in a number of ways in accordance with the capabilities of the terminal.  The user will be able to create a multimedia message or presentation which may comprise either one or more of the following media types: text which may support different character sets; audio; graphics, and; video images.   Once created, a MM may then be submitted to the MMS server that will then distribute the message to the recipient(s) indicated in the address fields of the MM.  A copy of  the message may optionally be retained on the mobile terminal.
The MM shall be able to compose the MM message in MIME, or equivalent, format.  This format provides the scheme by which different content components of the MM message can be contained.  Support for MIME multipart formats, both mixed and related, is needed.  This containerisation of the media components of MMs is needed for both generated and received messages.

[MORE DESCRIPTION REQUIRED]

4.1.1.3 MM rendering and presentation

To provide a meaningful service, the User Agent will need to be able render or present the information contained in a MM message.  This presentation may be based on a variety of media components.  These could range from simple text messages to full synchronised playback of multiple media elements.  Since it is not expected that all such User Agents will be able to render all such material, it is expected that User Agents will be able to provide information to users regarding media components that it is not able to render.  If available, content negotiation schemes (such as WAP UAProf) will be utilised to reduce the amount of information that may be delivered that can not be rendered.

4.1.1.4 
4.1.1.5 Presentation of notifications to the user

The User Agent shall be able to provide notifications to the user regarding the status of mail message availability.  In particular, the receipt of new messages would be an ideal notification for users to receive.  To determine such status, the User Agent may receive notification indications or may have to poll the MM Server directly.  For MM messages stored on the Mobile Terminal, the receipt of new messages shall initiate such notification.

4.1.1.6 all aspects of storing  MMs on the terminal and/or USIM

4.1.1.7 handling of external devices

4.1.1.8 user profile management 

4.1.1.9 
4.1.2 MMS User Agent supported multimedia formats
In order to guarantee a minimum support and compatibility between multimedia terminals, there shall be the following multimedia formats to be agreed. 

Minimum set of supported formats could be for example text and:

· Baseline JPEG (Joint Photographic Expert Group)

· Internet Media Type (mime): image/jpeg

· GIF 87, GIF 89a (Graphics Interchange Format)

· Internet Media Type (mime): image/gif

In addition to these, some recommendations to the image sizes may be required to ensure bandwidth efficiency.

Editors note: this list has to be agreed
4.1.3 Implementation of the MMS User Agent
The MMS user agent shall be implemented using a downloaded MExE application or be a provisioned functionality of the mobile terminal.  Downloaded applications supporting MMS shall conform to MExE specifications
4.2 MMS Server

· MMSE element which is responsible for storing and manipulating messages.

· different Servers can be included, e.g. MMS-Server, E-Mail Server, SMS Server (SMSC), Fax, etc.

[NEED DESCRIPTIONS FOR EACH POSSIBLE TYPE OF SERVER]
4.2.1 Access to MMS server

Access to the server shall only be granted to authorised users.  Users shall only have the ability to access MMs that have been specifically addressed to them.  While existing messaging systems have well defined mechanisms for users to ‘login’ to messaging server, it shall be possible to utilise USIM based authentication as a mechanism to provide automatic ‘login’.

4.2.2 Server storage
It may be possible for the user to store and manage received messages on the MMS server.  The server shall be configured so that it is possible for the operator to manage the use of space allocated to users.  
4.2.3 MMS user-defined rules

It shall be possible for rule sets to be defined that govern the action of the server on in response to certain events – e.g. arrival of a new message, timer triggers, error conditions etc.  These rules may be defined by the user and/or  the service provider.  It shall be possible for the user to define new rules, examine current rule setting and delete or modify existing rules from both the mobile device and via the fixed internet
[Need to define protocol for setup and management of rules – how does MS Exchange do it?]

4.3 MMS Relay

This MMS Relay shall provide convergence functionality between server and user agent and thus enabling the integration of different server types across different networks.  It should be possible to combine Server and Relay functionality.
4.3.1 MMS Relay Proxy to Internet Mail Servers
The MMS Relay is responsible for handling the interaction of the MMS user agent and internet based mail servers.  User agent requests to send and retrieve MMs are interpreted by the proxy function that in turn communicates with the appropriate internet servers using internet mail protocols.  Figure 9 shows an example of retrieving a message from a POP3 server with this method
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Figure8: Proxy Example - POP3 Retrieval
4.3.1.1 SMTP support
The SMTP protocol is utilised for the transmission of internet email messages from one server to another.  It is also used by clients when they originate messages.  The MMS Relay Proxy will implement the SMTP protocol, including any needed extensions, to support the transmission of MM messages originated at the client user agent.

The MMS Relay Proxy will be responsible for the necessary address support required for SMTP services.  This includes the filling of data for the MAIL FROM and RCPT TO commands that identify the sender and recipients of the MMS message as they enter the internet network.

[Need to list mandatory set of commands –  is ESMTP support mandatory?]

4.3.1.2 POP3 Support
POP3 (Post Office Protocol) is the simplest mail retrieval protocol used on the internet.  However, it is not recommended to use this protocol as it will only perform a sub-set of MMS requirements identified in the MMS stage 1.  It is expected that mail systems will use IMAP in preference to POP as it provides a much richer set of features.

4.3.1.2.1 POP3 commands
[List mandatory set of features and POP3 commands for MMS]

4.3.1.3 IMAP4 Support
4.3.1.4  IMAP commands
[List mandatory set of features and commands for MMS]

4.3.2 MMS Push capabilities
4.3.3 MMS Relay Proxy Connectivity to Client

A key functionality of the MMS Relay Proxy is to support the passing of message data with the Client User Agent.  This is accomplished using an efficient messaging protocol.  This protocol provides for message sending and retrieval activities.  In addition, where PUSH services are available, the MMS Relay Proxy will be able to perform functions on the clients behalf that will then be PUSHed to the client.
4.3.3.1 MMS Message Passing
The MMS Relay Proxy will be able to handle the transcoding of command operations and data needed to perform message transmission with the MMS client.  The command functionality is nominally oriented toward the client instructing the MMS Relay Proxy to perform a specific action or set of actions (e.g. read a message).

The MMS Relay Proxy will transmit and receive MMS message data to/from the MMS client user agent.  The format of this encoding will be related to the underlying internet mail formats (e.g. multi-part MIME) but may perform certain optimisations to permit more efficient over-the-air transmission.  An example of such a transformation is the conversions between internet mail seven-bit formats (e.g. base64) and a true binary format appropriate for transmission over-the-air.

An important aspect of the MMS is the ability to ‘push’ information to the client such as an indication a new message has arrived.  In addition, actual MMS messages could be downloaded to the client automatically to permit local control of the messaging service.

MMS Message Notification provides a service by which the MMS Relay Proxy notifies the MMS Client when new message has been received at the MMS Message Server.  In the Internet environment, the client would have to periodically poll the mail server to determine if a new message has been received.  The MMS push facility frees the mobile device from having to continuously poll the server by letting this notification come directly from the MMS Relay Proxy which would perform the polling on behalf of the user.
4.3.3.2 MMS Content Negotiation and Adaptation

The MMS Relay Proxy will provide services related to content negotiation.  This occurs as a service to the MMS Client which may have limited capabilities due to processor or storage considerations.  There are several possible actions the MMS Relay Proxy may perform as the result of content that is not supported by the Client.  Among these are data removal and content adaptation.

Content negotiation, using technologies such as WAP UAProf, provides information to the MMS Relay Proxy related to the Client capabilities.  This technology requires that the MMS Relay Proxy can interpret, retrieve and process the capability information.  This information is then used when retrieved MM Messages are handled on behalf of the user.

When data is part of the MM Message that the client is unable to handle, the MMS Relay Proxy should take actions to improve the user experience or service effects.  One strategy may be to remove the unsupported media type, but this may lead to confusion by the user.  An alternate scheme would be to perform a data adaptation that would create a new content type that would be supported by the client device.  An example of this would be for a colour GIF image to be converted to a 16-level greyscale PNG image. 

4.3.3.3 <<other stuff>>

MMSE element which is responsible for the following functions:-

· receive and send MM

· enable/disable MMS function

· personalised multimedia messaging

· MM deletion

· media type conversion

· media format conversion

· message content retrieval

· MM forwarding

· screening of MM

additional functionality not provided by standard servers and transfer protocols

· negotiate terminal capabilities

· terminal availability

· MMS personalisation

· terminal notification

· charging

4.4 MMS Subscription database

· maintain user subscription information

· controls access to the MMS

· controls the extent of available service capability (e.g. server storage space)

4.5 MMS User Profile Database

· set of rules how to handle incoming messages and there delivery

· current capabilities of the users terminal

Editors note: the location of the profile has to be defined

4.6 Media Type Converters

· ffs

4.7 HLR

· inform the MMS about availability and changes in the state of availability of the User Agent

· ffs

4.8 “Foreign” MMS Relay

· ffs

4.9 MMS Security
4.9.1 User authentication

Login methods – manual/automatic.

SIM based

4.9.2 Message privacy
Encryption methods, 
4.9.3 User Certificates
Methods employed in validating the source of a MM
4.9.4 Malicious attacks on MMS systems
4.9.4.1 Denial of service attacks
4.9.4.2 Unsolicited MM
5. Wireless Multimedia Messaging (WMM) Protocol
Exchanges between the MMS user agent and the MMS relay shall use the Wireless Multimedia Messaging (WMM) protocol.  This protocol is designed to maintain efficient use of radio spectrum while supporting the specific and unique requirements of mobile users.
5.1 Overview of the WMM Protocol

Wireless Multimedia Messaging protocol is used to carry wireless multimedia messages as well as information about those messages.  The messages may be sent between wireline and wireless providers and wireline or wireless recipients.  WMM compactly transfers only the portions of the message that are needed.

The WMM protocol has been modeled after the Internet standard for Email [RFC 822].  RFC-822 calls for Email messages to be defined in terms of fields, each of which is preceded by an ASCII tag.  The WMM protocol calls for multimedia messages to be defined in terms of fields, each of which is preceded by a binary tag and usually a length.  This protocol allows maximum flexibility while conserving the use of bandwidth.  It is intended to be used to:

· Transmit simple wireless messages

· Transmit full Email including any or all fields

· Transmit full or partial multimedia message contents and overview information such as item counts and item sizes for use by clients to determine which components they want to handle.

Just as RFC-822 is a data format that is transported by SMTP (RFC-821), WMM is a data protocol which does not have any addressing intended to be used directly by the transport protocol.  Therefore, the WMM payload must be carried by a transport that handles addressing and routing support.  For purposes of this specification, HTTP [ref needed], or an equivalent protocol, is appropriate for this purpose.

The features of the WMM protocol include:

· The ability to include any header field to permit full interoperability with email or telecom messaging systems.  Standard fields are mapped to short codes to improve overall length.

· The ability to identify the character set and language used. 

· A subset of the message may be sent, such as only the date, subject and body of an Email.

· Portions of fields may be sent, such as only the first 250 characters of the body, or 500 characters starting at character 1000.

· The item count may be sent, such as the fact that there are 40 addresses in the CC list.

· Full field sizes may be sent, such as the fact that the body is 4752 characters long, even though only 250 characters are sent in the current transmission.

· To facilitate parsing and future modifications, the length of every field can be easily determined.

Additionally, there are several options for handling attachments and multimedia components of messages.

· Data components may be MIME encoded and included as part of the body, just as they are for standard Email.  Note: This will not be the most efficient, since the primary purpose of MIME encoding is to reduce 8- bit data to 7-bit data, and this is not needed for an 8-bit protocol.

· Data components may be sent as separate fields, similar to the body.  There may of course be more than one attachment, just as there may be more than one copy of some other fields.  These data component fields may contain 8-bit data.

· To save bandwidth, but still provide maximum information to the receiver, the WMM protocol also allows the sender to send summary information about the attachments, without sending the full attachment data.

5.2 WMM Message Protocol Scheme

The WMM protocol provides a mechanism for a client to interact with their MM Server via control of the MMS Relay Proxy.  These interactions are implemented in distinct message types that are transferred between the MMS client and the MMS Relay Proxy.  The following types of messages operate at this level:

· Request to send multimedia message to MMSC and its response

· Request to retrieve a multimedia message from MMSC and its response, which would include retreived message

· MMS Notification about new message(s) from the MMS Relay Proxy to the MMS client

· Delivery Notifications to the MMS client for previously sent multimedia messages 

The structure for each of these messages consists of a header and optional data components.  The data components are present only as in the SEND-MSG-REQ message and a successfully fetched message via the RETR-MSG-RES message.  For the Service indications and Delivery notifications a push mechanism is used to deliver the information directly to the MMS client.  In these WMM messages the MMS specific headers and RFC822 headers are needed but no actual data objects.  Some of the headers in WMM are standard RFC 822 headers, and others are specific to the Multimedia Messaging service.  The WMM messages are provide a packing approach that permit the headers and optional data components to operate transparently over a transport such as HTTP or WAP WSP.

5.3 WMM Message Structure

Both the Multimedia message headers and the actual message body parts are collected together into one multipart-equivalent entity.  The content type of this entity is application/vnd.mms.multipart.mixed.  This choice ensures that conversion to MIME/multipart.* content types can be easily performed.  MIME is used in email systems so the compatibility between content types is ensured in that sense.

Error! Reference source not found.depicts the conceptual format of the MMS message structure.  As with traditional multipart messages, each component is separated and independently typed.  As previously indicated, some of the WMM messages only have the header part as no data components are actually trransferred.
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Figure 9: Example of MMS Message Structure

The control and message specific information is separate from the actual data components.  The RFC822 and MMS headers includes information about sender, recipient, date and the message properties such as message type and validity period.

In those messages that carry data components, there are rules to handle the presentation.  These would include the determination of the primary message element as well as subcomponent addressing.  These rules will be handled in a separate document.

5.4 WMM Field Definitions

The handling and processing of multimedia messages requires an exchange of control information in addition to the multimedia content itself.  This control information, similar in purpose and function to the header fields as defined RFC-822, are conveyed in fields.  The fields supported by WMM includes:

Field Name
Description

Date
Postmark date-time stamp 

Resent-Date
Date for resent 

Encoding
7-bit, 8-bit, etc. 

Character set
Character set ID 

Language
Language ID 

Item count
Number of items available 

Item number
Ordinal number within list 

Item size
Total size in octets 

Item offset
Offset of start of Field Buffer 

Sequence number
Sequence number of transaction 

Internal message number
Internal message number

Priority
Unknown, high, medium, or low 

Version number
Version number of WMM protocol 

Content type
Content type 

File name
File name

To
Destination address 

CC
Carbon copy address 

BCC
Blind carbon copy address 

From
Source address 

Sender
Actual submitter 

Reply-To
Reply-to address 

Message-ID
Unique message ID

Resent-To
To for resent 

Resent-CC
CC for resent 

Resent-BCC
BCC for resent 

Resent-From
From for resent 

Resent-Sender
Sender for resent 

Resent-Reply-To
Reply-to for resent 

Resent-Message-ID
Unique message ID for resent

Return-Path
Return address for the message

Received
One per relay

In-Reply-To
Message to which this reply is in response 

References
References

Keywords
List of keyword phrases

Comments
Comments

Encrypted
Encrypted per RFC-822

Extension Field
Any field starting with “X-”

User-Defined Field
Any field defined by the user 

Subject
Message subject

Body
Message body

Component
Data Component

Table 1 Example of MMS Message Structure

5.4.1 Parsing Rules

A WMM parser must at least be able to parse the following fields: To, From, Subject, and Body.  Any fields the parser does not understand, it must be able to skip by using the explicit or implicit length of the field.  If a parser is not sensitive to the Encoding and Character set fields, it should be understood that miscommunication might result.

5.4.1.1 WMM Fields vs. RFC-822 Fields

Many of the fields in Table xx have been reused from RFC-822.  The format of the values associated to these fields is the same as the format used by RFC-822 except for the following:

· The field names, along with the accompanying colon, are replaced by the field, length and value associations.

· RFC-822 fields may be folded, continuing them on another indented line.  This is not done in WMM.  All WMM fields are stored unfolded.

· Address list fields are no longer comma separated ASCII strings, but are stored in a form that permit differentiation between email and telecom-oriented addresses (e.g. MSISDN)

· Data components should be sent in native 8-bit mode, rather than being MIME’d to 7-bit

· Descriptive and Modal information such as the item count and sizes may be included in the transmission payload.

· Some compaction of information is provided over the space needed by RFC-822.

· Most fields are to be interpreted in the manner intended by RFC-822. 

5.4.1.2 Address Fields

Several fields are used for addresses or address lists.  These include: From, Sender, Reply-To, To, CC, BCC, Resent-From, Resent-Sender, Resent-Reply-To, Resent-To, Resent-CC, Resent-BCC, and Return-Path.  RFC-822 uses a comma-separated list of addresses.  In the WMM protocol these lists are parsed, and each address should be converted to a format consistent with the multi-target selection mechanism supported by the messaging relay proxy.  The list of addresses is then included in a single WMM field.

5.4.2 Encoding

Encoding is specified by an Integer value.  The Wireless Application Protocol (WAP) Wireless Session Protocol Specification (WSP), 30-April-98, following IANA, has assigned the five values shown below (see ftp://ftp.isi.edu/in-notes/iana/assignments/transfer-encodings):
Encoding
Value

7-bit
1

8-bit
2

Binary
3

Quoted-printable
4

Base 64
5

Table 2 Encoding Values

5.4.2.1 Internet Encoding Methods

The five values in Table 17-8 were defined for Internet Email [RFC 1521].  Note that in RFC-1521, paragraph 5 states: "The values '8bit', '7bit', and 'binary' all mean that NO encoding has been performed.  However, they are potentially useful as indications of the kind of data contained in the object, and therefore of the kind of encoding that might need to be performed for transmission in a given transport system."  According to RFC-1521, the first five values are to be interpreted as follows:

7-bit:
"An encoding type of 7BIT requires that the body is already in a seven-bit mail-ready representation.  This is the default value -- that is, 'Content-Transfer-Encoding: 7BIT' is assumed if the Content-Transfer-Encoding header field is not present."  This means the 7-bit is to be interpreted as 7-bit in the RS-232 world, as 7-bits of data in an 8-bit octet, where the MSB might be parity.  Also, "'7bit' means that the data is all represented as short lines of US-ASCII data".  7-bit is the default encoding in Internet Email, but not in WMM.

8-bit:
"'8bit' means that the lines are short, but there may be non-ASCII characters (octets with the high-order bit set)."  In the wireless device world this would be called binary. 

Binary:
"'Binary' means that not only may non-ASCII characters be present, but also that the lines are not necessarily short enough for SMTP transport."  This is almost equivalent to 8-bit and for most wireless systems would also be called binary.  In WMM, binary is the default encoding for all Field Buffers

Note that even though both 8-bit and binary have been defined in RFC-1521, "there are no circumstances in which the 'binary' Content-Transfer-Encoding is actually legal on the Internet."  They are defined for future expansion, in case the Internet evolves to be able to carry an 8-bit version of SMTP.

Quoted-printable:
This is covered in section 5.1 of RFC-1521.  This is a transform where standard printable characters are preserved, a new line is represented by "=CRLF" and other control codes and non-printable bytes such as octets with the MSB=1 are represented as and equal sign followed by the hex representation of the character.  Thereby a DEL or Rubout would be represented as "=7F".

Base-64:
This is the standard encoding which is used for MIME'd attachments.  In it six bits of data are carried per octet, and the remainder of the octet is chosen so as to make the octet appear to be printable ASCII.  It is used to allow binary data to be expanded to printable 7-bit for transport within an SMTP message body, at a penalty of approximately 33% extra bandwidth.

5.4.2.2 Languages

Languages are specified by an Integer value.  Again following the Wireless Application Protocol (WAP) Wireless Session Protocol Specification (WSP), 30-April-98, Table 41, where they followed ISO 639, WMM uses integers in the range 0x01 to 0x8C.  The language only applies to Field Buffers.  The default language is English.

5.4.2.3 Dates

All dates are transmitted in a manner that resembles standard Unix dates, but they are stored as four octet unsigned integers.  That is, dates are calculated as the number of seconds since January 1, 1970, midnight UTC.  This includes the Date field and the Resent-Date field.  If a date containing a two-digit year, xx, is encountered in either of the two date fields of an Email and needs to be converted to the WMM date format, it will be handled as follows.  Any two-digit year greater than or equal to 70 should be understood to mean 19xx, while two-digit years less than 70 should be understood to mean 20xx.

5.4.2.4 Priority

The Priority is intended to convey the need for speedy delivery of the message as well as to draw attention to the message at the receiving device.  The possible values for the Priority are:

Priority Code
Definition

0
Unknown priority: message priority is not specified

1
High priority: message should be delivered immediately

2
Normal priority: message should be delivered soon

3
Low priority: message needs to be delivered, but can be delayed (e.g. junk mail)

Table 3 Priority Values

5.4.3 Extension Fields and User-Defined Fields

RFC-822 allows the definition of Extension fields, whose name begins with "X-" and User-defined fields which can have any desired name, even possibly conflicting with standard names.  These may be transmitted in this protocol by using the Extension field or the User-defined field.  In either case, the Field Buffer should start with the field name followed by a colon and continue with the actual data, so that the Field Buffer contains the field exactly as defined in RFC-822 (unfolded).  This does not save any bandwidth but does provide a method of communicating this non-standard information.

5.4.4 Descriptive Field Definitions

The four descriptive fields, Item count, Item Number, Item size and Item offset are defined below.

5.4.4.1 Item Count

This is the number of items in a list.  When used before an attachment field, it represents the number of attachments.  When used before an address field, it represents the number of addresses in the list.

5.4.4.2  Item Number

Occasionally it might be useful to specify to which attachment or address the information refers.  The item number gives a way of specifying the first or third attachment.  If an Email server uses WMM to notify a wireless client about incoming Email, the recipient might wish to know how many addresses there are in the To list, and which address in the list refers to him

5.4.4.3 Item Size

This is a descriptive field which provides the full size (in octets) of the primary field it describes.  The following could be used to specify that three addresses were in the To list, and that the total length of the To list is 65 bytes.

5.4.5 Miscellaneous Field Definitions

5.4.5.1 Sequence Number

Wireless messaging is normally a message by message medium.  In part, due to latency, messages are not organized in sessions.  If it is important to identify the message as part of session, or to identify the sequence of messages between two parties, a sequence number can be included in a WMM.  This is not a standard RFC-822 field, but may be used to simulate a session based (or sequential) interaction.

5.4.5.2 Internal Message Number

One of the uses of the WMM protocol is for an messaging relay proxy to notify a wireless device about messages received by the server.  RFC-822 and WMM provide a message-ID field to indicate the specific message.  This may be a long string in order to uniquely identify the message from all other messages traversing the networkt.  WMM provides a second field, the Internal Message Number, which can be used to transmit a unique numeric message identifier, such as the number of the message in the user’s message server.

5.4.5.3 Version Number

The WMM protocol may be modified in future releases.  WMM is designed to be easily extended.  If it is necessary to indicate the specific release of the WMM specification which was used in constructing a specific transmission, this can be done using the Version Number field.  The version number for the current release of WMM is zero (0).  The next release will be numbered one (1).

5.4.6 Attachments

Wireless messaging is inherently an 8-bit protocol.  Attachments may either be MIME’d and included in the body of the message as with regular RFC-822 Email or they may be transmitted in native 8-bit format and sent as separate fields.  If an attachment is transmitted using MIME as part of the message body, this protocol does not distinguish the attachments from the other parts of the body.  It is suggested that attachments be sent as separate attachment fields.

5.4.6.1 Attachment Summary

Summary information about the set of attachments may be included in a WMM. The number of attachments and the total size of the attachments may be included as descriptive fields preceding an attachment field with an empty Field Buffer, i.e. with a zero Field Length.

If a specific attachment is referenced, such as by preceding the attachment field with either a file name field or a item number field, then all the descriptive fields modifying that attachment field refer to that specific attachment. 

5.4.6.2 Attachments as Separate Fields

An attachments field has been provided specifically for attachments.  This allows an 8-bit attachment, or portion thereof, to be transmitted in native 8-bit format, without encoding.  The Item number represents the ordinal number of the attachment within the attachment list.  The Item size is the full size of the attachment in octets.  The Item offset is the location of the portion of the attachment that is included as the Field Buffer.  The Item offset is zero-based, so that an Item offset of zero indicates the beginning of the attachment field.

5.4.6.3 Attachment Info as Fields Preceding the Attachment Field

Descriptive fields may precede an attachment field to provide additional information about the attachment.  The Content Type field may be used to identify the Content Type from the list of registered types.  The File Name field may be used to provide a file name for the attachment.  These fields should immediately precede the matching attachment. 

The following section is redundant – topics can be covered in previous section
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