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Introduction

Since WAP data are not linked to the GSM application we see no reason why the provisioning files should be located under a specific directory: GSM DF, Telecom DF or a proprietary one. Moreover we have to think of a future proof concept for storing these data. We suggest that WAP provisioning is seen as a different application which data is located under the PKCS#15 directory for both the SIM and WIM card.

In this proposal we introduce the ISO EF DIR (2F00) file (under the MF) containing the PKCS#15 AID and the path to the PKCS#15 DF. The PKCS #15 DF ID or path doesn’t need to be standard (left to card issuer), but could be standardised later.

For application selection the process described in [WAPWIM] can be followed for both a SIM and a WIM cards that implement the described structure. We would suggest that direct application selection (by AID) is supported, but we have to keep indirect selection in order to comply with GSM11.11 standard.

1. WAP provisioning data on GSM-SIM

The aim of this section is to describe the structure allowing to store provisioning and bootstrapping data on the SIM. The present structure must be compatible with the WIM. 

The information of presence of WAP service does not need to  be mentioned in the SIM service table Efsst since the handset can scan the EFDIR file indicating the presence of the provisioning data application. 
The WAP light weight ODF & DODF can be used by the ME to see what WAP provisioning services are available on the SIM. 

WAP files will be located under the PKCS#15 DF, and a EFDIR (ID 2F00) will be located under the master file as defined in ISO 7816-5; this file will contain  the path to PKCS#15 DF.

The phone will search for the EFDIR and then will access PKCS#15 DF using its file identifier (indirect selection).


2. WAP provisioning data on WIM-SIM card

The WIM is based on the PKCS#15 framework [WIM]. Indeed, the DF(PKCS#15) contains an AODF, a DODF, and a CDF related to the persistent data. There can be any number of DODFs in a PKCS #15 DF. Then, two different DODFs must be considered; one concerning the persistent storage related to WIM security functionality (DODF-pers), one regarding data for WAP provisioning (DODF-prov). 
The DODF-prov file is regarded as directories of data objects known to the PKCS #15 application. They contain general data object attributes such as identifiers of the application to which the data object belongs, whether it is a private or public object, etc. Furthermore, they contain pointers to the data objects themselves (e.g. bootstrap, configuration 1, configuration 2 concerning provisioning data for WAP). 
In addition, a dedicated Data Object Directory File (DODF) with pointers on provisioning objects is used. This DODF is located at the same level than DODF dedicated for persistence storage.  

The structure for WAP provisioning data follows the one exposed in the GSM-SIM card, files will be located under the PKCS#15 directory allowing card issuer to decide identifiers and file location.


3. Conclusion
In this proposal the provisioning data is stored in one place on the smart card: the PKCS#15 directory.
This flexible solution has the following characteristics and advantages:

SIM

1. provisioning data stored in PKCS#15 directory
2. no need for pre-assigned directory identifier (standard PKCS#15 AID instead)
3. no need for logical channels

4. indirect selection as specified in GSM 11.11

SIM/WIM

1. provisioning data stored in  PKCS#15 directory in WIM application BUT:

2. non-WIM compliant phones can access to provisioning data stored in PKCS#15 directory using indirect selection
3. WIM compliant phones however can access to the provisioning data using direct selection 

WIM

1. provisioning data stored in PKCS#15 directory in WIM application

2. provisioning done as described in [WAP WIM]
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