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MExE is finalising key management for trusted domains (Operator, Manufacturer, Trusted Third party) in its release 98 specification, and WSG is requested to consider the following:

· MExE requires trust hierarchies : one for operator domain, one for manufacturer domain, and at least one for trusted third party domain. 

· MExE requires a trusted third party domain administrator root key.

· MExE requires to add or replace root public keys contained in a certificate.

· MExE requires to support “Certificate Configuration Message” defined by MExE in order to administrator enable or disable a trusted third party root key.

· MExE requires to support signed data package to download a root certificate or a Certificate Configuration Message.

The MExE group is pleased to learn that WAP security will converge towards MExE security. The MExE group would like some feedback on MExE requirements and their support in WAP PKI, and attached is the MExE Stage 2 specification.

