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1. Introduction

In continuance to the discussion that commenced in the previous 3GPP meeting in Korea around the CR that was jointly presented by Openwave, AT&T Wireless, and Comverse, we would like to present the following initial proposal of an implementation protocol for the interface between the MMS UA and the MMS Relay/Server to access the user’s mailbox.  The proposed protocol can be viewed as an extension to the WAP protocol that is presented as a sanctioned implementation in the Appendix to the 23.140 specification. It does not describe a new “Email” client.

1.1. Protocol basis

This protocol tries to avoid many of the complexities associated with standard email protocols and is therefore proposed to be HTTP based.  The purpose of the protocol is to be lightweight, flexible, and allow the user to feel unconstrained in his use of MMS.  This same protocol may be extended in the future to allow integration of more generalized use of network-based storage for additional multimedia messaging services, such as a storage of multimedia objects that can be included as part of the user’s message.  An additional purpose in presenting this form of the protocol is the idea of a direct extension of the WAP Forum implementation of the basic MMS services.

1.2. Mailbox

1.2.1. As stated above, this proposal describes means for  support of a network based mailbox in addition to the terminal based storage that is required in the current standards.  

1.2.2. This terminal-based storage can be viewed as an instance of a terminal-based mailbox.  It is important to understand the relationship between these two mailboxes and where the MM can reside once received by the recipient’s MMSE. 

1.2.2.1. In the current standard definition when the message arrives at the recipient’s Relay/Server it is stored in a temporary store & retrieve storage, a notification is sent to the terminal UA, the terminal UA eventually (before the expiry date) retrieves the message from its location in the S&R storage. 

1.2.2.2. In the presence of a network-based mailbox the UA will have the additional option to store the message to the user’s mailbox if the user has configured his personal profile to indicate that the message should be saved.  

1.2.3. An example scenario could be that the user has decided that she wants all MM of Message-Class = Advertisement to be retrieved to her handset, but Personal messages from her girlfriends to be stored in her mailbox for her to view later either from the handset that she is using currently or another terminal at a more convenient time.  

1.2.4. This configuration can be defined on either the UA or in some Relay-based user profile. 

1.2.4.1. As a result, a message can reside in one of three storage areas – in the user’s mailbox on the Relay/Server, in his mailbox in his terminal, or in the Relay/Server’s S&R storage waiting for a command.  

1.2.5. Optionally, the S&R storage could be merged with the Relay/Server mailbox, dependent on the implementation choices of the Relay/Server.

2. Functionalities/Scenarios

As mentioned in the introduction, a networked-based mailbox would enhance the ability of a user to access all types of MM that arrive for him without the limitations of a particular terminal, since the mailbox would be accessible from multiple terminals.  Therefore if his primary terminal is unable to display a particular MM, the user may retrieve the MM from the mailbox from a network terminal that is capable of displaying the entire contents.

The functionalities that need to be addressed by this protocol include:

· Copying a MM to the mailbox.

· Browsing the Mailbox Content

· Retrieving a particular MM from the mailbox.

· Deleting a MM from the mailbox

· Forwarding the MM to another user, including the original MM.

· Replying to the MM including the original MM.

· Retrieving the mailbox status.

· Purge all messages from the mailbox.

There may be a need to include support for folders within the mailbox, with a default Inbox folder.  The various aspects of this and additional scenarios for this support will be addressed in a future document.

2.1   Copy MM to mailbox

In this scenario the MM has arrived at the reception MMSE and the receiving MMS Relay/Server has notified the user’s terminal that a new message has arrived.  As a result of this notification the user/UA may choose several different options – a. retrieve (either immediately or delayed) the message to the handset (as is defined in WAP-206), b. forward the message to another user (as defined in 3GPP 23.140 Rel4), or c. copy the message to his mailbox. The user chooses to copy the message to a folder in his mailbox.  This action may be performed automatically after being configured by the user to always copy messages that conform to a specific definition.  The Relay will return a confirmation that the message has been copied.

2.2   Browsing the mailbox contents

The user will want to see a list of all the multimedia messages that reside on the network.  The UA will need to connect to the Relay/Server and obtain the list of the messages together with enough header information to allow the user to safely differentiate between the various messages.  These headers will include all of the MMS specific information and may also include application-specific information.

2.3   Retrieving a particular MM

After reviewing the list of messages the user may decide to view a particular message.  The UA will request to download the message from the mailbox.  The Relay/Server will perform any necessary content adaptation of the message, based upon the terminal’s capabilities, prior to transferring the message to the UA.  The UA should indicate if retrieval from the mailbox should delete the mailbox copy of the message.

This scenario would support both retrieving the message for display on the user’s handset as well as from any of the user’s network based terminals.

2.4   Deleting a particular MM

After examining the list of messages in his mailbox the user decides to do some clearing of the area and chooses different messages for deletion.  The deletion may be carried out via a “Deleted items” folder if this is supported.  However, we do not address this issue at the moment.  If the message is present on the network-based mailbox then deletion SHOULD include a query on whether to delete the network copy in addition to the local terminal message.

2.5   Purging all mailbox messages

A more drastic housekeeping action would be if the user wishes to clear all of his mailbox messages.  This scenario is more strongly relevant to purging messages in a particular folder of the mailbox and therefore is not directly addressed in the protocol proposed here.

2.6   Forwarding a MM

After the user has read a particular MM she may decide to forward this message to another user adding her own multimedia contribution to the message but including the original message.The forwarded messages should be sent as MM.

2.7   Replying to  a MM

After the user has read a particular MM she may decide to reply to  this message  adding her own multimedia contribution to the message but including the original message.  When replying to the message the user may decide to include the original message in order to give the proper context to her reply.  The reply messages should be sent as MM.

2.8   Retrieving the mailbox status

In this scenario the user has activated a MMS application that displays information and the content of all the MM that are saved in the user’s mailbox.  The UA will automatically log into the user’s mailbox based on the information stored in her profile on the Relay.  After successfully logging into the mailbox, the UA requests to receive a summary of the mailbox status.  The mailbox will supply the number of total messages, number of MM and number of unread MM.  After displaying this information to the user, she may decide to browse the list of messages.  UA requests to view the mailbox specifying the filtering of the message types to display.

3. Protocol definition
The set of requests that the protocol defines include:

· View the Mailbox

· Delete an MM

· Forward an MM

· Retrieve MM from Mailbox

· Copy MM to Mailbox

· Mailbox status

· Authentication

3.1 View the mailbox

MMS MAY support a network-based mailbox.  If the mailbox is supported then MMS SHOULD support a transaction that allows a User Agent to search and retrieve from the mailbox a list of headers that comply with a given search criteria.  The MM1_mbox_view.req message MUST BE supported by the Relay/Server to retrieve the requested information.  The Relay/Server MUST reply with an MM1_mbox_view.res response message.  The response message SHOULD include a XML encoded list of all message headers that comply with the search criteria supplied as part of the request message.

The following information should be included in the MM1_mbox_view.req request message:

	Parameter
	Value
	Comments

	Message Type
	MM1_mbox_ view.req
	Mandatory.

Identifies the message to be a mailbox view request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Used to synchronize the response to the corresponding request.

	Sort/Filter criteria
	List of header fields and values to match
	Optional.  Default: all messages

Header fields that MUST BE supported include – Content-Type, Sender, Date

	Select Fields
	List of header field names to include in the response data
	Optional.  Default: see list below

Allows extension beyond the standard header fields supplied in the response data.

	Folders
	For future use
	Optional

Will be defined when we address use of folders in mailbox.


The following information should be included in the MM1_mbox_view.res response message:

	Parameter
	Value
	Comments

	Message Type
	MM1_mbox_ view.res
	Mandatory.

Identifies the message to be a mailbox view response

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value MUST match transaction-ID of the corresponding MM1_mbox_view.req message.

	Status
	Success or error code.
	Mandatory.

If success SHOULD BE 200.

If Error then SHOULD BE one of the error codes specified.

	Status Text
	Text value describing status code
	Optional.

If Status=200 SHOULD BE “Success”

If Status=<error-code> then SHOULD BE the corresponding specified text

	Content
	XML encoded list of headers that fulfill the search criteria.
	Optional.

Requested mailbox information formatted in an XML message body.

	Reference
	URL that indicates the content field for retrieval
	Optional.




Format of response content

The response content to the view mailbox request will be a list of messages and their basic header information.  The basic header information will include the following fields:

· Message reference – the unique reference to the message within the mailbox.  This reference will be generated by the Relay/Server and can be used to perform any action on the message.

· Subject 

· From  (this may be the raw “from” data or after internal address resolution)

· To

· CC

· Sent date

· Size

· Flags – indicate state of the message, e.g. Read/Unread, OnTerminal

· Content-type

· X-Mms-MMS-Version

· X-Mms-Message-Class

· X-Mms-Priority

We propose that the format of the list be in XML with a grammar that will be approved to allow a more general interoperability of the functionality.  An example of the content could be:

<MMSInboxView TransactionID=”20010529765567”>

    <MMSReturnCode Status=”Ok” />

    <MMSFolder FolderName=”Inbox”>

        <MMSMessage MessageRef=”//relay/msgLoc.jsp?id=85318068” Subject=”Singapore vacation shots” From=”44128647389@travels.com” To=”97254232243@orange.il” Sent=”12:03 3-June-2001” Size=”23087” Content-type=”multipart/related” X-Mms-MMS-Version=”2.0” X-Mms-Priority=”High”>

        </MMSMessage>

        <MMSMessage MessageRef=”//relay/msgLoc.jsp?id=85318034” Subject=”Memorial Day” From=”3580254783227@video.ameritech.com” To=”97254232243@orange.il; 12163827632@ameritech.com” Sent=”17:46 29-May-2001” Size=”18754” Flags=”/Seen” Content-type=”multipart/related” X-Mms-MMS-Version=”2.0” X-Mms-Priority=”Normal” X-Mms-Message-Class=”Normal”>

        </MMSMessage>

    </MMSFolder>

</MMSInboxView>

It would be the client’s responsibility to determine what information to display to the user.

3.2 Delete a MM

An explicit request must be generated by the UA to delete a multimedia message from the network-based mailbox.  The Relay/Server SHOULD delete the message whose Message ID is included in the request.

The format of the MM1_delete.req message should include:

	Parameter
	Value
	Comments

	Message Type
	MM1_delete.req
	Mandatory.

Identifies the message to be a delete request

	Transaction ID
	Unique identifier generated by the UA
	Mandatory.

Used to synchronize the response to the corresponding request.

	Message Ref
	Unique reference to the message to be deleted
	Mandatory.

Should be obtained either from a notification message or from the mbox-view request.


The Relay/Server should verify that the message indicated exists and if it does delete it from the mailbox.  After completion of the action the Relay/Server MUST respond with a MM1_delete.res message that includes the following information:

	Parameter
	Value
	Comments

	Message Type
	MM1_delete.res
	Mandatory.

Identifies the message to be a response to the delete request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value MUST match transaction-ID of the corresponding MM1_delete.req message.

	Status
	Success or error code.
	Mandatory.

If success SHOULD BE 200.

If Error then SHOULD BE one of the error codes specified.

	Status Text
	Text value describing status code
	Optional.

If Status=200 SHOULD BE “Success”

If Status=<error-code> then SHOULD BE the corresponding specified text


3.3 Forward an MM

When forwarding a message to another user there is the possibility of including the original message and adding additional content.  The original message that is being forwarded SHOULD BE in its original form, not the content adapted form that may appear in the user’s handset.  Therefore, there is a need for additional parameters to the standard M_Send.req (3GPP MM1_submit.req) when forwarding a message.  These amended parameters include:

	Parameter
	Value
	Comments

	Message Type
	MM1_forward.req
	Mandatory.

Identifies the message to be a forward request

	Disposition
	Either “Forward” or “Reply” or “Reply with original”
	Optional. Default:Forward

Indicates that Relay SHOULD include the original message indicated before sending the message to be sent.

	Message Ref
	Unique reference to the message to be replied to or forwarded
	Mandatory.

Should be obtained either from a notification message or from the mbox-view request.


Upon receiving this request the Relay/Server should verify that the indicated message exists in the mailbox, retrieve its content and combine the new content with this original content. 

The MM1_forward.res is identical to the MM1_submit.res

3.4 Retrieve MM from Mailbox

Unlike the notification case of retrieval, where MMS specifies that the message is retrieved via an HTTP GET request, when retrieving a message from the user’s mailbox it is necessary to specify the message through a message ID (rather than a URL) and additional options may be supported.   These options would indicate if the user wishes to retrieve the message and erase it from the mailbox or leave it in the mailbox as well and whether the user wishes to set other flags in the message.  Due to these changes, it is necessary to define a MM1_retrieve.req message, in addition to the use of the HTTP GET command when retrieving after notification, to allow retrieval from a mailbox.

The information carried in the MM1_retrieve.req would include:

	Parameter
	Value
	Comments

	Message Type
	MM1_retrieve.req
	Mandatory.

Identifies the message to be a retrieve request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value generated by the UA for synchronization purposes.

	Message Ref
	Unique reference to the message to be retrieved
	Mandatory.

Should be obtained either from a notification message or from the mbox-view request.

	Retrieval qualifier
	“Save”, “Erase”, “Mark as Read”
	Optional. Default: Mark as Read

Indicates what to do with the message after it is retrieved.  Note that Mark as Read implies Save. 

	Read Reply
	“Yes” or “No”
	Optional. Default:Yes

Indicates if UA allows generation of a read-report if one was requested for this message. 


The same Retrieve confirmation message SHOULD BE used for retrieval from the mailbox as the one specified for retrieval after notification.

3.5 Copy MM to mailbox

As mentioned previously there is a need to allow the UA to indicate that a message should be copied to the user’s network-based mailbox. The copy operation MUST maintain the header indications that the message is a MM, i.e. must maintain the X_Mms_MMS_Version and other special MMS header fields. This operation is carried out by sending a MM1_Copy.req, the Relay/Server SHOULD respond with a MM1_Copy.res message.

The information included in the MM1_Copy.req message includes:

	Parameter
	Value
	Comments

	Message Type
	MM1_copy.req
	Mandatory.

Identifies the message to be a copy request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value generated by the UA for synchronization purposes.

	Message Ref
	URL of message
	Optional.

Reference to the location of the message in the Relay/Server’s domain.

	Message Attached
	“Yes” or “No”
	Optional. Default: No

If message is currently on terminal indicates that message is attached as body of this request.

	Folder
	For future use
	Optional. Default: Inbox

If the mailbox supports folders indicates the folder to copy the message to.


The MM1_Copy.res message will include the following information:

	Parameter
	Value
	Comments

	Message Type
	MM1_copy.res
	Mandatory.

Identifies the message to be a copy response.

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value MUST match transaction-ID of the corresponding MM1_save.req message.

	Message Ref
	Unique identifier of message that was saved
	Mandatory.

Generated by Relay.

	Status
	Success or error code.
	Mandatory.

If success SHOULD BE 200.

If Error then SHOULD BE one of the error codes specified.

	Status Text
	Text value describing status code
	Optional.

If Status=200 SHOULD BE “Success”

If Status=<error-code> then SHOULD BE the corresponding specified text


3.6 View Mailbox status

User agents that interact with the network-based mailbox will need to query the mailbox for the status of various counters, e.g. new MM, new total messages.  The request will be a MM1_mbox_info.req message and will include the following information items:

	Parameter
	Value
	Comments

	Message Type
	MM1_mbox_info.req
	Mandatory.

Identifies the message to be a save request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value generated by the UA for synchronization purposes.

	Flags
	List of flags to be counted
	Optional

If supplied is list of header fields and values that should be used to generate counts.

	Limits
	List of limit fields
	Optional.

If supplied is list of limited characteristics that should be supplied.


The Relay/Server SHOULD analyze the request and reply with a MM1_mbox_info.res message that includes the following information:

	Parameter
	Value
	Comments

	Message Type
	MM1_mbox_info.res
	Mandatory.

Identifies the message to be a save request

	Transaction ID
	Unique identifier generated by UA
	Mandatory.

Value should correspond to the MM1_mbox_info.req ID that this replies to.

	Status
	Success or error code.
	Mandatory.

If success SHOULD BE 200.

If Error then SHOULD BE one of the error codes specified.

	Status Text
	Text value describing status code
	Optional.

If Status=200 SHOULD BE “Success”

If Status=<error-code> then SHOULD BE the corresponding specified text

	Content
	XML encoded list of headers that fulfill the search criteria.
	Optional.

Requested mailbox information formatted in an XML message body.


Format of response content

The response content to the information request will be a XML structure that lists the counters.  The basic counter information, if neither the Flags nor Limits fields are present in the request, will include the following information:

· Mailbox identifier – the unique name of the mailbox.

· Number of total MM 

· Number of new MM

We propose that the format of the list be in XML with a grammar that will be approved to allow a more general interoperability of the functionality.  An example of the content could be:

<MMSMboxInfo TransactionID=”20010529765567”>

    <MMSReturnCode Status=”Ok” />

    <MMSMbox Name=”97254232243@orange.il”>

        <MMSNewMM Count=”3”>

        </MMSNewMM>

        <MMSTotMM Count=”7”>

        </MMSTotMM>

    </MMSMbox>

</MMSMboxInfo>

It would be the client’s responsibility to determine what information to display to the user.

3.8 Authentication

User identification and authentication will be based on the standard 2.5G/3G authentication definitions.  The Relay/Server should identify the user from his handset and find his mailbox automatically.  An optional password protected login MAY also be supported, especially for access from outside the PLMN network (e.g. from a PC).

The Relay/Server supporting this proposed protocol is meant to be sessionless.

4.Topics to be further developed
The following topics are not fully addressed in this paper and should be addressed in the new version of WAP-207 for the sake of completeness:

1. Folders – need for them and the appropriate protocol messages for their support

2. Delivery reports – their relationship to the mailbox and when are they generated.

3. Billing aspects – including the ability to query estimated costs of services.

4. Adding content when forwarding or replying to a MM – who is responsible for composing the new MM.

.

