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Annex B (Informative):

This annex contains examples of protocols which support MMS at the interface between the MMS Relay and the UA
B1
WAP Implementation of MMS

WAP provides significant support for MMS, both in direct service specification and in the underlying technologies. While the WAP MMS service specification work is new and is therefore unavailable for direct reference, its basic approach and limitations are based on WAP documents describing MMS architecture and message encapsulation. This should be done based on the underlying WAP technologies that have been published, and can therefore be referenced.

B1.1
 Protocol Framework

In reference to subclause 4.3, the protocol framework applied to WAP implementation of MMS is provided in figure 1.
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Figure 1: Protocol Framework applied to WAP implementation of MMS

B1.2
 Architectural Support for MMS

WAP support for MMS is based upon the services of its supporting technology. Therefore, the scope of WAP, as it addresses MMS, is as shown in figure 2. It does not cover activities or network elements beyond those shown and no such dependencies or expectations should be inferred or implied.

Figure 2 shows an MMS Relay which in the WAP architecture's terminology is referred to as an MMS Server. The WAP architecture also refers to the MMS User Agent as an MM Client. These cover equivalent functionalities.
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Figure 2: Scope of WAP Support for MMS

Figure 2 shows two links. The first, between the wireless MMS User Agent and the WAP Gateway, is where the "WAP Stack" is used to provide a common set of services over a variety of wireless bearers. For application oriented services, like MMS, the interest is primarily in services offered by WAP Session Protocol (WSP) [23].

The second link connects the WAP Gateway and the MMS Relay. In the WAP architecture the MMS Relay is considered an Origin Server. These entities are connected over an IP network such as the Internet or a local Intranet. HTTP is used for data transfer and data can be originated from either entity.

End-to-end connectivity, for the MMS application, between the wireless MMS User Agent and the MMS Relay is accomplished by sending data over WSP and HTTP. This is accomplished using the WSP/HTTP POST method for data originating at the wireless MMS User Agent and by using the WAP Push Access Protocol [24] in the other direction.
The WAP Gateway, which enables the needed interworking, should not modify the data transfer via these transactions.

The WAP view of MMS is constrained to the interactions between the MMS User Agent and the MMS Relay.  It makes no representations as to services that are provided to or required of any other network elements.

B1.3
 Transaction Flows Supporting MMS

NOTE:
The WAP MMS work is ongoing and the descriptions in this section are based upon preliminary material that is expected to remain stable.

The WAP MMS work describes the end-to-end transactions that occur between the MMS User Agent and the MMS Relay. These transactions accomplish the following services:

· MMS User Agent originates a Multimedia Message (MM).

· MMS Relay notification to an MMS User Agent about an available MM.

· MMS User Agent retrieving an MM.

· MMS User Agent support for retrieval acknowledgement to MMS Relay.

· MMS Relay sending delivery report to MMS User Agent.

Figure 3 shows an example transaction flow illustrating a message origination, delivery and delivery report.
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Figure 3: Example MMS Transactional Flow in WAP

The transactions utilise a variety of transport schemes.  For example, the MMS User Agent originates an MM by sending a M-Send.req to the MMS Relay by use of a WSP/HTTP POST method.  This operation transmits the required data from the MMS User Agent to the MMS Relay as well as provides a transactional context for the resulting M‑Send.conf response.

The MMS Relay uses WAP PUSH technology to send the M-Notification.ind to the MMS User Agent. This is how the MMS User Agent is informed of MMs available for retrieval. Included, as a data component, is the URI of the MM that the MMS User Agent is to use for the retrieval.

The retrieval activity is performed by the MMS User Agent using the WSP/HTTP GET method on the URI provided. The fetch of the URI returns the M-retrieve.conf which contains the actual MM to be presented to the user.

The MMS Relay may request information that would permit to know that the MM was actually received by the MMS User Agent. One approach would be for a distinct M-Acknowledge.ind to be passed from the MMS User Agent to the MMS Relay.

The MMS Relay is responsible for supporting an optional delivery report back to the originating MMS User Agent. Based upon possible delivery outcomes, the MMS Relay would again utilise WAP PUSH technology to inform the MMS User Agent with the M-Delivery.ind message.

B1.4
Terminal Capability Negotiation

WAP provides a mechanism to inform an origin server, such as the MMS Relay, of the capabilities of the MMS User Agent. This is known as User Agent Profile (UAProf) [25].  It provides information about the characteristics of the display (e.g. size, color support, bit depth), supported content types and network limitations (e.g. max message size).

The UAProf data is encoded in an RDF [26] data description language. It is conveyed, possibly indirectly, when the MMS User Agent performs a WSP/HTTP operation, such as a GET, to an origin server. It is up to the origin server to decode the RDF data, extracting any needed device characteristics, to guide the content generation or filtering operation it performs before returning data to the MMS User Agent.

For MMS, the MMS Relay should be able to utilise the capability information to make adjustments to the delivered MM contents. For example, an MMS Relay may delete a message component if the content type was not supported by the terminal. Alternatively, the MMS Relay may adapt an unsupported content type to adjust the size, color depth or encoding format.  WAP makes no requirements to the handling of this data or of any notifications that may be made to the user concerning such adjustments.

B1.5
MMS Message Contents

The WAP work on MMS is defining a message encapsulation scheme to convey the data between the MMS User Agent and the MMS Relay.

B1.5.1
Multimedia Messages

The MIME multipart technique is standard Internet technique to combine the email body and the attachments together. The WAP has a binary equivalent to this, referenced in [23] which can be used to combine multimedia objects in the multimedia messages together. This approach shall be used for messages between the MMS Relay and MMS User Agent which also include MM components.  This includes the message send and retrieve.

The use of the WAP binary multipart structure allows easy conversion between binary format and the Internet MIME multipart.  In addition, the binary format allows efficient handling of the message especially in cases when some multimedia objects must be taken out of the structure.

A special, application specific part should contain the MMS header information. This header information is used to provide the message type information as well as message-specific information. The proposed content type for this part is application/mmsheader and until registration within IANA, the interim content type shall be application/x-mmsheader.

B1.5.2
Other Messages

Other MMS transactional messages utilise additional PDUs for multimedia message notification, acknowledgements and delivery reports. These messages are conveyed with messages that just utilise a content type proposed to be application/mmsheader. Until registration within IANA, the interim content type shall be application/x-mmsheader.

B1.6
MMS Presentation

The rendering of an MM for a user is the ultimate objective of the MMS. This rendering operation is known as presentation.  Various types of data may be used to drive the presentation. For example, the MM presentation may be based on a WML deck [27] or Synchronised Multimedia Integration Language (SMIL) [28] which includes links to other component elements in the multipart message. Other presentation models may include a simple text body with image attachments. WAP has not specified any specific requirements on MMS presentations. UAProf [25] content negotiation methods should be used for presentation method selection.

NOTE:
In the future, it will be desirable to consider mobile-optimised presentation technologies. For example, WAP Forum and W3C have initiated work on a mobile-optimised version of SMIL that would be suitable for use in an MMS environment.

B1.7
MMS Security Model between MMS User Agent and MMS Relay

No MMS-specific requirements are in place within the WAP Forum to support security mechanisms in the transactions between the MMS Relay and MMS User Agent. Existing schemes such as WTLS [29] and WIM [30] are available and other end-to-end techniques are under development.

B2
IP Based Implementation of MMS

Details to be added.
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