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Comments on MMS Stage 2 TS 23.140 0.1.0

1 List of points closely related to dedicated chapters

Chapter 4.2 Involved MMS Elements

· In the MMS architecture overview and in the following description of MMS relay functions the HLR/VLR should be incorporated. HLR/VLR will be necessary to obtain information about „the avaílibility of the terminal“ and „the change of state of availability“. A MMS relay – HLR communication should be pointed out in Figure 2: MMS Architecture Overview

· In the item Terminal (MMS User Agent) de- and encryption/signing is mentioned. It is unclear wether end-to-end en/decryption is ment or a specific crypting mechanism between Terminal and MMS relay. It should be clarified that end-to-end en/decryption and signing is supported but left to the users control, e.g PGP. There should not be an additional mechanism between terminal and MMS relay.

· In the item Subscription database HLR/VLR/MSC are mentioned. As we move away from the GSM bearer/teleservice/supplementary-service concept HLR/VLR will play a minor role in subscription aspects. Instead a general Subscription Datase Server should be named with proposed standardised entry/access points, e.g. WAP-based, WWW-based for Users and a Management Interface for provisioning/barring for the operator.

· In the item User Profile to the point current capabilities of the users terminal it should be added that these capabilities are also negotiable during session setup (either termial or relay initiated) and can be automatically overwritten by the actual ones.

Chapter 4.3.1 Terminal originated flows

· In MM origination (figure 3) a feedback to the MM submission is needed. After the user data check as well as after obtaining the profile information a negative acknowledgement shall be given to the terminal in case there was any negative response. In good case a positive acknowledgement shall be sent to the terminal after succesfull completion of the submission to the relay/server.

Chapter 4.3.2 Terminal terminated flows

· In the flow charts for the terminal terminated flows the entity which is interrogated to obtain the terminals state of availibility should be incorporated. This is likely to be the HLR. The relay also has to obtain routing information.

2 General remarks

· The separation of server and relay functionality enables flexible solutions and integration of different implementations. However, the server and relay could also be integrated and the communication between them proprietary to the vendor. In any case an open architecture for the relay is required to enable integration of different server types. Therefore a set of standardised protocols should be identified as interface to the relay, e.g. SMTP (Simple Mail Transfer Protocol) for internet e-mail.

