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3GPP TSG-T2 SWG1 (MExE) Meeting

Report

1 Opening of the meeting

The Chairman (Lars Brenk, TTPCom) opened the meeting.

2 Approval of the draft agenda

	Tdoc
	Subject
	SOURCE

	T2-MExE-010100
	Draft SWG1 MExE agenda

Noted
	Chairman


Tdoc presented by Lars Brenk, Chairman.

Conclusion:

The agenda was agreed.

3 Introductions

Delegates introduced themselves, and are listed in the participants annex.

4 Call for IPR

	The attention of the members of this Technical Specification Group is drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of. 

The members take note that they are hereby invited:

· to investigate in their company whether their company does own IPRs which are, or are likely to become Essential in respect of the work of the Technical Specification Group.

· to notify the Chairman, or the Director-General of their respective Organizational Partners, of all potential IPRs that their company may own, by means of the IPR Statement and the Licensing declaration forms.


5 Registration of input documents

Meeting documents may be found at ftp://ftp.3gpp.org/TSG_T/WG2_Capability/SWG1/SWG1_11_Portland/Docs/
	Tdoc
	Subject
	SOURCE

	T2-010587
	Impact of T2 work on implementation
	BT

	T2-010695
	reply to T2 on impact of T2 work (reply to T2-010597)
	SWG1

	T2-010651
	The continued work with applications and a security framework
	Ericsson

	T2-010661
	Report of SWG1 MExE at T2#14
	BT

	T2-MExE-010100
	Draft SWG1 MExE agenda
	Chairman

	T2-MExE-010101
	CR 23.057: CLI classmark 4 – non-security
	Microsoft

	T2-MExE-010102
	CR 23.057: CLI classmark 4 – security
	Microsoft

	T2-MExE-010103
	Report of SWG1 MExE ad-hoc Portland 
	Chairman

	T2-MExE-010104
	Classmark 4 code safety verification
	Intel

	T2-MExE-010105
	Changes to 22057 - Network  Execution Environments using Virtual PalmTop
	Media Farm

	T2-MExE-010106
	Changes to 23057 Sections 1-6 - Network Execution Environments using VP
	Media Farm

	T2-MExE-010107
	Changes to 23057 Sections 7 through Annex E - Charging Security and Quality of Service Implications for VP
	Media Farm

	T2-MExE-010108
	Mail: TSG-T#13 results
	ETSI/MCC

	T2-MExE-010109
	Mail: Cancun joint meetings
	ETSI/MCC

	T2-MExE-010110
	Classmark 4 code safety verification
	MExE group

	T2-MExE-010111
	Classmark 4 code safety verification
	MExE group

	T2-MExE-010112
	Mail: References and IPR question
	ETSI/MCC

	T2-MExE-010113
	
	

	T2-MExE-010114
	
	

	T2-MExE-010115
	
	

	T2-MExE-010116
	
	

	T2-MExE-010117
	
	

	T2-MExE-010118
	
	

	T2-MExE-010119
	
	

	T2-MExE-010120
	
	


6 Results of previous meetings

6.1 Meeting report

	Tdoc
	Subject
	SOURCE

	T2-010661
	Report of SWG1 MExE at T2#14

Noted
	BT


Tdoc presented by Lars Brenk, Chairman.

The meeting report from the previous T2 meeting was agreed in the closing plenary in Edinburgh. No further comments were made here.

Conclusion:

Tdoc T2-010661 was noted

6.2 E-mail activity

	Tdoc
	Subject
	SOURCE


No documents were required for email approval since the Edinburgh meeting.

6.3 Action Items and other issues

6.3.1 Action Items

1. Pubudu Chandrasiri - to contact Telsta (carried over from Athens MExE meeting)

2. Tim Wright - (for Tdoc 651 Ericsson presentation) to scope out a new TS and raise in SA3 at their next meeting (October).  Get a response sent from SA3 to the MExE October meeting.

3. Microsoft (for Mike Smith) - to provide an explanation of the CLI security model, for future MExE meeting (before end 2001).

4. Bo Johannson - to continue on certificate state discussion on email.

5. Mike Smith - to provide some User Interface information papers.

6. Ernie Woodward - to analyse Tdoc 673 and perform a matrix breakdown by 20th September.

7. Lars Brenk - Find AAE documents.

8. Nicola Sugimoto - to produce templates for the MExE business model.

9. All - discuss with own S3 delegates regarding MExE security work (Tdoc 651)

10. All - discuss at home regarding PKCS#15 adoption (LS to T3).

A quick walk through of the status of the different action points from the Edinburgh meeting were made:

1. Pubudu was not present. No info.

2. Tim Wright  was not present. No info.

3. Mike Smith will prepare a presentation of the CLI security model at the Cancun meeting.

4. Bo Johannson was not present. No info.

5. Mike Smith did some research and ended up with copyright problems making it imposible to present anything at the meeting. Some info can be found on http://research.microsoft.com, and in the book About Face, by Alan Cooper.
6. Ernie Woodward looked at the document and made the matrix breakdown, but since Bo Johannson was not present, the discussion is postponed for the Cancun meeting.

7. The document was posted on the e-mail reflector.

8. Nicola Sugimoto ran into some copyright problems. Information regarding business models can be found on www.iso.org.

9. The general response from the delegates was that the MExE security work should be kept inside the MExE group.

10. No response from T3 yet. Further discussion postponed.
6.3.2 Other Issues

Newest version of the MExE spec is now 23.057 v4.3.1.

6.4 Others

	Tdoc
	Subject
	SOURCE

	T2-MExE-010108
	Mail: TSG-T#13 results

Noted.
	ETSI/MCC


Tdoc presented by Lars Brenk, Chairman.

Two points regarding MExE were raised in this document. The first, a request from T to discuss in the MExE group, if the MExE group wanted to ask S1 to look at the requirements for the MExE specification. Several delegates thought it was not needed.

The second point was regarding the rapporteur of the MExE Security Analysis Activity. It is up to the different delegates to discuss at home, if they want to propose a new rapporteur for the WID. The subject is postponed to the Cancun meeting.

Conclusion:

Tdoc T2-MExE-010108 was noted

7 Incoming LS

	Tdoc
	Subject
	SOURCE


No Input.

8 MExE Security Analysis Activity

	Tdoc
	Subject
	SOURCE


No input.

9 MExE 22.057 contributions and change requests

	Tdoc
	Subject
	SOURCE


No input

10 MExE 23.057 contributions and change requests

10.1 Security

10.1.1 CLI

	Tdoc
	Subject
	SOURCE

	T2-MExE-010102
	CR 23.057: CLI classmark 4 – security

Agreed as a rolling release 5 CR
	Microsoft


Tdoc presented by Mike Smith, Microsoft.

CR already presented and agreed in Edinburgh MExE meeting. Re-presented here. No changes made since Edinburgh.

	Tdoc
	Subject
	SOURCE

	T2-MExE-010104
	Classmark 4 code safety verification

Noted, updated in T2-MExE-010110
	Intel

	T2-MExE-010110
	Classmark 4 code safety verification

Updated from T2-MExE-010104, updated in T2-MExE-010111
Noted
	MExE group

	T2-MExE-010111
	Classmark 4 code safety verification

Updated from T2-MExE-010110
Agreed
	MExE group


Tdocs presented by Aaron Cohen, Intel.

Tdoc T2-MExE-010104:

CR to protect against direct memory access and unsafe pointer arithmetic by using the verifier, implemented in the CLI engine. Some concerns were raised to the terminology and wording used in the CR.

Updated in tdoc T2-MExE-010110.

Tdoc T2-MExE-010110:

Some further rewording was made online, and the result can be found in tdoc T2-MExE-010111.

Conclusion

Tdoc T2-MExE-010104 was noted, updated in Tdoc T2-MExE-010110

Tdoc T2-MExE-010110 was noted, updated in Tdoc T2-MExE-010111

Tdoc T2-MExE-010111 was agreed.

10.1.2 Others

	Tdoc
	Subject
	SOURCE

	
	
	


10.2 Non security

10.2.1 CLI

	Tdoc
	Subject
	SOURCE

	T2-MExE-010101
	CR 23.057: CLI classmark 4 – non-security

Agreed as a rolling release 5 CR
	Microsoft


Tdoc presented by Mike Smith, Microsoft.

CR already presented and agreed in Edinburgh MExE meeting. Re-presented here. No changes made since Edinburgh.

10.2.2 MExE server support in the network

10.2.3 Others

	Tdoc
	Subject
	SOURCE

	
	
	


11 Presentations

	Tdoc
	Subject
	SOURCE

	T2-MExE-010105
	Changes to 22057 - Network  Execution Environments using Virtual PalmTop

Noted.
	Media Farm


Tdoc presented by Srinivas Bharadwaj, Media Farm.

A lengthy discussion was initiated by this document, and a lot of comments were made.

· VP is a model, where the execution of applications takes place on the server, not on the handset.

· VP solves the problem of having to exchange and update applications on handsets in the market. Only server updates are needed.

· VP uses a protocol, that basicly is used for transportating display information to the handset and sending user-input information back to the server for processing.

· VP makes multitasking of several processor heavy applications possible on the server, which would not have been possible on the handset.

· A usercase for VP could be swapping between word, excell and powerpoint, when reading an email with attachment. With VP, the user does not need to first download word, then delete word to make room for excell, then delete excell to make room for powerpoint. Everything is executed on the server.

· Possible to store user data on the server, also meaning that a program can ‘run in the background’ processing data on the server, while the handset is turned off.

· VP can be used to execute MExE applications from classmarks not supported by the handset, that would not be possible to run on the device.

· Put shortly, the handset part of VP is an environment, that only is used for displaying stuff on the handset, which is received from a server, and sending user input back to the server for processing.

· The difference between WAP and VP is that the protocol VP offers has enhanced control over the display functionalities available.

· The VP protocol should be defined and standardised in other fora than MExE. For example enhancing the WAP protocol, or through IETF, by making a new RTF.

· The VP protocol also introduces new security risks, concerning the possibility, for user A to go into user B’s personal data on the server. That needs to be taking care of as well. This is something S3 is working on ?

Conclusion

Tdoc T2-MExE-010105 was noted.

	Tdoc
	Subject
	SOURCE

	T2-MExE-010106
	Changes to 23057 Sections 1-6 - Network Execution Environments using VP

Noted
	Media Farm


Tdoc presented by Srinivas Bharadwaj, Media Farm.

Lots of comments were made to the document, and a lot of clarification questions were raised. Among others :

· Is MExE going to provide rules for the servers in the MExE environment

· Does the new protocol supports GSM functionality

· Does the operator/service provider have control over the users applications.

· Concerns regarding the wording of the multiple classmark support

· An overview of the minimum requirements needed for the slim client implementation in the handset

Conclusion

Tdoc T2-MExE-010106 was noted.

	Tdoc
	Subject
	SOURCE

	T2-MExE-010107
	Changes to 23057 Sections 7 through Annex E - Charging Security and Quality of Service Implications for VP

Noted
	Media Farm


Tdoc presented by Srinivas Bharadwaj, Media Farm.

Comments regarding the need for the MExE group to apply server security into the MExE specification were raised.

Conclusion

Tdoc T2-MExE-010106 was noted.

12 Review of agreed output documents and action items

12.1 Output documents

	Tdoc
	Subject
	SOURCE

	T2-MExE-010103
	Report of SWG1 MExE ad-hoc Portland 
	Chairman


12.2 Action items

13 Any other business

	Tdoc
	Subject
	SOURCE

	T2-010587
	Impact of T2 work on implementation

Noted
	BT

	T2-010695
	Reply to T2 on impact of T2 work (reply to T2-010597)

Noted
	SWG1


Tdocs presented by Lars Brenk, Chairman.

A lengthy discussion took place were a lot of topics and statements were made:

· Would it really help to define a MExE light

· Should the MExE group itself make our own execution environments, instead of having external bodies and companies doing it

· One concern was that you cannot take the MExE specification as an implementer and just go ahead and implement. You would need a lot of other specifications as well

· The MExE group does not have the time, resources and expertise to amke everything ourselves

· The MExE group has a good relationship to the external  boddies, and we should keep that and maybe expand that

· The MExE group should prioritise its tasks to special areas and take the leadership over other groups in these areas

· TSG-T believes in not duplicating work done by others already, so we should use technologies from other bodies as much as possible.

· The MExE group needs to identify, what 3GPP wants from us, and how the MExE group can add value to 3GPP

· Changing the references for licenced references to public available publications

· Extract the ‘flavour’ of the different classmarks, and put the minimum requrements needed for the different classmarks into the spec.

· Separate the security part of the MExE specification into another document, and leave the classmark related in the current specification. Maybe even make two independent groups

· There is no FTA related tests regarding the MExE functionality available right now. T1 is working on making a working group.

· The MExE specification should allow MExE compliant devices, which do not have the current classmarks implemented

· An annex with technical recommodations could help implementers.

Conclusion

Tdoc T2-010587 was noted.

Tdoc T2-010695 was noted
	Tdoc
	Subject
	SOURCE

	T2-010651
	The continued work with applications and a security framework

Noted
	Ericsson


Tdocs presented by Lars Brenk, Chairman.

A discussion took place, some of the topics were:

· The toolbox idea is a good concept. The work should though be kept inside the MExE group.

· User profile. The work is done in one of the ad-hoc groups in S1.

· The MExE specification is ‘old’ and some of the optional technical choices which were defined in ’98, could maybe be changed to mandatory by now, to make the implementation of a MExE device easier.

· The MExE group is not interested in incompatible devices flooding the market.

· There is still a lot of areas for the manufacturers to make unique MExE devices, even though some choices are made mandatory.

· Should applicationque MExE devices, even though some choices are made mandatory.

· Should applications, certified for a security domain, be alloved to execute in the untrusted area? It could be an implementation issue for the manufacturers and application writers, to make the platform stable enough not to crash the device.

Conclusion

Tdoc T2-010651 was noted.

	Tdoc
	Subject
	SOURCE

	T2-MExE-010112
	Mail: References and IPR question

Noted
	ETSI/MCC


Tdocs presented by Lars Brenk, Chairman.

Conclusion

Tdoc T2-MExE-010112 was noted.

14 Future meetings

	Tdoc
	Subject
	SOURCE

	T2-MExE-010109
	Mail: Cancun joint meetings

Noted
	ETSI/MCC


Tdocs presented by Lars Brenk, Chairman.

Conclusion

Tdoc T2-MExE-010109 was noted.

	Meeting
	Date
	Location
	Host

	T2#15
	26-30 Nov 2001
	Cancun, Mexico
	American friends of 3GPP

	T2#16
	11-15 Feb 2002
	No Host Identified

(Sophia Antipolis ?)
	

	MExE
	March/April
	no meeting identied
	

	T2#17
	13-17 May 2002
	No Host Identified

(Korea ?)
	


Surf to the 3GPP on-line meeting calendar (http://www.3gpp.org) for latest meeting and registration details.

15 Thanking the hosts

Intel Corporation were thanked for their excellent facilities and hospitality.

16 Close of meeting

Annex

17 Output Liaison Statements

17.1 Agreed

	TDOC
	Subject
	SOURCE

	
	
	


17.2 To be agreed by e-mail process

	TDOC
	Subject
	SOURCE


18 MExE Stage 1 changes

18.1 Agreed

	TDOC
	Subject
	SOURCE


18.2 To be agreed by e-mail process

	TDOC
	Subject
	SOURCE


19 MExE Stage 2 Changes

19.1 Agreed

	TDOC
	Subject
	SOURCE

	
	
	


MExE interally agreed rolling CRs (not submitted for approval to T2 plenary)

	TDOC
	Subject
	Source

	T2-MExE-010101
	CR 23.057: CLI classmark 4 – non-security
	Microsoft

	T2-MExE-010102
	CR 23.057: CLI classmark 4 – security
	Microsoft

	T2-MExE-010111
	Classmark 4 code safety verification
	MExE group


19.2 To be agreed by e-mail process

	TDOC
	Subject
	Source


20 Other Output Documents

	TDOC
	Subject
	Source

	T2-MExE-010103
	Report of SWG1 MExE ad-hoc Portland 
	Chairman


20.1 Agreed

	TDOC
	Subject
	Source

	
	
	

	
	
	


20.2 Noted

	TDOC
	Subject
	Source

	
	
	

	
	
	


20.3 To be agreed by e-mail process

	TDOC
	Subject
	Source


	21 Delegates

　NAME
	ORGANISATION
	E-MAIL

	Ernie Woodward
	Intel Corporation
	ernest.e.woodward@intel.com

	Lars Brenk
	TTPCom Danmark (Chairman)
	LSB@TTPCOM.COM

	Mike Smith
	Microsoft
	mdsmith@microsoft.com

	Nicola Sugimoto
	NTT DoCoMo Inc.
	Nicola@s1.nttdocomo.co.jp

	Tobias Georg
	Materna
	Tobias.Georg@materna.de

	Louis Finkelstein
	Motorola
	louisf@labs.mot.com

	Wendy Fong
	Hewlett-Packard
	wendy_fong@hp.com

	Jay Gilbert
	Intel Corp.
	Jay.gilbert@intel.com

	Paul Drews
	Intel Corporation
	Paul.drews@intel.com

	Aaron Cohen
	Intel Corporation
	aaron.m.cohen@intel.com

	Prem Sood
	Sharp
	pls@sharplabs.com

	Srinivas Bharadwaj 
	Media Farm
	srini@virtualpalmtop.net

	Murthi Nanja
	Intel Corporation
	Murthi.nanja@intel.com

	Paul K. Reddy
	Intel Corporation
	paul.k.reddy@intel.com


