MExE Provisioning Discussion

Vuokatti, Finland, 28/9/2000

After the finish of the formal MExE agenda, many of the group continued discussion of Provisioning issues, based on the inputs provided by BT and Nokia. 
In order to make clear progress in balancing every contributors perspective, it was decided to work through an example scenario, and use this as a basis for a common understanding of end to end requirements. The following flowchart attempts to capture the discussion :
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Operator public keys and security certificates

Could be via phone call to service center,

special SMS message to specific address, or

SMS message generated from Smart Card

application. The SP could be the carrier, or

an associated ISP or ASP.

Parameters required to establish connection.

Includes GSM, WAP, HTTP address fields.

Delivery can be using Concatenated SMS

messages to the phone. See list.

MExE device connects to home page or

provisioning server identified by URL in

previous step.

MExE device collects and installs a bootstrap

application, probably using HTTP or FTP.

The bootstrap application can offer choices,

collect user information (e.g. credit card),

update phone and SIM parameters, or do

anything else. Then it can order the phone to

download required MExE components.


Again, this was just an example scenario. There are many possible variations of these stages, changes in ordering, or even completely different approaches. However it is believed that this provides a good starting point for discussions.

Key points that were made included:

· Manufacturers preloading the phone with manufacturer root certificates

· Operators supplying their own certificates on the USIM

· Need to configure the chosen Classmark environment before it can be used.

We also discussed some of the parameters that are needed for a fully functional MExE environment to operate. These should be delivered at some point during the provisioning process.

Parameters included in the discussion were:

· GSM addresses (RAS number etc)

· GPRS parameters

· WAP parameters

· WAP Gateway address

· URL for Setup

· Home page

· Favourites

· WWW parameters

· HTTP Proxy address

· SMTP/POP3 addresses

· URL for Setup

· Home page

· Favourites

· Public keys

· IPv4

· Enabled?

· Addresses?

· IPv6

· Enabled?

· Addresses?

· 6-4?

· Default Classmark for multi-classmark devices

This list is certainly not authoritative, or exhaustive. There are various mechanisms for delivering some or all of these parameters.

In order to take this work forwarded, suggestions were made that liaison statement(s) be drafted describing MExE’s desire to move forward on this, and inviting comment and contribution.
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