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non-security document (T2x00027)

3.2

The definition of MIDlet is probably clearer if you say  "MIDP application" since you haven't defined an acronym for MID.

3.2


KVM is never used in the document, and shouldn't be defined as an acronym.

4.2/4.3 

Both CM2 and CM3 devices are Java capable, therefore the description in 4.2 is misleading. CM2 now characterises pJava enabled devices, not
java enabled. Also CM2 allows open 3rd party application development, not just CM3. I have reworked these two sections to highlight the characteristics and differences of CM2 and CM3.

4.5.2, 4.5.3, 4.5.4

These sections are all about the capability negotiation mechanism. I think the requirement may be better expressed in a single section with a table. I.e. something like

Classmark
CC/PP over WSP
CC/PP over HTTP

CM1
Mandatory
Optional

CM2
Mandatory where supported
Mandatory

CM3
Mandatory where supported
Mandatory

4.5.4 

To be clear, the binding for HTTP is defined in MIDP, but support for WSP is not yet defined. Although they are practically interchangeable at the application level, this distinction may be important for the spec.

4.5.4 

The first sentence should clarify that the JAD is a file stored (and downloaded) separately from the application itself.

It can be used to prevent downloads of apps that are too big, or older than installed versions, but this is more to do with application management, rather than capability negotiation.

4.8

The MIDP specification includes some simple mechanisms for the management of services, for instance the JAD file is to do with installation and configuration. The MIDP specification also includes a state transition diagram for MIDlet lifecycles. As Bo Larson (Ericsson) has suggested including some state transition diagrams for MExE executables it is recommended that in the long term these sections should be reworked to include these diagrams and MIDP application management concepts.

4.8.5

If MIDlets are packaged in a MIDlet Suite (i.e. many applications in one JAR file), is it possible to delete a 'service' (a MIDlet) from a suite (non-trivial to do 'properly'?). I think some clarification for CM3 with respect to MIDlet suites is required.

6 (Java MExE Devices opening paragraphs) 

This section mostly relates to CM2 Java devices (e.g. mentions optional components which only relates to CM2). I recommend that this text is used as an introduction to CM2 pJava devices in section 6.1.

6.1 

This text now relates to CM2, a pJava device only. Where "Java MExE" device and "MExE API", etc are used, "Personal Java MExE device", "Personal Java MExE API" or similar should be used.

6.2

Is it possible to have a short intro, similar to the text in 6 that I suggested be moved to introduce 6.1.

6.2.2.<1, 2,3>

Wouldn't it be better to simply refer the reader to the appropriate CLDC and MIDP sections? Copying text from the MIDP spec is more error prone, and leads to more maintenance later if the CLDC/MIDP specs change later.

6.2.2.2

MIDlet Suites should be mentioned. 

6.2.2.2.3 

I suggest re-wording this to state that the record store is accessed by MIDlets via an abstract API not directly. Also MIDlet suites should be mentioned here as a record store is shared between MIDlets in a suite.

Security CR(T2x00027):-

8.1 

line 14 the term *security* should be added, e.g. "If the security domains are not supported...."

8.2


Delete the ',t' in line 5. Add a space after the period in line 7


Use ';' punctuation in point7, i.e.


7. MExE security functions access includes all functionalitiess * delete


the extra s* which, through an API: relate to certificate handling in 


the MS ;end-to-end encryption; signed content; hashing; access to public,


private, secret keys stored in the MS or in a smart card.

8.2.2- 

"Application interaction - MExE Classmark 3 executable (MIDlet) can interact directly with other MIDlets packaged together in the same JAR file."

"interact directly" is a bit vague. I suggest re-wording to say MIDlets in the same jar (MIDlet Suite) share the same class files in that jar and the same persistent data store.

"File/persistent data" should refer to the MIDP abstract record storage mechanism and note that a record store is shared between a MIDlet Suite.

"...only for a database of limited size which was allocated specifically for the untrusted application" - I'm not sure where this requirement comes from, does it refer to a mechanism in the MIDP spec?

The last paragraph refers to MExE executables/applets. The reference to applets should be removed.

8.4

"If the domains are not supported....." make "If the security domains are not supported....." throughout these sections

8.9 

JAVA security - Suggest this sentence be added "If the security domains are not supported, then the Java sandbox security model shall be supported."

