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1 Introduction

In the MExE specification Chapter 8.10: “Signed packages used for installation”, it is stated:

“The method for securely packaging objects for MExE classmark 1 devices may be referenced from the WAP specifications in a future release of this specification.” 

This statement indicates that it impossible for WAP 1.2 device to support signed content.

To clarify what is mandatory the following addition to the MExE standard is suggested.

2 MExE conformance requirements

The Conformance Requirements define the minimum set of features that a conformant MExE device must implement. 

Legend:

“M” – This feature is Mandatory

“C (x)” – This feature is Conditional with regards to feature X

“O” – This is feature is Optional

	Section
	Function
	Class-

mark 1 
	Class-

mark 2

	4.4
	HTTP/1.1 or (WAP) WSP
	M
	M

	8.2
	Permissions for operator, manufacturer, and 3rd-party executables
	C (8.10)
	M

	8.2.1
	Permissions for Un-trusted MExE Executables
	M
	M

	8.2.2
	Separation of I/O Streams 
	M
	M

	8.3
	Blankett Permission
	M
	M

	8.3
	Session Permission
	O
	O

	8.3
	Single Action Permission
	M
	M

	8.4
	Certification and authorisation architecture
	C (8.10)
	M

	8.5
	Root public keys
	C (8.10)
	M

	8.6
	Certificate Management
	C (8.10)
	M

	8.7
	Certificate Configuration message
	C (8.10)
	M

	8.8
	Provisioned mechanism for designating administrative responsibilities and adding third parties in a MExE MS
	C (8.10)
	M

	8.9
	Java security
	O
	M

	8.10
	Signed Packages Used for Installation
	O

	M

	8.11
	Pre-verification of Application
	O
	O

	9
	Quality of Service
	C (network)
	C (network)



 In WAP 1.2 there is no method for securely packaging objects with certificates. All content is un-trusted.












