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1. Profile definitions within UMTS

The UMTS service principles specification allocates each user a unique identity known as an International Mobile User Identity (IMUI). This identity is linked to the Universal Subscriber Identity Module (USIM) which will be stored on an integrated circuit card (UICC). From the network's perspective the IMUI identifies an entity known as a user. Each user must have at least one profile known as the default profile. The use of profiles is also being developed for GSM under the "Multiple Subscriber Profiles" work item [02.97] but the scope of this feature is quite restricted. 

The function of the profile is to define the service environment for a user in terms of their general communications preferences, user terminal interface preferences, location specific preferences and any other parameters that are important to that user. A user may choose to have more than a single profile as befits their needs. A user could have a profile specifically for business use, one for personal use, a family profile and so on. The user can explicitly choose a profile to use or the appropriate profile may be chosen automatically based upon the time of day, location, the CLI of an incoming call or whole range of other options. Each profile associated with the user must have an identity, this requirement  relates to the need to identify and link profiles but also with the need to associate charges with different profiles. A profile or part of a profile will have an identity of the form USER_ID/PROFILE_NUMBER/SUB_COMMS_MAN.

UMTS networks will provide standardised access to a set of service capabilities and service features. UMTS will also provide a terminal execution environment which will provide applications with access to a set of service features such as a standardised API for telephony functions e.g. make a call to number X, put call Y on hold etc.. Additional features will provide access to the terminal's display and other external interfaces such as data ports. Based upon this we can describe the type of profile information that can be used to provide a user with a Virtual Home Environment (VHE). 

Each profile consists of a set of four sub-profiles as follows,

· Communications Management

· User Environment Personalisation

· Application Personalisation

· Security

These sub-profiles are categorised according to the general function of the information provided in them. Together, the information in these sub-profiles covers all aspects of operation which can be customised by the user according to their preferences. 

1.1 Communications Management

The information in this sub-profile provides the user with control over how communications are managed. The functions associated with this profile can be further divided into categories associated with incoming and outgoing communications. 

The profile  allows the user to set call handling options for incoming communication, based upon but not limited to:

- the user’s state i.e. busy, idle, unavailable etc.;

- the time of day (possibly relative to the user’s time zone);

- the calling party;

- the user’s location;

- the type of service requested;

- the class of terminal which the user is currently employing;

- the class of terminal which the caller (if any) is currently employing;

- the type of network on which the user is currently registered.

Similarly for outgoing calls the handling of calls can be based upon but not limited to:

- private numbering/addressing plans;

- B party address;

- the user's location;

- the time of day (possibly relative to the user’s time zone);

- the network on which the user is currently registered;

- the type of terminal which the user is currently employing; 

- the class of terminal which the called party (if any) is currently employing

- the service requested;

This information provides the core of the user profile, allowing the user to specify how their communications are managed.
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1.2 User Environment Personalisation

This sub-profile describes how the user prefers to interact with the communications system. Assuming a standardised execution environment, this profile can be used to configure a terminal for the user. This may include defining the display language, personal settings such screen background and text colour, font, mapping of key strings to different service functions etc. It may also be used to configure network based services on behalf of the user such as the language to be used for any network announcements, the type of tones to be used for different network events and so on. 

Literal interpretation of these preferences will be subject to the restrictions of the user equipment such as screen size and network capabilities.

1.3 Application/Service Personalisation

Information used to personalise applications is detailed here. This could include customised icons and shortcuts, window preferences, bookmarks or addresses etc. This sub-profile is structured in such a way that for each application sufficient information is provided to adapt the application to different classes of terminal as appropriate. Information in this sub-profile could also be used to configure new applications of similar types. 

1.4 Security 

Although many of the security mechanisms employed in UMTS will require no user input, there is scope for allowing the user to express some preferences where appropriate. Assuming that applications or applets are categorised according to various levels of trust, the user could for example specify which categories are allowed access to personal information such as address books. Interaction between applications to provide additional functionality could also be permitted or denied.  

Figure 1 shows the basic architecture proposal with two profiles, business & personal. For the purposes of explanation, this paper will continue to treat these as separate elements. However, this would in practice not necessarily be the case.

2. Distribution of Profile Information

The guiding principal for choosing where to store a complete profile or sub-profile is that the relevant information must be available wherever a decision dependent upon that information is being made. Therefore, terminal specific information must be available at the terminal and similarly call routing information must be available to the appropriate network node. Obviously it must be possible to distribute profiles and sub-profiles to different network elements (switches, terminal, USIM etc.) while still maintaining a logical link between the parts. Distribution of data gives rise to information consistency problems which will need to be dealt with. 

A backup copy of the user's profiles should be stored in the network since this will ensure that the home network is able is provide the user with their VHE in all eventualities. If the user's USIM or terminal are lost or stolen then a new one can be initialised with the backup information; if the user is accessing services through a terminal other than the one they normally use, then the user's environment profile can be downloaded to the new terminal from the network. A back up of the profile in the home network would only be useful if it is up to date. Since the user may regularly change various parameters of a given sub-profile, the backup copy must be actively maintained. This could either be done periodically or when a specific event occurs. A combination of these may be the optimum solution.
3. Boot-Up Profile

Given the wide scope envisaged for user personalisation within the VHE, it is unlikely that all of the necessary profile information would be stored on a limited memory device such as the UICC. The UICC can be used to provide summary information and pointers to any other necessary details. The development of card based registries providing LDAP functionality will enable the required information to be stored within a known structure. 

In the situation where the user employs a different terminal than usual it will not be possible to provide the customised services immediately. In this case the profile information stored in the home network will have to be used to initialise the user's VHE as an alternative to the information stored on the user's normal terminal. To deal with this scenario a boot-up profile detailing basic requirements is present on the USIM. The information in the default profile will be sufficient to allow the user to interact with the terminal e.g. display language. There is no need for any advanced features such as call management preferences since the normal VHE should have been downloaded to the terminal before these functions are required. In this way the VHE will be provided consistently to the user on a terminal-independent basis. Figure 2 illustrates the boot-up process. Firstly the user is authenticated and the terminal informs the network of its capabilities. When the initial set-up handshake between the terminal and the network has finished, the terminal compares the set of services/applications which the user has subscribed to - provided either by the network or the boot-up profile – with the set of applications already stored on the terminal. 

If the comparison reveals that the terminal does not contain the full compliment of services and applications, there are two alternatives; a) the terminal requests a download of the missing applications; b) the terminal obtains a pointer to the missing applications from the boot-up profile and only downloads them when the user tries to access the service. The choice is a trade-off between the terminal's memory capacity, the cost of using network resources and the undesirable delay that will result if the service has to be downloaded after the user as tried to use it. Once the process is completed the user will be able to access their usual services in a way that is familiar to them.
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Figure 1: Information flows for initialising the VHE
4. User Profile Standardisation Issues 

The level to which a user can customise a profile depends on the degree to which the various parameters of the sub profiles are defined. Standardisation is a necessary part of the profiling system to ensure that the profile structure is understood by applications and network elements that need the information. For instance a standard directory service would allow the execution environment to provide access to the profile data in an consistent way.

The world wide web consortium (W3C) has proposed an open profiling standard for use on the internet. A standardised layer located above XML called the Resource Description Format (RDF) has been proposed which can be used to describe both user preferences and terminal capabilities. Since it is possible to visualise the UMTS requirements in a similar way it should be possible to use RDF to provide an XML structure for user preference and attribute information which is as extensible at the metadata level as XML is at the document level. The extensibility of XML allows greater flexibility for information sharing and accessibility. 

The XML code given below shows an example of how profile information could be organised for the RDF.

<?xml version="1.0"?>

<RDF 

xmlns:RDF="http://www.vodafone.co.uk/UMTS-VHE/rdf-syntax#" 

xmlns:PRF="http://www.vodafone.co.uk/UMTS-VHE/profile-vocabulary#">

<RDF:User_Profile>

     <RDF:Description about="Communications_Management">

        <PRF:Criteria>

          <Description

            PRF:ETOD="Yes"

            PRF:Location="Yes"

            PRF:Terminal Class="No"

            PRF:Present Activity="No"

            PRF:Present Network="Yes"

            PRF:MSISDN="No" />

         </PRF:Criteria>

         <PRF:Modifications>

           <Description 

            PRF:ETOD="No"

            PRF:Location="No"

            PRF:Terminal Class="Yes"

            PRF:Present Activity="Yes"

            PRF:Present Network="No"

            PRF:MSISDN="Yes" />

         <PRF:Modifications>

         </RDF:Description>

     <RDF:Description about="Security">

        <PRF:Defaults>

          <Description

           PRF:Passwd_Access="Yes"

           PRF:Applet_Download_OK="No" />

        </PRF:Defaults>

        <PRF:Modifications>  

          <Description

          PRF:Passwd_Access="No"

           PRF:Applet_Download_OK="Yes" />

         </PRF:Modifications> 

     </RDF:Description>

     <RDF:Description about="UserPreferences">

        <PRF:Defaults>

          <Description

           PRF:UI="Colour16"

           PRF:Announcement_Language="English(UK)"

           PRF:Background_Colour="Cyan"

           PRF:Font_Colour="Black"/>

        </PRF:Defaults>

        <PRF:Modifications>  

          <Description

           PRF:UI="Mono" />

         </PRF:Modifications> 

     </RDF:Description>

    <RDF:Description about="DefaultProfile">

        <PRF:Defaults>

          <Description

           PRF:Language="English" />

         </PRF:Defaults> 

     </RDF:Description>

</RDF:User_Profile>

</RDF>

This code shows a structure similar to that shown in Figure 1 where at the highest level was the user profile under which rested the various sub profiles which detail the user's preferences. When more than one profile exists for a single user it is not necessary to separate business, personal etc, instead using XML the information can be easily shared and logical distinctions can be made. These sharing possibilities apply also to information formats, RDF allows the description of relationships between documents, images and other resources. RDF also allows indirect addressing of resources e.g. using WWW URLs.

This RDF structure above presents a collection of the capabilities and preferences associated with the users profile. Each collection of preferences is organised within a description block i.e. the sub-profiles. These description blocks may contain subordinate description blocks to describe default attributes or other collections of attributes. 

The namespace "PRF" contains the vocabulary used for all attributes and preferences. This is intended to provide a well-defined collection of attributes of general utility. 
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Figure 1: Structure and distribution of profiles
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