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WAP WTA thanks the MExE group for their liaison regarding security.   The group agrees that security forms a very important part of  the WTA work and has recently identified in its charter a roadmap for the development of WTA security capabilities.  

The group, in conjunction with other WAP groups, is currently in the process of evaluating several possible security solutions.  Schemes under consideration include the use of PKI or the utilisation of the existing WAP transport security protocol WTLS.  Progress on the issue will be communicated in due course.

With respect to the user having ultimate control, the following text appears in the draft WTA charter.

“User control –The user will have the ultimate control of whether a potentially chargeable service is made or not as they bear the cost of such services.“
In answer to the three specific pertinent operations and the fraud related issues identified, the WTA group will take these input requirements into consideration in developing the WTA specification.

In relation to journalling, a call logging API has been specified that will allow the ability to record, last dialled voice numbers, received calls and missed calls.

WTA has identified convergence with MExE security requirements as an important goal and welcomes continued dialogue on this important topic.
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